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CONTENTION 1: ALLIES
Allies will insist on a policy that limits operations to zones of active hostilities with criminal prosecutions elsewhere---codification key 
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
The debate has largely devolved into an either-or dichotomy, even while security and practical considerations demand more nuanced practices. Thus, the United States, supported by a vocal group of scholars, including Professors Jack Goldsmith, Curtis Bradley, and Robert Chesney, has long asserted that it is at war with al Qaeda and associated groups. Therefore, it can legitimately detain without charge - and kill - al Qaeda members and their associates wherever they are found, subject of course to additional law-of-war, constitutional, and sovereignty constraints. n9 Conversely, European [*1170] allies, supported by an equally vocal group of scholars and human rights advocates, assert that the United States is engaged in a conflict with al Qaeda only in specified regions, and that the United States' authority to employ law-of-war detention and lethal force extends only to those particular zones. n10 In all other places, al Qaeda and its associates should be subject to [*1171] law enforcement measures, as governed by international human rights law and the domestic laws of the relevant states. n11 Recent statements by United States officials suggest an attempt to mediate between these two extremes, at least for purposes of targeted killing, and as a matter of policy, not law. While continuing to assert a global conflict with al Qaeda, official statements have limited the defense of out-of-conflict zone targeting operations to high-level leaders and others who pose a "significant" threat. n12 In the words of President Obama's then-Assistant for Homeland Security and Counterterrorism, John O. Brennan, the United States does not seek to "eliminate every single member of al-Qaida in the world," but instead conducts targeted strikes to mitigate "actual[,] ongoing threats." n13 That said, the United States continues to suggest that it can, as a matter of law, "take action" against anyone who is "part of" al Qaeda or associated forces - a very broad category of persons - without any explicit geographic limits. n14 The stakes are high. If the United States were permitted to launch a drone strike against an alleged al Qaeda operative in Yemen, why not in London - so long as the United States had the United Kingdom's consent and was confident that collateral damage to nearby civilians would be minimal (thereby addressing sovereignty and proportionality concerns)? There are many reasons why such a scenario is unlikely, but the United [*1172] States has yet to assert any limiting principle that would, as a matter of law, prohibit such actions. And in fact, the United States did rely on the laws of war to detain a U.S. citizen picked up in a Chicago airport for almost four years. n15 Even if one accepts the idea that the United States now exercises its asserted authority with appropriate restraint, what is to prevent Russia, for example, from asserting that it is engaged in an armed conflict with Chechens and that it can target or detain, without charge, an alleged member of a Chechen rebel group wherever he or she is found, including possibly in the United States? Conversely, it cannot be the case - as the extreme version of the territorially restricted view of the conflict suggests - that an enemy with whom a state is at war can merely cross a territorial boundary in order to plan or plot, free from the threat of being captured or killed. In the London example, law enforcement can and should respond effectively to the threat. n16 But there also will be instances in which the enemy escapes to an effective safe haven because the host state is unable or unwilling to respond to the threat (think Yemen and Somalia in the current conflict), capture operations are infeasible because of conditions on the ground (think parts of Yemen and Somalia again), or criminal prosecution is not possible, at least in the short run. This Article proposes a way forward - offering a new legal framework for thinking about the geography of the conflict in a way that better mediates the multifaceted liberty, security, and foreign policy interests at stake. It argues that the jus ad bellum questions about the geographic borders of the conflict that have dominated much of the literature are the wrong questions to focus on. Rather, it focuses on jus in bello questions about the conduct of hostilities. This Article assumes that the conflict extends to wherever the enemy threat is found, but argues for more stringent rules of conduct outside zones of active hostilities. Specifically, it proposes a series of substantive and procedural rules designed to limit the use of lethal targeting [*1173] and detention outside zones of active hostilities - subjecting their use to an individualized threat finding, a least-harmful-means test, and meaningful procedural safeguards. n17 The Article does not claim that existing law, which is uncertain and contested, dictates this approach. (Nor does it preclude this approach.) Rather, the Article explicitly recognizes that the set of current rules, developed mostly in response to state-on-state conflicts in a world without drones, fails to address adequately the complicated security and liberty issues presented by conflicts between a state and mobile non-state actors in a world where technological advances allow the state to track and attack the enemy wherever he is found. New rules are needed. Drawing on evolving state practice, underlying principles of the law of war, and prudential policy considerations, the Article proposes a set of such rules for conflicts between states and transnational non-state actors - rules designed both to promote the state's security and legitimacy and to protect against the erosion of individual liberty and the rule of law. The Article proceeds in four parts. Part I describes how the legal framework under which the United States is currently operating has generated legitimate concerns about the creep of war. This Part outlines how the U.S. approach over the past several years has led to a polarized debate between opposing visions of a territorially broad and territorially restricted conflict, and how both sides of the debate have failed to [*1174] acknowledge the legitimate substantive concerns of the other. Part II explains why a territorially broad conflict can and should distinguish between zones of active hostilities and elsewhere, thus laying out the broad framework under which the Article's proposal rests. Part III details the proposed zone approach. It distinguishes zones of active hostilities from both peacetime and lawless zones, and outlines the enhanced substantive and procedural standards that ought to apply in the latter two zones. Specifically, Part III argues that outside zones of active hostilities, law-of-war detention and use of force should be employed only in exceptional situations, subject to an individualized threat finding, least-harmful-means test, and meaningful procedural safeguards. n18 This Part also describes how such an approach maps onto the conflict with al Qaeda, and is, at least in several key ways, consistent with the approach already taken by the United States as a matter of policy. Finally, Part IV explains how such an approach ought to apply not just to the current conflict with al Qaeda but to other conflicts with transnational non-state actors in the future, as well as self-defense actions that take place outside the scope of armed conflict. It concludes by making several recommendations as to how this approach should be incorporated into U.S. and, ultimately, international law. The Article is United States-focused, and is so for a reason. To be sure, other states, most notably Israel, have engaged in armed conflicts with non-state actors that are dispersed across several states or territories. n19 But the United States is the first state to self-consciously declare itself at war with a non-state terrorist organization that potentially spans the globe. Its actions and asserted authorities in response to this threat establish a reference point for state practice that will likely be mimicked by others and inform the development of customary international law.
Alignment with allies brings detention policy into compliance---makes criminal justice effective outside zones
Hathaway 13, Gerard C. and Bernice Latrobe Smith Professor of International Law
Yale Law School); Samuel Adelsberg (J.D. candidate at Yale Law School); Spencer Amdur (J.D. candidate at Yale Law School); Freya Pitts (J.D. candidate at Yale Law School); Philip Levitz (J.D. from Yale Law School); and Sirine Shebaya (J.D. from Yale Law School), “The Power To Detain: Detention of Terrorism Suspects After 9/11”, The Yale Journal of International Law, Vol. 38, 2013.
There is clear evidence that other countries recognize and respond to the difference in legitimacy between civilian and military courts and that they are, indeed, more willing to cooperate with U.S. counterterrorism efforts when terrorism suspects are tried in the criminal justice system. Increased international cooperation is therefore another advantage of criminal prosecution.¶ Many key U.S. allies have been unwilling to cooperate in cases involving law-of-war detention or prosecution but have cooperated in criminal [*166] prosecutions. In fact, many U.S. extradition treaties, including those with allies such as India and Germany, forbid extradition when the defendant will not be tried in a criminal court. n252 This issue has played out in practice several times. An al-Shabaab operative was extradited from the Netherlands only after assurances from the United States that he would be prosecuted in criminal court. n253 Two similar cases arose in 2007. n254 In perhaps the most striking example, five terrorism suspects - including Abu Hamza al-Masr, who is accused of providing material support to al-Qaeda by trying to set up a training camp in Oregon and of organizing support for the Taliban in Afghanistan - were extradited to the United States by the United Kingdom in October 2012. n255 The extradition was made on the express condition that they would be tried in civilian federal criminal courts rather than in the military commissions. n256 And, indeed, both the European Court of Human Rights and the British courts allowed the extradition to proceed after assessing the protections offered by the U.S. federal criminal justice system and finding they fully met all relevant standards. n257 An insistence on using military commissions may thus hinder extradition and other kinds of international prosecutorial cooperation, such as the sharing of testimony and evidence.¶ Finally, the criminal justice system is simply a more agile and versatile prosecution forum. Federal jurisdiction offers an extensive variety of antiterrorism statutes that can be marshaled to prosecute terrorist activity committed outside the United States, and subsequently to detain those who are convicted. n258 This greater variety of offenses - military commissions can only [*167] punish an increasingly narrow set of traditional offenses against the laws of war n259 - offers prosecutors important flexibility. For instance, it might be very difficult to prove al-Qaeda membership in an MCA prosecution or a law-of-war habeas proceeding; but if the defendant has received training at a terrorist camp or participated in a specific terrorist act, federal prosecutors may convict under various statutes tailored to more specific criminal behavior. n260 In addition, military commissions can no longer hear prosecutions for material support committed before 2006. n261 Due in part to the established track record of the federal courts, the federal criminal justice system also allows for more flexible interactions between prosecutors and defendants. Proffer and plea agreements are powerful incentives for defendants to cooperate, and often lead to valuable intelligence-gathering, producing more intelligence over the course of prosecution. n262
That solves safe havens and extradition to the US court system
David S. Kris 11 – Former Assistant Attorney General for National Security at the U.S. Department of Justice, Law Enforcement as a Counterterrorism Tool, Assistant Attorney General for National Security at the U.S. Department of Justice, from March 2009 to March 2011, Journal of Security Law & Policy, Vol5:1. 2011, http://jnslp.com//wp-content/uploads/2011/06/01_David-Kris.pdf
Finally, the criminal justice system may help us obtain important cooperation from other countries. That cooperation may be necessary if we want to detain suspected terrorists¶ or otherwise accomplish our national¶ security objectives. Our federal courts are well-respected internationally.¶ They are well-established, formal legal mechanisms that allow the transfer of terrorism suspects to the United States¶ for trial in federal court, and for¶ the provision of information to assist¶ in law enforcement investigations –¶ i.e., extradition and mutual legal assistance treaties (MLATs). Our allies around the world are comfortable with these mechanisms, as well as with more informal procedures that are often used to provide assistance to the United States in law enforcement matters, whether relating to terrorism or¶ other types of cases. Such cooperation can be critical to the success of a prosecution, and in some cases can be the only way in which we will gain custody of a suspected terrorist who has broken our laws.¶ 184¶ In contrast, many of our key allies around the world are not willing to cooperate with or support our efforts to hold suspected terrorists in law of war detention or to prosecute them in military commissions. While we hope that over time they will grow more supportive of these legal¶ mechanisms, at present many countries would not extradite individuals to the United States for military commission proceedings or law of war¶ detention. Indeed, some of our extradition treaties explicitly forbid extradition to the United States where the person will be tried in a forum other than a criminal court. For example, our treaties with Germany¶ (Article 13)¶ 185¶ and with Sweden (Article V(3))¶ 186¶ expressly forbid extradition¶ when the defendant will be tried in¶ an “extraordinary” court, and the¶ understanding of the Indian government pursuant to its treaty with the¶ United States is that extradition is available only for proceedings under the¶ ordinary criminal laws of the requesting state.¶ 187¶ More generally, the¶ doctrine of dual criminality – under which extradition is available only for¶ offenses made criminal in both countries – and the relatively common¶ exclusion of extradition for military offenses not also punishable in civilian¶ court may also limit extradition outside the criminal justice system.¶ 188¶ Apart¶ from extradition, even where we already have the terrorist in custody, many countries will not provide testimony, other information, or assistance in support of law of war detention or a military prosecution, either as a matter¶ of national public policy or under other provisions of some of our MLATs.¶ 189¶ These concerns are not hypothetical. During the last Administration,¶ the United States was obliged to give¶ assurances against the use of military¶ commissions in order to obtain extradition of several terrorism suspects to¶ the United States.¶ 190¶ There are a number of terror suspects currently in foreign custody who likely would not be extradited to the United States by¶ foreign nations if they faced military tribunals.¶ 191¶ In some of these cases, it might be necessary for the foreign nation to release these suspects if they cannot be extradited because they do¶ not face charges pending in the¶ foreign nation.
Plan prevents end of allied intel cooperation and reinvigorates NATO
Tom Parker 12, Former Policy Dir. for Terrorism, Counterterrorism and H. Rts. at Amnesty International, U.S. Tactics Threaten NATO, September 17, http://nationalinterest.org/commentary/us-tactics-threaten-nato-7461
A growing chasm in operational practice is opening up between the United States and its allies in NATO. This rift is putting the Atlantic alliance at risk. Yet no one in Washington seems to be paying attention. The escalating use of unmanned aerial vehicles to strike terrorist suspects in an increasing number of operational environments from the Arabian Peninsula to Southeast Asia, coupled with the continued use of military commissions and indefinite detention, is driving a wedge between the United States and its allies. Attitudes across the Atlantic are hardening fast. This isn’t knee-jerk, man-on-the-street anti-Americanism. European governments that have tried to turn a blind eye to U.S. counterterrorism practices over the past decade are now forced to pay attention by their own courts, which will restrict cooperation in the future. As recently as last month, the German federal prosecutor’s office opened a probe into the October 2010 killing of a German national identified only as “Buenyamin E.” in a U.S. drone strike in Pakistan. There are at least four other similar cases involving German nationals and several reported strikes involving legal residents of the United Kingdom. In March, Polish prosecutors charged the former head of Polish intelligence, Zbigniew Siemiatkowski, with “unlawfully depriving prisoners of the their liberty” because of the alleged role he played in helping to establish a CIA secret prison in northeastern Poland in 2002–2003. Last December, British Special Forces ran afoul of the UK courts for informally transferring two Al Qaeda suspects detained in Iraq, Yunus Rahmatullah and Amanatullah Ali, to U.S. forces. The British government has been instructed to recover the men from U.S. custody or face legal sanctions that could result in two senior ministers being sent to prison. Perhaps the most dramatic example illustrating the gap that has opened up between the United States and its European allies concerns the 2009 in absentia conviction of twenty-three U.S. agents in an Italian court for the role they played in the extraordinary rendition of radical Imam Hassan Mustafa Osama Nasr from Milan to Cairo. Britain, Poland, Italy and Germany are among America’s closest military partners. Troops from all four countries are currently serving alongside U.S. forces in Afghanistan, but they are now operating within a very different set of constraints than their U.S. counterparts. The European Court of Human Rights established its jurisdiction over stabilization operations in Iraq, and by implication its writ extends to Afghanistan as well. The British government has lost a series of cases before the court relating to its operations in southern Iraq. This means that concepts such as the right to life, protection from arbitrary punishment, remedy and due process apply in areas under the effective control of European forces. Furthermore, the possibility that intelligence provided by any of America’s European allies could be used to target a terrorism suspect in Somalia or the Philippines for a lethal drone strike now raises serious criminal liability issues for the Europeans. The United States conducts such operations under the legal theory that it is in an international armed conflict with Al Qaeda and its affiliates that can be pursued anywhere on the globe where armed force may be required. But not one other member of NATO shares this legal analysis, which flies in the face of established international legal norms. The United States may have taken issue with the traditional idea that wars are fought between states and not between states and criminal gangs, but its allies have not. The heads of Britain’s foreign and domestic intelligence services have been surprisingly open about the “inhibitions” that this growing divergence has caused the transatlantic special relationship, telling Parliament that it has become an obstacle to intelligence sharing. European attitudes are not going to change—the European Court of Human Rights is now deeply embedded in European life, and individual European governments cannot escape its oversight no matter how well disposed they are to assist the United States. The United States has bet heavily on the efficacy of a new array of counterterrorism powers as the answer to Al Qaeda. In doing so it has evolved a concept of operations that has much more in common with the approach to terrorist threats taken by Israel and Russia than by its European partners. There has been little consideration of the wider strategic cost of these tactics, even as the Obama administration doubles down and extends their use. Meanwhile, some of America’s oldest and closest allies are beginning to place more and more constraints on working with U.S. forces. NATO cannot conduct military operations under two competing legal regimes for long. Something has to give—and it may just be the Atlantic alliance.
NATO prevents global nuclear war
Zbigniew Brzezinski 9, former U.S. National Security Adviser, Sept/Oct 2009, “An Agenda for NATO,” Foreign Affairs, 88.5, EBSCO
NATO's potential is not primarily military. Although NATO is a collective-security alliance, its actual military power comes predominantly from the United States, and that reality is not likely to change anytime soon. NATO's real power derives from the fact that it combines the United States' military capabilities and economic power with Europe's collective political and economic weight (and occasionally some limited European military forces). Together, that combination makes NATO globally significant. It must therefore remain sensitive to the importance of safeguarding the geopolitical bond between the United States and Europe as it addresses new tasks. The basic challenge that NATO now confronts is that there are historically unprecedented risks to global security. Today's world is threatened neither by the militant fanaticism of a territorially rapacious nationalist state nor by the coercive aspiration of a globally pretentious ideology embraced by an expansive imperial power. The paradox of our time is that the world, increasingly connected and economically interdependent for the first time in its entire history, is experiencing intensifying popular unrest made all the more menacing by the growing accessibility of weapons of mass destruction -- not just to states but also, potentially, to extremist religious and political movements. Yet there is no effective global security mechanism for coping with the growing threat of violent political chaos stemming from humanity's recent political awakening. The three great political contests of the twentieth century (the two world wars and the Cold War) accelerated the political awakening of mankind, which was initially unleashed in Europe by the French Revolution. Within a century of that revolution, spontaneous populist political activism had spread from Europe to East Asia. On their return home after World Wars I and II, the South Asians and the North Africans who had been conscripted by the British and French imperial armies propagated a new awareness of anticolonial nationalist and religious political identity among hitherto passive and pliant populations. The spread of literacy during the twentieth century and the wide-ranging impact of radio, television, and the Internet accelerated and intensified this mass global political awakening. In its early stages, such new political awareness tends to be expressed as a fanatical embrace of the most extreme ethnic or fundamentalist religious passions, with beliefs and resentments universalized in Manichaean categories. Unfortunately, in significant parts of the developing world, bitter memories of European colonialism and of more recent U.S. intrusion have given such newly aroused passions a distinctively anti-Western cast. Today, the most acute example of this phenomenon is found in an area that stretches from Egypt to India. This area, inhabited by more than 500 million politically and religiously aroused peoples, is where NATO is becoming more deeply embroiled. Additionally complicating is the fact that the dramatic rise of China and India and the quick recovery of Japan within the last 50 years have signaled that the global center of political and economic gravity is shifting away from the North Atlantic toward Asia and the Pacific. And of the currently leading global powers -- the United States, the EU, China, Japan, Russia, and India -- at least two, or perhaps even three, are revisionist in their orientation. Whether they are "rising peacefully" (a self-confident China), truculently (an imperially nostalgic Russia) or boastfully (an assertive India, despite its internal multiethnic and religious vulnerabilities), they all desire a change in the global pecking order. The future conduct of and relationship among these three still relatively cautious revisionist powers will further intensify the strategic uncertainty. Visible on the horizon but not as powerful are the emerging regional rebels, with some of them defiantly reaching for nuclear weapons. North Korea has openly flouted the international community by producing (apparently successfully) its own nuclear weapons -- and also by profiting from their dissemination. At some point, its unpredictability could precipitate the first use of nuclear weapons in anger since 1945. Iran, in contrast, has proclaimed that its nuclear program is entirely for peaceful purposes but so far has been unwilling to consider consensual arrangements with the international community that would provide credible assurances regarding these intentions. In nuclear-armed Pakistan, an extremist anti-Western religious movement is threatening the country's political stability. These changes together reflect the waning of the post-World War II global hierarchy and the simultaneous dispersal of global power. Unfortunately, U.S. leadership in recent years unintentionally, but most unwisely, contributed to the currently threatening state of affairs. The combination of Washington's arrogant unilateralism in Iraq and its demagogic Islamophobic sloganeering weakened the unity of NATO and focused aroused Muslim resentments on the United States and the West more generally.
Interoperability within NATO ensures global trade and prevents cyber attacks
Jamie Shea 12, Deputy Assistant Secretary General for Emerging Security Challenges, "Keeping NATO Relevant", April 19, carnegieendowment.org/2012/04/19/keeping-nato-relevant/acl9#
At the same time, the national security strategies of the NATO allies underline the extent to which they are currently preoccupied with regional crises, preventing global proliferation, dismantling terrorist networks, preserving their trade routes and access to raw materials, and integrating the rising global powers into a rules-based international system. If NATO is decreasingly responsive to this global agenda, or is focused only on contingencies requiring major military mobilization, such as those that Article 5 was traditionally intended to address, there is a risk of a disconnect between NATO-Brussels and the policy and resource decisions taken in NATO capitals or in other institutions like the EU.¶ SLIMMING DOWN AND STAYING RELEVANT¶ NATO’s core challenge for the next decade will be to slim down while retaining the capability to handle the global security agenda of its members. This is still possible, and NATO’s new Strategic Concept certainly provides the doctrinal basis. But words do not automatically lead to actions.¶ To succeed, the Alliance will need to be serious about three things: demonstrating real capability to counter the new security challenges; harmonizing allied positions on potential or actual regional crises; and binding the maximum number of its partners in North Africa, the Middle East, and the Asia-Pacific region into a structured security community through consultations, training, and interoperability. As NATO builds down, it will need to make sure that it does not sacrifice the structures and people that allow it to deliver on these three tasks and that make the Alliance more than just a multinational military headquarters for “when all else has failed” responses.¶ Because the new security challenges are often civilian in nature (90 percent of cyberspace is owned by the private sector) and because they are often managed by ministries of the interior, the police, or specialized government agencies, some have questioned NATO’s role and relevance. It is also not easy for an organization that has traditionally taken on the major role and responsibility in a crisis (Bosnia, Kosovo, Afghanistan, Libya) or has not been involved at all (Iraq, North Korea, Syria) to adapt to being a partial or supporting actor. There are a large number of agencies involved in a cyber, terrorism, or energy incident and the military role is only one of many that need to be brought into play, and with varying degrees of importance as the crisis develops. But because NATO cannot always be the complete solution does not mean that its role is symbolic, provided that the Alliance identifies the aspect of the issue that corresponds to its essentially military capabilities and crisis-management mechanisms.¶ Countering New Security Challenges¶ All future conflicts will have a cyber dimension, whether in stealing secrets and probing vulnerabilities to prepare for a military operation or in disabling crucial information and command and control networks of the adversary during the operation itself. Consequently, NATO’s future military effectiveness will be closely linked to its cyber-defense capabilities; in this respect, there is also much that NATO can do to help allies improve their cyber forensics, intrusion detection, firewalls, and procedures for handling an advanced persistent attack, such as that which affected Estonia in 2007.¶ The Alliance can also help to shape the future cyber environment by promoting information sharing and confidence-building measures among its partners and, in a longer-term perspective, other key actors, such as Brazil, China, and India. This is a field where the military is clearly ahead in many key technical areas. NATO already has one of the most capable computer incident response centers around and one of the best systems for exchanging and assessing intelligence on cyber threats. NATO must first establish its credibility in this area by bringing all of its civilian and military networks under centralized protection by the end of 2012, but it would not make sense to leave NATO’s role in cyber defense there. It can be a center of excellence for exercises, best practice, stress testing, and common standards for both allies and partners.¶ Of course, NATO will have work to do in order to be an effective player in the cyber field, along with other emerging threats. It will need to go beyond its traditional stakeholders in the allied foreign and defense ministries and build relationships with ministries of the interior, intelligence services, customs, and government crisis-management cells (such as COBRA in the United Kingdom). It will also need to step up its cooperation with industry (which is still in the lead for most of the analysis of cyber malware) and also with private security companies that will be playing an increasing role in cyber defense, protection of critical infrastructure, and protection of shipping from pirates.¶ This field is the very expression of security policy in the twenty-first century, in which industry will not just provide equipment but entire security management services to the armed forces. Private contractors will be firmly embedded in every level of defense ministries as well as the armed forces and security agencies. Many of the security functions traditionally performed by governments will be subcontracted to private companies—from physical protection to malware analysis, intelligence and early warning, and logistics. Accordingly, NATO must learn how to work more productively with them.¶ Given the exponential growth in malware and hacking skills, the cyber threat is the most pressing challenge; but there are others too that NATO can readily handle. For instance, using its Special Forces Headquarters at Allied Command Operations to train and set common standards for special forces with centralized air lift, or monitoring emerging technologies so that NATO can better exploit both existing and future disruptive technologies and counter the use of asymmetric methods by its adversaries. Yet another is the protection of critical infrastructure and supply lines for energy and raw materials, especially in the maritime domain where 90 percent of global trade takes place. Key choke points are especially vulnerable to piracy or threats of closure during crises and war. Related areas are the protection against chemical, biological, or radiological agents and training armed forces to cope with extreme weather conditions and natural disasters resulting from climate change.¶ The difference between these emerging challenges and what NATO encountered in the past is that they cannot be deterred. Cyber attacks, terrorism, supply shortages, and natural disasters will all occur. So a key new role of NATO is to help develop the societal resilience to cope with these new types of attacks, to plug vulnerabilities, and to build in the redundant back-up capabilities to allow societies to recover quickly.¶ But again, while NATO’s military organization and capabilities can be a useful first or second responder, they will need to be coordinated with domestic police, health, and emergency management agencies and organizations like the EU. So NATO’s progress in practically embracing the new challenges will depend upon its capacity for effective networking. This is where civilian-military exercises involving NATO and the EU, and NATO and the civilian crisis-management agencies, can help the Alliance to better prepare and understand the different structures and procedures used by its member nations.
Trade solves nuclear war
Michael J. Panzner 8, faculty at the New York Institute of Finance, 25-year veteran of the global stock, bond, and currency markets who has worked in New York and London for HSBC, Soros Funds, ABN Amro, Dresdner Bank, and JPMorgan Chase, Financial Armageddon: Protect Your Future from Economic Collapse, Revised and Updated Edition, p. 136-138
Continuing calls for curbs on the flow of finance and trade will inspire the United States and other nations to spew forth protectionist legislation like the notorious Smoot-Hawley bill. Introduced at the start of the Great Depression, it triggered a series of tit-for-tat economic responses, which many commentators believe helped turn a serious economic downturn into a prolonged and devastating global disaster, But if history is any guide, those lessons will have been long forgotten during the next collapse. Eventually, fed by a mood of desperation and growing public anger, restrictions on trade, finance, investment, and immigration will almost certainly intensify. ¶ Authorities and ordinary citizens will likely scrutinize the cross-border movement of Americans and outsiders alike, and lawmakers may even call for a general crackdown on nonessential travel. Meanwhile, many nations will make transporting or sending funds to other countries exceedingly difficult. As desperate officials try to limit the fallout from decades of ill-conceived, corrupt, and reckless policies, they will introduce controls on foreign exchange, foreign individuals and companies seeking to acquire certain American infrastructure assets, or trying to buy property and other assets on the (heap thanks to a rapidly depreciating dollar, will be stymied by limits on investment by noncitizens. Those efforts will cause spasms to ripple across economies and markets, disrupting global payment, settlement, and clearing mechanisms. All of this will, of course, continue to undermine business confidence and consumer spending.¶ In a world of lockouts and lockdowns, any link that transmits systemic financial pressures across markets through arbitrage or portfolio-based risk management, or that allows diseases to be easily spread from one country to the next by tourists and wildlife, or that otherwise facilitates unwelcome exchanges of any kind will be viewed with suspicion and dealt with accordingly.¶ The rise in isolationism and protectionism will bring about ever more heated arguments and dangerous confrontations over shared sources of oil, gas, and other key commodities as well as factors of production that must, out of necessity, be acquired from less-than-friendly nations. Whether involving raw materials used in strategic industries or basic necessities such as food, water, and energy, efforts to secure adequate supplies will take increasing precedence in a world where demand seems constantly out of kilter with supply. Disputes over the misuse, overuse, and pollution of the environment and natural resources will become more commonplace. Around the world, such tensions will give rise to full-scale military encounters, often with minimal provocation.¶ In some instances, economic conditions will serve as a convenient pretext for conflicts that stem from cultural and religious differences. Alternatively, nations may look to divert attention away from domestic problems by channeling frustration and populist sentiment toward other countries and cultures. Enabled by cheap technology and the waning threat of American retribution, terrorist groups will likely boost the frequency and scale of their horrifying attacks, bringing the threat of random violence to a whole new level.¶ Turbulent conditions will encourage aggressive saber rattling and interdictions by rogue nations running amok. Age-old clashes will also take on a new, more healed sense of urgency. China will likely assume an increasingly belligerent posture toward Taiwan, while Iran may embark on overt colonization of its neighbors in the Mideast. Israel, for its part, may look to draw a dwindling list of allies from around the world into a growing number of conflicts. Some observers, like John Mearsheimer, a political scientist at the University of Chicago, have even speculated that an "intense confrontation" between the United States and China is "inevitable" at some point.¶ More than a few disputes will turn out to be almost wholly ideological. Growing cultural and religious differences will be transformed from wars of words to battles soaked in blood. Long-simmering resentments could also degenerate quickly, spurring the basest of human instincts and triggering genocidal acts. Terrorists employing biological or nuclear weapons will vie with conventional forces using jets, cruise missiles, and bunker-busting bombs to cause widespread destruction. Many will interpret stepped-up conflicts between Muslims and Western societies as the beginnings of a new world war.
Cyber causes nuclear war
Jason Fritz 9, Former Captain of the U.S. Army, July, Hacking Nuclear Command and Control, www.icnnd.org/Documents/Jason_Fritz_Hacking_NC2.doc
The US uses the two-man rule to achieve a higher level of security in nuclear affairs. Under this rule two authorized personnel must be present and in agreement during critical stages of nuclear command and control. The President must jointly issue a launch order with the Secretary of Defense; Minuteman missile operators must agree that the launch order is valid; and on a submarine, both the commanding officer and executive officer must agree that the order to launch is valid. In the US, in order to execute a nuclear launch, an Emergency Action Message (EAM) is needed. This is a preformatted message that directs nuclear forces to execute a specific attack. The contents of an EAM change daily and consist of a complex code read by a human voice. Regular monitoring by shortwave listeners and videos posted to YouTube provide insight into how these work. These are issued from the NMCC, or in the event of destruction, from the designated hierarchy of command and control centres. Once a command centre has confirmed the EAM, using the two-man rule, the Permissive Action Link (PAL) codes are entered to arm the weapons and the message is sent out. These messages are sent in digital format via the secure Automatic Digital Network and then relayed to aircraft via single-sideband radio transmitters of the High Frequency Global Communications System, and, at least in the past, sent to nuclear capable submarines via Very Low Frequency (Greenemeier 2008, Hardisty 1985). The technical details of VLF submarine communication methods can be found online, including PC-based VLF reception. Some reports have noted a Pentagon review, which showed a potential “electronic back door into the US Navy’s system for broadcasting nuclear launch orders to Trident submarines” (Peterson 2004). The investigation showed that cyber terrorists could potentially infiltrate this network and insert false orders for launch. The investigation led to “elaborate new instructions for validating launch orders” (Blair 2003). Adding further to the concern of cyber terrorists seizing control over submarine launched nuclear missiles; The Royal Navy announced in 2008 that it would be installing a Microsoft Windows operating system on its nuclear submarines (Page 2008). The choice of operating system, apparently based on Windows XP, is not as alarming as the advertising of such a system is. This may attract hackers and narrow the necessary reconnaissance to learning its details and potential exploits. It is unlikely that the operating system would play a direct role in the signal to launch, although this is far from certain. Knowledge of the operating system may lead to the insertion of malicious code, which could be used to gain accelerating privileges, tracking, valuable information, and deception that could subsequently be used to initiate a launch. Remember from Chapter 2 that the UK’s nuclear submarines have the authority to launch if they believe the central command has been destroyed.¶ Attempts by cyber terrorists to create the illusion of a decapitating strike could also be used to engage fail-deadly systems. Open source knowledge is scarce as to whether Russia continues to operate such a system. However evidence suggests that they have in the past. Perimetr, also known as Dead Hand, was an automated system set to launch a mass scale nuclear attack in the event of a decapitation strike against Soviet leadership and military.¶ In a crisis, military officials would send a coded message to the bunkers, switching on the dead hand. If nearby ground-level sensors detected a nuclear attack on Moscow, and if a break was detected in communications links with top military commanders, the system would send low-frequency signals over underground antennas to special rockets. Flying high over missile fields and other military sites, these rockets in turn would broadcast attack orders to missiles, bombers and, via radio relays, submarines at sea. Contrary to some Western beliefs, Dr. Blair says, many of Russia's nuclear-armed missiles in underground silos and on mobile launchers can be fired automatically. (Broad 1993)¶ Assuming such a system is still active, cyber terrorists would need to create a crisis situation in order to activate Perimetr, and then fool it into believing a decapitating strike had taken place. While this is not an easy task, the information age makes it easier. Cyber reconnaissance could help locate the machine and learn its inner workings. This could be done by targeting the computers high of level official’s—anyone who has reportedly worked on such a project, or individuals involved in military operations at underground facilities, such as those reported to be located at Yamantau and Kosvinksy mountains in the central southern Urals (Rosenbaum 2007, Blair 2008)¶ Indirect Control of Launch¶ Cyber terrorists could cause incorrect information to be transmitted, received, or displayed at nuclear command and control centres, or shut down these centres’ computer networks completely. In 1995, a Norwegian scientific sounding rocket was mistaken by Russian early warning systems as a nuclear missile launched from a US submarine. A radar operator used Krokus to notify a general on duty who decided to alert the highest levels. Kavkaz was implemented, all three chegets activated, and the countdown for a nuclear decision began. It took eight minutes before the missile was properly identified—a considerable amount of time considering the speed with which a nuclear response must be decided upon (Aftergood 2000).¶ Creating a false signal in these early warning systems would be relatively easy using computer network operations. The real difficulty would be gaining access to these systems as they are most likely on a closed network. However, if they are transmitting wirelessly, that may provide an entry point, and information gained through the internet may reveal the details, such as passwords and software, for gaining entrance to the closed network. If access was obtained, a false alarm could be followed by something like a DDoS attack, so the operators believe an attack may be imminent, yet they can no longer verify it. This could add pressure to the decision making process, and if coordinated precisely, could appear as a first round EMP burst. Terrorist groups could also attempt to launch a non-nuclear missile, such as the one used by Norway, in an attempt to fool the system. The number of states who possess such technology is far greater than the number of states who possess nuclear weapons. Obtaining them would be considerably easier, especially when enhancing operations through computer network operations. Combining traditional terrorist methods with cyber techniques opens opportunities neither could accomplish on their own. For example, radar stations might be more vulnerable to a computer attack, while satellites are more vulnerable to jamming from a laser beam, thus together they deny dual phenomenology. Mapping communications networks through cyber reconnaissance may expose weaknesses, and automated scanning devices created by more experienced hackers can be readily found on the internet.¶ Intercepting or spoofing communications is a highly complex science. These systems are designed to protect against the world’s most powerful and well funded militaries. Yet, there are recurring gaffes, and the very nature of asymmetric warfare is to bypass complexities by finding simple loopholes. For example, commercially available software for voice-morphing could be used to capture voice commands within the command and control structure, cut these sound bytes into phonemes, and splice it back together in order to issue false voice commands (Andersen 2001, Chapter 16). Spoofing could also be used to escalate a volatile situation in the hopes of starting a nuclear war. “ [they cut off the paragraph] “In June 1998, a group of international hackers calling themselves Milw0rm hacked the web site of India’s Bhabha Atomic Research Center (BARC) and put up a spoofed web page showing a mushroom cloud and the text “If a nuclear war does start, you will be the first to scream” (Denning 1999). Hacker web-page defacements like these are often derided by critics of cyber terrorism as simply being a nuisance which causes no significant harm. However, web-page defacements are becoming more common, and they point towards alarming possibilities in subversion. During the 2007 cyber attacks against Estonia, a counterfeit letter of apology from Prime Minister Andrus Ansip was planted on his political party website (Grant 2007). This took place amid the confusion of mass DDoS attacks, real world protests, and accusations between governments. 
1AC – Executive Overreach
CONTENTION 2: OVERREACH
Scenario A: Targeted Strikes
US policy creates a borderless global war---the lack of statutory limits triggers unnecessary attacks
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
Recent statements by administration officials suggest that while, as a matter of law, the United States continues to press a broad definition of the enemy force, its actions, as a matter of policy, are more restrained. Specifically, it focuses its targeted-killing operations on those who pose a "significant threat" n57 and only as a matter of last resort. In the words of John Brennan, the United States does not seek to kill every al Qaeda member, but instead focuses its efforts on "disrupting ... plans and ... plots before they come to fruition," n58 and limits lethal strikes to situations in which it is the "only recourse" against the threat. n59 Brennan cites operational leaders, [*1186] operatives in the midst of training for an attack, and persons who possess unique operational skills that are being leveraged for an attack. n60 But no binding limits have yet been articulated, and it is not clear that they exist. n61 Are the examples of possible targets exclusive or merely illustrative? How far along does the attack planning need to be? Is mere agreement to plot or plan enough? In what situations is lethal targeting considered the "only recourse"?¶ Of note, recent reporting suggests that the United States has launched at least one drone strike near Sana'a, the capital of Yemen, in a region readily accessible to law enforcement officials, thereby casting doubt on official assertions that lethal targeting is used as a measure of last resort, when capture is not feasible. n62 Moreover, "signature strikes" reportedly were approved for use in Yemen in 2012, allowing the targeting of individuals or groups based on their pattern of activities without knowing the specific targets' identities or roles in the organization - a practice that seems to belie a policy of individualized assessments of "significant threat." n63
Congressional inaction has made this a defining policy doctrine---expansive executive authority triggers overreach 
Maxwell 12 - Colonel and Judge Advocate, U.S. Army, 1st Quarter 2012, “TARGETED KILLING, THE LAW, AND TERRORISTS: FEELING SAFE?,” Joint Force Quarterly, p. 123-130, Mark David Maxwell.
In the wake of the attacks by al Qaeda on September 11, 2001, an analogous phenomenon of feeling safe has occurred in a recent U.S. national security policy: America’s explicit use of targeted killings to eliminate terrorists, under the legal doctrines of self-defense and the law of war. Legal scholars define targeted killing as the use of lethal force by a state4 or its agents with the intent, premeditation, and deliberation to kill individually selected persons who are not in the physical custody of those targeting them.5 In layman’s terms, targeted killing is used by the United States to eliminate individuals it views as a threat.6 Targeted killings, for better or for worse, have become “a defining doctrine of American strategic policy.”7 Although many U.S. Presidents have reserved the right to use targeted killings in unique circumstances, making this option a formal part of American foreign policy incurs risks that, unless adroitly controlled and defined in concert with Congress, could drive our practices in the use of force in a direction that is not wise for the long-term health of the rule of law. This article traces the history of targeted killing from a U.S. perspective. It next explains how terrorism has traditionally been handled as a domestic law enforcement action within the United States and why this departure in policy to handle terrorists like al Qaeda under the law of war—that is, declaring war against a terrorist organization—is novel. While this policy is not an ill-conceived course of action given the global nature of al Qaeda, there are practical limitations on how this war against terrorism can be conducted under the orders of the President. Within the authority to target individuals who are terrorists, there are two facets of Presidential power that the United States must grapple with: first, how narrow and tailored the President’s authority should be when ordering a targeted killing under the rubric of self-defense; and second, whether the President must adhere to concepts within the law of war, specifically the targeting of individuals who do not don a uniform. The gatekeeper of these Presidential powers and the prevention of their overreach is Congress. The Constitution demands nothing less, but thus far, Congress’s silence is deafening. 
That lowers the threshold for use for US policymakers
Rosa Brooks 13, Prof of Law @ Georgetown University Law Center, Bernard L. Schwartz Senior Fellow, New America Foundation, 4/23/13, The Constitutional and Counterterrorism Implications of Targeted Killing, http://www.judiciary.senate.gov/pdf/04-23-13BrooksTestimony.pdf
But the advantages of drones are as overstated and misunderstood as the problems they pose — and in some ways, their very perceived advantages cause new problems. Drone technologies temptingly lower or disguise the costs of lethal force, but their availability can blind us to the potentially dangerous longer - term costs and consequences of our strategic choices. Armed drones lower the perceived costs of using lethal force in at least three ways. First, drones reduce the dollar cost of using lethal force inside foreign countries. 13 Most drones are economical compared with the available alternatives. 14 Manned aircraft, for instance, are quite expensive: 15 Lockheed Martin's F - 22 fighter jets cost about $150 million each; F - 35s are $90 million; and F - 16s are $55 million. But the 2011 price of a Reaper drone was approximately $28.4 million, while Predator drones cost only about $5 million to make. 16 As with so many things, putting a dollar figure on drones is difficult; it depends what costs are counted, and what time frame is used. Nevertheless, drones continue to be perceived as cheaper by government decision - makers. Second, relying on drone strikes rather than alternative means reduces the domestic political costs of using lethal force. Sending manned aircraft or special operations forces after a suspected terrorist places the lives of U.S. personnel at risk, and full - scale invasions and occupations endanger even more American lives. In contrast, using armed drones eliminates all short - term risks to the lives of U.S. personnel involved in the operations. Third, by reducing accidental civilian casualties, 17 precision drone technologies reduce the perceived moral and reputational costs of using lethal force. The US government is extraordinarily concerned about avoiding unnecessary civilian casualties, and rightly so. There are moral and legal reasons for this concern, and there are also pragmatic reasons: civilian casualties cause pain and resentment within local populations and host - country governments and alienate the international community It is of course not a bad thing to possess military technologies that are cost little, protect American lives and enable us to minimize civilian casualties. When new technologies appear to reduce the costs of using lethal force, however, the threshold for deciding to use lethal force correspondingly drops, and officials will be tempted to use lethal force with greater frequency and less wisdom.¶ Over the last decade, we have seen US drone strikes evolve from a tool used in extremely limited circumstances to go after specifically identified high - ranking al Qaeda officials to a tool relied on in an increasing number of countries to go after an eternally lengthening list of putative bad actors, with increasingly tenuous links to grave or imminent threats to the United States. Some of these suspected terrorists have been identified by name and specifically targeted, while others are increasingly targeted on the basis of suspicious behavior patterns. Increasingly, drones strikes have targeted militants who are lower and lower down the terrorist food chain, 18 rather than terrorist masterminds. 19 Although drone strikes are believed to have killed more than 3,000 people since 2004, 20 analysis by the New America Foundation and more recently by a the McClatchy newspaper s suggests that only a small fraction of the dead appear to have been so - called "high - value targets." 21 What’s more, drone strikes have spread ever further from "hot" battlefields, migrating from Pakistan to Yemen to Somalia (and perhaps to Mali 22 and the Philippines as well). 23
That makes great power war inevitable---causes escalation as traditional checks don’t apply
Eric Posner 13, a professor at the University of Chicago Law School, May 15th, 2013, "The Killer Robot War is Coming," Slate, www.slate.com/articles/news_and_politics/view_from_chicago/2013/05/drone_warfare_and_spying_we_need_new_laws.html
Drones have existed for decades, but in recent years they have become ubiquitous. Some people celebrate drones as an effective and humane weapon because they can be used with precision to slay enemies and spare civilians, and argue that they pose no special risks that cannot be handled by existing law. Indeed, drones, far more than any other weapon, enable governments to comply with international humanitarian law by avoiding civilian casualties when attacking enemies. Drone defenders also mocked Rand Paul for demanding that the Obama administration declare whether it believed that it could kill people with drones on American territory. Existing law permits the police to shoot criminals who pose an imminent threat to others; if police can gun down hostage takers and rampaging shooters, why can’t they drone them down too?¶ While there is much to be said in favor of these arguments, drone technology poses a paradox that its defenders have not confronted. Because drones are cheap, effective, riskless for their operators, and adept at minimizing civilian casualties, governments may be tempted to use them too frequently.¶ Indeed, a panic has already arisen that the government will use drones to place the public under surveillance. Many municipalities have passed laws prohibiting such spying even though it has not yet taken place. Why can’t we just assume that existing privacy laws and constitutional rights are sufficient to prevent abuses?¶ To see why, consider U.S. v. Jones, a 2012 case in which the Supreme Court held that the police must get a search warrant before attaching a GPS tracking device to a car, because the physical attachment of the device trespassed on property rights. Justice Samuel Alito argued that this protection was insufficient, because the government could still spy on people from the air. While piloted aircraft are too expensive to use routinely, drones are not, or will not be. One might argue that if the police can observe and follow you in public without obtaining a search warrant, they should be able to do the same thing with drones. But when the cost of surveillance declines, more surveillance takes place. If police face manpower limits, then they will spy only when strong suspicions justify the intrusion on targets’ privacy. If police can launch limitless drones, then we may fear that police will be tempted to shadow ordinary people without good reason.¶ Similarly, we may be comfortable with giving the president authority to use military force on his own when he must put soldiers into harm’s way, knowing that he will not risk lives lightly. Presidents have learned through hard experience that the public will not tolerate even a handful of casualties if it does not believe that the mission is justified. But when drones eliminate the risk of casualties, the president is more likely to launch wars too often.¶ The same problem arises internationally. The international laws that predate drones assume that military intervention across borders risks significant casualties. Since that check normally kept the peace, international law could give a lot of leeway for using military force to chase down terrorists. But if the risk of casualties disappears, then nations might too eagerly attack, resulting in blowback and retaliation. Ironically, the reduced threat to civilians in tactical operations could wind up destabilizing relationships between countries, including even major powers like the United States and China, making the long-term threat to human life much greater.¶ These three scenarios illustrate the same lesson: that law and technology work in tandem. When technological barriers limit the risk of government abuse, legal restrictions on governmental action can be looser. When those technological barriers fall, legal restrictions may need to be tightened.
These conflicts go nuclear --- wrecks global stability
Michael J Boyle 13, Assistant Professor of Political Science at La Salle University, former Lecturer in International Relations and Research Fellow at the Centre for the Study of Terrorism and Political Violence at the University of St Andrews, PhD from Cambridge University, January 2013, “The costs and consequences of drone warfare,” International Affairs 89: 1 (2013) 1–29, http://www.chathamhouse.org/sites/default/files/public/International%20Affairs/2013/89_1/89_1Boyle.pdf
A second consequence of the spread of drones is that many of the traditional concepts which have underwritten stability in the international system will be radically reshaped by drone technology. For example, much of the stability among the Great Powers in the international system is driven by deterrence, specifically nuclear deterrence.135 Deterrence operates with informal rules of the game and tacit bargains that govern what states, particularly those holding nuclear weapons, may and may not do to one another.136 While it is widely understood that nuclear-capable states will conduct aerial surveillance and spy on one another, overt military confrontations between nuclear powers are rare because they are assumed to be costly and prone to escalation. One open question is whether these states will exercise the same level of restraint with drone surveillance, which is unmanned, low cost, and possibly deniable. States may be more willing to engage in drone overflights which test the resolve of their rivals, or engage in ‘salami tactics’ to see what kind of drone-led incursion, if any, will motivate a response.137 This may have been Hezbollah’s logic in sending a drone into Israeli airspace in October 2012, possibly to relay information on Israel’s nuclear capabilities.138 After the incursion, both Hezbollah and Iran boasted that the drone incident demonstrated their military capabilities.139 One could imagine two rival states—for example, India and Pakistan—deploying drones to test each other’s capability and resolve, with untold consequences if such a probe were misinterpreted by the other as an attack. As drones get physically smaller and more precise, and as they develop a greater flying range, the temptation to use them to spy on a rival’s nuclear programme or military installations might prove too strong to resist. If this were to happen, drones might gradually erode the deterrent relationships that exist between nuclear powers, thus magnifying the risks of a spiral of conflict between them.
Scenario B – Detention
The detention of al-Libi locks in the Warsame model of transfer to civilian court
NYT 10/6/13 BENJAMIN WEISER and ERIC SCHMITT, October 6, 2013, U.S. Said to Hold Qaeda Suspect on Navy Ship, http://www.nytimes.com/2013/10/07/world/africa/a-terrorism-suspect-long-known-to-prosecutors.html?_r=0
An accused operative for Al Qaeda seized by United States commandos in Libya over the weekend is being interrogated while in military custody on a Navy ship in the Mediterranean Sea, officials said on Sunday. He is expected eventually to be sent to New York for criminal prosecution. The fugitive, known as Abu Anas al-Libi, is seen as a potential intelligence gold mine, possessing perhaps two decades of information about Al Qaeda, from its early days under Osama bin Laden in Sudan to its more scattered elements today.¶ The decision to hold Abu Anas and question him for intelligence purposes without a lawyer present follows a pattern used successfully by the Obama administration with other terrorist suspects, most prominently in the case of Ahmed Abdulkadir Warsame, a former military commander with the Somali terrorist group Shabab. Mr. Warsame was captured in 2011 by the American military in the Gulf of Aden and interrogated aboard a Navy ship for about two months without being advised of his rights or provided a lawyer.¶ After a break of several days, Mr. Warsame was advised of his rights, waived them, was questioned for about a week by law enforcement agents and was then sent to Manhattan for prosecution. “Warsame is the model for this guy,” one American security official said.
That will trigger a wave of detention litigation against US covert operations
Chesney 13 - Charles I. Francis Professor in Law @ Texas, BEYOND THE BATTLEFIELD, BEYOND AL QAEDA: THE DESTABILIZING LEGAL ARCHITECTURE OF COUNTERTERRORISM, Public Law and Legal Theory Research Paper No. 227, Robert M. Chesney, Also Michigan Law Review, Forthcoming in vol 112, Fall 2013.
Ultimately, the Obama administration settled on a compromise approach in Warsame’s case. On one hand, he was eventually placed on a “kill/capture” list maintained by Joint Special Operations Command (“JSOC”), and when he attempted to cross the Gulf the decision was made to attempt a capture.7 The operation came off in textbook fashion. JSOC operators were watching closely as Warsame proceeded across the Gulf on April 19th, and eventually they seized the vessel without a shot fired.8 For the next two months, moreover, Warsame languished in the brig of the USS Boxer—which happened to be on station in the region as part of an anti-piracy task force—undergoing interrogation in military custody. Before the detention became known to the public, however, and before any possibility of judicial intervention that might put the government’s claim of authority to the test in a formal manner, the administration switched gears. In a rather bold move, it transferred Warsame to civilian custody, flying him to New York City to face criminal charges. This solution rendered the question of authority academic as to Warsame, but it did not make the underlying issues disappear. On the contrary, the domestic political backlash against Warsame’s transfer to civilian custody in New York may well deter the executive branch from charting that same course, and Congress for its part might eventually act to forbid such transfers by statute in the future (for now it has forbidden such transfers only if the detainee is first held at Guantanamo). Yet the Warsame fact pattern, or something like it, is certain to arise again in the future in light of the strategic trends described below. The ultimate lesson of the Warsame scenario is not that hard questions about the authority to use military detention or lethal force in such settings can be avoided, then, but rather that they deserve sustained public attention. In the pages that follow, I explain that the second post-9/11 decade will be increasingly characterized by a kind of “shadow war,” taking place on an episodic basis in locations far removed from zones of conventional combat operations and involving opponents not readily described as members of al Qaeda as such. The legal architecture that developed to a point of seeming stability over the past decade is not well-adapted to this environment, and as time goes by—as new Warsames emerge—the gaps will become increasingly apparent and problematic. ***Part I below fleshes out my baseline claim that the status quo legal architecture reached a point of apparent stability by the close of the first post-9/11 decade. Political debates still raged, of course, and legal criticism certainly continued in the pages of law reviews and advocacy group briefs. Yet across a range of issues—including the use of military detention at Guantanamo and in Afghanistan, the use of reformed military commissions to prosecute a narrowed set of offenses, and the use of drones to carry out lethal strikes in remote areas—the most striking fact was the emergence of cross-party and cross-branch consensus. The Obama administration famously continued rather than terminated the core elements of various Bush administration counterterrorism programs (not to mention a dramatic expansion of the drone program), and three years’ worth of habeas litigation following the Supreme Court’s famous decision in Boumediene v. Bush served primarily (and quite surprisingly to many) to validate the legal foundation of the detention system. Congress, for its part, first took the lead in reviving the military commission system, and then in the National Defense Authorization Act for Fiscal Year 2012 reinvigorated the 2001 Authorization for Use of Military Force, providing a fresh statutory foundation at least for detention operations. In Part II I make the case that this consensus depended in significant part upon the presence of two factors. First, throughout the first post-9/11 decade there has always been a “hot battlefield” in Afghanistan, an area involving high-intensity, large-footprint conventional combat operations as to which there is no serious dispute that the law of armed conflict (LOAC) applies. This has long provided a center of gravity for the legal debate surrounding the law of counterterrorism, ensuring that there is at least some setting in which LOAC authorities relating to detention and lethal force apply. Insofar as a given fact pattern could be linked back to Afghanistan, therefore, it has been possible to avoid thorny questions regarding the geographic scope of LOAC principles. Notably, the dozens of habeas cases of the first post-9/11 decade— which collectively have played an outsized role in the process of establishing the appearance that the law has stabilized—almost entirely involve direct links to Afghanistan (the sole exception being an al Qaeda detainee captured in the US, whose case rather tellingly produced badly splintered judicial opinions). Second, throughout the same period there also has been at least a working assumption that we can coherently identify the enemy by referring to al Qaeda and the Taliban (along with glancing-but-unelaborated references to the “associated forces” of such groups). Again, the habeas case law has played a critical role in cementing this impression of clarity. In Part III, I demonstrate that both of these stabilizing factors are rapidly eroding in the face of larger strategic trends concerning both al Qaeda and the United States. First, the United States for a host of reasons (fiscal constraints, diplomatic pressure, and a growing sense of policy futility) is accelerating its withdrawal from Afghanistan. Second, the United States simultaneously is shifting to a low-visibility “shadow war” strategy that will rely on Special Operations Forces, CIA paramilitary forces, drones operated by both, proxy forces, and quiet partnerships with foreign security services. Meanwhile, al Qaeda itself has fractured and diffused, both in pursuit of the security that comes from geographic dispersal of personnel into new regions and also in pursuit of a strategic vision that embraces decentralization in the form of relationships with quasi-independent regional organizations that may have independent origins and agendas. As a result, it grows increasingly difficult to speak coherently of “al Qaeda”; the senior leadership of the original network has been decimated, and so-called franchises with uncertain (or no) ties to that leadership not only are proliferating but are rapidly emerging as more significant threats to U.S. national security. The upshot of all this is that there soon will be no undisputed hot battlefield in existence anywhere, while the center of gravity with respect to the use of lethal force will continue to shift to locations like Yemen, Pakistan, and Somalia. Already these unorthodox scenarios are the primary focus for the use of lethal force, and they will similarly be the focus should the United States resume the practice of long-term military detention for new detainees (a distinct possibility in the event of a Romney presidency). Part III also maps the disruptive legal consequences of these strategic trends. My essential point is that the apparent stability of the post-9/11 legal architecture—the semblance that some sort of sustained institutional settlement has occurred—is an illusion. As the second post-9/11 decade progresses, policies associated with drone strikes and detention unquestionably will face increasing legal friction, casting doubt over the legality of the U.S. government use of detention and lethal force in an array of settings. In Part IV, I take up the question whether we really ought to care about all of this and, if so, what if anything can and should be done. We should care, for it will not be possible to simply ride out the increasing legal friction. The current climate of judicial passivity—reflected in the Supreme Court’s unwillingness to reengage with the Guantanamo habeas cases, the unwillingness of the D.C. Circuit Court of Appeals to adjudicate habeas petitions arising out of Afghanistan, and the unwillingness of a district judge to adjudicate a suit challenging the planned use of lethal force against an American citizen —will not last. For a host of reasons, a fresh wave of detention litigation concentrating on these very issues is all but guaranteed to arise. It is not beyond the realm of possibility that the judiciary will engage as well in connection with the use of lethal force, moreover, though even if it does not its engagement on detention issues will in any event cast a long shadow over practices relating to lethal force. Bearing all this in mind, I conclude by distinguishing those elements of legal uncertainty that are simply unavoidable (given a pluralistic legal environment in which a host of relevant actors simply do not share common ground with respect to which bodies of law are applicable to these questions and what those bodies of law can fairly be said to require) and those that might usefully be addressed by statutory innovation. 
Legal challenges are primed and can be triggered at any time---failure to get out in front of the issue crushes US security strategy for CT---Congress is key
Anderson 9 – Prof. of Law @ American University & Research Fellow @ Hoover, Kenneth Anderson, Professor of Law, Washington College of Law, American University, and Research Fellow, The Hoover Institution, Stanford University and Member of its Task Force on National Security and the Law, 5/11/2009, Targeted Killing in U.S. Counterterrorism Strategy and Law, 
http://www.brookings.edu/~/media/research/files/papers/2009/5/11%20counterterrorism%20anderson/0511_counterterrorism_anderson.pdf
Does this analysis offer any practical policy prescriptions for Congress and the administration? The problem is not so much a need for new legislation to create new structures or new policies. The legislative category in which many instances of targeted killing might take place in the future already exists. The task for Congress and the administration, rather, is instead to preserve a category that is likely to be put under pressure in the future and, indeed, is already seen by many as a legal non-starter under international law. Before addressing what Congress should do in this regard, we might ask from a strictly strategic political standpoint whether, given that the Obama Administration is committed to this policy anyway, whether it is politically prudent to draw public attention to the issue at all. Israeli officials might be threatened with legal action in Spain; but so far no important actor has shown an appetite for taking on the Obama Administration. Perhaps it is better to let sleeping political dogs lie. These questions require difficult political calculations. However, the sources cited above suggest that even if no one is quite prepared at this moment to take on the Obama Administration on targeted killing, the intellectual and legal pieces of the challenge are already set up and on the table. Having asserted certain positions concerning human rights law and its application and the United States having unthinkingly abandoned its self-defense rationale for its policy, the play can be made at any time—at some later time in the Obama Administration or in the next Republican administration, prying apart the “American” position to create a de facto alliance among Democrats and Europeans and thereby undermining the ability of the United States to craft a unified American security strategy. 101 The United States would be best served if the Obama Administration did that exceedingly rare thing in international law and diplomacy: Getting the United States out in front of the issue by making plain the American position, rather than merely reacting in surprise when its sovereign prerogatives are challenged by the international soft-law community. 
Risks prosecution of key US personnel
McNeal 13, Associate Professor of Law, Pepperdine University, 3/5/13, “Targeted Killing and Accountability,” http://papers.ssrn.com/sol3/papers.cfm?abstract_id=1819583, Gregory McNeal
While no American has been prosecuted for participating in drone strikes, the specter of criminal prosecution remains present. For example, a member of the military might be prosecuted pursuant to the UCMJ, while CIA personnel may face trial in a civilian court. “Incidents in Iraq and Afghanistan involving members of the armed forces and private contractors illustrate how this can occur from time to time, as individuals are prosecuted for allegedly killing civilians or prisoners.”434 Title 18 of the U.S. code, at section 2441, establishes jurisdiction over war crimes committed by or against members of the U.S. armed forces or U.S. nationals.435 War crimes are defined as any conduct: (1) defined as a grave breach in any of the international conventions signed at Geneva 12 August 1949, or any protocol to such convention to which the United States is a party; (2) prohibited by Article 23, 25, 27, or 28 of the Annex to the Hague Convention IV, Respecting the Laws and Customs of War on Land, signed 18 October 1907; (3) which constitutes a violation of common Article 3 of the international conventions signed at Geneva, 12 August 1949, or any protocol to such convention to which the United States is a party and which deals with non-international armed conflict; or (4) of a person who, in relation to an armed conflict and contrary to the provisions of the Protocol on Prohibitions or Restrictions on the Use of Mines, Booby-Traps and Other Devices as amended at Geneva on 3 May 1996 (Protocol II as amended on 3 May 1996), when the United States is a party to such Protocol, willfully kills or causes serious injury to civilians.436 Thus, Title 18 references and incorporates various aspects of international humanitarian law into domestic law and makes violations of those laws a violation of U.S. criminal law. Similarly, the UCMJ in Article 18 allows for the exercise of jurisdiction over “any person who by the law of war is subject to trial by a military tribunal.”437 Other sources of authority for prosecuting citizens involved in wrongful targeting decisions may include the punitive articles of the UCMJ (such as Article 118 regarding murder). The CIA is not exempt from these prohibitions, as Agency personnel are under an obligation to report any criminal or administrative wrongdoing to the CIA inspector general’s office.438 That office is obligated to refer certain cases to the Department of Justice for prosecution.439 Furthermore, because CIA personnel do not enjoy combatant immunity, they could be prosecuted in the criminal courts of other nation states for their involvement in targeted killing operations.440
Even if lawsuits are lost, that crushes special operations
Jack Goldsmith 12, Harvard Law School Professor, focus on national security law, presidential power, cybersecurity, and conflict of laws, Former Assistant Attorney General, Office of Legal Counsel, and Special Counsel to the Department of Defense, Hoover Institution Task Force on National Security and Law, March, Power and Constraint, P. 199-201
For the GTMO Bar and its cousin NGOs and activists, however, the al-Aulaqi lawsuit, like other lawsuits on different issues, was merely an early battle in a long war over the legitimacy of U.S. targeting practices—a war that will take place not just in the United States, but in other countries as well. When the CCR failed to achieve what it viewed as adequate accountability for Bush administration officials in the United States in connection with interrogation and detention practices, it started pursuing, and continues to pursue, lawsuits and prosecutions against U.S. officials in Spain, Germany, and other European countries. "You look for every niche you can when you can take on the issues that you think are important," said Michael Ratner, explaining the CCR's strategy for pursuing lawsuits in Europe.¶ Clive Stafford Smith, a former CCR attorney who was instrumental in its early GTMO victories and who now leads the British advocacy organization Reprieve, is using this strategy in the targeted killing context. "There are endless ways in which the courts in Britain, the courts in America, the international Pakistani courts can get involved" in scrutinizing U.S. targeting killing practices, he argues. "It's going to be the next 'Guantanamo Bay' issue."' Working in a global network of NGO activists, Stafford Smith has begun a process in Pakistan to seek the arrest of former CIA lawyer John Rizzo in connection with drone strikes in Pakistan, and he is planning more lawsuits in the United States and elsewhere against drone operators." "The crucial court here is the court of public opinion," he said, explaining why the lawsuits are important even if he loses. His efforts are backed by a growing web of proclamations in the United Nations, foreign capitals, the press, and the academy that U.S. drone practices are unlawful. What American University law professor Ken Anderson has described as the "international legal-media-academic-NGO-international organization-global opinion complex" is hard at work to stigmatize drones and those who support and operate them."¶ This strategy is having an impact. The slew of lawsuits in the United States and threatened prosecutions in Europe against Bush administration officials imposes reputational, emotional, and financial costs on them that help to promote the human rights groups' ideological goals, even if courts never actually rule against the officials. By design, these suits also give pause to current officials who are considering controversial actions for fear that the same thing might later happen to them. This effect is starting to be felt with drones. Several Obama administration officials have told me that they worry targeted killings will be seen in the future (as Stafford Smith predicts) as their administration's GTMO. The attempted judicial action against Rizzo, the earlier lawsuits against top CIA officials in Pakistan and elsewhere, and the louder and louder proclamations of illegality around the world all of which have gained momentum after al-Aulaqi's killing—are also having an impact. These actions are rallying cries for protest and political pushback in the countries where the drone strikes take place. And they lead CIA operators to worry about legal exposure before becoming involved in the Agency's drone program." We don't know yet whether these forces have affected actual targeting practices and related tactics. But they induce the officials involved to take more caution. And it is only a matter of time, if it has not happened already, before they lead the U.S. government to forgo lawful targeted killing actions otherwise deemed to be in the interest of U.S. national security.
Special Forces are key to disarm rogues’ nuclear programs---the alternative is U.S. counterforce nuclear strikes 
Jim Thomas 13, Vice President and Director of Studies at the Center for Strategic and Budgetary Assessments, and Chris Dougherty is a Research Fellow at the Center for Strategic and Budgetary Assessments, 2013, “BEYOND THE RAMPARTS THE FUTURE OF U.S. SPECIAL OPERATIONS FORCES,” http://www.csbaonline.org/wp-content/uploads/2013/05/SOF-Report-CSBA-Final.pdf
Finally, if the United States goes to war with a nuclear-armed adversary, SOF may offer the least-worst option for regime change. In 2011, former Secretary of Defense Robert Gates famously said that, “…future defense secretary who advises the president to again send a big American land army into Asia or into the Middle East or Africa should ‘have his head examined,’ as General MacArthur so delicately put it.” 209 While current and future American political leaders may be reluctant to dispatch large-scale forces to conduct regime change operations akin to Operation Iraqi Freedom, SOF offer a viable strategic option for deposing WMD-armed regimes through UW campaigns should the need arise. Using UW may represent the best alternative to using nuclear weapons or large ground forces to invade and occupy a country possessing WMD. The traditional downside of UW is that preparations for such campaigns could take years to put in place, if not longer. The United States would do well to begin developing limited UW options in advance - by using SOF and intelligence assets to build relationships with groups that could threaten WMD-armed regimes - so that future presidents have a viable unconventional regime-change option when confronting WMD-armed adversaries.
Rogues will locate their WMD in cities---U.S. nuclear strikes cause mass casualties 
Gormley 9 – Dennis Gormley, Senior Fellow in the James Martin Center for Nonproliferation Studies at the Monterey Institute for International Studies, Fall 2009, “The Path to Deep Nuclear Reductions: Dealing with American Conventional Superiority,” online: http://www.ifri.org/files/Securite_defense/PP29_Gormley.pdf
Attacking strategic underground targets seems superficially to be the role for which nuclear weapons are most indispensable. According to the U.S. Intelligence Community, there are roughly 2,000 of these targets of interest to U.S. military planners. Due to their burial depth, a good number of these facilities are beyond the reach of existing conventional earth-penetrator weapons.24 Many are susceptible to destruction by one or more nuclear earth penetrators, but not without unwanted consequences. Because more than half of these strategic underground targets are located near or in urban areas, a nuclear attack could produce significant civilian casualties (depending on yield, between thousands and more than a million, according to the U.S. National Academy of Sciences); even in more remote areas, casualties could range between a few hundred to hundreds of thousands, depending on yield and wind conditions.25 A new nuclear earthpenetrator weapon, which the Bush administration favored studying and their NPR endorsed but Congress rejected, would effectively capture a few hundred of these strategic underground targets but some uncertain number would presumably remain beyond reach, and such weapons would still produce unwanted collateral effects.26
Causes extinction 
Stuart Armstrong 12, James Martin Research Fellow, Future of Humanity Institute, University of Oxford, 3/16/12, “Old threats never die, they fade away from our minds: nuclear winter,” http://blog.practicalethics.ox.ac.uk/2012/03/old-threats-never-die-they-fade-away-from-our-minds-nuclear-winter/
In 1983, scientists published a paper on nuclear winter. This boosted the death toll of all-out nuclear war from ‘only’ 200-500 million to the very real possibility of the complete extinction of the human race*. But some argued the report was alarmist, and there did seem to be some issues with the assumptions. So – a military phenomena that might cause megadeaths, possibly true but requiring further study, and a huge research defense budget that could be used to look into this critical phenomena and that was already spending millions on all aspects of nuclear weapons – can you guess what happened next? ¶ Correct – the issue was ignored for decades. For over twenty years, there were but a tiny handful of papers on the most likely way we could end our own existence, and a vague and persistent sense that nuclear winter had been ‘disproved’. But in 2007, we finally had a proper followup - with the help of modern computers, better models and better observations, what can we now say? Well, that nuclear winter is still a major threat; the initial fear was right. Their most likely scenario was: ¶ A global average surface cooling of –7°C to –8°C persists for years, and after a decade the cooling is still –4°C [...]. Considering that the global average cooling at the depth of the last ice age 18,000 yr ago was about –5°C, this would be a climate change unprecedented in speed and amplitude in the history of the human race. The temperature changes are largest over land [...] Cooling of more than –20°C occurs over large areas of North America and of more than –30°C over much of Eurasia, including all agricultural regions. ¶ Also, precipitation would be cut in half and we’d lose most of the ozone layer. But there was a more worrying development: it also seems that a small-scale nuclear war could generate its own mini nuclear winter. ¶ It’s important to understand that nuclear winter would not be a direct consequences of the nuclear explosions, but of the burning of our cities in the wake of the war (given enough heat, even roads and pavements will burn), generating clouds of very black smoke that rise into the stratosphere. The clouds do need to reach these heights: any lower and they’ll get rained out. This is what happened during the burning of the Kuwaiti oil wells in 1991: Carl Sagan, one of the fathers of the theory, predicted a nuclear winter-like scenario. But he wasn’t paying attention to the climate models: as they predicted, the local damage was severe, but the smoke didn’t reach the stratosphere, and global damage was avoided.¶ FOOTNOTE:¶ *Edit: the extinction risks doesn’t come directly from the nuclear winter (some human groups will survive), but from the collapse of human society and fragmentation of the species into small, vulnerable subgroups, with no guarantee that they’d survive setbacks or ever climb back to a technological society.
1AC – Plan
The United States Federal Government should restrict the President's war making authority by limiting targeted killing and detention without charge within zones of active hostilities to declared territories with notice and by statutory codification of executive branch review policy for those practices; and in addition, by limiting targeted killing and detention without charge outside zones of active hostilities to reviewable operations guided by an individualized threat requirement, a least-harmful-means test, a feasibility test for criminal prosecution, procedural safeguards, and by statutory codification of executive branch review policy for those practices.
1AC – Solvency
CONTENTION 3: SOLVENCY
Failure to codify existing policy into law risks spreading executive targeted killings and indefinite detention---plan’s key
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 161 U. Pa. L. Rev. 1165, Lexis
Fifth, and critically, while the United States might be confident that it will exercise its authorities responsibly, it cannot assure that other states will follow suit. What is to prevent Russia, for example, from asserting that [*1233] it is engaged in an armed conflict with Chechen rebels, and can, consistent with the law of war, kill or detain any person anywhere in the world which it deems to be a "functional member" of that rebel group? Or Turkey from doing so with respect to alleged "functional members" of Kurdish rebel groups? If such a theory ultimately resulted in the targeted killing or detaining without charge of an American citizen, the United States would have few principled grounds for objecting.¶ Capitalizing on the strategic benefits of restraint, the United States should codify into law what is already, in many key respects, national policy. As a first step, the President should sign an Executive order requiring that out-of-battlefield target and capture operations be based on individualized threat assessments and subject to a least-harmful-means test, clearly articulating the standards and procedures that would apply. As a next step, Congress should mandate the creation of a review system, as described in detail in this Article. In doing so, the United States will set an important example, one that can become a building block upon which to develop an international consensus as to the rules that apply to detention and targeted killings outside the conflict zone.
Failure to codify limits sets precedent for strikes and the erosion of rule of law---Congress key
Maxwell 12 - Colonel and Judge Advocate, U.S. Army, 1st Quarter 2012, “TARGETED KILLING, THE LAW, AND TERRORISTS: FEELING SAFE?,” Joint Force Quarterly, p. 123-130, Mark David Maxwell.
Once a state demonstrates membership in an organized armed group, the members can be presumed to be a continuous danger. Because this danger is worldwide, the state can now act in areas outside the traditional zones of conflict. It is the individual’s conduct over time—regardless of location— that gives him the status. Once the status attaches, the member of the organized armed group can be targeted. ¶ Enter Congress ¶ The weakness of this theory is that it is not codified in U.S. law; it is merely the extrapolation of international theorists and organizations. The only entity under the Constitution that can frame and settle Presidential power regarding the enforcement of international norms is Congress. As the check on executive power, Congress must amend the AUMF to give the executive a statutory roadmap that articulates when force is appropriate and under what circumstances the President can use targeted killing. This would be the needed endorsement from Congress, the other political branch of government, to clarify the U.S. position on its use of force regarding targeted killing. For example, it would spell out the limits of American lethality once an individual takes the status of being a member of an organized group. Additionally, statutory clarification will give other states a roadmap for the contours of what constitutes anticipatory self-defense and the proper conduct of the military under the law of war.¶ Congress should also require that the President brief it on the decision matrix of articulated guidelines before a targeted killing mission is ordered. As Kenneth Anderson notes, “[t]he point about briefings to Congress is partly to allow it to exercise its democratic role as the people’s representative.”74¶ The desire to feel safe is understandable. The consumers who buy SUVs are not buying them to be less safe. Likewise, the champions of targeted killings want the feeling of safety achieved by the elimination of those who would do the United States harm. But allowing the President to order targeted killing without congressional limits means the President can manipulate force in the name of national security without tethering it to the law advanced by international norms. The potential consequence of such unilateral executive action is that it gives other states, such as North Korea and Iran, the customary precedent to do the same. Targeted killing might be required in certain circumstances, but if the guidelines are debated and understood, the decision can be executed with the full faith of the people’s representative, Congress. When the decision is made without Congress, the result might make the United States feel safer, but the process eschews what gives a state its greatest safety: the rule of law.
The aff solves --- a zone approach is the perfect middle ground that resolves their downsides like circumvention and safe-havens
Jennifer Daskal 13, Fellow and Adjunct Professor, Georgetown Center on National Security and the Law, University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 161 U. Pa. L. Rev. 1165, Lexis
II. A New Approach: Zones of Active Hostilities and Beyond¶ The current debate has resulted in a stalemate, with neither side adequately addressing the legitimate concerns of the other. The notion of an on-off switch, in which the state's ability to go after the enemy is restricted to limited territorial regions, ignores the geographically unbounded nature of a conflict with a transnational non-state actor. Conversely, the notion of an unbounded conflict raises legitimate concerns about the use of force as a first resort and the erosion of peacetime norms in areas far from any recognized "hot" battlefield. What is needed is a new framework of domestic and international law that better balances the multiple security and liberty interests at stake.¶ This Article offers such a framework - one that recognizes the broad scope of the conflict, but distinguishes between zones of active hostilities and elsewhere in setting the procedural and substantive standards for detention and targeting. This framework, which I call the zone approach, accommodates the state's key security interests while also protecting against the erosion of peacetime norms outside zones of active hostilities. It recognizes that rules applicable in wartime - rules that permit killing and [*1193] detention without charge based on status alone - should be the exception rather than the norm, limited to circumstances in which security so demands.¶ This Part outlines the several normative and practical reasons why the zone approach should be adopted and incorporated into U.S. and, ultimately, international law. Although the analysis focuses primarily on the United States, the arguments as to the benefits of this framework apply equally to any other belligerent state seeking to defeat a transnational non-state enemy.¶ A. Basis for the Distinction¶ There is an intuitive sense that, separate and apart from any sovereignty concerns, the killing or detention of an alleged enemy of the state in a war zone is different from the killing or detention of an alleged enemy in a peaceful zone (think Munich or London), even if the known facts about the enemy's role in the opposing force are the same. Similarly, there is a less intuitive, but equally important, difference between both of those situations and the killing or detention of an alleged enemy in a lawless zone (think Yemen or Somalia). This Section highlights several reasons why these distinctions should be reflected in the law - reasons largely based on the relevant exigency, the importance of notice, and the intrinsic value of cabining war and its permissive use of force and detention without charge.¶ 1. The War Zone Versus the Peaceful Zone¶ The exigencies that justify application of wartime rules simply do not apply outside zones of active hostilities. The Supreme Court recognized this important distinction in Reid v. Covert, n83 in which it ruled that civilians accompanying the armed forces outside a war zone could not be subject to military trial. "The exigencies which have required military rule on the battlefield are not present where no conflict exists. Military trial of civilians "in the field' is an extraordinary jurisdiction and it should not be expanded at the expense of the Bill of Rights." n84 The Reid opinion echoed the reasoning of a case from almost ninety years prior, when the Court ruled that Indiana - which was not the site of any active fighting - could not be subject to martial law during the Civil War: "Martial law cannot arise from a threatened invasion. The necessity must be actual and present; the invasion [*1194] real, such as effectually closes the courts and deposes the civil administration." n85 Similar reasoning has led courts to conclude that the requisition of property by the United States government is permitted at the "scene of conflict" but not thousands of miles away n86 and that the protections of the Suspension Clause depend to a large extent on whether or not the detainees are held in an "active theater of war." n87¶ As these cases recognize, the existence of warlike conditions in one part of the world should not lead to a relaxation of the substantive and procedural standards embodied in peacetime rules elsewhere. In some areas, intense fighting can create conditions that often make it impracticable, if not impossible, to apply ordinary peacetime rules. Such situations justify resort to more expedient wartime rules. By contrast, in areas where ordinary institutions are functioning, domestic police are effectively maintaining law and order, and communication and transportation networks are undisturbed, the exigent circumstances justifying the reliance on law-of-war tools are typically absent. n88 In those areas, the peacetime standards - which themselves reflect a careful balancing of liberty and security interests - serve the important functions of minimizing error and abuse and enhancing the legitimacy of the state's actions. These standards should be respected absent exigent circumstances that justify an exception.¶ Second, the notion of a global conflict clashes with the legitimate and reasonable expectations of persons residing in a peacetime zone. These expectations matter. The corollary - the requirement of fair notice - is perhaps the primary factor that distinguishes a law-abiding government from a lawless dictatorship. Its importance is emphasized time and time again in both U.S. constitutional law and international law doctrines. It sets boundaries [*1195] on substantive rights, n89 is key to choice of law questions, n90 and is the core of procedural-rights protections in both domestic and international law. n91¶ In places of intense, obvious, and publicly acknowledged fighting, civilians are on notice that they are residing within a zone of conflict. Those who remain within the conflict zone have implicitly accepted some risk, albeit not voluntarily in most cases. They can, at least in theory, take steps to protect themselves and minimize the likelihood of being caught in the crossfire by, when possible, leaving or avoiding areas with the heaviest concentration of fighters or taking extra precautions in conducting their daily activities. n92 Host states are similarly on notice of the likelihood of ongoing hostilities and can take appropriate steps to move their citizens away from areas of intense fighting.¶ [*1196] By comparison, civilians sitting at an outdoor cafe in Paris are not on notice that they are within the zone of conflict. As a result, there is something intuitively unsettling about the idea that they could be deemed the legitimate collateral damage of a state-sponsored attack. It is precisely this fear of the unpredictable on which terrorists capitalize when they attack unsuspecting civilians. A legal doctrine that allows the state to engage in attacks that may have a similar consequence - even if civilians are not the intended or expected targets of the attacks - raises legitimate concerns.¶ It is, of course, possible to conceive of a new set of rules for this new type of conflict, under which the procedural and substantive requirements of domestic criminal justice systems and human rights norms give way when the non-state enemy crosses into one's jurisdiction. But the idea that a non-state actor could, through its clandestine behavior, trigger the permissive use of killing and detention without charge runs counter to longstanding conceptions of fairness and justice. n93 It essentially allows the terrorist to erode protections of basic rights simply by crossing state lines.¶ Third, the conditions on the ground affect the assumptions as to who qualifies as the enemy. While it may be valid to presume that individuals who attend a training camp and are found in a zone of active hostilities intend to join the fight, the same presumption does not necessarily hold for individuals who are subsequently located thousands of miles away in a zone of relative peace. n94 Absent additional, specific information suggesting that the individual is actively engaged in attack planning or playing a sufficiently important role in the organization so as to pose a significant ongoing threat, the justifications for law-of-war detention or lethal killing (to prevent the return to the battlefield or otherwise eliminate the threat) are questionable. n95 At a minimum, heightened quantum-of-information standards ought to [*1197] apply to detention and targeting that take place outside a zone of active hostilities. n96¶ 2. The Lawless Zone¶ In practice, the truly contested areas fall somewhere between the obvious warzone and the peacetime zone. The United States is unlikely to begin launching drone strikes in Paris. It is, however, reportedly doing so with increasing frequency in places like Yemen and possibly Somalia n97 - areas that can be loosely characterized as "lawless zones."¶ In some ways, a lawless zone shares attributes with a zone of active hostilities. Domestic law enforcement tends to be largely ineffective or nonexistent, suggesting the need for alternative mechanisms to deal with threats. In many instances (and certainly in much of Yemen as well as Somalia), civilians are on notice that they are living in a conflict zone, even if the main conflict is distinct from the transnational conflict between the state and a non-state entity (e.g., the internal armed conflict between the government and insurgent forces in southern Yemen, and the internal armed conflict between al Shabaab and the Transitional Federal Government in Somalia).¶ Despite these similarities, the lawless zone where a discrete number of non-state actors find sanctuary is analytically distinct from the hot conflict zone where there is overt, active, ongoing fighting between troops on the ground. This is so for two main reasons.¶ First, the existence of a separate, distinct conflict of the type often found in a lawless zone does not provide notice of a conflict between a belligerent state and transnational non–state enemy. In concrete terms, the existence of a conflict between al Shabaab and the Transitional Federal Government does not provide notice of a conflict between the United States and al Qaeda affiliates reportedly operating in Somalia. This matters for reasons of attribution and accountability. It also affects the degree, if not the fact, of conflict experienced by the civilian population. Imagine if the existence of a lawless zone gave states free rein to unilaterally attack any alleged non–state enemy found therein. Absent any meaningful limits, such a region might be decimated by external attacks. The situation would likely exacerbate the separate conflict, prolong the situation of lawlessness, and make it exceed- ingly difficult for the population properly to identify or take steps to address the source of conflict.98¶ Second, operations in a lawless zone are likely to be limited to targeted and surgical strikes, often with advance planning and little risk to the state's own troops. This is a very different setting than an active battlefield where troops on the ground are exposed to high levels of risk. As is often noted, those engaged in on-the-ground combat should not be required to hold their fire until they conduct a careful evaluation of the threat posed; such a rule would be potentially suicidal. In Yemen and Somalia, by contrast, the United States carefully pinpoints and identifies targets, with little to no danger to its own troops. When engaging in that type of deliberate killing, with negligible risk to one's own forces, there should be a corresponding obligation to take extra precautions to prevent error, overzealousness, and abuse. N99¶ B. Current State Practice¶ Since 2006, the United States has, at least implicitly and as a matter of policy, distinguished between zones of active hostilities and elsewhere. n100 The Bush Administration initially placed a significant number of off-the-battlefield captures into long-term law-of-war detention. Detainees reportedly included persons captured in places as far-flung from the Afghanistan battlefield as Bosnia, Mauritania, and Thailand - as well as the United States. n101 These off-the-battlefield detentions turned out to be highly controversial. They have been the subject of numerous court challenges, [*1199] international criticism, and endless commentary. n102 Moreover, they raise difficult questions about repatriation - issues with which the United States continues to struggle. n103¶ Beginning in September 2006, the Bush Administration initiated a shift in policy. Largely in response to the Supreme Court's ruling in Hamdan v. Rumsfeld, n104 President Bush announced that he was closing CIA-run black sites, at least temporarily, and ordered the transfer of fourteen long-term CIA detainees to Guantanamo. n105 Subsequently, the number of out-of-battlefield captures transferred to Guantanamo fell to a mere three captures in 2007 n106 and only one capture in 2008. n107 All were described as high-value targets based on alleged links to al Qaeda leadership or involvement in specific terrorist attacks. n108¶ [*1200] On January 22, 2009, two days after taking office, President Obama declared the permanent shuttering of CIA black sites as well as his plan to close the detention center at Guantanamo Bay. n109 While Guantanamo remains open today, the Obama Administration has committed not to transfer any additional detainees there. n110 Since 2009, Warsame is the only known case of an out-of-battlefield detainee being placed in anything other than very short-term military custody. n111¶ Some have argued that the low number of out-of-battlefield detentions is due in part to the lack of viable locations for holding detainees. But while that may be a factor, it seems that the difficulty of apprehension, the high diplomatic, reputational, and transactional costs of such detentions, and the relative effectiveness of the criminal justice system in responding to threats, are equal - if not more - important factors in limiting the reliance on law-of-war detention. n112¶ As out-of-battlefield detentions have declined, targeted killings reportedly have increased dramatically. n113 The vast majority of these killings appear [*1201] to have been concentrated in northwest Pakistan - an area that most concede is a spillover of the zone of active hostilities in Afghanistan. n114 A growing number of strikes reportedly have been launched in Yemen as well. n115¶ The Obama Administration also appears to have adopted a distinction between Afghanistan and elsewhere in setting the rules for these strikes. While top administration officials have argued that their military authorities are not restricted to the "hot" battlefield of Afghanistan, they also have argued that "outside of Afghanistan and Iraq" targets are focused on those "who are a threat to the United States, whose removal would cause a significant - even if only temporary - disruption of the plans and capabilities of al-Qa'ida and its associated forces." n116 Whether or not one agrees with the standard employed, it is clear that the administration itself recognizes a distinction between Afghanistan (and, earlier, Iraq) and other areas embroiled in the conflict with al Qaeda. Procedural rules in terms of who must authorize the strike also reportedly vary depending on whether one is operating within Afghanistan and the border regions of Pakistan or elsewhere. n117 While there are good reasons to demand additional safeguards, the [*1202] United States' own actions already reflect the importance and value of distinguishing between zones of active hostilities and other areas.¶ III. The Specifics: Defining the Zones and Setting the Standards¶ Given the basis for distinguishing between zones of active hostilities and elsewhere, this Part provides the specifics of the proposed approach. It first lays out criteria for distinguishing between a zone of active hostilities and elsewhere by drawing on both existing law and the normative justifications for the distinctions. It then describes the proposed substantive and procedural standards that ought to apply, consistent with the goals of protecting individual liberty, peacetime institutions, and the fundamental security interests of the state.¶ This task is both necessary and inherently difficult. It is an attempt to develop a set of clear standards, or on-off triggers, for a situation in which the gravity, imminence, and likelihood of a threat are dynamic, uncertain, and difficult to categorize. My aim is to propose an initial set of standards that will regulate the use of force and detention without charge outside a zone of active hostilities, consistent with the state's legitimate security needs. The expectation is that debate and discussion will help develop and refine the details over time.¶ A. The Zone of Active Hostilities¶ Commentary, political discourse, court rulings, and academic literature are rife with references to the distinction between the so-called "hot battlefield" and elsewhere. Yet despite the salience of this distinction, there is no commonly understood definition of a "hot battlefield," let alone a common term applied by all. n118 In what follows, I briefly survey the relevant treaty [*1203] and case law and offer a working definition of what I call the "zone of active hostilities." This definition takes into account such sources of law as well as the normative and practical reasons for this distinction.¶ 1. Treaty and Case Law¶ While not explicitly articulated, the notion of a distinct zone of active hostilities where fighting is underway is implicit in treaty law. The Geneva Conventions, for example, specify that prisoners of war and internees must be moved away from the "combat zone" in order to keep them out of danger, n119 and that belligerent parties must conduct searches for the dead and wounded left on the "battlefield." n120 While there are no explicit definitions provided, the context suggests that these terms refer to those areas where fighting is currently taking place or very likely to occur. The related term "zones of military operations," which is spelled out in a bit more detail in the Commentaries to the Geneva Conventions, is described as covering those areas where there is actual or planned troop movement, even if no active fighting. n121¶ [*1204] In a variety of contexts, U.S. courts also have opined on whether certain activities fall within or outside of a zone of active hostilities, indicating that the existence and quantity of fighting forces are key. In Hamdi v. Rumsfeld, for example, the Supreme Court observed that the large number of troops on the ground in Afghanistan supported the finding that the United States was involved in "active combat" there. n122 A panel of the D.C. Circuit subsequently noted that the ongoing military campaign by U.S. forces, the attacks against U.S. forces by the Taliban and al Qaeda, the casualties U.S. personnel incurred, and the presence of other non-U.S. troops under NATO command supported its finding that Afghanistan was "a theater of active military combat." n123 Previous cases have similarly used the presence of fighting forces, the actual engagement of opposing forces, and casualty counts to identify a theater of active conflict. n124¶ Conversely, U.S. courts have often assumed that areas in which there is no active fighting between armed entities fall outside of the zone of active hostilities. Thus, the Al-Marri and Padilla litigations were premised on the notion that the two men were outside of the zone of active hostilities when [*1205] taken into custody in the United States. n125 The central issue in those cases was how much this distinction mattered. n126 The D.C. Circuit in Al Maqaleh similarly distinguished Afghanistan - defined as part of "the theater of active military combat" - from Guantanamo - described as outside of this "theater of war" - presumably because of the absence of active fighting there. n127 In the context of the Guantanamo habeas litigation, D.C. District Court judges have at various times also described Saudi Arabia, Gambia, Zambia, Bosnia, Pakistan, and Thailand as outside an active battle zone. n128¶ In defining what constitutes a conflict in the first place, international courts have similarly looked at the existence, duration, and intensity of the actual fighting. Specifically, in Tadic, the ICTY defined a noninternational armed conflict as involving "protracted armed violence between governmental authorities and organized armed groups." n129 In subsequent cases, the ICTY [*1206] described the term "protracted armed violence" as turning on the intensity of the violence and encompassing considerations such as "the number, duration, and intensity of individual confrontations; the type of weapons and other military equipment used; the number and calibre of weapons fired; the number of persons and type of forces partaking in the fighting; the number of casualties; [and] the extent of material destruction." n130 Security Council attention is also deemed relevant. n131¶ The International Committee of the Red Cross (ICRC) has similarly defined noninternational armed conflicts as "protracted armed confrontations" that involve a "minimum level of intensity." n132¶ 2. Identifying the Zone¶ Consistent with treaty and case law, overt and sustained fighting are key factors in identifying a zone of active hostilities. Specifically, the fighting must be of sufficient duration and intensity to create the exigent circumstances that justify application of extraordinary war authorities, to put civilians on notice, and to justify permissive evidentiary presumptions regarding the identification of the enemy. n133 The presence of troops on the [*1207] ground is a significant factor, although neither necessary nor sufficient to constitute a zone of active hostilities. Action by the Security Council or regional security bodies such as NATO, as well as the belligerent parties' express recognition of the existence of a hot conflict zone, are also relevant.¶ Linking the zone of active hostilities primarily to the duration and intensity of the fighting and to states' own proclamations suffers, however, from an inherent circularity. A state can itself create a zone of active hostilities by ratcheting up violence or issuing a declaration of intent, thereby making previously unlawful actions lawful. n134¶ It is impossible to fully address this concern. The problem can, however, be significantly reduced by insisting on strict compliance with the law-of-war principles of distinction and proportionality and by vigorously punishing states for acts of aggression. n135 There will, of course, be disagreement as to whether a state's escalation of a certain conflict constitutes aggression, particularly given underlying disagreements about who qualifies as a lawful target. The zone approach is helpful in this regard as well: it narrows the range of disagreement by demanding heightened substantive standards as to who qualifies as a legitimate target outside the zones of active hostilities. Under the zone approach, the escalation of force must be aimed at a narrower set of possible military targets until the increased use of force is sufficiently intense and pervasive enough to create a new zone of active hostilities.¶ 3. Geographic Scope of the Zone¶ A secondary question relates to the geographic scope of the zone of active hostilities. In answering the related question of the scope of the overarching armed conflict, the Tadic court defined the conflict as extending throughout the state in which hostilities were conducted (in the case of international armed conflict) n136 and the area over which a party had territorial control (in the case of a noninternational armed conflict that did not extend [*1208] throughout an entire state). n137 Neither approach, however, maps well onto the practical realities of a transnational conflict between a state and a non-state actor. In many cases, the non-state actor and related hostilities will be concentrated in a small pocket of the state. It would be contrary to the justifications of exigency and proper notice to define the zone of active hostilities as extending to the entire state. A territorial control test also does not make sense when dealing with a non-state actor, such as al Qaeda, which does not exercise formal control over any territory and is driven more by ideology than territorial ambition.¶ This Article suggests a more nuanced, albeit still imperfect, approach: If the fighting is sufficiently widespread throughout the state, then the zone of active hostilities extends to the state's borders. If, however, hostilities are concentrated only in certain regions within a state, then the zone will be geographically limited to those administrative areas or provinces in which there is actual fighting, a significant possibility of fighting, or preparation for fighting. This test is fact-intensive and will depend on both the conditions on the ground and preexisting state and administrative boundaries.¶ It remains somewhat arbitrary, of course, to link the zone of hostilities to nation-state boundaries or administrative regions within a state when neither the state itself nor the region is a party to the conflict and when the non-state party lacks explicit ties to the state or region at issue. This proposed framework inevitably will incorporate some areas into the zone of active hostilities in which the key triggering factors - sustained, overt hostilities - are not present. But such boundaries, even if overinclusive or artificial, provide the most accurate means available of identifying the zone of active hostilities, at least over the short term.¶ Over the long term, it would be preferable for the belligerent state to declare particular areas to be within the zone of active hostilities, either through an official pronouncement by the state party to the conflict or via a resolution by the Security Council or a regional security body. A public declaration would provide explicit notice as to the existence and parameters of the zone of active hostilities, thereby reducing uncertainty as to which legal rules apply. Such declarations would allow for public debate and diplomatic pressure in the event of disagreement. Furthermore, the belligerent states could then define the zone with greater nuance, which would better [*1209] reflect the actual fighting than would preexisting state or administrative boundaries. n138¶ Some likely will object that such an official designation would recreate the same safe havens that this proposal seeks to avoid. But a critical difference exists between a territorially restricted framework that effectively prohibits reliance on law-of-war tools outside of specific zones of active hostilities and a zone approach that merely imposes heightened procedural and substantive standards on the use of such tools. Under the zone approach, the non-state enemy is not free from attack or capture; rather, the belligerent state simply must take greater care to ensure that the target meets the enhanced criteria described in Section III.B.¶ B. Setting the Standards¶ Law-of-war detention and lethal targeting outside a zone of active hostilities should be limited, not categorically prohibited. It should be focused on those threats that are clearly tied to the zone of active hostilities and other significant and ongoing threats that cannot be adequately addressed through other means. Moreover, a heightened quantum of information and other procedural requirements should apply, given the possibility and current practice of ex ante deliberation and review. Pursuant to these guiding principles, this 
Section proposes the adoption of an individualized threat requirement, a least-harmful-means test, and meaningful procedural safeguards for lethal targeting and law-of-war detention that take place outside zones of active hostilities.

Case
Allies
Yes legal disputes – legal liability makes alliance inevitably over absent legal code
AT: NSA
NSA scandal is no big deal---won’t harm relations
Bernd Riegert 10/25, DW's Europe correspondent in Brussels, "Opinion: Much ado about nothing?", 2013, www.dw.de/opinion-much-ado-about-nothing/a-17184229
Spying among friends is not unusual - but spying on the head of a government is taking things a step too far. However, DW's Bernd Riegert believes lack of EU unity means the US will not face serious consequences.¶ It's the stuff spy thrillers are made of: Merkel and Hollande on a secret mission in the capital of the most powerful man in the world! What did Obama know? When did he know it? And why did he do it? The monitored chancellor and her aide force the American bad guys - who are in fact their friends - to impose a code of conduct on the intelligence services.¶ But it's a scenario that's likely to remain in the realms of fiction. So what will happen in reality? The chancellor and the French president will meet their American counterpart for the talks planned at this week's EU summit, and they will try to establish some degree of transparency.¶ There will not, however, be any publicly negotiated agreements on what intelligence agencies on both sides of the Atlantic are allowed to do. That goes against the nature of the beast. The purpose of an intelligence service is to do things that are illegal in the country it's targeting.¶ Furthermore, the French and German leaders do not speak for the European Union. There is no joint European stance, only a vague declaration the delegates at the summit spent hours wrestling with. It merely states that the Americans are good friends, and notes that there is concern - without criticizing, let alone making accusations.¶ Europe not responsible for Merkel's mobile¶ The main reason for this is that European secret services, and thus many governments, benefit from the spying activities of the NSA and CIA. No one wants to endanger a cooperation aimed at preventing potential danger just because the chancellor's insecure private mobile phone may have been tapped. British Prime Minister David Cameron, whose intelligence services cooperate particularly closely with the US, prevented tougher wording on the EU statement. EU member states regard spying as a sovereign national matter. The EU has no authority - it's every country for itself.¶ The fuss in Brussels is also somewhat hypocritical. Now that a top politician is personally affected, delegations are being dispatched to a friendly nation. Yet it was already established months ago that US intelligence services snooped on millions of European citizens in Germany, France and elsewhere. The chancellor ignored the problem for far too long - until she herself was directly affected.¶ Not a big surprise¶ Intelligence service experts know perfectly well that the European services also spy, snoop and wiretap abroad, among both friends and foes. To prevent terrorist attacks, American and European services then share their findings: after 9/11, a liaison office was established outside Paris for precisely that purpose. The exchange allows the agencies to circumvent legal barriers they may be subject to in their own countries.¶ Trust has been lost, and must be won back, said Merkel and many top EU politicians in Brussels. Friends shouldn't be spied on. This is a rather naive notion: it is hardly news that agencies are also active in friendly states. Instead, European leaders should be worrying about what potential opponents, like China, Iran and Russia, are spying on in Europe. This could really cause damage.¶ What insight can the US glean by listening in on Merkel's partisan small talk on her CDU party phone? The comments made by US President Barack Obama on his last visit to Germany are probably closer to the truth: that if he wanted to know what Merkel was thinking, he'd simply give her a call, not ask the NSA.¶ Merkel's mission won't harm ties¶ The European Union will not cancel the agreement to share a large amount of banking data collected via SWIFT, nor will it suspend talks on a free trade agreement. This is the right decision, as such a drastic reaction really would do lasting damage to relations with the US. On their "mission impossible" in Washington, Merkel and Hollande should urge Obama to reduce the NSA's activities to a reasonable scale. 
Eavesdropping on Merkel, if it in fact happened, was superfluous.
Collapse not inevitable – legal alignment solves – yes impact in context of NATO – Brzensiki is better
Yes cyber attacks – Fritz is better – spoofing, retal, etc outweighs
Trade solves war – best impact – Panzner – we do have I/L to our imapcts
Overreach
Yes drone impact – existing norms not enough and precedent is necessary – lowers cost and wrecks heg – Boyle – flyovers bad
Norm setting is effective---US can make the difference on drones
Micah Zenko 13, CFR Douglas Dillon Fellow in the Center for Preventive Action, PhD in Political Science from Brandeis University, “Reforming U.S. Drone Strike Policies,” CFR Special Report 65, January 2013
History shows that how states adopt and use new military capabilities is often influenced by how other states have—or have not—used them in the past. Furthermore, norms can deter states from acquiring new technologies.72 Norms—sometimes but not always codified as legal regimes—have dissuaded states from deploying blinding lasers and landmines, as well as chemical, biological, and nuclear weapons. A well-articulated and internationally supported normative framework, bolstered by a strong U.S. example, can shape armed drone proliferation and employment in the coming decades. Such norms would not hinder U.S. freedom of action; rather, they would internationalize already-necessary domestic policy reforms and, of course, they would be acceptable only insofar as the limitations placed reciprocally on U.S. drones furthered U.S. objectives. And even if hostile states do not accept norms regulating drone use, the existence of an international normative framework, and U.S. compliance with that framework, would preserve Washington’s ability to apply diplomatic pressure. Models for developing such a framework would be based in existing international laws that emphasize the principles of necessity, proportionality, and distinction—to which the United States claims to adhere for its drone strikes—and should be informed by comparable efforts in the realms of cyber and space.¶ In short, a world characterized by the proliferation of armed drones—used with little transparency or constraint—would undermine core U.S. interests, such as preventing armed conflict, promoting human rights, and strengthening international legal regimes. It would be a world in which targeted killings occur with impunity against anyone deemed an “enemy” by states or nonstate actors, without accountability for legal justification, civilian casualties, and proportionality. Perhaps more troubling, it would be a world where such lethal force no longer heeds the borders of sovereign states. Because of drones’ inherent advantages over other weapons platforms, states and nonstate actors would be much more likely to use lethal force against the United States and its allies.
Detention
Detention internal link is fantastic – aff changes policy by creating stable law – changes ambiguity which is key
Yes escalating litigation in context of detention – their D doesn’t apply – not about Warsame, just about transparency
SOF now not enough – threat of prosecution makes our ops less effective – conceded the impact – avoids counterforce strikes – only extinction scenario since it’s in cities
SOF Good---Bioterror
Special ops key to solve bioterror 
Jim Thomas 13, Vice President and Director of Studies at the Center for Strategic and Budgetary Assessments, and Chris Dougherty is a Research Fellow at the Center for Strategic and Budgetary Assessments, 2013, “BEYOND THE RAMPARTS THE FUTURE OF U.S. SPECIAL OPERATIONS FORCES,” http://www.csbaonline.org/wp-content/uploads/2013/05/SOF-Report-CSBA-Final.pdf
Although nuclear weapons tend to dominate public discourse about WMD threats, bioterrorism also presents a threat that could have consequences on a massive scale. Further, the barriers to developing a bio-weapons capability may be lower. As former Secretary of the Navy Richard Danzig has argued, relative to nuclear programs and materials, biological materials are easier to obtain, conceal, and transport. Biological weapons development programs are also much harder to detect. 202 The indiscriminate mass effects of bio-weapons would have great appeal for many terrorist groups, who may be far less concerned over the prospect of blowback than state actors. Additionally, while traditional chemical weapons are less suited for mass casualty attacks than either nuclear or biological weapons, legacy chemical weapon stockpiles in unstable countries like Syria and Libya pose the danger that desperate rulers will use these capabilities in a last-ditch attempt to save their regime, or that the weapons will fall into the hands of rebel forces, including VENs.203 SOF can contribute to counter-WMD e􀌆orts across every line of operation. ¶ The global CT network SOF have built over the last decade could be repurposed over the ne􀁛t decade to become a global counter-WMD network, applying the same logic that it takes a network to defeat a network. SOF could also have critical responsibilities in the detection and disruption of WMD programs.20􀀗 SOF’s traditional special reconnaissance (SR) skills could help locate or probe suspected WMD sites. Given the e􀁛traordinary measures states and terrorist organizations will take to conceal their WMD programs from traditional overhead intelligence collection systems and international inspectors, clandestine or covert SR would o􀌆er one of the most e􀌆ective means of detecting a program or assessing its maturity. Operating under the authorities of other agencies, SOF could conduct preventive direct-action missions to disrupt development programs, help gain access to an enemy’s military communications networks, or infiltrate heavily guarded WMD facilities. During a con􀃀ict, SOF could conduct surgical strikes against WMD facilities and delivery systems in concert with precision airpower. SOF could also work by, with, and through partner forces to conduct these missions, as foreign nationals may have greater access to target facilities.
Extinction 
Mhyrvold 13 Nathan, Began college at age 14, BS and Masters from UCLA, Masters and PhD, Princeton “Strategic Terrorism: A Call to Action,” Working Draft, The Lawfare Research Paper Series
Research paper NO . 2 – 2013
As horrible as this would be, such a pandemic is by no means the worst attack one can imagine, for several reasons. First, most of the classic bioweapons are based on 1960s and 1970s technology because the 1972 treaty halted bioweapons development efforts in the United States and most other Western countries. Second, the Russians, although solidly committed to biological weapons long after the treaty deadline, were never on the cutting edge of biological research. Third and most important, the science and technology of molecular biology have made enormous advances, utterly transforming the field in the last few decades. High school biology students routinely perform molecular-biology manipulations that would have been impossible even for the best superpower-funded program back in the heyday of biological-weapons research. The biowarfare methods of the 1960s and 1970s are now as antiquated as the lumbering mainframe computers of that era. Tomorrow’s terrorists will have vastly more deadly bugs to choose from. Consider this sobering development: in 2001, Australian researchers working on mousepox, a nonlethal virus that infects mice (as chickenpox does in humans), accidentally discovered that a simple genetic modification transformed the virus.10, 11 Instead of producing mild symptoms, the new virus killed 60% of even those mice already immune to the naturally occurring strains of mousepox. The new virus, moreover, was unaffected by any existing vaccine or antiviral drug. A team of researchers at Saint Louis University led by Mark Buller picked up on that work and, by late 2003, found a way to improve on it: Buller’s variation on mousepox was 100% lethal, although his team of investigators also devised combination vaccine and antiviral therapies that were partially effective in protecting animals from the engineered strain.12, 13 Another saving grace is that the genetically altered virus is no longer contagious. Of course, it is quite possible that future tinkering with the virus will change that property, too. Strong reasons exist to believe that the genetic modifications Buller made to mousepox would work for other poxviruses and possibly for other classes of viruses as well. Might the same techniques allow chickenpox or another poxvirus that infects humans to be turned into a 100% lethal bioweapon, perhaps one that is resistant to any known antiviral therapy? I’ve asked this question of experts many times, and no one has yet replied that such a manipulation couldn’t be done. This case is just one example. Many more are pouring out of scientific journals and conferences every year. Just last year, the journal Nature published a controversial study done at the University of Wisconsin–Madison in which virologists enumerated the changes one would need to make to a highly lethal strain of bird flu to make it easily transmitted from one mammal to another.14 Biotechnology is advancing so rapidly that it is hard to keep track of all the new potential threats. Nor is it clear that anyone is even trying. In addition to lethality and drug resistance, many other parameters can be played with, given that the infectious power of an epidemic depends on many properties, including the length of the latency period during which a person is contagious but asymptomatic. Delaying the onset of serious symptoms allows each new case to spread to more people and thus makes the virus harder to stop. This dynamic is perhaps best illustrated by HIV , which is very difficult to transmit compared with smallpox and many other viruses. Intimate contact is needed, and even then, the infection rate is low. The balancing factor is that HIV can take years to progress to AIDS , which can then take many more years to kill the victim. What makes HIV so dangerous is that infected people have lots of opportunities to infect others. This property has allowed HIV to claim more than 30 million lives so far, and approximately 34 million people are now living with this virus and facing a highly uncertain future.15 A virus genetically engineered to infect its host quickly, to generate symptoms slowly—say, only after weeks or months—and to spread easily through the air or by casual contact would be vastly more devastating than HIV . It could silently penetrate the population to unleash its deadly effects suddenly. This type of epidemic would be almost impossible to combat because most of the infections would occur before the epidemic became obvious. A technologically sophisticated terrorist group could develop such a virus and kill a large part of humanity with it. Indeed, terrorists may not have to develop it themselves: some scientist may do so first and publish the details. Given the rate at which biologists are making discoveries about viruses and the immune system, at some point in the near future, someone may create artificial pathogens that could drive the human race to extinction. Indeed, a detailed species-elimination plan of this nature was openly proposed in a scientific journal. The ostensible purpose of that particular research was to suggest a way to extirpate the malaria mosquito, but similar techniques could be directed toward humans.16 When I’ve talked to molecular biologists about this method, they are quick to point out that it is slow and easily detectable and could be fought with biotech remedies. If you challenge them to come up with improvements to the suggested attack plan, however, they have plenty of ideas. Modern biotechnology will soon be capable, if it is not already, of bringing about the demise of the human race— or at least of killing a sufficient number of people to end high-tech civilization and set humanity back 1,000 years or more. That terrorist groups could achieve this level of technological sophistication may seem far-fetched, but keep in mind that it takes only a handful of individuals to accomplish these tasks. Never has lethal power of this potency been accessible to so few, so easily. Even more dramatically than nuclear proliferation, modern biological science has frighteningly undermined the correlation between the lethality of a weapon and its cost, a fundamentally stabilizing mechanism throughout history. Access to extremely lethal agents—lethal enough to exterminate Homo sapiens—will be available to anybody with a solid background in biology, terrorists included.

Off-Case
CP
2AC Courts CP
Links to politics
Terence Samuel 9, Deputy Editor – The Root and Senior Correspondent - Prospect, “Obama's Honeymoon Nears Its End”, American Prospect, 5/29, http://www.prospect.org/cs/articles?article=obamas_honeymoon_nears_its_end
This week, Barack Obama named his first nominee to the Supreme Court, then headed west to Las Vegas and Los Angeles to raise money for Democrats in the 2010 midterms. Taken together, these two seemingly disparate acts mark the end of a certain period of innocence in the Obama administration: The "blame Bush" phase of the Obama administration is over, and the prolonged honeymoon that the president has enjoyed with the country and the media will soon come to an end as well. Obama is no longer just the inheritor of Bush's mess. This is now his presidency in his own right. The chance to choose a Supreme Court justice is such a sui generis exercise of executive power -- it so powerfully underscores the vast and unique powers of a president -- that blame-shifting has become a less effective political strategy, and less becoming as well. Obama's political maturation will be hastened by the impending ideological fight that is now virtually a guarantee for Supreme Court nominations. Old wounds will be opened, and old animosities will be triggered as the process moves along. Already we see the effect in the polls. While Obama himself remains incredibly popular, only 47 percent of Americans think his choice of Judge Sonia Sotomayor is an excellent or good choice for the Court, according to the latest Gallup poll. The stimulus package scored better than that. The prospect of a new justice really seems to force people to reconsider their culture warrior allegiances in the context of the party in power. This month, after news of Justice David Souter's retirement, a Gallup poll showed that more Americans considered themselves against abortion rights than in favor: 51 percent to 42 percent. Those number were almost exactly reversed a year ago when Bush was in office and Obama was on the verge of wrapping up the Democratic nomination. "This is the first time a majority of U.S. adults have identified themselves as pro-life since Gallup began asking this question in 1995," according to the polling organization. Is this the same country that elected Obama? Yes, but with his overwhelmingly Democratic Senate, the public may be sending preemptory signals that they are not interested in a huge swing on some of these cultural issues that tend to explode during nomination hearings. Even though Obama will win the Sotomayor fight, her confirmation is likely to leave him less popular in the end because it will involve contentious issues -- questions of race and gender politics like affirmative action and abortion -- that he managed to avoid or at least finesse through his campaign and during his presidency so far.
Perm do both---shields the link
Perine, 6/12/2008 (Katherine – staff at CQ politics, Congress unlikely to try to counter Supreme Court detainee ruling, CQ Politics, p. http://www.cqpolitics.com/wmspage.cfm?docID=news-000002896528&cpage=2)
Thursday’s decision, from a Supreme Court dominated by Republican appointees, gives Democrats further cover against GOP sniping. “This is something that the court has decided, and very often the court gives political cover to Congress,” said Ross K. Baker, a Rutgers University political science professor. “You can simply point to a Supreme Court decision and say, ‘The devil made me do it.’ ”
Congress necessary to prevent Court evisceration of War Powers
Benjamin Wittes 8, Senior Fellow in Governance Studies at the Brookings Institution, co-founder and editor-in-chief of the Lawfare blog, member of the Hoover Institution’s Task Force on National Security Law, Law and the Long War: The Future of Justice in the Age of Terror, google books
What the Supreme Court has done is carve itself a seat at the table. It has intimated, without ever deciding, that a constitutional basis for its actions exists—in addition to the statutory bases on which it decided the cases—meaning that its authority over overseas detentions may be an inherent feature of judicial power, not a policy question on which the legislature and executive can work their will. Whether the votes exist on the court to go this extra step we will find out soon enough. But the specter of a vastly different judicial posture in this area now haunts the executive branch—one in which the justices assert an inherent authority to review executive detention and interrogation practices, divine rights to apply with that jurisdiction based on due process and vaguely worded international humanitarian law principles not clearly implemented in U.S. law, and allow their own power to follow the military’s anywhere in the world. Such a posture would constitute an earthquake in the relationships among all three branches of government, and the doctrinal seeds for it have all been planted. Whether they ultimately take root depends on factors extrinsic to the war on terror—particularly the future composition of a Supreme Court now closely divided on these questions. It will also pivot on the manner in which the political branches posture the legal foundations of the war in the future. Building a strong legislative architecture now may be the only way to avert a major expansion of judicial power over foreign policy and warfare.
Judicial review would result in all targeted killings being ruled unconstitutional---courts would conclude they don’t satisfy the requirement of imminence for use of force in self-defense  
Benjamin McKelvey 11, J.D., Vanderbilt University Law School, November 2011, “NOTE: Due Process Rights and the Targeted Killing of Suspected Terrorists: The Unconstitutional Scope of Executive Killing Power,” Vanderbilt Journal of Transnational Law, 44 Vand. J. Transnat'l L. 1353
In the alternative, and far more broadly, the DOJ argued that executive authority to conduct targeted killings is constitutionally committed power. n101 Under this interpretation, the President has the authority to defend the nation against imminent threats of attack. n102 This argument is not limited by statutory parameters or congressional authorization, such as that under the AUMF. n103 Rather, the duty to defend the nation is inherent in the President's constitutional powers and is not subject to judicial interference or review. n104
The DOJ is correct in arguing that the President is constitutionally empowered to use military force to protect the nation from imminent attack. n105 As the DOJ noted in its brief in response, the Supreme Court has held that the president has the authority to protect the nation from "imminent attack" and to decide the level of necessary force. n106 The same is true in the international context. Even though Yemen is not a warzone and al-Qaeda is not a state actor, international law accepts the position that countries may respond to specific, imminent threats of harm with lethal force. n107  [*1367]  Under these doctrines of domestic and international law, the use of lethal force against Aulaqi was valid if he presented a concrete, specific, and imminent threat of harm to the United States. n108
Therefore, the President was justified in using lethal force to protect the nation against Aulaqi, or any other American, if that individual presented a concrete threat that satisfied the "imminence" standard. n109 However, the judiciary may, as a matter of law, review the use of military force to ensure that it conforms with the limitations and conditions of statutory and constitional grants of authority. n110 In the context of targeted killing, a federal court could evaluate the targeted killing program to determine whether it satisfies the constitutional standard for the use of defensive force by the Executive Branch. Targeted killing, by its very name, suggests an entirely premeditated and offensive form of military force. n111 Moreover, the overview of the CIA's targeted killing program revealed a rigorous process involving an enormous amount of advance research, planning, and approval. n112 While the President has exclusive authority over determining whether a specific situation or individual presents an imminent threat to the nation, the judiciary has the authority to define "imminence" as a legal standard. n113 These  [*1368]  are general concepts of law, not political questions, and they are subject to judicial review. n114
Under judicial review, a court would likely determine that targeted killing does not satisfy the imminence standard for the president's authority to use force in defense of the nation. Targeted killing is a premeditated assassination and the culmination of months of intelligence gathering, planning, and coordination. n115 "Imminence" would have no meaning as a standard if it were stretched to encompass such an elaborate and exhaustive process. n116 Similarly, the concept of "defensive" force is eviscerated and useless if it includes entirely premeditated and offensive forms of military action against a perceived threat. n117 Under judicial review, a court could easily and properly determine that targeted killing does not satisfy the imminence standard for the constitutional use of defensive force. n118

2AC Least Necessary Means PIC
CP fails---preference for capture over killing is the preferred course of action by the military 
Issacharoff et.al. ’13 - Sudler Family Professor of Constitutional Law, N.Y.U. School of Law
6-1-2013, Drones and the Dilemma of Modern Warfare, New York University Public Law and Legal Theory Working Papers. Paper 404, Samuel Issacharoff & Richard H. Pildes
http://lsr.nellco.org/cgi/viewcontent.cgi?article=1408&context=nyu_plltwp
The "preference" for capture over killing is a second, more subtle, outcropping of the emerging norm of individuation. Again, the departure from the traditional laws of war is striking; no such preference, let alone legal requirement, exists during the traditional laws of war. Enemy soldiers can be killed, even if they could be captured, except in the limited circumstance in which they have engaged in extremely clear manifestations of surrender or are considered hors combat as a result of wounds. There is no obligation to differentiate between soldiers whose threat can be neutralized by capture versus those who can be neutralized only by killing. To be sure, there is ambiguity in the emerging American practice about whether what we might call the "least restrictive alternative requirement" of "capture over killing" is a legal requirement necessary to justify targeted killings or merely a policy preference rooted in strategic calculations (capture enables mining for intelligence) or moral considerations (killing is gratuitous when capture is possible); John Brennan's statement suggest a policy preference, not a legal requirement.
Least Harmful means key to detention
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
A least-harmful-means test should also inform long-term detention operations. Thus, even in cases where law-of-war detention is permitted (in that the individual meets the substantive standard for detention), long-term law-of-war detention should be limited to instances in which prosecution is infeasible. Efforts should be made to gather admissible evidence in order to develop a prosecutable case against the individual. In fact, the United States took this approach in the Warsame case, albeit as a matter of policy. Initially held in law-of-war detention, Warsame was, after approximately sixty days, moved to federal court for civilian trial. n161 Such a requirement protects against states selectively bypassing functioning domestic criminal justice institutions that can effectively address the threat. Such an approach also helps to legitimize the state's detention practices and delegitimize the enemy. n162
Least harmful means already applies as a matter of policy---no DA
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
Some experts have suggested that a "least-harmful-means" or "least-restrictive-means" test should and does apply to all targeting killings associated with an armed conflict, whether or not they occur in a zone of active hostilities. Professor Ryan Goodman, in particular, has amassed strong support for this claim, although he also significantly limits the application of the rule to situations in which it does not pose any risk to the attacking force. n153 Other experts have criticized this claim, on, among others, the grounds that it would "inject potentially deadly hesitation into the targeting process." n154 Assuming, arguendo, that the military need not weigh the possibility of capture when deciding whether to execute a strike in the zone of active hostilities, it appears to be an appropriate limiting criterion outside of such zones for two primary reasons.
 [*1215]  In such circumstances, there is often the time, and the need for advance planning and careful evaluation of possible plans of action for dealing with a specific target. n155 An evaluation of potential capture operations and the likely collateral damage and risk to the U.S. or partner forces if they were to engage in such operations should and could be incorporated into this advance planning.
CP locks in squo
McNeal 13, Associate Professor of Law, Pepperdine University, 3/5/13, “Targeted Killing and Accountability,” http://papers.ssrn.com/sol3/papers.cfm?abstract_id=1819583, Gregory McNeal
The transparency related accountability reforms specified above have the ability to expose wrongdoing; however that’s not the only goal of accountability. Accountability is also designed to deter wrongdoing. By exposing governmental activity, transparency oriented reforms can influence the behavior of all future public officials—to convince them to live up to public expectations 527 The challenge associated with the reforms articulated above is a bias towards the status quo.528 Very few incentives exist for elected officials to exercise greater oversight over targeted killings and interest group advocacy is not as strong in matters of national security and foreign affairs as it is in domestic politics.529
Executive transparency fails—not legally binding and no cred
Sarah Knuckey 13, NYU Law School Project on Extrajudicial Executions Director, Special Advisor to the UN Special Rapporteur on extrajudicial executions, 10/1/13, Transparency on Targeted Killings: Promises Made, but Little Progress, justsecurity.org/2013/10/01/transparency-targeted-killings-promises-made-progress/
Some interpreted these efforts and the President’s speech to mark the beginning of improved transparency. But despite transparency promises and expectations, many of the same, core concerns regarding undue secrecy remain. The President’s speech, the Policy Guidance, and Holder’s letter – because of textual ambiguities within each, and combined with events since – have largely failed to address these longstanding concerns, and in some important respects aggravated them.¶ Continuing Secrecy on Core Issues¶ Key areas in which transparency has not yet been forthcoming include: ¶ Who can be killed, where, and on what basis. Demands for legal and policy information on who and when the US believes it can kill have long been at the center of calls for more transparency. Senior US officials, before 2013, delivered important speeches outlining the government’s views on the applicable legal frameworks for targeting. But the speeches lacked detail, and left crucial legal questions unanswered. Legal concepts key to understanding the scope of US targeting – like “imminence,” “associated forces,” and “directly participating in hostilities” – remain unclear (see this and this). The relevant legal memos have still not been published, even in redacted form. In addition, although President Obama’s speech and the published Policy Guidance set out strict rules for the use of force – stricter, in numerous respects, than the laws of war – they are not legally binding, and we do not know when they began to apply, or when the strict policy limits on killing may be relaxed (and if we will ever be told when they are). And, crucially, we don’t know where the new guidelines actually apply (original assumptions by many outside government that they applied in Pakistan were later called into question). Since Obama’s May 2013 speech, confusion about who can be targeted has at times increased (e.g. a “senior American official” stated in August that a security threat had “expanded the scope” of who could be targeted in Yemen).
DA
2AC – Haphazard Restrictions Inevitable
Restrictions inevitable---only a question of whether they are deliberate or haphazard
Benjamin Wittes 9, senior fellow and research director in public law at the Brookings Institution, is the author of Law and the Long War: The Future of Justice in the Age of Terror and is also a member of the Hoover Institution's Task Force on National Security and Law, “Legislating the War on Terror: An Agenda for Reform”, November 3, Book, p. 17
A new administration now confronts the same hard problems that plagued its ideologically opposite predecessor, and its very efforts to turn the page on the past make acute the problems of institutionalization. For while the new administration can promise to close the detention facility at Guantanamo Bay and can talk about its desire to prosecute suspects criminally, for example, it cannot so easily forswear noncriminal detention. While it can eschew the term "global war on terror," it cannot forswear those uses of force—Predator strikes, for example—that law enforcement powers would never countenance. Nor is it hastening to give back the surveillance powers that Congress finally gave the Bush administration. In other words, its very efforts to avoid the Bush administrations vocabulary have only emphasized the conflicts hybrid nature—indeed- emphasized that the United States is building something new here, not merely applying something old.¶ That point should not provoke controversy. The evidence that the United States is fumbling toward the creation of hybrid institutions to handle terrorism cases is everywhere around us. U.S. law, for example, now contemplates extensive- probing judicial review of detentions under the laws of war—a naked marriage of criminal justice and wartime traditions. It also contemplates warrantless wiretapping with judicial oversight of surveillance targeting procedures—thereby mingling the traditional judicial role in reviewing domestic surveillance with the vacuum cleaner-type acquisition of intelligence typical of overseas intelligence gathering. Slowly but surely, through an unpredictable combination of litigation, legislation, and evolutionary developments within executive branch policy, the nation is creating novel institutional arrangements to authorize and regulate the war on terror. The real question is not whether institutionalization will take place but whether it will take place deliberately or haphazardly, whether the United States will create through legislation the institutions with which it wishes to govern itself or whether it will allow an endless sequence of common law adjudications to shape them.¶ The authors of the chapters in this book disagree about a great many things. They span a considerable swath of the U.S. political spectrum, and they would no doubt object to some of one another's policy prescriptions. Indeed, some of the proposals are arguably inconsistent with one another, and it will be the very rare reader who reads this entire volume and wishes to see all of its ideas implemented in legislation. What binds these authors together is not the programmatic aspects of their policy prescriptions but the belief in the value of legislative action to help shape the contours of the continuing U.S. confrontation with terrorism. That is, the authors all believe that Congress has a significant role to play in the process of institutionalization—and they have all attempted to describe that role with reference to one of the policy areas over which Americans have sparred these past several years and will likely continue sparring over the next several years.
AT: LRM DA
No LOAC impact
Brooks ’13 – Prof of Law @ Georgetown University Law Center
Rosa Brooks, Professor of Law, Georgetown University Law Center, Bernard L. Schwartz Senior Fellow, New America Foundation, 4/23/13, The Constitutional and Counterterrorism Implications of Targeted Killing, http://www.judiciary.senate.gov/pdf/04-23-13BrooksTestimony.pdf
I have also suggested that we face a problem that is deeper still: we are attempting to apply old law to novel situations. As I noted earlier, the law of war evolved in response to traditional armed conflicts, and cannot be easily applied to relations between states and geographically diffuse non - state terrorist organizations. When we try to apply the law of war to modern terrorist threats, we encounter numerous translation problems. Most disturbingly, it becomes nearly impossible to make a principled decision about when the law of war is applicable in the first place, and when it is not. As I noted earlier, l aw is almost always out of date: legal rules are made based on the conditions and technologies existing at the time, and as societies and technologies change, law increasingly becomes an exercise in jamming square pegs into round holes. Up to a point, this works, but eventually, that process begins to do damage to existing law: it gets stretched out of shape, or broken. At that point, we need to update our laws and practices before too much damage is done.
Codification creates effective decision-making
A) Congress makes deterrence credible
Matthew C. Waxman 8/25, Professor of Law, Columbia Law School; Adjunct Senior Fellow for Law and Foreign Policy, Council on Foreign Relations, “The Constitutional Power to Threaten War”, Forthcoming in Yale Law Journal, vol. 123 (2014), 2013, PDF
A second argument, this one advanced by some congressionalists, is that stronger legislative checks on presidential uses of force would improve deterrent and coercive strategies by making them more selective and credible. The most credible U.S. threats, this argument holds, are those that carry formal approval by Congress, which reflects strong public support and willingness to bear the costs of war; requiring express legislative backing to make good on threats might therefore be thought to enhance the potency of threats by encouraging the President to seek congressional authorization before acting.181 A frequently cited instance is President Eisenhower’s request (soon granted) for standing congressional authorization to use force in the Taiwan Straits crises of the mid- and late-1950s – an authorization he claimed at the time was important to bolstering the credibility of U.S. threats to protect Formosa from Chinese aggression.182 (Eisenhower did not go so far as to suggest that congressional authorization ought to be legally required, however.) “It was [Eisenhower’s] seasoned judgment … that a commitment the United States would have much greater impact on allies and enemies alike because it would represent the collective judgment of the President and Congress,” concludes Louis Fisher. “Single-handed actions taken by a President, without the support of Congress and the people, can threaten national prestige and undermine the presidency. Eisenhower’s position was sound then. It is sound now.”183 A critical assumption here is that legal requirements of congressional participation in decisions to use force filters out unpopular uses of force, the threats of which are unlikely to be credible and which, if unsuccessful, undermine the credibility of future U.S. threats.¶ A third view is that legal clarity is important to U.S. coercive and deterrent strategies; that ambiguity as to the President’s powers to use force undermines the credibility of threats. Michael Reisman observed, for example, in 1989: “Lack of clarity in the allocation of competence and the uncertain congressional role will sow uncertainty among those who depend on U.S. effectiveness for security and the maintenance of world order. Some reduction in U.S. credibility and diplomatic effectiveness may result.”184 Such stress on legal clarity is common among lawyers, who usually regard it as important to planning, whereas strategists tend to see possible value in “constructive ambiguity”, or deliberate fudging of drawn lines as a negotiating tactic or for domestic political purposes.185 A critical assumption here is that clarity of constitutional or statutory design with respect to decisions about force exerts significant effects on foreign perceptions of U.S. resolve to make good on threats, if not by affecting the substance of U.S. policy commitments with regard to force then by pointing foreign actors to the appropriate institution or process for reading them.
2AC Iran DA
Negotiations will collapse now because of the flexible threat of U.S. use of force and the lack of a norm against targeted killings 
John Glaser 9-23, is Editor of Antiwar.com. His articles have been published at The American Conservative Magazine, The Daily Caller, and Truthout, 9/23/13, “Why diplomacy with Iran is doomed,” http://www.aljazeera.com/indepth/opinion/2013/09/2013923112820696548.html
"Americans are untrustworthy and illogical. They are not honest in their dealings." 
So said Iran's Supreme Leader Ayatollah Ali Khamenei at a ceremony in July following the presidential election of the moderate reformist candidate Hassan Rouhani. 
Western analysts from across the spectrum took note of Rouhani's sweeping victory this past June, almost universally describing it as a promising opening for detente, unprecedented in the sordid history between the US and Iran. 
“This is a moment of tremendous opportunity for Washington,” writes Suzanne Maloney, a senior fellow with the Saban Center for Middle East Policy at the Brookings Institute. The National Iranian American Council dubbed it “a major potential opportunity to reinvigorate diplomatic efforts to resolve the standoff over Iran's nuclear program.” 
There are a multitude of outstanding issues and grievances beyond the nuclear matter that have great potential to spoil this window for peaceful reconciliation. But the greatest spoiler of all lies in the fact that Ayatollah Khamenei, who holds ultimate control no matter who is president, is convinced Washington is out to overthrow his government. 
Worse still, he has good reason to believe it. 
Regime change? 
Khamenei “believes that the US government is bent on regime change in Iran”, explains Iranian journalist and political dissident Akbar Ganji in the latest issue of Foreign Affairs, “whether through internal collapse, democratic revolution, economic pressure, or military invasion".
The US “say[s] that they are not after a regime change,” Khamenei said in a speech to Iranian judiciary officials in late June. “However, they clearly show the opposite in their statements and actions.” 
To many, this may seem like extreme paranoia, if not dishonest regime propaganda meant to sow hatred against the West. But the Supreme Leader's hunch is not so divorced from reality. 
The heart of Iran's national identity is born out of American-led regime change. Iran's current government, after all, came about in a popular revolution that overthrew the ruthless tyranny of Shah Mohammad Reza Pahlavi, restored to power in 1953 following a coup secretly fomented by the US and Britain that toppled Iran's democratically-elected government. 
Ever since the 1979 Iranian Revolution and the cutting off of diplomatic ties following the hostage crisis at the besieged US embassy, hostility and isolation have been the rule between Washington and Tehran. 
And lest Americans think regime change is a retired foreign policy tool of a bygone Cold War era - when Washington overthrew governments in Nicaragua, Honduras, Guatemala, Congo, Dominican Republic, South Vietnam, Brazil, Chile, and Panama, among others - the last time the US seriously considered regime change in Iran was during the very recent administration of George W Bush. 
David Crist, a former U.S. Marine and currently a senior historian for the Defense Department, writes in his 2012 book Twilight War: The Secret History of America's Thirty-Year Conflict with Iran, that high level Bush administration officials strongly advocated another covert effort to overthrow the Iranian regime. 
Bush's failed covert plans 
“In a January 2002 NSC briefing led by Donald Rumsfeld entitled ‘Global War on Terrorism: The Way Ahead,' the secretary stridently recommended supporting internal democratic opposition movements [in Iran],” Crist recounts. Rumsfeld expressed confidence that “Iranian opposition groups inside and outside would bring the government down.” 
“Over the next few months,” Crist adds, “[Bush's National Security Advisor Condoleezza] Rice tried to shepherd the national security planning document through the government and get it in front of the president.” A Pentagon memo, backed by Vice President Dick Cheney, stated "OSD [Office of the Secretary of Defense] takes a strong position on regime change and sees very little value in continuing any engagement with Iran.” 
Luckily, cooler heads prevailed as the administration prepared instead for regime change and military quagmire in Iraq, a moral, legal, and strategic fiasco that would ironically strengthen Iran's position in the broader Middle East. 
In seeming contrast to the Bush administration's belligerent axis-of-evil diplomacy, Barack Obama came into office in 2009 declaring his willingness to negotiate with Iran without preconditions in order to peacefully settle the issue of its nuclear enrichment program. 
Contrary to virtually all of the rhetoric coming out of Washington, the current consensus in the US intelligence community is that Iran has no active nuclear weapons program and has made no decision as to whether to pursue the bomb. 
“Recent assessments by American spy agencies,” the New York Times reported last year, “are broadly consistent with a 2007 intelligence finding that concluded that Iran had abandoned its nuclear weapons program years earlier” and this “remains the consensus view of America's 16 intelligence agencies.” 
More of the same
Instead of an honest give and take, Obama's so-called diplomacy with Iran has been “predicated on intimidation, illegal threats of military action, unilateral ‘crippling' sanctions, sabotage, and extrajudicial killings of Iran's brightest minds,” writes Reza Nasri at PBS Frontline's Tehran Bureau. The latter policy refers to Israeli covert actions to assassinate civilian Iranian nuclear scientists, a policy Obama may not have helped carry out but did nothing to stop.
AT: Iran Prolif
No impact to Iranian prolif---they’ll be cautious and moderate 
Kenneth Waltz 12, senior research scholar @ Saltzman, Poly Sci Prof @ Columbia, September/October 2012, “Iran and the Bomb – Waltz Replies,” Foreign Affairs, Vol. 91, No. 5, p. 157-162
In arguing that a nuclear-armed Iran would represent an unacceptable threat to the United States and its allies, Colin Kahl rejects my contention that states tend to become more cautious once they obtain nuclear weapons and claims that I minimize the potential threat of an emboldened Islamic Republic. He accuses me of misreading history and suggests that I overestimate the stability produced by nuclear deterrence. In fact, it is Kahl who misunderstands the historical record and who fails to grasp the ramifications of nuclear deterrence.¶ In Kahl's view, new nuclear states do not necessarily behave as status quo powers and can instead be highly revisionist. Seeking a precedent, he highlights the fact that the Soviet Union encouraged North Korea to launch a potentially risky invasion of South Korea in 1950, shortly after the Soviets had tested their first nuclear bomb. But Kahl neglects to explain the context of that decision. Some time before, U.S. Secretary of State Dean Acheson had publicly identified the United States' security commitments in Asia; defending South Korea was not among them. The United States had also signaled its lack of interest in protecting the South Koreans by declining to arm them with enough weapons to repel a Soviet-backed invasion by the North. The Soviet Union therefore had good reason to assume that the United States would not respond if the North Koreans attacked. In light of these facts, it is difficult to see Stalin's encouragement of the invasion as an example of bold, revisionist behavior. Contrary to Kahl's claims, the beginning of the Korean War hardly supplies evidence of Soviet nuclear adventurism, and therefore it should not be understood as a cautionary tale when considering the potential impact that possessing a nuclear arsenal would have on Iranian behavior.¶ Kahl seems to accept that nuclear weapons create stability -- or a form of stability, at least. But he notes -- as do most scholars of nuclear matters, myself included -- that nuclear stability permits lower-level violence. Taking advantage of the protection that their atomic arsenals provide, nuclear-armed states can feel freer to make minor incursions, deploy terrorism, and engage in generally annoying behavior. But the question is how significant these disruptive behaviors are compared with the peace and stability that nuclear weapons produce.¶ Kahl points to the example of Pakistan, whose nuclear weapons have probably increased its willingness to wage a low-intensity fight against India, which makes the subcontinent more prone to crises. As Kahl correctly argues, Pakistan's increased appetite for risk probably played a role in precipitating the so-called Kargil War between India and Pakistan in 1999. But the Kargil War was the fourth war fought by the two countries, and it paled in comparison to the three wars they fought before they both developed nuclear weapons. In fact, the Kargil conflict was a war only according to social scientists, who oddly define "war" as any conflict that results in 1,000 or more battlefield deaths. By historical standards, that casualty rate constitutes little more than a skirmish. Far from proving that new nuclear states are not swayed by the logic of deterrence, the Kargil War supports the proposition that nuclear weapons prevent minor conflicts from becoming major wars. Indeed, nuclear weapons are the only peace-promoting weapons that the world has ever known, and there is no reason to believe that things would be different if Iran acquired such arms.¶ Kahl also frets that a nuclear-armed Iran would step up its support for terrorist groups. Terrorism is tragic for those whose lives it destroys and unnerving for countries that suffer from it. But the number of annual fatalities from international terrorism is vanishingly small compared with the casualties wrought by major wars. Of course, like Kahl, I would not welcome increased Iranian support for Hezbollah or an increased supply of more potent Iranian arms to Palestinian militants. And I, too, hope for a peaceful resolution of the Israeli-Palestinian conflict and the disputes between Israel and its neighbors. But the last several decades have not offered much reason to believe those goals can be easily attained, and I would rather see the possibility of major war reduced through nuclear stability, even if the price is an increase in disruptive activities and low-level conflict.¶ Just a few months ago in these pages, Kahl eloquently expressed his opposition to a proposed preventive strike on suspected Iranian nuclear facilities, warning that it could spark a regional war ("Not Time to Attack Iran," March/April 2012). I agree. But Kahl and I differ on what the United States can achieve in its showdown with the Islamic Republic. Kahl appears to believe that it is possible for the United States to forgo risky military action and still prevent Iran from obtaining nuclear weapons through a combination of sanctions and diplomacy. I strongly doubt that. Short of using military force, it is difficult to imagine how Iran could be prevented from acquiring nuclear weapons if it is determined to do so. That outcome would produce a lamentable possible increase in terrorism and lower-level conflict. But the many benefits of regional stability would far outweigh the costs.
2AC Safehaven DA
Declaration options solve for zone expansion when needed but also prevent collapse of barriers to use
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
Linking the zone of active hostilities primarily to the duration and intensity of the fighting and to states' own proclamations suffers, however, from an inherent circularity. A state can itself create a zone of active hostilities by ratcheting up violence or issuing a declaration of intent, thereby making previously unlawful actions lawful. n134¶ It is impossible to fully address this concern. The problem can, however, be significantly reduced by insisting on strict compliance with the law-of-war principles of distinction and proportionality and by vigorously punishing states for acts of aggression. n135 There will, of course, be disagreement as to whether a state's escalation of a certain conflict constitutes aggression, particularly given underlying disagreements about who qualifies as a lawful target. The zone approach is helpful in this regard as well: it narrows the range of disagreement by demanding heightened substantive standards as to who qualifies as a legitimate target outside the zones of active hostilities. Under the zone approach, the escalation of force must be aimed at a narrower set of possible military targets until the increased use of force is sufficiently intense and pervasive enough to create a new zone of active hostilities.
No scenario for nuclear terror---consensus of experts
Matt Fay 13, PhD student in the history department at Temple University, has a Bachelor’s degree in Political Science from St. Xavier University and a Master’s in International Relations and Conflict Resolution with a minor in Transnational Security Studies from American Military University, 7/18/13, “The Ever-Shrinking Odds of Nuclear Terrorism”, webcache.googleusercontent.com/search?q=cache:HoItCUNhbgUJ:hegemonicobsessions.com/%3Fp%3D902+&cd=1&hl=en&ct=clnk&gl=us&client=firefox-a
For over a decade now, one of the most oft-repeated threats raised by policymakers—the one that in many ways justified the invasion of Iraq—has been that of nuclear terrorism. Officials in both the Bush and Obama administrations, including the presidents themselves, have raised the specter of the atomic terrorist. But beyond mere rhetoric, how likely is a nuclear terrorist attack really?¶ While pessimistic estimates about America’s ability to avoid a nuclear terrorist attack became something of a cottage industry following the September 11th attacks, a number of scholars in recent years have pushed back against this trend. Frank Gavin has put post-9/11 fears of nuclear terrorism into historical context (pdf) and argued against the prevailing alarmism. Anne Stenersen of the Norwegian Defence Research Establishment has challenged the idea that al Qaeda was ever bound and determined to acquire a nuclear weapon. John Mueller ridiculed the notion of nuclear terrorism in his book Atomic Obsessions and highlighted the numerous steps a terrorist group would need to take—all of which would have to be successful—in order to procure, deliver, and detonate an atomic weapon. And in his excellent, and exceedingly even-handed, treatment of the subject, On Nuclear Terrorism, Michael Levi outlined the difficulties terrorists would face building their own nuclear weapon and discussed how a “system of systems” could be developed to interdict potential materials smuggled into the United States—citing a “Murphy’s law of nuclear terrorism” that could possibly dissuade terrorists from even trying in the first place.¶ But what about the possibility that a rogue state could transfer a nuclear weapon to a terrorist group? That was ostensibly why the United States deposed Saddam Hussein’s regime: fear he would turnover one of his hypothetical nuclear weapons for al Qaeda to use.¶ Enter into this discussion Keir Lieber and Daryl Press and their article in the most recent edition of International Security, “Why States Won’t Give Nuclear Weapons to Terrorists.” Lieber and Press have been writing on nuclear issues for just shy of a decade—doing innovative, if controversial work on American nuclear strategy. However, I believe this is their first venture into the debate over nuclear terrorism. And while others, such as Mueller, have argued that states are unlikely to transfer nuclear weapons to terrorists, this article is the first to tackle the subject with an empirical analysis.¶ The title of their article nicely sums up their argument: states will not turn over nuclear weapons terrorists. To back up this claim, Lieber and Press attack the idea that states will transfer nuclear weapons to terrorists because terrorists operate of absent a “return address.” Based on an examination of attribution following conventional terrorist attacks, the authors conclude:¶ [N]either a terror group nor a state sponsor would remain anonymous after a nuclear attack. We draw this conclusion on the basis of four main findings. First, data on a decade of terrorist incidents reveal a strong positive relationship between the number of fatalities caused in a terror attack and the likelihood of attribution. Roughly three-quarters of the attacks that kill 100 people or more are traced back to the perpetrators. Second, attribution rates are far higher for attacks on the U.S. homeland or the territory of a major U.S. ally—97 percent (thirty-six of thirty-seven) for incidents that killed ten or more people. Third, tracing culpability from a guilty terrorist group back to its state sponsor is not likely to be difficult: few countries sponsor terrorism; few terrorist groups have state sponsors; each sponsor terrorist group has few sponsors (typically one); and only one country that sponsors terrorism, has nuclear weapons or enough fissile material to manufacture a weapon. In sum, attribution of nuclear terror incidents would be easier than is typically suggested, and passing weapons to terrorists would not offer countries escape from the constraints of deterrence.¶ From this analysis, Lieber and Press draw two major implications for U.S. foreign policy: claims that it is impossible to attribute nuclear terrorism to particular groups or potential states sponsors undermines deterrence; and fear of states transferring nuclear weapons to terrorist groups, by itself, does not justify extreme measures to prevent nuclear proliferation.¶ This is a key point. While there are other reasons nuclear proliferation is undesirable, fears of nuclear terrorism have been used to justify a wide-range of policies—up to, and including, military action. Put in its proper perspective however—given the difficulty in constructing and transporting a nuclear device and the improbability of state transfer—nuclear terrorism hardly warrants the type of exertions many alarmist assessments indicate it should.
2AC Immigration DA
Won’t pass---GOP and Obama won’t spend PC
Zeke J. Miller 10/24, TIME, "Obama's New Immigration Pivot Isn't About Immigration", 2013, swampland.time.com/2013/10/24/obamas-new-immigration-pivot-isnt-about-immigration/
But privately, administration officials and congressional Democrats admit that they are unlikely to get immigration reform through Congress any time soon. Minutes after Obama spoke, Brendan Buck, a spokesman for Speaker John Boehner released a statement rejecting Obama’s calls for a comprehensive plan. “The House will not consider any massive, Obamacare-style legislation that no one understands,” Buck wrote. “Instead, the House is committed to a common sense, step-by-step approach that gives Americans confidence that reform is done the right way.”¶ Obama has long approached the issue of immigration cautiously, preferring to let congressional Democrats shoulder the burden of trying to push legislation through Congress—a fact that didn’t go unnoticed by activists. Obama has deported illegal immigrants at a faster rate than any other president, quickly approaching 2 million deportations in five years in office. That careful path shifted in 2012 when Obama signed an executive order deferring action for young illegal immigrants, known by advocates as “DREAMers” for the stymied legislation that would grant them a path to citizenship. The poll-tested election-year action helped Obama capture over 70 percent of the national Hispanic vote last November, and quickly after the election Obama made immigration reform a top priority.¶ Earlier this year the conditions were ripe for a compromise. Moderate Republicans, sensing that their party was rushing toward a demographic time bomb, were ready to compromise. Now the situation is entirely different. Some Republican proponents, like Sen. Marco Rubio, have gone quiet. The shutdown and debt limit battle has only emboldened the party’s conservative wing, who are less likely than ever before to embrace a part of the president’s agenda.
PC not key to immigration
Russell Berman 10/25/2013, “GOP comfortable ignoring Obama pleas for vote on immigration bill,” Hill, http://thehill.com/homenews/house/330527-gop-comfortable-ignoring-obama-pleas-to-move-to-immigration-reform
For President Obama and advocates hoping for a House vote on immigration reform this year, the reality is simple: Fat chance. [Video] Since the shutdown, Obama has repeatedly sought to turn the nation’s focus to immigration reform and pressure Republicans to take up the Senate’s bill, or something similar. But there are no signs that Republicans are feeling any pressure. Speaker John Boehner (R-Ohio) has repeatedly ruled out taking up the comprehensive Senate bill, and senior Republicans say it is unlikely that the party, bruised from its internal battle over the government shutdown, would pivot quickly to an issue that has long rankled conservatives. Rep. Tom Cole (R-Okla.), a leadership ally, told reporters Wednesday there is virtually no chance the party would take up immigration reform before the next round of budget and debt-ceiling fights are settled. While that could happen by December if a budget conference committee strikes an agreement, that fight is more likely to drag on well into 2014: The next deadline for lifting the debt ceiling, for example, is not until Feb. 7. “I don’t even think we’ll get to that point until we get these other problems solved,” Cole said. He said it was unrealistic to expect the House to be able to tackle what he called the “divisive and difficult issue” of immigration when it can barely handle the most basic task of keeping the government’s lights on. “We’re not sure we can chew gum, let alone walk and chew gum, so let’s just chew gum for a while,” Cole said. In a colloquy on the House floor, Minority Whip Steny Hoyer (D-Md.) asked Majority Leader Eric Cantor (R-Va.) to outline the GOP's agenda between now and the end of 2013. Cantor rattled off a handful of issues — finishing a farm bill, energy legislation, more efforts to go after ObamaCare — but immigration reform was notably absent. When Hoyer asked Cantor directly on the House floor for an update on immigration efforts, the majority leader was similarly vague. “There are plenty of bipartisan efforts underway and in discussion between members on both sides of the aisle to try and address what is broken about our immigration system,” Cantor said. “The committees are still working on this issue, and I expect us to move forward this year in trying to address reform and what is broken about our system.” Immigration reform advocates in both parties have long set the end of the year as a soft deadline for enacting an overhaul because of the assumption that it would be impossible to pass such contentious legislation in an election year. Aides say party leaders have not ruled out bringing up immigration reform in the next two months, but there is no current plan to do so. The legislative calendar is also quite limited; because of holidays and recesses, the House is scheduled to be in session for just five weeks for the remainder of the year. In recent weeks, however, some advocates have held out hope that the issue would remain viable for the first few months of 2014, before the midterm congressional campaigns heat up. Democrats and immigration reform activists have long vowed to punish Republicans in 2014 if they stymie reform efforts, and the issue is expected to play prominently in districts with a significant percentage of Hispanic voters next year. With the shutdown having sent the GOP’s approval rating plummeting, Democrats have appealed to Republicans to use immigration reform as a chance to demonstrate to voters that the two parties can work together and that Congress can do more than simply careen from crisis to crisis. “Rather than create problems, let’s prove to the American people that Washington can actually solve some problems,” Obama said Thursday in his latest effort to spur the issue on. But Republicans largely dismiss that line of thinking and say the two-week shutdown damaged what little trust between the GOP and Obama there was at the outset. “There is a sincere desire to get it done, but there is also very little goodwill after the president spent the last two months refusing to work with us,” a House GOP leadership aide said. “In that way, his approach in the fiscal fights was very short-sighted: It made his achieving his real priorities much more difficult.”
Plan boosts Obama’s capital
Douglas Kriner 10, Assistant Profess of Political Science at Boston University, After the Rubicon: Congress, Presidents, and the Politics of Waging War, p. 59-60
Presidents and politicos alike have long recognized Congress's ability to reduce the political costs that the White House risks incurring by pursuing a major military initiative. While declarations of war are all but extinct in the contemporary period, Congress has repeatedly moved to authorize presidential military deployments and consequently to tie its own institutional prestige to the conduct and ultimate success of a military campaign. Such authorizing legislation, even if it fails to pass both chambers, creates a sense of shared legislative-executive responsibility for a military action's success and provides the president with considerable political support for his chosen policy course.34 Indeed, the desire for this political cover—and not for the constitutional sanction a congressional authorization affords—has historically motivated presidents to seek Congress's blessing for military endeavors. For example, both the elder and younger Bush requested legislative approval for their wars against Iraq, while assiduously maintaining that they possessed sufficient independent authority as commander in chief to order the invasions unilaterally.35 This fundamental tension is readily apparent in the elder Bush's signing statement to HJ Res 77, which authorized military action against Saddam Hussein in January of 1991. While the president expressed his gratitude for the statement of congressional support, he insisted that the resolution was not needed to authorize military action in Iraq. "As I made clear to congressional leaders at the outset, my request for congressional support did not, and my signing this resolution does not, constitute any change in the long-standing positions of the executive branch on either the President's constitutional authority to use the Armed Forces to defend vital U.S. interests or the constitutionality of the War Powers Resolution."36
Regardless of PC, Obama has no credibility which wrecks his agenda
Keith Koffler 10/11, who covered the White House as a reporter for CongressDaily and Roll Call, is editor of the website White House Dossier, "Obama's crisis of credibility", 2013, www.politico.com/story/2013/10/obamas-crisis-of-credibility-98153.html
President Barack Obama is like a novice flier thrust into the cockpit of a 747. He’s pushing buttons, flipping switches and radioing air traffic control, but nothing’s happening. The plane is just slowly descending on its own, and while it may or may not crash, it at least doesn’t appear to be headed to any particularly useful destination.¶ Obama’s ineffectiveness, always a hallmark of his presidency, has reached a new cruising altitude this year. Not even a year into his second term, he looks like a lame duck and quacks like a lame duck. You guessed it — he’s a lame duck.¶ On the world stage, despite Obama’s exertions, Iran’s centrifuges are still spinning, the Israelis and Palestinians remain far apart, Bashar Assad is still in power, the Taliban are gaining strength and Iraq is gripped by renewed violence.¶ At home, none of Obama’s agenda has passed this year. Republicans aren’t bowing to him in the battle of the budget, and much of the GOP seems uninterested in House Speaker John Boehner’s vision of some new grand bargain with the president.¶ Obama has something worse on his hands than being hated. All presidents get hated. But Obama is being ignored. And that’s because he has no credibility.¶ A president enters office having earned a certain stock of political capital just for getting elected. He then spends it down, moving his agenda forward, until he collects a fresh supply by getting reelected.¶ But political capital is only the intangible substrate that gives a president his might. His presidency must also be nourished by credibility — a sense he can be trusted, relied upon and feared — to make things happen.¶ A president enters office with a measure of credibility. After all, he seemed at least trustworthy enough to get elected. But unlike political capital, credibility must be built in office. Otherwise, it is squandered.¶ Obama has used every credibility-busting method available to eviscerate any sense that he can be counted on. He’s dissimulated, proven his unreliability, ruled arbitrarily and turned the White House into a Chicago-style political boiler room. His credibility has been sapped with his political opponents, a public that thinks him incompetent, our allies, who don’t trust him, and, even worse, our enemies, who don’t fear him.¶ There’s not going to be any grand bargain on the budget this year. Republicans are not only miles from the president ideologically — they’re not going to trust him with holding up his end of the bargain. If they had a president they thought they could do business with, their spines might be weakening more quickly in the current budget impasse and they would be looking for an exit.¶ There are the unkept promises like closing Guantanamo, halving the deficit during his first term and bringing unemployment down below 8 percent as a result of the 2009 stimulus. Then there are the moments when one has to conclude that Obama could not have possibly been telling the truth.¶ His contention when selling Obamacare that people would be able to keep their insurance and their doctors is not simply “turning out” to be wrong. That some people would lose either their doctors or their insurance is an obvious result of a properly functioning Affordable Care Act. He could not possibly have known so little about his signature program that he didn’t foresee such a possibility.¶ Last year, the independent Politifact.com rated Obama’s vow to pass health care reform that reduces premiums for the average family by $2,500 a “promise broken,” suggesting that premiums might in fact go up slightly. Obama’s claim that Obamacare reduces the deficit is also probably wrong. In an article published Wednesday, Charles Blahous, the Republican-appointed Medicare Public Trustee, notes that he has estimated Obamacare would add $340 billion to federal deficits in its first decade, and that recent evidence suggests the tally is likely to be higher. But certainly Obama has performed a sleight of hand, since budget savings used to “pay for” Obamacare can no longer be used to subtract from the deficit.¶ Meanwhile, Republicans can’t trust the president to abide by any deal he might sign since he has a record of picking and choosing which laws to enforce. He stopped enforcing the Defense of Marriage Act before it was declared unconstitutional. Having not gotten the “Dream Act” out of Congress, he wrote it himself, choosing not to send certain children of illegal immigrants back to their native countries. He attacked Libya without the consent of Congress.¶ Sapping his credibility further is willingness to harbor and express vicious contempt for his ideological opposites, whom he variously describes as terrorists, “extremists,” and “enemies.” Behaving like a Chicago ward boss is not going to advance his agenda very far on Capitol Hill.¶ Obama’s failure to enforce his “red line” with Syria on the use of chemical weapons and punt the matter to a dubious weapons destruction process is only the latest example of his inconstancy. The president failed to maintain a needed troop presence in Iraq, resulting in disastrous and sustained violence that is wasting our efforts there; he tarried in supporting a potential Iranian uprising; he dumped a stalwart U.S. ally, Egypt, into the hands of the Muslim Brotherhood; he said Assad had to go, and then Assad didn’t go; he broke his promise to Hispanic voters to move immigration reform during his first term; and he dropped an additional $400 million in revenue on the table to blow up a potentially massive 2011 budget bargain with Republicans.¶ The only thing Obama can truly be counted on is to make his tee time on Saturdays, though the government shutdown has temporarily cramped his golf game.¶ During his first year in office, Ronald Reagan crushed an illegal strike by air traffic controllers by firing them all, defying charges that he was a union-busting thug and that planes would soon be dropping out of the sky. It was a moment that convinced observers at home and abroad that Reagan was not to be taken lightly, that he was a serious man of his word, and that he was to be respected and even feared. And so he got things done.¶ Obama has never shown similar fortitude to the world for the simple reason that he lacks it. Obama is not to be feared, or even trusted. And that’s a fatal flaw in a president.
Laundry list pounds the agenda
WSJ 10/17, Peter Nicholas and Carol E. Lee, "Obama's Agenda Faces Rocky Road", 2013, online.wsj.com/news/articles/SB10001424052702303680404579141472200495820
Yet as much as he wants to shift the focus to immigration and the farm bill, Mr. Obama will have trouble pulling it off. His administration is under pressure to fix the operational problems that have bedeviled the new health-care exchanges.¶ The next set of fiscal deadlines, and worries about the next round of the across-the-board spending cuts, scheduled to take effect in mid-January, are likely to overshadow other efforts. That leaves lawmakers with only a narrow window of time to tackle any remotely complex legislation before the 2014 midterm dynamics overtake Washington.¶ Messy internal GOP politics over the farm bill could also complicate lawmakers' efforts to reconcile the different measures passed by the House and Senate.¶ As for immigration, House Republicans have said they plan to consider piecemeal immigration bills, but so far not one has reached the House floor.¶ Rep. Raul Labrador (R., Idaho), a conservative who has urged Republicans to tackle immigration changes, said Wednesday the budget fight would make it harder for GOP leaders to negotiate with the president on immigration.
AT: Biotech
Biotech fails---doesn’t solve anything---30 years of mediocrity proves
Dr. Ayoub 7 received his B.Sc. in Human Biology from the University of Toronto, and his Doctorate of Medical Dentistry from Nova Southeastern University in Fort Lauderdale "The Biotech Industry: 30 Years of Failure, Starting with Genentech" Jan 9 seekingalpha.com/article/23696-the-biotech-industry-30-years-of-failure-starting-with-genentech
Biotechnology as a business arguably began with the birth of Genentech (DNA) 30 years ago in 1976. The company had a successful IPO four years later in 1980, which motivated a flurry of other biotech ventures to seek Wall Street’s vast wealth. These companies, which included Genentech, Chiron - now part of Novartis (NVS), Biogen - now Biogen Idec (BIIB), Amgen (AMGN), and Genzyme (GENZ), marked the beginning of a new revolution in medicine. 
This first wave of excitement for the biotech industry was full of hope as many argued that traditional pharmaceutical research, relying mostly on chemistry to formulate new drugs, would slowly succumb to the new fields of recombinant technology, molecular cloning, RNA interference, viral vectors, and other cutting edge sciences.
Many believed then, and many still do now, that pharmaceutical giants Pfizer (PFE), Johnson & Johnson (JNJ), Eli Lilly (LLY), Bristol-Myers (BMY), and others, could not possibly keep up with the wholly fragmented, albeit, singularly focused research of the many tiny biotech ventures springing up seemingly over night.
The evidence however points to the contrary; the biotech industry has failed so far.
In his new book, Science Business: the Promise, the Reality, and the Future of Biotech, Harvard business professor Gary P. Pisano provides eye opening proof showcasing how the biotech industry has failed in its attempt to function as a science-based business.
A Losing Industry 
Consider the following observation: from the year 1975 through 2004 the biotech industry as a whole has seen an increasing trend in sales, but total operating income before depreciation is essentially zero. In fact, if you remove the top ten companies; Amgen, Genentech, Genzyme, Gilead (GILD), Biogen, Biovail (BVF), Cephalon (CEPH), ImClone (IMCL), KOS Pharmaceuticals (KOSP), and Chiron, the rest of the biotech industry has lost more than $6 billion. On average it takes a biotech company 12 years after its IPO before it sees its first profit.
Many biotech companies continue the need for additional funding to take drug candidates through the pipeline. In 1990, biotechs made just as much money from secondary offerings as their IPOs. In 2004, secondary offerings provided double the funding that IPOs delivered.
This analysis does not even take into account the scores of privately held biotech ventures, which are surely losing more money than publicly traded companies. The biotech industry is a business in the red.
What about the biotechnology industry’s other promise, to deliver novel and cutting edge research? There was no difference in total productivity between the biotech industry and that of the big pharmaceutical companies over the last couple of decades.



While there is an increasing number of new drug candidates, fewer are making it to later stages. In fact, between the years 1998 and 2002, 48 percent of drugs in the pipeline were at the discovery stage. This is telling of the direction this industry is taking. New drug candidates require more initial funding. Little startups are hailing any research study that hints at a new drug candidate to attract new venture spending with less emphasis on quality. 
Biotechnology was also believed to bring drugs to the market through cheaper means. In fact, there is no difference in R&D spending per new drug between the two industries. Big pharma’s sales per R&D dollar spent was twice that of the biotech industry back in 1987, but was three times as much in 2004. So not only is big pharma more efficient at producing and selling, but the gap is increasing, not narrowing. There is no evidence that the biotech industry is learning.
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AT: NSA
NSA has been resolved---Germany and France re-upping cooperation
Michael Birnbaum 10/25, Washington Post and Colum Lynch, WaPo, "Merkel, Hollande want to forge new intelligence pacts with U.S.", 2013, www.washingtonpost.com/world/europe/merkel-hollande-want-to-forge-new-rules-for-sharing-intelligence-data-with-us/2013/10/25/a3b63264-3d5b-11e3-b6a9-da62c264f40e_story.html
BERLIN — The leaders of Germany and France on Friday proposed the creation of new cooperation agreements between U.S. and European intelligence services, taking the first steps toward resolving a diplomatic crisis in the wake of reports alleging that the National Security Agency had monitored the phone conversations of more than 30 world leaders.¶ Saying that trust in the United States had been damaged, German Chancellor Angela Merkel pledged Friday that she and French President François Hollande would quickly forge new pacts that would expand guidelines for U.S. intelligence operations on European soil. She did not elaborate on her demands.¶ Merkel is planning to send the heads of Germany’s foreign and domestic intelligence agencies to the United States to discuss the issue on “relatively short notice,” a spokesman said Friday, an unusual measure that suggests Germany is pushing for a quick end to the diplomatic uproar and the domestic outrage accompanying it. He said the visit would aim to clarify past U.S. spying efforts on German soil.¶ France and Germany “individually will get in contact with the United States and the security community there and try to work out a framework for further cooperation,” Merkel said at a news conference in Brussels, where she was attending a European summit.¶ She did not give details and declined to say whether she was seeking an agreement along the lines of a mutual “no-spying” pact between United States, Britain and several other English-speaking countries.¶ “We need something clear-cut that is also in line with the spirit of an alliance,” Merkel said. She said she hopes to achieve an agreement by the end of the year.¶ Hollande echoed Merkel’s comments. “There are behaviors and practices that cannot be accepted,” he said. “What is in play is preserving our relationship with the United States.”¶ The extent of the potential damage to other cooperative efforts between the United States and Europe remained unclear Friday. Merkel said she did not think that complex negotiations over a U.S.-E.U. trade pact should be put on hold, as several top European officials had suggested Thursday.
AT: CP
AT: Transparency
CP alienates allies
Schwarz 7 senior counsel, and Huq, associate counsel at the Brennan Center for Justice at NYU School of Law, (Frederick A.O., Jr., partner at Cravath, Swaine & Moore, chief counsel to the Church Committee, and Aziz Z, former clerk for the U.S. Supreme Court, Unchecked and Unbalanced: Presidential Power in a Time of Terror, p. 201)
The Administration insists that its plunge into torture, its lawless spying, and its lock-up of innocents have made the country safer. Beyond mere posturing, they provide little evidence to back up their claims. Executive unilateralism not only undermines the delicate balance of our Constitution, but also lessens our human liberties and hurts vital counterterrorism campaigns. How? Our reputation has always mattered. In 1607, Massachusetts governor John Winthrop warned his fellow colonists that because they were a "City on a Hill," "the eyes of all people are upon us."4 Thomas Jefferson began the Declaration of Independence by invoking the need for a "decent respect to the opinions of mankind:' In today's battle against stateless terrorists, who are undeterred by law, morality, or the mightiest military power on earth, our reputation matters greatly.¶ Despite its military edge, the United States cannot force needed aid and cooperation from allies. Indeed, our status as lone superpower means that only by persuading other nations and their citizens—that our values and interests align with theirs, and so merit support, can America maintain its influence in the world. Military might, even extended to the globe's corners, is not a sufficient condition for achieving America's safety or its democratic ideals at home. To be "dictatress of the world," warned John Quincy Adams in 1821, America "would be no longer the ruler of her own spirit." A national security policy loosed from the bounds of law, and conducted at the executive's discretion, will unfailingly lapse into hypocrisy and mendacity that alienate our allies and corrode the vitality of the world's oldest democracy.5
AT: LRM DA
AT: Korea Impact
No Korean war---laundry list
(rational regime, empirics, military inferiority, and it’s all just domestic propaganda)
Fisher 13 Max, Foreign Policy Writer @ Washington Post & Former Editor at the Atlantic, “Why North Korea loves to threaten World War III (but probably won’t follow through)” http://www.washingtonpost.com/blogs/worldviews/wp/2013/03/12/why-north-korea-loves-to-threaten-world-war-iii-but-probably-wont-follow-through/
North Korea is indeed a dangerous rogue state that has, in the recent past, staged small-scale but deadly attacks on South Korea without provocation. In March 2010, a South Korean navy ship was attacked by a ship of unknown origin, killing 46 on board; though North Korea denied responsibility, an investigation concluded it was likely responsible. A few months later, North Korea fired over 100 artillery shells at Yeonpyeong Island, killing two civilians and wounding 19.
But is North Korea really an irrational nation on the brink of launching “all-out war,” a mad dog of East Asia? Is Pyongyang ready to sacrifice it all? Probably not. The North Korean regime, for all its cruelty, has also shown itself to be shrewd, calculating, and single-mindedly obsessed with its own self-preservation. The regime’s past behavior suggests pretty strongly that these threats are empty. But they still matter.
For years, North Korea has threatened the worst and, despite all of its apparent readiness, never gone through with it. So why does it keep going through these macabre performances? We can’t read Kim Jong Eun’s mind, but the most plausible explanation has to do with internal North Korean politics, with trying to set the tone for regional politics, and with forcing other countries (including the United States) to bear the costs of preventing its outbursts from sparking an unwanted war.
Starting World War III or a second Korean War would not serve any of Pyongyang’s interests. Whether or not it deploys its small but legitimately scary nuclear arsenal, North Korea could indeed cause substantial mayhem in the South, whose capital is mere miles from the border. But the North Korean military is antiquated and inferior; it wouldn’t last long against a U.S.-led counterattack. No matter how badly such a war would go for South Korea or the United States, it would almost certainly end with the regime’s total destruction.
Still, provocations and threats do serve Pyongyang’s interests, even if no one takes those threats very seriously. It helps to rally North Koreans, particularly the all-important military, behind the leader who has done so much to impoverish them. It also helps Pyongyang to control the regional politics that should otherwise be so hostile to its interests. Howard French, a former New York Times bureau chief for Northeast Asia whom I had the pleasure of editing at The Atlantic, explained on Kim Jong Il’s death that Kim had made up for North Korea’s weakness with canny belligerence:
The shtick of apparent madness flowed from his country’s fundamental weakness as he, like a master poker player, resolved to bluff and bluff big. Kim adopted a game of brinkmanship with the South, threatening repeatedly to turn Seoul into a “sea of flames.” And while this may have sharply raised the threat of war, for the North, it steadily won concessions: fuel oil deliveries, food aid, nuclear reactor construction, hard cash-earning tourist enclaves and investment zones.
At the risk of insulting Kim Jong Eun, it helps to think of North Korea’s provocations as somewhat akin to a child throwing a temper tantrum. He might do lots of shouting, make some over-the-top declarations (“I hate my sister,” “I’m never going back to school again”) and even throw a punch or two. Still, you give the child the attention he craves and maybe even a toy, not because you think the threats are real or because he deserves it, but because you want the tantrum to stop.

No Link
No link---plan doesn’t restrict ops
Robert Chesney 10/4/13, Would Abandoning the War Model of Counterterrorism Make a Difference from a Legal Perspective?, www.newrepublic.com/article/114995/would-abandoning-war-model-counterterrorism-make-difference
What’s more, the convergence of current targeting policies and the pre-9/11 model is a two-way street.  Though the government continues to maintain the relevance of the war model to this day, it has made clear that it now embraces—as a matter of policy discretion—constraints on the use of lethal force outside the Afghan combat zone that replicate the elements of the continuing-and-imminent threat model (of course, even Afghanistan may soon be categorized as something other than a zone of combat, given the accelerating momentum toward the withdrawal of most if not all American combat forces).  Not that this means that the constraints are all that restrictive; one must bear in mind that the continuing-and-imminent model does not require the sort of literal-immediacy one might associate with police uses of force during, say, a hostage crisis.  The model instead treats the imminence element as satisfied on an ongoing basis when a fleeting window of opportunity emerges to carry out an attack against a group or individual that already has demonstrated the capacity and will to kill Americans, at least where a capture mission is not feasible in the circumstances.  This helps explain why the government, though still maintaining the relevance of the armed-conflict model as a formal matter, already was willing to return to the continuing-and-imminent threat model as a matter of policy: There just isn’t much cost to doing so in terms of lost operational flexibility.  The same will be true postwar, at least insofar as the legal architecture is concerned. 

