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CONTENTION 1: ALLIES
Allies will insist on a policy that limits operations to zones of active hostilities with criminal prosecutions elsewhere---codification key 
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
The debate has largely devolved into an either-or dichotomy, even while security and practical considerations demand more nuanced practices. Thus, the United States, supported by a vocal group of scholars, including Professors Jack Goldsmith, Curtis Bradley, and Robert Chesney, has long asserted that it is at war with al Qaeda and associated groups. Therefore, it can legitimately detain without charge - and kill - al Qaeda members and their associates wherever they are found, subject of course to additional law-of-war, constitutional, and sovereignty constraints. n9 Conversely, European [*1170] allies, supported by an equally vocal group of scholars and human rights advocates, assert that the United States is engaged in a conflict with al Qaeda only in specified regions, and that the United States' authority to employ law-of-war detention and lethal force extends only to those particular zones. n10 In all other places, al Qaeda and its associates should be subject to [*1171] law enforcement measures, as governed by international human rights law and the domestic laws of the relevant states. n11 Recent statements by United States officials suggest an attempt to mediate between these two extremes, at least for purposes of targeted killing, and as a matter of policy, not law. While continuing to assert a global conflict with al Qaeda, official statements have limited the defense of out-of-conflict zone targeting operations to high-level leaders and others who pose a "significant" threat. n12 In the words of President Obama's then-Assistant for Homeland Security and Counterterrorism, John O. Brennan, the United States does not seek to "eliminate every single member of al-Qaida in the world," but instead conducts targeted strikes to mitigate "actual[,] ongoing threats." n13 That said, the United States continues to suggest that it can, as a matter of law, "take action" against anyone who is "part of" al Qaeda or associated forces - a very broad category of persons - without any explicit geographic limits. n14 The stakes are high. If the United States were permitted to launch a drone strike against an alleged al Qaeda operative in Yemen, why not in London - so long as the United States had the United Kingdom's consent and was confident that collateral damage to nearby civilians would be minimal (thereby addressing sovereignty and proportionality concerns)? There are many reasons why such a scenario is unlikely, but the United [*1172] States has yet to assert any limiting principle that would, as a matter of law, prohibit such actions. And in fact, the United States did rely on the laws of war to detain a U.S. citizen picked up in a Chicago airport for almost four years. n15 Even if one accepts the idea that the United States now exercises its asserted authority with appropriate restraint, what is to prevent Russia, for example, from asserting that it is engaged in an armed conflict with Chechens and that it can target or detain, without charge, an alleged member of a Chechen rebel group wherever he or she is found, including possibly in the United States? Conversely, it cannot be the case - as the extreme version of the territorially restricted view of the conflict suggests - that an enemy with whom a state is at war can merely cross a territorial boundary in order to plan or plot, free from the threat of being captured or killed. In the London example, law enforcement can and should respond effectively to the threat. n16 But there also will be instances in which the enemy escapes to an effective safe haven because the host state is unable or unwilling to respond to the threat (think Yemen and Somalia in the current conflict), capture operations are infeasible because of conditions on the ground (think parts of Yemen and Somalia again), or criminal prosecution is not possible, at least in the short run. This Article proposes a way forward - offering a new legal framework for thinking about the geography of the conflict in a way that better mediates the multifaceted liberty, security, and foreign policy interests at stake. It argues that the jus ad bellum questions about the geographic borders of the conflict that have dominated much of the literature are the wrong questions to focus on. Rather, it focuses on jus in bello questions about the conduct of hostilities. This Article assumes that the conflict extends to wherever the enemy threat is found, but argues for more stringent rules of conduct outside zones of active hostilities. Specifically, it proposes a series of substantive and procedural rules designed to limit the use of lethal targeting [*1173] and detention outside zones of active hostilities - subjecting their use to an individualized threat finding, a least-harmful-means test, and meaningful procedural safeguards. n17 The Article does not claim that existing law, which is uncertain and contested, dictates this approach. (Nor does it preclude this approach.) Rather, the Article explicitly recognizes that the set of current rules, developed mostly in response to state-on-state conflicts in a world without drones, fails to address adequately the complicated security and liberty issues presented by conflicts between a state and mobile non-state actors in a world where technological advances allow the state to track and attack the enemy wherever he is found. New rules are needed. Drawing on evolving state practice, underlying principles of the law of war, and prudential policy considerations, the Article proposes a set of such rules for conflicts between states and transnational non-state actors - rules designed both to promote the state's security and legitimacy and to protect against the erosion of individual liberty and the rule of law. The Article proceeds in four parts. Part I describes how the legal framework under which the United States is currently operating has generated legitimate concerns about the creep of war. This Part outlines how the U.S. approach over the past several years has led to a polarized debate between opposing visions of a territorially broad and territorially restricted conflict, and how both sides of the debate have failed to [*1174] acknowledge the legitimate substantive concerns of the other. Part II explains why a territorially broad conflict can and should distinguish between zones of active hostilities and elsewhere, thus laying out the broad framework under which the Article's proposal rests. Part III details the proposed zone approach. It distinguishes zones of active hostilities from both peacetime and lawless zones, and outlines the enhanced substantive and procedural standards that ought to apply in the latter two zones. Specifically, Part III argues that outside zones of active hostilities, law-of-war detention and use of force should be employed only in exceptional situations, subject to an individualized threat finding, least-harmful-means test, and meaningful procedural safeguards. n18 This Part also describes how such an approach maps onto the conflict with al Qaeda, and is, at least in several key ways, consistent with the approach already taken by the United States as a matter of policy. Finally, Part IV explains how such an approach ought to apply not just to the current conflict with al Qaeda but to other conflicts with transnational non-state actors in the future, as well as self-defense actions that take place outside the scope of armed conflict. It concludes by making several recommendations as to how this approach should be incorporated into U.S. and, ultimately, international law. The Article is United States-focused, and is so for a reason. To be sure, other states, most notably Israel, have engaged in armed conflicts with non-state actors that are dispersed across several states or territories. n19 But the United States is the first state to self-consciously declare itself at war with a non-state terrorist organization that potentially spans the globe. Its actions and asserted authorities in response to this threat establish a reference point for state practice that will likely be mimicked by others and inform the development of customary international law.
Alignment with allies brings detention policy into compliance---makes criminal justice effective outside zones
Hathaway 13, Gerard C. and Bernice Latrobe Smith Professor of International Law
Yale Law School); Samuel Adelsberg (J.D. candidate at Yale Law School); Spencer Amdur (J.D. candidate at Yale Law School); Freya Pitts (J.D. candidate at Yale Law School); Philip Levitz (J.D. from Yale Law School); and Sirine Shebaya (J.D. from Yale Law School), “The Power To Detain: Detention of Terrorism Suspects After 9/11”, The Yale Journal of International Law, Vol. 38, 2013.
There is clear evidence that other countries recognize and respond to the difference in legitimacy between civilian and military courts and that they are, indeed, more willing to cooperate with U.S. counterterrorism efforts when terrorism suspects are tried in the criminal justice system. Increased international cooperation is therefore another advantage of criminal prosecution.¶ Many key U.S. allies have been unwilling to cooperate in cases involving law-of-war detention or prosecution but have cooperated in criminal [*166] prosecutions. In fact, many U.S. extradition treaties, including those with allies such as India and Germany, forbid extradition when the defendant will not be tried in a criminal court. n252 This issue has played out in practice several times. An al-Shabaab operative was extradited from the Netherlands only after assurances from the United States that he would be prosecuted in criminal court. n253 Two similar cases arose in 2007. n254 In perhaps the most striking example, five terrorism suspects - including Abu Hamza al-Masr, who is accused of providing material support to al-Qaeda by trying to set up a training camp in Oregon and of organizing support for the Taliban in Afghanistan - were extradited to the United States by the United Kingdom in October 2012. n255 The extradition was made on the express condition that they would be tried in civilian federal criminal courts rather than in the military commissions. n256 And, indeed, both the European Court of Human Rights and the British courts allowed the extradition to proceed after assessing the protections offered by the U.S. federal criminal justice system and finding they fully met all relevant standards. n257 An insistence on using military commissions may thus hinder extradition and other kinds of international prosecutorial cooperation, such as the sharing of testimony and evidence.¶ Finally, the criminal justice system is simply a more agile and versatile prosecution forum. Federal jurisdiction offers an extensive variety of antiterrorism statutes that can be marshaled to prosecute terrorist activity committed outside the United States, and subsequently to detain those who are convicted. n258 This greater variety of offenses - military commissions can only [*167] punish an increasingly narrow set of traditional offenses against the laws of war n259 - offers prosecutors important flexibility. For instance, it might be very difficult to prove al-Qaeda membership in an MCA prosecution or a law-of-war habeas proceeding; but if the defendant has received training at a terrorist camp or participated in a specific terrorist act, federal prosecutors may convict under various statutes tailored to more specific criminal behavior. n260 In addition, military commissions can no longer hear prosecutions for material support committed before 2006. n261 Due in part to the established track record of the federal courts, the federal criminal justice system also allows for more flexible interactions between prosecutors and defendants. Proffer and plea agreements are powerful incentives for defendants to cooperate, and often lead to valuable intelligence-gathering, producing more intelligence over the course of prosecution. n262
That solves safe havens and extradition to the US court system
David S. Kris 11 – Former Assistant Attorney General for National Security at the U.S. Department of Justice, Law Enforcement as a Counterterrorism Tool, Assistant Attorney General for National Security at the U.S. Department of Justice, from March 2009 to March 2011, Journal of Security Law & Policy, Vol5:1. 2011, http://jnslp.com//wp-content/uploads/2011/06/01_David-Kris.pdf
Finally, the criminal justice system may help us obtain important cooperation from other countries. That cooperation may be necessary if we want to detain suspected terrorists¶ or otherwise accomplish our national¶ security objectives. Our federal courts are well-respected internationally.¶ They are well-established, formal legal mechanisms that allow the transfer of terrorism suspects to the United States¶ for trial in federal court, and for¶ the provision of information to assist¶ in law enforcement investigations –¶ i.e., extradition and mutual legal assistance treaties (MLATs). Our allies around the world are comfortable with these mechanisms, as well as with more informal procedures that are often used to provide assistance to the United States in law enforcement matters, whether relating to terrorism or¶ other types of cases. Such cooperation can be critical to the success of a prosecution, and in some cases can be the only way in which we will gain custody of a suspected terrorist who has broken our laws.¶ 184¶ In contrast, many of our key allies around the world are not willing to cooperate with or support our efforts to hold suspected terrorists in law of war detention or to prosecute them in military commissions. While we hope that over time they will grow more supportive of these legal¶ mechanisms, at present many countries would not extradite individuals to the United States for military commission proceedings or law of war¶ detention. Indeed, some of our extradition treaties explicitly forbid extradition to the United States where the person will be tried in a forum other than a criminal court. For example, our treaties with Germany¶ (Article 13)¶ 185¶ and with Sweden (Article V(3))¶ 186¶ expressly forbid extradition¶ when the defendant will be tried in¶ an “extraordinary” court, and the¶ understanding of the Indian government pursuant to its treaty with the¶ United States is that extradition is available only for proceedings under the¶ ordinary criminal laws of the requesting state.¶ 187¶ More generally, the¶ doctrine of dual criminality – under which extradition is available only for¶ offenses made criminal in both countries – and the relatively common¶ exclusion of extradition for military offenses not also punishable in civilian¶ court may also limit extradition outside the criminal justice system.¶ 188¶ Apart¶ from extradition, even where we already have the terrorist in custody, many countries will not provide testimony, other information, or assistance in support of law of war detention or a military prosecution, either as a matter¶ of national public policy or under other provisions of some of our MLATs.¶ 189¶ These concerns are not hypothetical. During the last Administration,¶ the United States was obliged to give¶ assurances against the use of military¶ commissions in order to obtain extradition of several terrorism suspects to¶ the United States.¶ 190¶ There are a number of terror suspects currently in foreign custody who likely would not be extradited to the United States by¶ foreign nations if they faced military tribunals.¶ 191¶ In some of these cases, it might be necessary for the foreign nation to release these suspects if they cannot be extradited because they do¶ not face charges pending in the¶ foreign nation.
Plan prevents end of allied intel cooperation and reinvigorates NATO
Tom Parker 12, Former Policy Dir. for Terrorism, Counterterrorism and H. Rts. at Amnesty International, U.S. Tactics Threaten NATO, September 17, http://nationalinterest.org/commentary/us-tactics-threaten-nato-7461
A growing chasm in operational practice is opening up between the United States and its allies in NATO. This rift is putting the Atlantic alliance at risk. Yet no one in Washington seems to be paying attention. The escalating use of unmanned aerial vehicles to strike terrorist suspects in an increasing number of operational environments from the Arabian Peninsula to Southeast Asia, coupled with the continued use of military commissions and indefinite detention, is driving a wedge between the United States and its allies. Attitudes across the Atlantic are hardening fast. This isn’t knee-jerk, man-on-the-street anti-Americanism. European governments that have tried to turn a blind eye to U.S. counterterrorism practices over the past decade are now forced to pay attention by their own courts, which will restrict cooperation in the future. As recently as last month, the German federal prosecutor’s office opened a probe into the October 2010 killing of a German national identified only as “Buenyamin E.” in a U.S. drone strike in Pakistan. There are at least four other similar cases involving German nationals and several reported strikes involving legal residents of the United Kingdom. In March, Polish prosecutors charged the former head of Polish intelligence, Zbigniew Siemiatkowski, with “unlawfully depriving prisoners of the their liberty” because of the alleged role he played in helping to establish a CIA secret prison in northeastern Poland in 2002–2003. Last December, British Special Forces ran afoul of the UK courts for informally transferring two Al Qaeda suspects detained in Iraq, Yunus Rahmatullah and Amanatullah Ali, to U.S. forces. The British government has been instructed to recover the men from U.S. custody or face legal sanctions that could result in two senior ministers being sent to prison. Perhaps the most dramatic example illustrating the gap that has opened up between the United States and its European allies concerns the 2009 in absentia conviction of twenty-three U.S. agents in an Italian court for the role they played in the extraordinary rendition of radical Imam Hassan Mustafa Osama Nasr from Milan to Cairo. Britain, Poland, Italy and Germany are among America’s closest military partners. Troops from all four countries are currently serving alongside U.S. forces in Afghanistan, but they are now operating within a very different set of constraints than their U.S. counterparts. The European Court of Human Rights established its jurisdiction over stabilization operations in Iraq, and by implication its writ extends to Afghanistan as well. The British government has lost a series of cases before the court relating to its operations in southern Iraq. This means that concepts such as the right to life, protection from arbitrary punishment, remedy and due process apply in areas under the effective control of European forces. Furthermore, the possibility that intelligence provided by any of America’s European allies could be used to target a terrorism suspect in Somalia or the Philippines for a lethal drone strike now raises serious criminal liability issues for the Europeans. The United States conducts such operations under the legal theory that it is in an international armed conflict with Al Qaeda and its affiliates that can be pursued anywhere on the globe where armed force may be required. But not one other member of NATO shares this legal analysis, which flies in the face of established international legal norms. The United States may have taken issue with the traditional idea that wars are fought between states and not between states and criminal gangs, but its allies have not. The heads of Britain’s foreign and domestic intelligence services have been surprisingly open about the “inhibitions” that this growing divergence has caused the transatlantic special relationship, telling Parliament that it has become an obstacle to intelligence sharing. European attitudes are not going to change—the European Court of Human Rights is now deeply embedded in European life, and individual European governments cannot escape its oversight no matter how well disposed they are to assist the United States. The United States has bet heavily on the efficacy of a new array of counterterrorism powers as the answer to Al Qaeda. In doing so it has evolved a concept of operations that has much more in common with the approach to terrorist threats taken by Israel and Russia than by its European partners. There has been little consideration of the wider strategic cost of these tactics, even as the Obama administration doubles down and extends their use. Meanwhile, some of America’s oldest and closest allies are beginning to place more and more constraints on working with U.S. forces. NATO cannot conduct military operations under two competing legal regimes for long. Something has to give—and it may just be the Atlantic alliance.
NATO prevents global nuclear war
Zbigniew Brzezinski 9, former U.S. National Security Adviser, Sept/Oct 2009, “An Agenda for NATO,” Foreign Affairs, 88.5, EBSCO
NATO's potential is not primarily military. Although NATO is a collective-security alliance, its actual military power comes predominantly from the United States, and that reality is not likely to change anytime soon. NATO's real power derives from the fact that it combines the United States' military capabilities and economic power with Europe's collective political and economic weight (and occasionally some limited European military forces). Together, that combination makes NATO globally significant. It must therefore remain sensitive to the importance of safeguarding the geopolitical bond between the United States and Europe as it addresses new tasks. The basic challenge that NATO now confronts is that there are historically unprecedented risks to global security. Today's world is threatened neither by the militant fanaticism of a territorially rapacious nationalist state nor by the coercive aspiration of a globally pretentious ideology embraced by an expansive imperial power. The paradox of our time is that the world, increasingly connected and economically interdependent for the first time in its entire history, is experiencing intensifying popular unrest made all the more menacing by the growing accessibility of weapons of mass destruction -- not just to states but also, potentially, to extremist religious and political movements. Yet there is no effective global security mechanism for coping with the growing threat of violent political chaos stemming from humanity's recent political awakening. The three great political contests of the twentieth century (the two world wars and the Cold War) accelerated the political awakening of mankind, which was initially unleashed in Europe by the French Revolution. Within a century of that revolution, spontaneous populist political activism had spread from Europe to East Asia. On their return home after World Wars I and II, the South Asians and the North Africans who had been conscripted by the British and French imperial armies propagated a new awareness of anticolonial nationalist and religious political identity among hitherto passive and pliant populations. The spread of literacy during the twentieth century and the wide-ranging impact of radio, television, and the Internet accelerated and intensified this mass global political awakening. In its early stages, such new political awareness tends to be expressed as a fanatical embrace of the most extreme ethnic or fundamentalist religious passions, with beliefs and resentments universalized in Manichaean categories. Unfortunately, in significant parts of the developing world, bitter memories of European colonialism and of more recent U.S. intrusion have given such newly aroused passions a distinctively anti-Western cast. Today, the most acute example of this phenomenon is found in an area that stretches from Egypt to India. This area, inhabited by more than 500 million politically and religiously aroused peoples, is where NATO is becoming more deeply embroiled. Additionally complicating is the fact that the dramatic rise of China and India and the quick recovery of Japan within the last 50 years have signaled that the global center of political and economic gravity is shifting away from the North Atlantic toward Asia and the Pacific. And of the currently leading global powers -- the United States, the EU, China, Japan, Russia, and India -- at least two, or perhaps even three, are revisionist in their orientation. Whether they are "rising peacefully" (a self-confident China), truculently (an imperially nostalgic Russia) or boastfully (an assertive India, despite its internal multiethnic and religious vulnerabilities), they all desire a change in the global pecking order. The future conduct of and relationship among these three still relatively cautious revisionist powers will further intensify the strategic uncertainty. Visible on the horizon but not as powerful are the emerging regional rebels, with some of them defiantly reaching for nuclear weapons. North Korea has openly flouted the international community by producing (apparently successfully) its own nuclear weapons -- and also by profiting from their dissemination. At some point, its unpredictability could precipitate the first use of nuclear weapons in anger since 1945. Iran, in contrast, has proclaimed that its nuclear program is entirely for peaceful purposes but so far has been unwilling to consider consensual arrangements with the international community that would provide credible assurances regarding these intentions. In nuclear-armed Pakistan, an extremist anti-Western religious movement is threatening the country's political stability. These changes together reflect the waning of the post-World War II global hierarchy and the simultaneous dispersal of global power. Unfortunately, U.S. leadership in recent years unintentionally, but most unwisely, contributed to the currently threatening state of affairs. The combination of Washington's arrogant unilateralism in Iraq and its demagogic Islamophobic sloganeering weakened the unity of NATO and focused aroused Muslim resentments on the United States and the West more generally.
Interoperability within NATO ensures global trade and prevents cyber attacks
Jamie Shea 12, Deputy Assistant Secretary General for Emerging Security Challenges, "Keeping NATO Relevant", April 19, carnegieendowment.org/2012/04/19/keeping-nato-relevant/acl9#
At the same time, the national security strategies of the NATO allies underline the extent to which they are currently preoccupied with regional crises, preventing global proliferation, dismantling terrorist networks, preserving their trade routes and access to raw materials, and integrating the rising global powers into a rules-based international system. If NATO is decreasingly responsive to this global agenda, or is focused only on contingencies requiring major military mobilization, such as those that Article 5 was traditionally intended to address, there is a risk of a disconnect between NATO-Brussels and the policy and resource decisions taken in NATO capitals or in other institutions like the EU.¶ SLIMMING DOWN AND STAYING RELEVANT¶ NATO’s core challenge for the next decade will be to slim down while retaining the capability to handle the global security agenda of its members. This is still possible, and NATO’s new Strategic Concept certainly provides the doctrinal basis. But words do not automatically lead to actions.¶ To succeed, the Alliance will need to be serious about three things: demonstrating real capability to counter the new security challenges; harmonizing allied positions on potential or actual regional crises; and binding the maximum number of its partners in North Africa, the Middle East, and the Asia-Pacific region into a structured security community through consultations, training, and interoperability. As NATO builds down, it will need to make sure that it does not sacrifice the structures and people that allow it to deliver on these three tasks and that make the Alliance more than just a multinational military headquarters for “when all else has failed” responses.¶ Because the new security challenges are often civilian in nature (90 percent of cyberspace is owned by the private sector) and because they are often managed by ministries of the interior, the police, or specialized government agencies, some have questioned NATO’s role and relevance. It is also not easy for an organization that has traditionally taken on the major role and responsibility in a crisis (Bosnia, Kosovo, Afghanistan, Libya) or has not been involved at all (Iraq, North Korea, Syria) to adapt to being a partial or supporting actor. There are a large number of agencies involved in a cyber, terrorism, or energy incident and the military role is only one of many that need to be brought into play, and with varying degrees of importance as the crisis develops. But because NATO cannot always be the complete solution does not mean that its role is symbolic, provided that the Alliance identifies the aspect of the issue that corresponds to its essentially military capabilities and crisis-management mechanisms.¶ Countering New Security Challenges¶ All future conflicts will have a cyber dimension, whether in stealing secrets and probing vulnerabilities to prepare for a military operation or in disabling crucial information and command and control networks of the adversary during the operation itself. Consequently, NATO’s future military effectiveness will be closely linked to its cyber-defense capabilities; in this respect, there is also much that NATO can do to help allies improve their cyber forensics, intrusion detection, firewalls, and procedures for handling an advanced persistent attack, such as that which affected Estonia in 2007.¶ The Alliance can also help to shape the future cyber environment by promoting information sharing and confidence-building measures among its partners and, in a longer-term perspective, other key actors, such as Brazil, China, and India. This is a field where the military is clearly ahead in many key technical areas. NATO already has one of the most capable computer incident response centers around and one of the best systems for exchanging and assessing intelligence on cyber threats. NATO must first establish its credibility in this area by bringing all of its civilian and military networks under centralized protection by the end of 2012, but it would not make sense to leave NATO’s role in cyber defense there. It can be a center of excellence for exercises, best practice, stress testing, and common standards for both allies and partners.¶ Of course, NATO will have work to do in order to be an effective player in the cyber field, along with other emerging threats. It will need to go beyond its traditional stakeholders in the allied foreign and defense ministries and build relationships with ministries of the interior, intelligence services, customs, and government crisis-management cells (such as COBRA in the United Kingdom). It will also need to step up its cooperation with industry (which is still in the lead for most of the analysis of cyber malware) and also with private security companies that will be playing an increasing role in cyber defense, protection of critical infrastructure, and protection of shipping from pirates.¶ This field is the very expression of security policy in the twenty-first century, in which industry will not just provide equipment but entire security management services to the armed forces. Private contractors will be firmly embedded in every level of defense ministries as well as the armed forces and security agencies. Many of the security functions traditionally performed by governments will be subcontracted to private companies—from physical protection to malware analysis, intelligence and early warning, and logistics. Accordingly, NATO must learn how to work more productively with them.¶ Given the exponential growth in malware and hacking skills, the cyber threat is the most pressing challenge; but there are others too that NATO can readily handle. For instance, using its Special Forces Headquarters at Allied Command Operations to train and set common standards for special forces with centralized air lift, or monitoring emerging technologies so that NATO can better exploit both existing and future disruptive technologies and counter the use of asymmetric methods by its adversaries. Yet another is the protection of critical infrastructure and supply lines for energy and raw materials, especially in the maritime domain where 90 percent of global trade takes place. Key choke points are especially vulnerable to piracy or threats of closure during crises and war. Related areas are the protection against chemical, biological, or radiological agents and training armed forces to cope with extreme weather conditions and natural disasters resulting from climate change.¶ The difference between these emerging challenges and what NATO encountered in the past is that they cannot be deterred. Cyber attacks, terrorism, supply shortages, and natural disasters will all occur. So a key new role of NATO is to help develop the societal resilience to cope with these new types of attacks, to plug vulnerabilities, and to build in the redundant back-up capabilities to allow societies to recover quickly.¶ But again, while NATO’s military organization and capabilities can be a useful first or second responder, they will need to be coordinated with domestic police, health, and emergency management agencies and organizations like the EU. So NATO’s progress in practically embracing the new challenges will depend upon its capacity for effective networking. This is where civilian-military exercises involving NATO and the EU, and NATO and the civilian crisis-management agencies, can help the Alliance to better prepare and understand the different structures and procedures used by its member nations.
Trade solves nuclear war
Michael J. Panzner 8, faculty at the New York Institute of Finance, 25-year veteran of the global stock, bond, and currency markets who has worked in New York and London for HSBC, Soros Funds, ABN Amro, Dresdner Bank, and JPMorgan Chase, Financial Armageddon: Protect Your Future from Economic Collapse, Revised and Updated Edition, p. 136-138
Continuing calls for curbs on the flow of finance and trade will inspire the United States and other nations to spew forth protectionist legislation like the notorious Smoot-Hawley bill. Introduced at the start of the Great Depression, it triggered a series of tit-for-tat economic responses, which many commentators believe helped turn a serious economic downturn into a prolonged and devastating global disaster, But if history is any guide, those lessons will have been long forgotten during the next collapse. Eventually, fed by a mood of desperation and growing public anger, restrictions on trade, finance, investment, and immigration will almost certainly intensify. ¶ Authorities and ordinary citizens will likely scrutinize the cross-border movement of Americans and outsiders alike, and lawmakers may even call for a general crackdown on nonessential travel. Meanwhile, many nations will make transporting or sending funds to other countries exceedingly difficult. As desperate officials try to limit the fallout from decades of ill-conceived, corrupt, and reckless policies, they will introduce controls on foreign exchange, foreign individuals and companies seeking to acquire certain American infrastructure assets, or trying to buy property and other assets on the (heap thanks to a rapidly depreciating dollar, will be stymied by limits on investment by noncitizens. Those efforts will cause spasms to ripple across economies and markets, disrupting global payment, settlement, and clearing mechanisms. All of this will, of course, continue to undermine business confidence and consumer spending.¶ In a world of lockouts and lockdowns, any link that transmits systemic financial pressures across markets through arbitrage or portfolio-based risk management, or that allows diseases to be easily spread from one country to the next by tourists and wildlife, or that otherwise facilitates unwelcome exchanges of any kind will be viewed with suspicion and dealt with accordingly.¶ The rise in isolationism and protectionism will bring about ever more heated arguments and dangerous confrontations over shared sources of oil, gas, and other key commodities as well as factors of production that must, out of necessity, be acquired from less-than-friendly nations. Whether involving raw materials used in strategic industries or basic necessities such as food, water, and energy, efforts to secure adequate supplies will take increasing precedence in a world where demand seems constantly out of kilter with supply. Disputes over the misuse, overuse, and pollution of the environment and natural resources will become more commonplace. Around the world, such tensions will give rise to full-scale military encounters, often with minimal provocation.¶ In some instances, economic conditions will serve as a convenient pretext for conflicts that stem from cultural and religious differences. Alternatively, nations may look to divert attention away from domestic problems by channeling frustration and populist sentiment toward other countries and cultures. Enabled by cheap technology and the waning threat of American retribution, terrorist groups will likely boost the frequency and scale of their horrifying attacks, bringing the threat of random violence to a whole new level.¶ Turbulent conditions will encourage aggressive saber rattling and interdictions by rogue nations running amok. Age-old clashes will also take on a new, more healed sense of urgency. China will likely assume an increasingly belligerent posture toward Taiwan, while Iran may embark on overt colonization of its neighbors in the Mideast. Israel, for its part, may look to draw a dwindling list of allies from around the world into a growing number of conflicts. Some observers, like John Mearsheimer, a political scientist at the University of Chicago, have even speculated that an "intense confrontation" between the United States and China is "inevitable" at some point.¶ More than a few disputes will turn out to be almost wholly ideological. Growing cultural and religious differences will be transformed from wars of words to battles soaked in blood. Long-simmering resentments could also degenerate quickly, spurring the basest of human instincts and triggering genocidal acts. Terrorists employing biological or nuclear weapons will vie with conventional forces using jets, cruise missiles, and bunker-busting bombs to cause widespread destruction. Many will interpret stepped-up conflicts between Muslims and Western societies as the beginnings of a new world war.
Cyber causes nuclear war
Jason Fritz 9, Former Captain of the U.S. Army, July, Hacking Nuclear Command and Control, www.icnnd.org/Documents/Jason_Fritz_Hacking_NC2.doc
The US uses the two-man rule to achieve a higher level of security in nuclear affairs. Under this rule two authorized personnel must be present and in agreement during critical stages of nuclear command and control. The President must jointly issue a launch order with the Secretary of Defense; Minuteman missile operators must agree that the launch order is valid; and on a submarine, both the commanding officer and executive officer must agree that the order to launch is valid. In the US, in order to execute a nuclear launch, an Emergency Action Message (EAM) is needed. This is a preformatted message that directs nuclear forces to execute a specific attack. The contents of an EAM change daily and consist of a complex code read by a human voice. Regular monitoring by shortwave listeners and videos posted to YouTube provide insight into how these work. These are issued from the NMCC, or in the event of destruction, from the designated hierarchy of command and control centres. Once a command centre has confirmed the EAM, using the two-man rule, the Permissive Action Link (PAL) codes are entered to arm the weapons and the message is sent out. These messages are sent in digital format via the secure Automatic Digital Network and then relayed to aircraft via single-sideband radio transmitters of the High Frequency Global Communications System, and, at least in the past, sent to nuclear capable submarines via Very Low Frequency (Greenemeier 2008, Hardisty 1985). The technical details of VLF submarine communication methods can be found online, including PC-based VLF reception. Some reports have noted a Pentagon review, which showed a potential “electronic back door into the US Navy’s system for broadcasting nuclear launch orders to Trident submarines” (Peterson 2004). The investigation showed that cyber terrorists could potentially infiltrate this network and insert false orders for launch. The investigation led to “elaborate new instructions for validating launch orders” (Blair 2003). Adding further to the concern of cyber terrorists seizing control over submarine launched nuclear missiles; The Royal Navy announced in 2008 that it would be installing a Microsoft Windows operating system on its nuclear submarines (Page 2008). The choice of operating system, apparently based on Windows XP, is not as alarming as the advertising of such a system is. This may attract hackers and narrow the necessary reconnaissance to learning its details and potential exploits. It is unlikely that the operating system would play a direct role in the signal to launch, although this is far from certain. Knowledge of the operating system may lead to the insertion of malicious code, which could be used to gain accelerating privileges, tracking, valuable information, and deception that could subsequently be used to initiate a launch. Remember from Chapter 2 that the UK’s nuclear submarines have the authority to launch if they believe the central command has been destroyed.¶ Attempts by cyber terrorists to create the illusion of a decapitating strike could also be used to engage fail-deadly systems. Open source knowledge is scarce as to whether Russia continues to operate such a system. However evidence suggests that they have in the past. Perimetr, also known as Dead Hand, was an automated system set to launch a mass scale nuclear attack in the event of a decapitation strike against Soviet leadership and military.¶ In a crisis, military officials would send a coded message to the bunkers, switching on the dead hand. If nearby ground-level sensors detected a nuclear attack on Moscow, and if a break was detected in communications links with top military commanders, the system would send low-frequency signals over underground antennas to special rockets. Flying high over missile fields and other military sites, these rockets in turn would broadcast attack orders to missiles, bombers and, via radio relays, submarines at sea. Contrary to some Western beliefs, Dr. Blair says, many of Russia's nuclear-armed missiles in underground silos and on mobile launchers can be fired automatically. (Broad 1993)¶ Assuming such a system is still active, cyber terrorists would need to create a crisis situation in order to activate Perimetr, and then fool it into believing a decapitating strike had taken place. While this is not an easy task, the information age makes it easier. Cyber reconnaissance could help locate the machine and learn its inner workings. This could be done by targeting the computers high of level official’s—anyone who has reportedly worked on such a project, or individuals involved in military operations at underground facilities, such as those reported to be located at Yamantau and Kosvinksy mountains in the central southern Urals (Rosenbaum 2007, Blair 2008)¶ Indirect Control of Launch¶ Cyber terrorists could cause incorrect information to be transmitted, received, or displayed at nuclear command and control centres, or shut down these centres’ computer networks completely. In 1995, a Norwegian scientific sounding rocket was mistaken by Russian early warning systems as a nuclear missile launched from a US submarine. A radar operator used Krokus to notify a general on duty who decided to alert the highest levels. Kavkaz was implemented, all three chegets activated, and the countdown for a nuclear decision began. It took eight minutes before the missile was properly identified—a considerable amount of time considering the speed with which a nuclear response must be decided upon (Aftergood 2000).¶ Creating a false signal in these early warning systems would be relatively easy using computer network operations. The real difficulty would be gaining access to these systems as they are most likely on a closed network. However, if they are transmitting wirelessly, that may provide an entry point, and information gained through the internet may reveal the details, such as passwords and software, for gaining entrance to the closed network. If access was obtained, a false alarm could be followed by something like a DDoS attack, so the operators believe an attack may be imminent, yet they can no longer verify it. This could add pressure to the decision making process, and if coordinated precisely, could appear as a first round EMP burst. Terrorist groups could also attempt to launch a non-nuclear missile, such as the one used by Norway, in an attempt to fool the system. The number of states who possess such technology is far greater than the number of states who possess nuclear weapons. Obtaining them would be considerably easier, especially when enhancing operations through computer network operations. Combining traditional terrorist methods with cyber techniques opens opportunities neither could accomplish on their own. For example, radar stations might be more vulnerable to a computer attack, while satellites are more vulnerable to jamming from a laser beam, thus together they deny dual phenomenology. Mapping communications networks through cyber reconnaissance may expose weaknesses, and automated scanning devices created by more experienced hackers can be readily found on the internet.¶ Intercepting or spoofing communications is a highly complex science. These systems are designed to protect against the world’s most powerful and well funded militaries. Yet, there are recurring gaffes, and the very nature of asymmetric warfare is to bypass complexities by finding simple loopholes. For example, commercially available software for voice-morphing could be used to capture voice commands within the command and control structure, cut these sound bytes into phonemes, and splice it back together in order to issue false voice commands (Andersen 2001, Chapter 16). Spoofing could also be used to escalate a volatile situation in the hopes of starting a nuclear war. “ [they cut off the paragraph] “In June 1998, a group of international hackers calling themselves Milw0rm hacked the web site of India’s Bhabha Atomic Research Center (BARC) and put up a spoofed web page showing a mushroom cloud and the text “If a nuclear war does start, you will be the first to scream” (Denning 1999). Hacker web-page defacements like these are often derided by critics of cyber terrorism as simply being a nuisance which causes no significant harm. However, web-page defacements are becoming more common, and they point towards alarming possibilities in subversion. During the 2007 cyber attacks against Estonia, a counterfeit letter of apology from Prime Minister Andrus Ansip was planted on his political party website (Grant 2007). This took place amid the confusion of mass DDoS attacks, real world protests, and accusations between governments. 
1AC – Executive Overreach
CONTENTION 2: OVERREACH
Scenario A: Targeted Strikes
Global prolif of drones is inevitable---the plan establishes norms for restrained use that prevents Mid-East and Indo-Pak war
Kristen Roberts 13, news editor for the National Journal, master in security studies from Georgetown, “When the Whole World Has Drones”, 3/22, http://www.nationaljournal.com/magazine/when-the-whole-world-has-drones-20130321
The proliferation of drone technology has moved well beyond the control of the United States government and its closest allies. The aircraft are too easy to obtain, with barriers to entry on the production side crumbling too quickly to place limits on the spread of a technology that promises to transform warfare on a global scale. Already, more than 75 countries have remote piloted aircraft. More than 50 nations are building a total of nearly a thousand types. At its last display at a trade show in Beijing, China showed off 25 different unmanned aerial vehicles. Not toys or models, but real flying machines. It’s a classic and common phase in the life cycle of a military innovation: An advanced country and its weapons developers create a tool, and then others learn how to make their own. But what makes this case rare, and dangerous, is the powerful combination of efficiency and lethality spreading in an environment lacking internationally accepted guidelines on legitimate use. This technology is snowballing through a global arena where the main precedent for its application is the one set by the United States; it’s a precedent Washington does not want anyone following. America, the world’s leading democracy and a country built on a legal and moral framework unlike any other, has adopted a war-making process that too often bypasses its traditional, regimented, and rigorously overseen military in favor of a secret program never publicly discussed, based on legal advice never properly vetted. The Obama administration has used its executive power to refuse or outright ignore requests by congressional overseers, and it has resisted monitoring by federal courts. To implement this covert program, the administration has adopted a tool that lowers the threshold for lethal force by reducing the cost and risk of combat. This still-expanding counterterrorism use of drones to kill people, including its own citizens, outside of traditionally defined battlefields and established protocols for warfare, has given friends and foes a green light to employ these aircraft in extraterritorial operations that could not only affect relations between the nation-states involved but also destabilize entire regions and potentially upset geopolitical order. Hyperbole? Consider this: Iran, with the approval of Damascus, carries out a lethal strike on anti-Syrian forces inside Syria; Russia picks off militants tampering with oil and gas lines in Ukraine or Georgia; Turkey arms a U.S.-provided Predator to kill Kurdish militants in northern Iraq who it believes are planning attacks along the border. Label the targets as terrorists, and in each case, Tehran, Moscow, and Ankara may point toward Washington and say, we learned it by watching you. In Pakistan, Yemen, and Afghanistan. This is the unintended consequence of American drone warfare. For all of the attention paid to the drone program in recent weeks—about Americans on the target list (there are none at this writing) and the executive branch’s legal authority to kill by drone outside war zones (thin, by officials’ own private admission)—what goes undiscussed is Washington’s deliberate failure to establish clear and demonstrable rules for itself that would at minimum create a globally relevant standard for delineating between legitimate and rogue uses of one of the most awesome military robotics capabilities of this generation. THE WRONG QUESTION The United States is the indisputable leader in drone technology and long-range strike. Remote-piloted aircraft have given Washington an extraordinary ability to wage war with far greater precision, improved effect, and fewer unintended casualties than conventional warfare. The drones allow U.S. forces to establish ever greater control over combat areas, and the Pentagon sees the technology as an efficient and judicious force of the future. And it should, given the billions of dollars that have gone into establishing and maintaining such a capability. That level of superiority leads some national security officials to downplay concerns about other nations’ unmanned systems and to too narrowly define potential threats to the homeland. As proof, they argue that American dominance in drone warfare is due only in part to the aircraft itself, which offers the ability to travel great distances and loiter for long periods, not to mention carry and launch Hellfire missiles. The drone itself, they argue, is just a tool and, yes, one that is being copied aggressively by allies and adversaries alike. The real edge, they say, is in the unparalleled intelligence-collection and data-analysis underpinning the aircraft’s mission. “There is what I think is just an unconstrained focus on a tool as opposed to the subject of the issue, the tool of remotely piloted aircraft that in fact provide for greater degrees of surety before you employ force than anything else we use,” said retired Lt. Gen. David Deptula, the Air Force’s first deputy chief of staff for intelligence, surveillance, and reconnaissance. “I think people don’t realize that for the medium altitude aircraft—the MQ-1 [Predator] and MQ-9 [Reaper] that are generally written about in the press—there are over 200 people involved in just one orbit of those aircraft.… The majority of those people are analysts who are interpreting the information that’s coming off the sensors on the aircraft.” The analysts are part of the global architecture that makes precision strikes, and targeted killing, possible. At the front end, obviously, intelligence—military, CIA, and local—inform target decisions. But in as near-real time as technologically possible, intel analysts in Nevada, Texas, Virginia, and other locations watch the data flood in from the aircraft and make calls on what’s happening on target. They monitor the footage, listen to audio, and analyze signals, giving decision-makers time to adjust an operation if the risks (often counted in potential civilian deaths) outweigh the reward (judged by the value of the threat eliminated). “Is that a shovel or a rifle? Is that a Taliban member or is this a farmer? The way that warfare has advanced is that we are much more exquisite in our ability to discern,” Maj. Gen. Robert Otto, commander of the Air Force Intelligence, Surveillance, and Reconnaissance Agency, told National Journal at Nellis Air Force Base in Nevada. “We’re not overhead for 15 minutes with a fighter that’s about to run out of gas, and we have to make a decision. We can orbit long enough to be pretty sure about our target.” Other countries, groups, and even individuals can and do fly drones. But no state or group has nearly the sophisticated network of intelligence and data analysis that gives the United States its strategic advantage. Although it would be foolish to dismiss the notion that potential U.S. adversaries aspire to attain that type of war-from-afar, pinpoint-strike capability, they have neither the income nor the perceived need to do so. That’s true, at least today. It’s also irrelevant. Others who employ drones are likely to carry a different agenda, one more concerned with employing a relatively inexpensive and ruthlessly efficient tool to dispatch an enemy close at hand. “It would be very difficult for them to create the global-strike architecture we have, to have a control cell in Nevada flying a plane over Afghanistan. The reality is that most nations don’t want or need that,” said Peter Singer, director of the Brookings Institution’s Center for 21st Century Security and Intelligence and one of the foremost experts in advanced military technology. “Turkey’s not looking to conduct strikes into the Philippines.... But Turkey is looking to be able to carry out long-duration surveillance and potentially strike inside and right on its border.” And that’s a NATO ally seeking the capability to conduct missions that would run afoul of U.S. interests in Iraq and the broader Middle East. Already, Beijing says it considered a strike in Myanmar to kill a drug lord wanted in the deaths of Chinese sailors. What happens if China arms one of its remote-piloted planes and strikes Philippine or Indian trawlers in the South China Sea? Or if India uses the aircraft to strike Lashkar-e-Taiba militants near Kashmir? “We don’t like other states using lethal force outside their borders. It’s destabilizing. It can lead to a sort of wider escalation of violence between two states,” said Micah Zenko, a security policy and drone expert at the Council on Foreign Relations. “So the proliferation of drones is not just about the protection of the United States. It’s primarily about the likelihood that other states will increasingly use lethal force outside of their borders.” LOWERING THE BAR Governments have covertly killed for ages, whether they maintained an official hit list or not. Before the Obama administration’s “disposition matrix,” Israel was among the best-known examples of a state that engaged, and continues to engage, in strikes to eliminate people identified by its intelligence as plotting attacks against it. But Israel certainly is not alone. Turkey has killed Kurds in Northern Iraq. Some American security experts point to Russia as well, although Moscow disputes this. In the 1960s, the U.S. government was involved to differing levels in plots to assassinate leaders in Congo and the Dominican Republic, and, famously, Fidel Castro in Cuba. The Church Committee’s investigation and subsequent 1975 report on those and other suspected plots led to the standing U.S. ban on assassination. So, from 1976 until the start of President George W. Bush’s “war on terror,” the United States did not conduct targeted killings, because it was considered anathema to American foreign policy. (In fact, until as late as 2001, Washington’s stated policy was to oppose Israel’s targeted killings.) When America adopted targeted killing again—first under the Bush administration after the September 11 attacks and then expanded by President Obama—the tools of the trade had changed. No longer was the CIA sending poison, pistols, and toxic cigars to assets overseas to kill enemy leaders. Now it could target people throughout al-Qaida’s hierarchy with accuracy, deliver lethal ordnance literally around the world, and watch the mission’s completion in real time. The United States is smartly using technology to improve combat efficacy, and to make war-fighting more efficient, both in money and manpower. It has been able to conduct more than 400 lethal strikes, killing more than 3,500 people, in Afghanistan, Pakistan, Yemen, Somalia, and North Africa using drones; reducing risk to U.S. personnel; and giving the Pentagon flexibility to use special-forces units elsewhere. And, no matter what human-rights groups say, it’s clear that drone use has reduced the number of civilians killed in combat relative to earlier conflicts. Washington would be foolish not to exploit unmanned aircraft in its long fight against terrorism. In fact, defense hawks and spendthrifts alike would criticize it if it did not. “If you believe that these folks are legitimate terrorists who are committing acts of aggressive, potential violent acts against the United States or our allies or our citizens overseas, should it matter how we choose to engage in the self-defense of the United States?” asked Rep. Mike Rogers, R-Mich., chairman of the House Intelligence Committee. “Do we have that debate when a special-forces team goes in? Do we have that debate if a tank round does it? Do we have the debate if an aircraft pilot drops a particular bomb?” But defense analysts argue—and military officials concede—there is a qualitative difference between dropping a team of men into Yemen and green-lighting a Predator flight from Nevada. Drones lower the threshold for military action. That’s why, according to the Council on Foreign Relations, unmanned aircraft have conducted 95 percent of all U.S. targeted killings. Almost certainly, if drones were unavailable, the United States would not have pursued an equivalent number of manned strikes in Pakistan. And what’s true for the United States will be true as well for other countries that own and arm remote piloted aircraft. “The drones—the responsiveness, the persistence, and without putting your personnel at risk—is what makes it a different technology,” Zenko said. “When other states have this technology, if they follow U.S. practice, it will lower the threshold for their uses of lethal force outside their borders. So they will be more likely to conduct targeted killings than they have in the past.” The Obama administration appears to be aware of and concerned about setting precedents through its targeted-strike program. When the development of a disposition matrix to catalog both targets and resources marshaled against the United States was first reported in 2012, officials spoke about it in part as an effort to create a standardized process that would live beyond the current administration, underscoring the long duration of the counterterrorism challenge. Indeed, the president’s legal and security advisers have put considerable effort into establishing rules to govern the program. Most members of the House and Senate Intelligence committees say they are confident the defense and intelligence communities have set an adequate evidentiary bar for determining when a member of al-Qaida or an affiliated group may be added to the target list, for example, and say that the rigor of the process gives them comfort in the level of program oversight within the executive branch. “They’re not drawing names out of a hat here,” Rogers said. “It is very specific intel-gathering and other things that would lead somebody to be subject for an engagement by the United States government.” BEHIND CLOSED DOORS The argument against public debate is easy enough to understand: Operational secrecy is necessary, and total opacity is easier. “I don’t think there is enough transparency and justification so that we remove not the secrecy, but the mystery of these things,” said Dennis Blair, Obama’s former director of national intelligence. “The reason it’s not been undertaken by the administration is that they just make a cold-blooded calculation that it’s better to hunker down and take the criticism than it is to get into the public debate, which is going to be a hard one to win.” But by keeping legal and policy positions secret, only partially sharing information even with congressional oversight committees, and declining to open a public discussion about drone use, the president and his team are asking the world to just trust that America is getting this right. While some will, many people, especially outside the United States, will see that approach as hypocritical, coming from a government that calls for transparency and the rule of law elsewhere. “I know these people, and I know how much they really, really attend to the most important details of the job,” said Barry Pavel, a former defense and security official in the Bush and Obama administrations who is director of the Brent Scowcroft Center on International Security at the Atlantic Council. “If I didn’t have that personal knowledge and because there isn’t that much really in the press, then I would be giving you a different rendering, and much more uncertain rendering.” That’s only part of the problem with the White House’s trust-us approach. The other resides in the vast distance between the criteria and authorization the administration says it uses in the combat drone program and the reality on the ground. For example, according to administration officials, before a person is added to the targeted strike list, specific criteria should be met. The target should be a 1) senior, 2) operational 3) leader of al-Qaida or an affiliated group who presents 4) an imminent threat of violent attack 5) against the United States. But that’s not who is being targeted. Setting aside the administration’s redefining of “imminence” beyond all recognition, the majority of the 3,500-plus people killed by U.S. drones worldwide were not leaders of al-Qaida or the Taliban; they were low- or mid-level foot soldiers. Most were not plotting attacks against the United States. In Yemen and North Africa, the Obama administration is deploying weaponized drones to take out targets who are more of a threat to local governments than to Washington, according to defense and regional security experts who closely track unrest in those areas. In some cases, Washington appears to be in the business of using its drone capabilities mostly to assist other countries, not to deter strikes against the United States (another precedent that might be eagerly seized upon in the future). U.S. defense and intelligence officials reject any suggestion that the targets are not legitimate. One thing they do not contest, however, is that the administration’s reliance on the post-9/11 Authorization for Use of Military Force as legal cover for a drone-strike program that has extended well beyond al-Qaida in Afghanistan or Pakistan is dodgy. The threat that the United States is trying to deal with today has an ever more tenuous connection to Sept. 11. (None of the intelligence officials reached for this article would speak on the record.) But instead of asking Congress to consider extending its authorization, as some officials have mulled, the administration’s legal counsel has chosen instead to rely on Nixon administration adviser John Stevenson’s 1970 justification of the bombing of Cambodia during the Vietnam War, an action new Secretary of State John Kerry criticized during his confirmation hearing this year. Human-rights groups might be loudest in their criticism of both the program and the opaque policy surrounding it, but even the few lawmakers who have access to the intelligence the administration shares have a hard time coping with the dearth of information. “We can’t always assume we’re going to have responsible people with whom we agree and trust in these positions,” said Sen. Angus King, I-Maine, who sits on the Senate Intelligence Committee. “The essence of the Constitution is, it shouldn’t matter who is in charge; they’re still constrained by principles and rules of the Constitution and of the Bill of Rights.” PEER PRESSURE Obama promised in his 2013 State of the Union to increase the drone program’s transparency. “In the months ahead, I will continue to engage Congress to ensure not only that our targeting, detention, and prosecution of terrorists remains consistent with our laws and system of checks and balances, but that our efforts are even more transparent to the American people and to the world,” the president said on Feb. 12. Since then, the administration, under pressure from allies on Senate Intelligence, agreed to release all of the legal memos the Justice Department drafted in support of targeted killing. But, beyond that, it’s not certain Obama will do anything more to shine light on this program. Except in situations where leaks help it tell a politically expedient story of its skill at killing bad guys, the administration has done little to make a case to the public and the world at large for its use of armed drones. Already, what’s become apparent is that the White House is not interested in changing much about the way it communicates strike policy. (It took Sen. Rand Paul’s 13-hour filibuster of CIA Director John Brennan’s nomination to force the administration to concede that it doesn’t have the right to use drones to kill noncombatant Americans on U.S. soil.) And government officials, as well as their surrogates on security issues, are actively trying to squash expectations that the administration would agree to bring the judicial branch into the oversight mix. Indeed, judicial review of any piece of the program is largely off the table now, according to intelligence officials and committee members. Under discussion within the administration and on Capitol Hill is a potential program takeover by the Pentagon, removing the CIA from its post-9/11 role of executing military-like strikes. Ostensibly, that shift could help lift the secret-by-association-with-CIA attribute of the program that some officials say has kept them from more freely talking about the legitimate military use of drones for counterterrorism operations. But such a fix would provide no guarantee of greater transparency for the public, or even Congress. And if the administration is not willing to share with lawmakers who are security-cleared to know, it certainly is not prepared to engage in a sensitive discussion, even among allies, that might begin to set the rules on use for a technology that could upend stability in already fragile and strategically significant places around the globe. Time is running out to do so. “The history of technology development like this is, you never maintain your lead very long. Somebody always gets it,” said David Berteau, director of the International Security Program at the Center for Strategic and International Studies. “They’re going to become cheaper. They’re going to become easier. They’re going to become interoperable,” he said. “The destabilizing effects are very, very serious.” Berteau is not alone. Zenko, of the Council on Foreign Relations, has urged officials to quickly establish norms. Singer, at Brookings, argues that the window of opportunity for the United States to create stability-supporting precedent is quickly closing. The problem is, the administration is not thinking far enough down the line, according to a Senate Intelligence aide. Administration officials “are thinking about the next four years, and we’re thinking about the next 40 years. And those two different angles on this question are why you see them in conflict right now.” That’s in part a symptom of the “technological optimism” that often plagues the U.S. security community when it establishes a lead over its competitors, noted Georgetown University’s Kai-Henrik Barth. After the 1945 bombing of Hiroshima and Nagasaki, the United States was sure it would be decades before the Soviets developed a nuclear-weapon capability. It took four years. With drones, the question is how long before the dozens of states with the aircraft can arm and then operate a weaponized version. “Pretty much every nation has gone down the pathway of, ‘This is science fiction; we don’t want this stuff,’ to, ‘OK, we want them, but we’ll just use them for surveillance,’ to, ‘Hmm, they’re really useful when you see the bad guy and can do something about it, so we’ll arm them,’ ” Singer said. He listed the countries that have gone that route: the United States, Britain, Italy, Germany, China. “Consistently, nations have gone down the pathway of first only surveillance and then arming.” The opportunity to write rules that might at least guide, if not restrain, the world’s view of acceptable drone use remains, not least because this is in essence a conventional arms-control issue. The international Missile Technology Control Regime attempts to restrict exports of unmanned vehicles capable of carrying weapons of mass destruction, but it is voluntary and nonbinding, and it’s under attack by the drone industry as a drag on business. Further, the technology itself, especially when coupled with data and real-time analytics, offers the luxury of time and distance that could allow officials to raise the evidentiary bar for strikes—to be closer to certain that their target is the right one. But even without raising standards, tightening up drone-specific restrictions in the standing control regime, or creating a new control agreement (which is never easy to pull off absent a bad-state actor threatening attack), just the process of lining up U.S. policy with U.S. practice would go a long way toward establishing the kind of precedent on use of this technology that America—in five, 10, or 15 years—might find helpful in arguing against another’s actions. A not-insignificant faction of U.S. defense and intelligence experts, Dennis Blair among them, thinks norms play little to no role in global security. And they have evidence in support. The missile-technology regime, for example, might be credited with slowing some program development, but it certainly has not stopped non-signatories—North Korea and Iran—from buying, building, and selling missile systems. But norms established by technology-leading countries, even when not written into legal agreements among nations, have shown success in containing the use and spread of some weapons, including land mines, blinding lasers, and nuclear bombs. Arguably more significant than spotty legal regimes, however, is the behavior of the United States. “History shows that how states adopt and use new military capabilities is often influenced by how other states have—or have not—used them in the past,” Zenko argued. Despite the legal and policy complexity of this issue, it is something the American people have, if slowly, come to care about. Given the attention that Rand Paul’s filibuster garnered, it is not inconceivable that public pressure on drone operations could force the kind of unforeseen change to U.S. policy that it did most recently on “enhanced interrogation” of terrorists. The case against open, transparent rule-making is that it might only hamstring American options while doing little good elsewhere—as if other countries aren’t closely watching this debate and taking notes for their own future policymaking. But the White House’s refusal to answer questions about its drone use with anything but “no comment” ensures that the rest of the world is free to fill in the blanks where and when it chooses. And the United States will have already surrendered the moment in which it could have provided not just a technical operations manual for other nations but a legal and moral one as well.
Mid-East conflict causes extinction 
Russell 9 James, Senior Lecturer Department of National Security Affairs, Spring, “Strategic Stability Reconsidered: Prospects for Escalation and Nuclear War in the Middle East” Security Studies Center Proliferation Papers, http://www.analyst-network.com/articles/141/StrategicStabilityReconsideredProspectsforEscalationandNuclearWarintheMiddleEast.pdf
Strategic stability in the region is thus undermined by various factors: (1) asymmetric interests in the bargaining framework that can introduce unpredictable behavior from actors; (2) the presence of non-state actors that introduce unpredictability into relationships between the antagonists; (3) incompatible assumptions about the structure of the deterrent relationship that makes the bargaining framework strategically unstable; (4) perceptions by Israel and the United States that its window of opportunity for military action is closing, which could prompt a preventive attack; (5) the prospect that Iran’s response to pre-emptive attacks could involve unconventional weapons, which could prompt escalation by Israel and/or the United States; (6) the lack of a communications framework to build trust and cooperation among framework participants. These systemic weaknesses in the coercive bargaining framework all suggest that escalation by any the parties could happen either on purpose or as a result of miscalculation or the pressures of wartime circumstance. Given these factors, it is disturbingly easy to imagine scenarios under which a conflict could quickly escalate in which the regional antagonists would consider the use of chemical, biological, or nuclear weapons. It would be a mistake to believe the nuclear taboo can somehow magically keep nuclear weapons from being used in the context of an unstable strategic framework. Systemic asymmetries between actors in fact suggest a certain increase in the probability of war – a war in which escalation could happen quickly and from a variety of participants. Once such a war starts, events would likely develop a momentum all their own and decision-making would consequently be shaped in unpredictable ways. The international community must take this possibility seriously, and muster every tool at its disposal to prevent such an outcome, which would be an unprecedented disaster for the peoples of the region, with substantial risk for the entire world.
Indo-pak causes extinction
Greg Chaffin 11, Research Assistant at Foreign Policy in Focus, July 8, 2011, “Reorienting U.S. Security Strategy in South Asia,” online: http://www.fpif.org/articles/reorienting_us_security_strategy_in_south_asia
The greatest threat to regional security (although curiously not at the top of most lists of U.S. regional concerns) is the possibility that increased India-Pakistan tension will erupt into all-out warthat could quickly escalate into a nuclear exchange. Indeed, in just the past two decades, the two neighbors have come perilously close to war on several occasions. India and Pakistan remain the most likely belligerents in the world to engage in nuclear war. Due to an Indian preponderance of conventional forces, Pakistan would have a strong incentive to use its nuclear arsenal very early on before a routing of its military installations and weaker conventional forces. In the event of conflict, Pakistan’s only chance of survival would be the early use of its nuclear arsenal to inflict unacceptable damage to Indian military and (much more likely) civilian targets. By raising the stakes to unacceptable levels, Pakistan would hope that India would step away from the brink. However, it is equally likely that India would respond in kind, with escalation ensuing. Neither state possesses tactical nuclear weapons, but both possess scores of city-sized bombs like those used on Hiroshima and Nagasaki. Furthermore, as more damage was inflicted (or as the result of a decapitating strike), command and control elements would be disabled, leaving individual commanders to respondin an environment increasingly clouded by the fog of war and decreasing the likelihood that either government (what would be left of them) would be able to guarantee that their forces would follow a negotiated settlement or phased reduction in hostilities. As a result any suchconflict would likely continue to escalateuntil one side incurred an unacceptable or wholly debilitating level of injury or exhausted its nuclear arsenal. A nuclear conflict in the subcontinentwould havedisastrous effects on the world as a whole. In a January 2010 paper published in Scientific American, climatology professors Alan Robock and Owen Brian Toon forecast the global repercussionsof a regional nuclear war. Their results are strikingly similar to those of studies conducted in 1980 that conclude that a nuclear war between the United States and the Soviet Union wouldresult in acatastrophic and prolonged nuclear winter,which could very well place the survival of the human race in jeopardy. In their study, Robock and Toon use computer models to simulate the effect of a nuclear exchange between India and Pakistan in which each were to use roughly half their existing arsenals (50 apiece). Since Indian and Pakistani nuclear devices are strategic rather than tactical, the likely targets would be major population centers. Owing to the population densities of urban centers in both nations, the number of direct casualties could climb as high as 20 million. The fallout of such an exchange would not merely be limited to the immediate area. First, the detonation of a large number of nuclear devices would propel as much as seven million metric tons of ash, soot, smoke, and debris as high as the lower stratosphere. Owing to their small size (less than a tenth of a micron) and a lack of precipitation at this altitude, ash particles would remain aloft for as long as a decade, during which time the world would remain perpetually overcast. Furthermore, these particles would soak up heat from the sun, generating intense heat in the upper atmosphere that would severely damage the earth’s ozone layer. The inability of sunlight to penetrate through the smoke and dust would lead toglobal cooling by as much as 2.3 degrees Fahrenheit. This shift in global temperature would lead to more drought, worldwide food shortages, and widespread political upheaval. Although the likelihood of this doomsday scenario remains relatively low, the consequences are dire enough to warrant greater U.S. and international attention. Furthermore, due to the ongoing conflict over Kashmir and the deep animus held between India and Pakistan, it might not take much to set them off. Indeed, following the successful U.S. raid on bin Laden’s compound, several members of India’s security apparatus along with conservative politicians have argued that India should emulate the SEAL Team Six raid and launch their own cross-border incursions to nab or kill anti-Indian terrorists, either preemptively or after the fact. Such provocative action could very well lead to all-out war between the two that couldquickly escalate.
Congressional inaction has made this a defining policy doctrine---expansive executive authority triggers overreach 
Maxwell 12 - Colonel and Judge Advocate, U.S. Army, 1st Quarter 2012, “TARGETED KILLING, THE LAW, AND TERRORISTS: FEELING SAFE?,” Joint Force Quarterly, p. 123-130, Mark David Maxwell.
In the wake of the attacks by al Qaeda on September 11, 2001, an analogous phenomenon of feeling safe has occurred in a recent U.S. national security policy: America’s explicit use of targeted killings to eliminate terrorists, under the legal doctrines of self-defense and the law of war. Legal scholars define targeted killing as the use of lethal force by a state4 or its agents with the intent, premeditation, and deliberation to kill individually selected persons who are not in the physical custody of those targeting them.5 In layman’s terms, targeted killing is used by the United States to eliminate individuals it views as a threat.6 Targeted killings, for better or for worse, have become “a defining doctrine of American strategic policy.”7 Although many U.S. Presidents have reserved the right to use targeted killings in unique circumstances, making this option a formal part of American foreign policy incurs risks that, unless adroitly controlled and defined in concert with Congress, could drive our practices in the use of force in a direction that is not wise for the long-term health of the rule of law. This article traces the history of targeted killing from a U.S. perspective. It next explains how terrorism has traditionally been handled as a domestic law enforcement action within the United States and why this departure in policy to handle terrorists like al Qaeda under the law of war—that is, declaring war against a terrorist organization—is novel. While this policy is not an ill-conceived course of action given the global nature of al Qaeda, there are practical limitations on how this war against terrorism can be conducted under the orders of the President. Within the authority to target individuals who are terrorists, there are two facets of Presidential power that the United States must grapple with: first, how narrow and tailored the President’s authority should be when ordering a targeted killing under the rubric of self-defense; and second, whether the President must adhere to concepts within the law of war, specifically the targeting of individuals who do not don a uniform. The gatekeeper of these Presidential powers and the prevention of their overreach is Congress. The Constitution demands nothing less, but thus far, Congress’s silence is deafening. 
Congressional geographic restrictions are key---prevents global war
Rosa Brooks 13, Professor of Law, Georgetown University Law Center, Bernard L. Schwartz Senior Fellow, New America Foundation, 4/23, The Constitutional and Counterterrorism Implications of Targeted Killing, http://www.judiciary.senate.gov/pdf/04-23-13BrooksTestimony.pdf
Mr. Chairman, I would like to turn now to the legal framework applicable to US drone strikes. Both the United States and the international community have long had rules governing armed conflicts and the use of force in national self-defense. These rules apply whether the lethal force at issue involves knives, handguns, grenades or weaponized drones. When drone technologies are used in traditional armed conflicts—on “hot battlefields” such as those in Afghanistan, Iraq or Libya, for instance – they pose no new legal issues. As Administration officials have stated, their use is subject to the same requirements as the use of other lawful means and methods of warfare.28 But if drones used in traditional armed conflicts or traditional self-defense situations present no “new” legal issues, some of the activities and policies enabled and facilitated by drone technologies pose significant challenges to existing legal frameworks. As I have discussed above, the availability of perceived low cost of drone technologies makes it far easier for the US to “expand the battlefield,” striking targets in places where it would be too dangerous or too politically controversial to send troops. Specifically, drone technologies enable the United States to strike targets deep inside foreign states, and do so quickly, efficiently and deniably. As a result, drones have become the tool of choice for so-called “targeted killing” – the deliberate targeting of an individual or group of individuals, whether known by name or targeted based on patterns of activity, inside the borders of a foreign country. It is when drones are used in targeted killings outside of traditional or “hot” battlefields that their use challenges existing legal frameworks. Law is almost always out of date: we make legal rules based on existing conditions and technologies, perhaps with a small nod in the direction of predicted future changes. As societies and technologies change, law increasingly becomes an exercise in jamming square pegs into round holes. Eventually, that process begins to do damage to existing law: it gets stretched out of shape, or broken. Right now, I would argue, US drone policy is on the verge of doing significant damage to the rule of law. A. The Rule of Law At root, the idea of “rule of law” is fairly simple, and well understood by Americans familiar with the foundational documents that established our nation, such as the Declaration of Independence, the Constitution and the Bill of Rights. The rule of law requires that governments follow transparent, clearly defined and universally applicable laws and procedures. The goal of the rule of law is to ensure predictability and stability, and to prevent the arbitrary exercise of power. In a society committed to the rule of law, the government cannot fine you, lock you up, or kill you on a whim -- it can restrict your liberty or take your property or life only in accordance with pre-established processes and rules that reflect basic notions of justice, humanity and fairness. Precisely what constitutes a fair process is debatable, but most would agree that at a minimum, fairness requires that individuals have reasonable notice of what constitutes the applicable law, reasonable notice that they are suspected of violating the law, a reasonable opportunity to rebut any allegations against them, and a reasonable opportunity to have the outcome of any procedures or actions against them reviewed by some objective person or body. These core values are enshrined both in the US Constitution and in international human rights law instruments such as the International Covenant on Civil and Political Rights, to which the United States is a party. In ordinary circumstances, this bundle of universally acknowledged rights (together with international law principles of sovereignty) means it is clearly unlawful for one state to target and kill an individual inside the borders of another state. Recall, for instance, the 1976 killing of Chilean dissident Orlando Letelier in Washington DC. When Chilean government intelligence operatives planted a car bomb in the car used by Letelier, killing him and a US citizen accompanying him, the United States government called this an act of murder—an unlawful political assassination. B. Targeted Killing and the Law of Armed Conflict Of course, sometimes the “ordinary” legal rules do not apply. In war, the willful killing of human beings is permitted, whether the means of killing is a gun, a bomb, or a long-distance drone strike. The law of armed conflict permits a wide range of behaviors that would be unlawful in the absence of an armed conflict. Generally speaking, the intentional destruction of private property and severe restrictions on individual liberties are impermissible in peacetime, but acceptable in wartime, for instance. Even actions that a combatant knows will cause civilian deaths are lawful when consistent with the principles of necessity, humanity, proportionality,29 and distinction.30 It is worth briefly explaining these principles. The principle of necessity requires parties to a conflict to limit their actions to those that are indispensible for securing the complete submission of the enemy as soon as possible (and that are otherwise permitted by international law). The principle of humanity forbids parties to a conflict to inflict gratuitous violence or employ methods calculated to cause unnecessary suffering. The principle of proportionality requires parties to ensure that the anticipated loss of life or property incidental to an attack is not excessive in relation to the concrete and direct military advantage expected to be gained. Finally, the principle of discrimination or distinction requires that parties to a conflict direct their actions only against combatants and military objectives, and take appropriate steps to distinguish between combatants and non-combatants.31 This is a radical oversimplification of a very complex body of law.32 But as with the rule of law, the basic idea is pretty simple. When there is no war -- when ordinary, peacetime law applies -- agents of the state aren't supposed to lock people up, take their property or kill them, unless they have jumped through a whole lot of legal hoops first. When there is an armed conflict, however, everything changes. War is not a legal free-for-all33 -- torture, rape are always crimes under the law of war, as is killing that is willful, wanton and not justified by military necessity34 -- but there are far fewer constraints on state behavior. Technically, the law of war is referred to using the Latin term “lex specialis” – special law. It is applicable in—and only in -- special circumstances (in this case, armed conflict), and in those special circumstances, it supersedes “ordinary law,” or “lex generalis,” the “general law” that prevails in peacetime. We have one set of laws for “normal” situations, and another, more flexible set of laws for “extraordinary” situations, such as armed conflicts. None of this poses any inherent problem for the rule of law. Having one body of rules that tightly restricts the use of force and another body of rules that is far more permissive does not fundamentally undermine the rule of law, as long as we have a reasonable degree of consensus on what circumstances trigger the “special” law, and as long as the “special law” doesn’t end up undermining the general law. To put it a little differently, war, with its very different rules, does not challenge ordinary law as long as war is the exception, not the norm -- as long as we can all agree on what constitutes a war -- as long as we can tell when the war begins and ends -- and as long as we all know how to tell the difference between a combatant and a civilian, and between places where there's war and places where there's no war. Let me return now to the question of drones and targeted killings. When all these distinctions I just mentioned are clear, the use of drones in targeted killings does not necessarily present any great or novel problem. In Libya, for instance, a state of armed conflict clearly existed inside the borders of Libya between Libyan government forces and NATO states. In that context, the use of drones to strike Libyan military targets is no more controversial than the use of manned aircraft. That is because our core rule of law concerns have mostly been satisfied: we know there is an armed conflict, in part because all parties to it agree that there is an armed conflict, in part because observers (such as international journalists) can easily verify the presence of uniformed military personnel engaged in using force, and in part because the violence is, from an objective perspective, widespread and sustained: it is not a mere skirmish or riot or criminal law enforcement situation that got out of control. We know who the “enemy” is: Libyan government forces. We know where the conflict is and is not: the conflict was in Libya, but not in neighboring Algeria or Egypt. We know when the conflict began, we know who authorized the use of force (the UN Security Council) and, just as crucially, we know whom to hold accountable in the event of error or abuse (the various governments involved).35 Once you take targeted killings outside hot battlefields, it’s a different story. The Obama Administration is currently using drones to strike terror suspects in Pakistan, Somalia, Yemen, and –perhaps—Mali and the Philippines as well. Defenders of the administration's increasing reliance on drone strikes in such places assert that the US is in an armed conflict with “al Qaeda and its associates,” and on that basis, they assert that the law of war is applicable -- in any place and at any time -- with regard to any person the administration deems a combatant. The trouble is, no one outside a very small group within the US executive branch has any ability to evaluate who is and who isn’t a combatant. The war against al Qaeda and its associates is not like World War II, or Libya, or even Afghanistan: it is an open-ended conflict with an inchoate, undefined adversary (who exactly are al Qaeda’s “associates”?). What is more, targeting decisions in this nebulous “war” are based largely on classified intelligence reporting. As a result, Administration assertions about who is a combatant and what constitutes a threat are entirely non-falsifiable, because they're based wholly on undisclosed evidence. Add to this still another problem: most of these strikes are considered covert action, so although the US sometimes takes public credit for the deaths of alleged terrorist leaders, most of the time, the US will not even officially acknowledge targeted killings. This leaves all the key rule-of-law questions related to the ongoing war against al Qaeda and its "associates" unanswered.36 Based on what criteria might someone be considered a combatant or directly participating in hostilities? What constitutes “hostilities” in the context of an armed conflict against a non-state actor, and what does it mean to participate in them? And just where is the war? Does the war (and thus the law of war) somehow "travel" with combatants? Does the US have a “right” to target enemy combatants anywhere on earth, or does it depend on the consent of the state at issue? Who in the United States government is authorized to make such determinations, and what is the precise chain of command for such decisions? I think the rule of law problem here is obvious: when “armed conflict” becomes a term flexible enough to be applied both to World War II and to the relations between the United States and “associates” of al Qaeda such as Somalia’s al Shabaab, the concept of armed conflict is not very useful anymore. And when we lack clarity and consensus on how to recognize “armed conflict,” we no longer have a clear or principled basis for deciding how to categorize US targeted killings. Are they, as the US government argues, legal under the laws of war? Or are they, as some human rights groups have argued, unlawful murder? C. Targeted Killing and the International Law of Self-Defense When faced with criticisms of the law of war framework as a justification for targeted killing, Obama Administration representatives often shift tack, arguing that international law rules on national self-defense provide an alternative or additional legal justification for US targeted killings. Here, the argument is that if a person located in a foreign state poses an "imminent threat of violent attack" against the United States, the US can lawfully use force in self-defense, provided that the defensive force used is otherwise consistent with law of war principles. Like law of war-based arguments, this general principle is superficially uncontroversial: if someone overseas is about to launch a nuclear weapon at New York City, no one can doubt that the United States has a perfect right (and the president has a constitutional duty) to use force if needed to prevent that attack, regardless of the attacker's nationality. But once again, the devil is in the details. To start with, what constitutes an "imminent" threat? Traditionally, both international law and domestic criminal law understand that term narrowly: 37 to be "imminent," a threat cannot be distant or speculative.38 But much like the Bush Administration before it, the Obama Administration has put forward an interpretation of the word “imminent” that bears little relation to traditional legal concepts. According to a leaked 2011 Justice Department white paper39—the most detailed legal justification that has yet become public-- the requirement of imminence "does not require the United States to have clear evidence that a specific attack on U.S. persons and interests will take place in the immediate future." This seems, in itself, like a substantial departure from accepted international law definitions of imminence. But the White Paper goes even further, stating that "certain members of al Qaeda are continually plotting attacks...and would engage in such attacks regularly [if] they were able to do so, [and] the US government may not be aware of all... plots as they are developing and thus cannot be confident that none is about to occur." For this reason, it concludes, anyone deemed to be an operational leader of al Qaeda or its "associated forces" presents, by definition, an imminent threat even in the absence of any evidence whatsoever relating to immediate or future attack plans. In effect, the concept of "imminent threat" (part of the international law relating to self-defense) becomes conflated with identity or status (a familiar part of the law of armed conflict). That concept of imminence has been called Orwellian, and although that is an overused epithet, in this context it seems fairly appropriate. According to the Obama Administration, “imminent” no longer means “immediate,” and in fact the very absence of clear evidence indicating specific present or future attack plans becomes, paradoxically, the basis for assuming that attack may perpetually be “imminent.” The 2011 Justice Department White Paper notes that the use of force in self-defense must comply with general law of war principles of necessity, proportionality, humanity, and distinction. The White Paper offers no guidance on the specific criteria for determining when an individual is a combatant (or a civilian participating directly in hostilities), however. It also offers no guidance on how to determine if a use of force is necessary or proportionate. From a traditional international law perspective, this necessity and proportionality inquiry relates both to imminence and to the gravity of the threat itself, but so far there has been no public Administration statement as to how the administration interprets these requirements. Is any threat of "violent attack" sufficient to justify killing someone in a foreign country, including a U.S. citizen? Is every potential suicide bomber targetable, or does it depend on the gravity of the threat? Are we justified in drone strikes against targets who might, if they get a chance at some unspecified future point, place an IED that might, if successful, kill one person? Ten people? Twenty? 2,000? How grave a threat must there be to justify the use of lethal force against an American citizen abroad -- or against non-citizens, for that matter? As I have noted, it is impossible for outsiders to fully evaluate US drone strikes, since so much vital information remains classified. In most cases, we know little about the identities; activities or future plans of those targeted. Nevertheless, given the increased frequency of US targeted killings in recent years, it seems reasonable to wonder whether the Administration conducts a rigorous necessity or proportionality analysis in all cases. So far, the leaked 2011 Justice Department White Paper represents the most detailed legal analysis of targeted killings available to the public. It is worth noting, incidentally, that this White Paper addresses only the question of whether and when it is lawful for the US government to target US citizens abroad. We do not know what legal standards the Administration believes apply to the targeting of non-citizens. It seems reasonable to assume, however, that the standards applicable to non-citizens are less exacting than those the Administration views as applicable to citizens. Defenders of administration targeted killing policy acknowledge that the criteria for determining how to answer these many questions have not been made public, but insist that this should not be cause for concern. The Administration has reportedly developed a detailed “playbook” outlining the targeting criteria and procedures,40, and insiders insist that executive branch officials go through an elaborate process in which they carefully consider every possible issue before determining that a drone strike is lawful.41 No doubt they do, but this is somewhat cold comfort. Formal processes tend to further normalize once-exceptional activities -- and "trust us" is a rather shaky foundation for the rule of law. Indeed, the whole point of the rule of law is that individual lives and freedom should not depend solely on the good faith and benevolence of government officials. As with law of war arguments, stating that US targeted killings are clearly legal under traditional self-defense principles requires some significant cognitive dissonance. Law exists to restrain untrammeled power. It is no doubt possible to make a plausible legal argument justifying each and every U.S. drone strike -- but this merely suggests that we are working with a legal framework that has begun to outlive its usefulness. The real question isn't whether U.S. drone strikes are "legal." The real question is this: Do we really want to live in a world in which the U.S. government's justification for killing is so malleable? 5. Setting Troubling International Precedents Here is an additional reason to worry about the U.S. overreliance on drone strikes: Other states will follow America's example, and the results are not likely to be pretty. Consider once again the Letelier murder, which was an international scandal in 1976: If the Letelier assassination took place today, the Chilean authorities would presumably insist on their national right to engage in “targeted killings” of individuals deemed to pose imminent threats to Chilean national security -- and they would justify such killings using precisely the same legal theories the US currently uses to justify targeted killings in Yemen or Somalia. We should assume that governments around the world—including those with less than stellar human rights records, such as Russia and China—are taking notice. Right now, the United States has a decided technological advantage when it comes to armed drones, but that will not last long. We should use this window to advance a robust legal and normative framework that will help protect against abuses by those states whose leaders can rarely be trusted. Unfortunately, we are doing the exact opposite: Instead of articulating norms about transparency and accountability, the United States is effectively handing China, Russia, and every other repressive state a playbook for how to foment instability and –literally -- get away with murder. Take the issue of sovereignty. Sovereignty has long been a core concept of the Westphalian international legal order.42 In the international arena, all sovereign states are formally considered equal and possessed of the right to control their own internal affairs free of interference from other states. That's what we call the principle of non-intervention -- and it means, among other things, that it is generally prohibited for one state to use force inside the borders of another sovereign state. There are some well-established exceptions, but they are few in number. A state can lawfully use force inside another sovereign state with that state's invitation or consent, or when force is authorized by the U.N. Security Council, pursuant to the U.N. Charter,43 or in self-defense "in the event of an armed attack." The 2011 Justice Department White Paper asserts that targeted killings carried out by the United States don't violate another state's sovereignty as long as that state either consents or is "unwilling or unable to suppress the threat posed by the individual being targeted." That sounds superficially plausible, but since the United States views itself as the sole arbiter of whether a state is "unwilling or unable" to suppress that threat, the logic is in fact circular. It goes like this: The United States -- using its own malleable definition of "imminent" -- decides that Person X, residing in sovereign State Y, poses a threat to the United States and requires killing. Once the United States decides that Person X can be targeted, the principle of sovereignty presents no barriers, because either 1) State Y will consent to the U.S. use of force inside its borders, in which case the use of force presents no sovereignty problems or 2) State Y will not consent to the U.S. use of force inside its borders, in which case, by definition, the United States will deem State Y to be "unwilling or unable to suppress the threat" posed by Person X and the use of force again presents no problem. This is a legal theory that more or less eviscerates traditional notions of sovereignty, and has the potential to significantly destabilize the already shaky collective security regime created by the U.N. Charter.44 If the US is the sole arbiter of whether and when it can use force inside the borders of another state, any other state strong enough to get away with it is likely to claim similar prerogatives. And, of course, if the US executive branch is the sole arbiter of what constitutes an imminent threat and who constitutes a targetable enemy combatant in an ill- defined war, why shouldn’t other states make identical arguments—and use them to justify the killing of dissidents, rivals, or unwanted minorities?
Scenario B – Detention
The detention of al-Libi locks in the Warsame model of transfer to civilian court
NYT 10/6/13 BENJAMIN WEISER and ERIC SCHMITT, October 6, 2013, U.S. Said to Hold Qaeda Suspect on Navy Ship, http://www.nytimes.com/2013/10/07/world/africa/a-terrorism-suspect-long-known-to-prosecutors.html?_r=0
An accused operative for Al Qaeda seized by United States commandos in Libya over the weekend is being interrogated while in military custody on a Navy ship in the Mediterranean Sea, officials said on Sunday. He is expected eventually to be sent to New York for criminal prosecution. The fugitive, known as Abu Anas al-Libi, is seen as a potential intelligence gold mine, possessing perhaps two decades of information about Al Qaeda, from its early days under Osama bin Laden in Sudan to its more scattered elements today.¶ The decision to hold Abu Anas and question him for intelligence purposes without a lawyer present follows a pattern used successfully by the Obama administration with other terrorist suspects, most prominently in the case of Ahmed Abdulkadir Warsame, a former military commander with the Somali terrorist group Shabab. Mr. Warsame was captured in 2011 by the American military in the Gulf of Aden and interrogated aboard a Navy ship for about two months without being advised of his rights or provided a lawyer.¶ After a break of several days, Mr. Warsame was advised of his rights, waived them, was questioned for about a week by law enforcement agents and was then sent to Manhattan for prosecution. “Warsame is the model for this guy,” one American security official said.
That will trigger a wave of litigation against military operations
Chesney 13 - Charles I. Francis Professor in Law @ Texas, BEYOND THE BATTLEFIELD, BEYOND AL QAEDA: THE DESTABILIZING LEGAL ARCHITECTURE OF COUNTERTERRORISM, Public Law and Legal Theory Research Paper No. 227, Robert M. Chesney, Also Michigan Law Review, Forthcoming in vol 112, Fall 2013.
Ultimately, the Obama administration settled on a compromise approach in Warsame’s case. On one hand, he was eventually placed on a “kill/capture” list maintained by Joint Special Operations Command (“JSOC”), and when he attempted to cross the Gulf the decision was made to attempt a capture.7 The operation came off in textbook fashion. JSOC operators were watching closely as Warsame proceeded across the Gulf on April 19th, and eventually they seized the vessel without a shot fired.8 For the next two months, moreover, Warsame languished in the brig of the USS Boxer—which happened to be on station in the region as part of an anti-piracy task force—undergoing interrogation in military custody. Before the detention became known to the public, however, and before any possibility of judicial intervention that might put the government’s claim of authority to the test in a formal manner, the administration switched gears. In a rather bold move, it transferred Warsame to civilian custody, flying him to New York City to face criminal charges. This solution rendered the question of authority academic as to Warsame, but it did not make the underlying issues disappear. On the contrary, the domestic political backlash against Warsame’s transfer to civilian custody in New York may well deter the executive branch from charting that same course, and Congress for its part might eventually act to forbid such transfers by statute in the future (for now it has forbidden such transfers only if the detainee is first held at Guantanamo). Yet the Warsame fact pattern, or something like it, is certain to arise again in the future in light of the strategic trends described below. The ultimate lesson of the Warsame scenario is not that hard questions about the authority to use military detention or lethal force in such settings can be avoided, then, but rather that they deserve sustained public attention. In the pages that follow, I explain that the second post-9/11 decade will be increasingly characterized by a kind of “shadow war,” taking place on an episodic basis in locations far removed from zones of conventional combat operations and involving opponents not readily described as members of al Qaeda as such. The legal architecture that developed to a point of seeming stability over the past decade is not well-adapted to this environment, and as time goes by—as new Warsames emerge—the gaps will become increasingly apparent and problematic. ***Part I below fleshes out my baseline claim that the status quo legal architecture reached a point of apparent stability by the close of the first post-9/11 decade. Political debates still raged, of course, and legal criticism certainly continued in the pages of law reviews and advocacy group briefs. Yet across a range of issues—including the use of military detention at Guantanamo and in Afghanistan, the use of reformed military commissions to prosecute a narrowed set of offenses, and the use of drones to carry out lethal strikes in remote areas—the most striking fact was the emergence of cross-party and cross-branch consensus. The Obama administration famously continued rather than terminated the core elements of various Bush administration counterterrorism programs (not to mention a dramatic expansion of the drone program), and three years’ worth of habeas litigation following the Supreme Court’s famous decision in Boumediene v. Bush served primarily (and quite surprisingly to many) to validate the legal foundation of the detention system. Congress, for its part, first took the lead in reviving the military commission system, and then in the National Defense Authorization Act for Fiscal Year 2012 reinvigorated the 2001 Authorization for Use of Military Force, providing a fresh statutory foundation at least for detention operations. In Part II I make the case that this consensus depended in significant part upon the presence of two factors. First, throughout the first post-9/11 decade there has always been a “hot battlefield” in Afghanistan, an area involving high-intensity, large-footprint conventional combat operations as to which there is no serious dispute that the law of armed conflict (LOAC) applies. This has long provided a center of gravity for the legal debate surrounding the law of counterterrorism, ensuring that there is at least some setting in which LOAC authorities relating to detention and lethal force apply. Insofar as a given fact pattern could be linked back to Afghanistan, therefore, it has been possible to avoid thorny questions regarding the geographic scope of LOAC principles. Notably, the dozens of habeas cases of the first post-9/11 decade— which collectively have played an outsized role in the process of establishing the appearance that the law has stabilized—almost entirely involve direct links to Afghanistan (the sole exception being an al Qaeda detainee captured in the US, whose case rather tellingly produced badly splintered judicial opinions). Second, throughout the same period there also has been at least a working assumption that we can coherently identify the enemy by referring to al Qaeda and the Taliban (along with glancing-but-unelaborated references to the “associated forces” of such groups). Again, the habeas case law has played a critical role in cementing this impression of clarity. In Part III, I demonstrate that both of these stabilizing factors are rapidly eroding in the face of larger strategic trends concerning both al Qaeda and the United States. First, the United States for a host of reasons (fiscal constraints, diplomatic pressure, and a growing sense of policy futility) is accelerating its withdrawal from Afghanistan. Second, the United States simultaneously is shifting to a low-visibility “shadow war” strategy that will rely on Special Operations Forces, CIA paramilitary forces, drones operated by both, proxy forces, and quiet partnerships with foreign security services. Meanwhile, al Qaeda itself has fractured and diffused, both in pursuit of the security that comes from geographic dispersal of personnel into new regions and also in pursuit of a strategic vision that embraces decentralization in the form of relationships with quasi-independent regional organizations that may have independent origins and agendas. As a result, it grows increasingly difficult to speak coherently of “al Qaeda”; the senior leadership of the original network has been decimated, and so-called franchises with uncertain (or no) ties to that leadership not only are proliferating but are rapidly emerging as more significant threats to U.S. national security. The upshot of all this is that there soon will be no undisputed hot battlefield in existence anywhere, while the center of gravity with respect to the use of lethal force will continue to shift to locations like Yemen, Pakistan, and Somalia. Already these unorthodox scenarios are the primary focus for the use of lethal force, and they will similarly be the focus should the United States resume the practice of long-term military detention for new detainees (a distinct possibility in the event of a Romney presidency). Part III also maps the disruptive legal consequences of these strategic trends. My essential point is that the apparent stability of the post-9/11 legal architecture—the semblance that some sort of sustained institutional settlement has occurred—is an illusion. As the second post-9/11 decade progresses, policies associated with drone strikes and detention unquestionably will face increasing legal friction, casting doubt over the legality of the U.S. government use of detention and lethal force in an array of settings. In Part IV, I take up the question whether we really ought to care about all of this and, if so, what if anything can and should be done. We should care, for it will not be possible to simply ride out the increasing legal friction. The current climate of judicial passivity—reflected in the Supreme Court’s unwillingness to reengage with the Guantanamo habeas cases, the unwillingness of the D.C. Circuit Court of Appeals to adjudicate habeas petitions arising out of Afghanistan, and the unwillingness of a district judge to adjudicate a suit challenging the planned use of lethal force against an American citizen —will not last. For a host of reasons, a fresh wave of detention litigation concentrating on these very issues is all but guaranteed to arise. It is not beyond the realm of possibility that the judiciary will engage as well in connection with the use of lethal force, moreover, though even if it does not its engagement on detention issues will in any event cast a long shadow over practices relating to lethal force. Bearing all this in mind, I conclude by distinguishing those elements of legal uncertainty that are simply unavoidable (given a pluralistic legal environment in which a host of relevant actors simply do not share common ground with respect to which bodies of law are applicable to these questions and what those bodies of law can fairly be said to require) and those that might usefully be addressed by statutory innovation. 
Legal challenges are coming now---failure to get out in front of the issue crushes US security strategy---Congress is key
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Does this analysis offer any practical policy prescriptions for Congress and the administration? The problem is not so much a need for new legislation to create new structures or new policies. The legislative category in which many instances of targeted killing might take place in the future already exists. The task for Congress and the administration, rather, is instead to preserve a category that is likely to be put under pressure in the future and, indeed, is already seen by many as a legal non-starter under international law. Before addressing what Congress should do in this regard, we might ask from a strictly strategic political standpoint whether, given that the Obama Administration is committed to this policy anyway, whether it is politically prudent to draw public attention to the issue at all. Israeli officials might be threatened with legal action in Spain; but so far no important actor has shown an appetite for taking on the Obama Administration. Perhaps it is better to let sleeping political dogs lie. These questions require difficult political calculations. However, the sources cited above suggest that even if no one is quite prepared at this moment to take on the Obama Administration on targeted killing, the intellectual and legal pieces of the challenge are already set up and on the table. Having asserted certain positions concerning human rights law and its application and the United States having unthinkingly abandoned its self-defense rationale for its policy, the play can be made at any time—at some later time in the Obama Administration or in the next Republican administration, prying apart the “American” position to create a de facto alliance among Democrats and Europeans and thereby undermining the ability of the United States to craft a unified American security strategy. 101 The United States would be best served if the Obama Administration did that exceedingly rare thing in international law and diplomacy: Getting the United States out in front of the issue by making plain the American position, rather than merely reacting in surprise when its sovereign prerogatives are challenged by the international soft-law community. 
Risks prosecution of key US personnel
McNeal 13, Associate Professor of Law, Pepperdine University, 3/5/13, “Targeted Killing and Accountability,” http://papers.ssrn.com/sol3/papers.cfm?abstract_id=1819583, Gregory McNeal
While no American has been prosecuted for participating in drone strikes, the specter of criminal prosecution remains present. For example, a member of the military might be prosecuted pursuant to the UCMJ, while CIA personnel may face trial in a civilian court. “Incidents in Iraq and Afghanistan involving members of the armed forces and private contractors illustrate how this can occur from time to time, as individuals are prosecuted for allegedly killing civilians or prisoners.”434 Title 18 of the U.S. code, at section 2441, establishes jurisdiction over war crimes committed by or against members of the U.S. armed forces or U.S. nationals.435 War crimes are defined as any conduct: (1) defined as a grave breach in any of the international conventions signed at Geneva 12 August 1949, or any protocol to such convention to which the United States is a party; (2) prohibited by Article 23, 25, 27, or 28 of the Annex to the Hague Convention IV, Respecting the Laws and Customs of War on Land, signed 18 October 1907; (3) which constitutes a violation of common Article 3 of the international conventions signed at Geneva, 12 August 1949, or any protocol to such convention to which the United States is a party and which deals with non-international armed conflict; or (4) of a person who, in relation to an armed conflict and contrary to the provisions of the Protocol on Prohibitions or Restrictions on the Use of Mines, Booby-Traps and Other Devices as amended at Geneva on 3 May 1996 (Protocol II as amended on 3 May 1996), when the United States is a party to such Protocol, willfully kills or causes serious injury to civilians.436 Thus, Title 18 references and incorporates various aspects of international humanitarian law into domestic law and makes violations of those laws a violation of U.S. criminal law. Similarly, the UCMJ in Article 18 allows for the exercise of jurisdiction over “any person who by the law of war is subject to trial by a military tribunal.”437 Other sources of authority for prosecuting citizens involved in wrongful targeting decisions may include the punitive articles of the UCMJ (such as Article 118 regarding murder). The CIA is not exempt from these prohibitions, as Agency personnel are under an obligation to report any criminal or administrative wrongdoing to the CIA inspector general’s office.438 That office is obligated to refer certain cases to the Department of Justice for prosecution.439 Furthermore, because CIA personnel do not enjoy combatant immunity, they could be prosecuted in the criminal courts of other nation states for their involvement in targeted killing operations.440
Even if lawsuits are lost, that crushes special operations
Jack Goldsmith 12, Harvard Law School Professor, focus on national security law, presidential power, cybersecurity, and conflict of laws, Former Assistant Attorney General, Office of Legal Counsel, and Special Counsel to the Department of Defense, Hoover Institution Task Force on National Security and Law, March, Power and Constraint, P. 199-201
For the GTMO Bar and its cousin NGOs and activists, however, the al-Aulaqi lawsuit, like other lawsuits on different issues, was merely an early battle in a long war over the legitimacy of U.S. targeting practices—a war that will take place not just in the United States, but in other countries as well. When the CCR failed to achieve what it viewed as adequate accountability for Bush administration officials in the United States in connection with interrogation and detention practices, it started pursuing, and continues to pursue, lawsuits and prosecutions against U.S. officials in Spain, Germany, and other European countries. "You look for every niche you can when you can take on the issues that you think are important," said Michael Ratner, explaining the CCR's strategy for pursuing lawsuits in Europe.¶ Clive Stafford Smith, a former CCR attorney who was instrumental in its early GTMO victories and who now leads the British advocacy organization Reprieve, is using this strategy in the targeted killing context. "There are endless ways in which the courts in Britain, the courts in America, the international Pakistani courts can get involved" in scrutinizing U.S. targeting killing practices, he argues. "It's going to be the next 'Guantanamo Bay' issue."' Working in a global network of NGO activists, Stafford Smith has begun a process in Pakistan to seek the arrest of former CIA lawyer John Rizzo in connection with drone strikes in Pakistan, and he is planning more lawsuits in the United States and elsewhere against drone operators." "The crucial court here is the court of public opinion," he said, explaining why the lawsuits are important even if he loses. His efforts are backed by a growing web of proclamations in the United Nations, foreign capitals, the press, and the academy that U.S. drone practices are unlawful. What American University law professor Ken Anderson has described as the "international legal-media-academic-NGO-international organization-global opinion complex" is hard at work to stigmatize drones and those who support and operate them."¶ This strategy is having an impact. The slew of lawsuits in the United States and threatened prosecutions in Europe against Bush administration officials imposes reputational, emotional, and financial costs on them that help to promote the human rights groups' ideological goals, even if courts never actually rule against the officials. By design, these suits also give pause to current officials who are considering controversial actions for fear that the same thing might later happen to them. This effect is starting to be felt with drones. Several Obama administration officials have told me that they worry targeted killings will be seen in the future (as Stafford Smith predicts) as their administration's GTMO. The attempted judicial action against Rizzo, the earlier lawsuits against top CIA officials in Pakistan and elsewhere, and the louder and louder proclamations of illegality around the world all of which have gained momentum after al-Aulaqi's killing—are also having an impact. These actions are rallying cries for protest and political pushback in the countries where the drone strikes take place. And they lead CIA operators to worry about legal exposure before becoming involved in the Agency's drone program." We don't know yet whether these forces have affected actual targeting practices and related tactics. But they induce the officials involved to take more caution. And it is only a matter of time, if it has not happened already, before they lead the U.S. government to forgo lawful targeted killing actions otherwise deemed to be in the interest of U.S. national security.
SOF key to counter A2/AD capabilities globally---key to effective power projection and U.S. defense alliances
Jim Thomas 13, Vice President and Director of Studies at the Center for Strategic and Budgetary Assessments, and Chris Dougherty is a Research Fellow at the Center for Strategic and Budgetary Assessments, 2013, “BEYOND THE RAMPARTS THE FUTURE OF U.S. SPECIAL OPERATIONS FORCES,” http://www.csbaonline.org/wp-content/uploads/2013/05/SOF-Report-CSBA-Final.pdf
The spread of advanced military technologies, such as precision-guided munitions, is enabling a number of countries to construct A2/AD networks that could erode the United States’ ability to project military power into key regions. Nations such as China and Iran are actively seeking to acquire and field A2/AD capabilities, including precision-guided ballistic and cruise missiles, attack submarines, fast-attack craft, anti-satellite (ASAT) weapons, computer-network attack capabilities, advanced fighter aircraft, and integrated air defenses, that may challenge the U.S. military’s ability to project power. The cumulative effect of spreading A2/ AD systems is that the land, air, sea, space, and cyberspace domains will be far less permissive for U.S. military operations. In the face of growing A2/AD threats, the value of low-signature forces capable of operating independently and far forward in denied areas is likely to increase substantially. SOF may offer the most viable ground-force option in future A2/AD environments, either executing direct action against key targets or working by, with, and through partner forces to conduct peripheral campaigns (i.e., operations designed to impose costs and conducted beyond the territory or reach of the enemy). Prior to hostilities, SOF could carry out preparation of the environment (PE) and special reconnaissance (SR) missions. At the outset of hostilities, SOF might serve as an early-entry force to blind or disrupt enemy command, control, communications, computers, intelligence, surveillance, and reconnaissance (C4ISR) networks, thereby enabling higher-signature conventional forces to penetrate A2/AD networks. Inserting or extracting SOF from denied environments, and supporting them once there, will challenge SOF aviation and undersea capabilities. Accordingly, SOF will need stealthy means of insertion from the air and sea. SOF may also need to conduct foreign external defense (FED) missions in states to build their capacity to repel foreign military aggression. This could entail helping key partners to create their own versions of A2/AD networks.¶ The proliferation of WMD and A2/AD capabilities will erode the conventional power-projection capability of not only the United States, but of other countries as well. In the future, states may therefore avoid direct confrontations and be more inclined to use unconventional methods and measures short of war to gain influence and achieve their foreign policy goals. States may also turn to third-party proxies to maintain plausible deniability for their actions. States could engage in influence campaigns and proxy competitions to achieve objectives such as: imposing costs on major competitors, foreclosing opportunities for other countries or non-state actors to gain a foothold in a region, “peeling away” allies or partners from competitors, diverting the attention and resources of competitors (misdirection), conducting cross-border operations against a major power with less risk of confrontation, or controlling (or denying) critical resources and trade routes. SOF will be critical to success in persistent influence campaigns and pro􀁛y competitions. They will need exquisite, local-area expertise and language skills, along with deep, longstanding relationships with key local actors built over time by embedding and living with foreign partner forces. Though SOF already operate in smaller units than GPF, the breadth, specificity, and need to minimize the visibility of these operations will place an emphasis on even smaller SOF teams and single operators working in close collaboration with other government agencies. These four security challenges􀂲coming to the fore during a time of 􀂿scal austerity in the United States and global economic uncertainty􀂲are likely to dominate the national security agenda for decades to come. These challenges are not mutually e􀁛clusive and, in almost every case, the challenges are intertwined with opportunities for SOF to impose costs on U.S. adversaries. Given their global nature, and recognizing the interrelationship between the various challenges and opportunities, SOF are uniquely suited to address them asymmetrically.
Solves a laundry list of nuclear conflicts
Mackenzie Eaglen 11, research fellow for national security – Heritage, and Bryan McGrath, former naval officer and director – Delex Consulting, Studies and Analysis, “Thinking About a Day Without Sea Power: Implications for U.S. Defense Policy,” Heritage Foundation
Global Implications. Under a scenario of dramatically reduced naval power, the United States would cease to be active in any international alliances. While it is reasonable to assume that land and air forces would be similarly reduced in this scenario, the lack of credible maritime capability to move their bulk and establish forward bases would render these forces irrelevant, even if the Army and Air Force were retained at today’s levels. In Iraq and Afghanistan today, 90 percent of material arrives by sea, although material bound for Afghanistan must then make a laborious journey by land into theater. China’s claims on the South China Sea, previously disputed by virtually all nations in the region and routinely contested by U.S. and partner naval forces, are accepted as a fait accompli, effectively turning the region into a “Chinese lake.” China establishes expansive oil and gas exploration with new deepwater drilling technology and secures its local sea lanes from intervention. Korea, unified in 2017 after the implosion of the North, signs a mutual defense treaty with China and solidifies their relationship. Japan is increasingly isolated and in 2020–2025 executes long-rumored plans to create an indigenous nuclear weapons capability.[11] By 2025, Japan has 25 mobile nuclear-armed missiles ostensibly targeting China, toward which Japan’s historical animus remains strong. China’s entente with Russia leaves the Eurasian landmass dominated by Russia looking west and China looking east and south. Each cedes a sphere of dominance to the other and remains largely unconcerned with the events in the other’s sphere. Worldwide, trade in foodstuffs collapses. Expanding populations in the Middle East increase pressure on their governments, which are already stressed as the breakdown in world trade disproportionately affects food importers. Piracy increases worldwide, driving food transportation costs even higher. In the Arctic, Russia aggressively asserts its dominance and effectively shoulders out other nations with legitimate claims to seabed resources. No naval power exists to counter Russia’s claims. India, recognizing that its previous role as a balancer to China has lost relevance with the retrenchment of the Americans, agrees to supplement Chinese naval power in the Indian Ocean and Persian Gulf to protect the flow of oil to Southeast Asia. In exchange, China agrees to exercise increased influence on its client state Pakistan. The great typhoon of 2023 strikes Bangladesh, killing 23,000 people initially, and 200,000 more die in the subsequent weeks and months as the international community provides little humanitarian relief. Cholera and malaria are epidemic. Iran dominates the Persian Gulf and is a nuclear power. Its navy aggressively patrols the Gulf while the Revolutionary Guard Navy harasses shipping and oil infrastructure to force Gulf Cooperation Council (GCC) countries into Tehran’s orbit. Russia supplies Iran with a steady flow of military technology and nuclear industry expertise. Lacking a regional threat, the Iranians happily control the flow of oil from the Gulf and benefit economically from the “protection” provided to other GCC nations. In Egypt, the decade-long experiment in participatory democracy ends with the ascendance of the Muslim Brotherhood in a violent seizure of power. The United States is identified closely with the previous coalition government, and riots break out at the U.S. embassy. Americans in Egypt are left to their own devices because the U.S. has no forces in the Mediterranean capable of performing a noncombatant evacuation when the government closes major airports. Led by Iran, a coalition of Egypt, Syria, Jordan, and Iraq attacks Israel. Over 300,000 die in six months of fighting that includes a limited nuclear exchange between Iran and Israel. Israel is defeated, and the State of Palestine is declared in its place. Massive “refugee” camps are created to house the internally displaced Israelis, but a humanitarian nightmare ensues from the inability of conquering forces to support them. The NATO alliance is shattered. The security of European nations depends increasingly on the lack of external threats and the nuclear capability of France, Britain, and Germany, which overcame its reticence to military capability in light of America’s retrenchment. Europe depends for its energy security on Russia and Iran, which control the main supply lines and sources of oil and gas to Europe. Major European nations stand down their militaries and instead make limited contributions to a new EU military constabulary force. No European nation maintains the ability to conduct significant out-of-area operations, and Europe as a whole maintains little airlift capacity. Implications for America’s Economy. If the United States slashed its Navy and ended its mission as a guarantor of the free flow of transoceanic goods and trade, globalized world trade would decrease substantially. As early as 1890, noted U.S. naval officer and historian Alfred Thayer Mahan described the world’s oceans as a “great highway…a wide common,” underscoring the long-running importance of the seas to trade.[12] Geographically organized trading blocs develop as the maritime highways suffer from insecurity and rising fuel prices. Asia prospers thanks to internal trade and Middle Eastern oil, Europe muddles along on the largesse of Russia and Iran, and the Western Hemisphere declines to a “new normal” with the exception of energy-independent Brazil. For America, Venezuelan oil grows in importance as other supplies decline. Mexico runs out of oil—as predicted—when it fails to take advantage of Western oil technology and investment. Nigerian output, which for five years had been secured through a partnership of the U.S. Navy and Nigerian maritime forces, is decimated by the bloody civil war of 2021. Canadian exports, which a decade earlier had been strong as a result of the oil shale industry, decline as a result of environmental concerns in Canada and elsewhere about the “fracking” (hydraulic fracturing) process used to free oil from shale. State and non-state actors increase the hazards to seaborne shipping, which are compounded by the necessity of traversing key chokepoints that are easily targeted by those who wish to restrict trade. These chokepoints include the Strait of Hormuz, which Iran could quickly close to trade if it wishes. More than half of the world’s oil is transported by sea. “From 1970 to 2006, the amount of goods transported via the oceans of the world…increased from 2.6 billion tons to 7.4 billion tons, an increase of over 284%.”[13] In 2010, “$40 billion dollars [sic] worth of oil passes through the world’s geographic ‘chokepoints’ on a daily basis…not to mention $3.2 trillion…annually in commerce that moves underwater on transoceanic cables.”[14] These quantities of goods simply cannot be moved by any other means. Thus, a reduction of sea trade reduces overall international trade. U.S. consumers face a greatly diminished selection of goods because domestic production largely disappeared in the decades before the global depression. As countries increasingly focus on regional rather than global trade, costs rise and Americans are forced to accept a much lower standard of living. Some domestic manufacturing improves, but at significant cost. In addition, shippers avoid U.S. ports due to the onerous container inspection regime implemented after investigators discover that the second dirty bomb was smuggled into the U.S. in a shipping container on an innocuous Panamanian-flagged freighter. As a result, American consumers bear higher shipping costs. The market also constrains the variety of goods available to the U.S. consumer and increases their cost. A Congressional Budget Office (CBO) report makes this abundantly clear. A one-week shutdown of the Los Angeles and Long Beach ports would lead to production losses of $65 million to $150 million (in 2006 dollars) per day. A three-year closure would cost $45 billion to $70 billion per year ($125 million to $200 million per day). Perhaps even more shocking, the simulation estimated that employment would shrink by approximately 1 million jobs.[15] These estimates demonstrate the effects of closing only the Los Angeles and Long Beach ports. On a national scale, such a shutdown would be catastrophic. The Government Accountability Office notes that: [O]ver 95 percent of U.S. international trade is transported by water[;] thus, the safety and economic security of the United States depends in large part on the secure use of the world’s seaports and waterways. A successful attack on a major seaport could potentially result in a dramatic slowdown in the international supply chain with impacts in the billions of dollars.[16] 
1AC – Plan
The United States Federal Government should restrict the President's war making authority by limiting targeted killing and detention without charge within zones of active hostilities to areas that have been declared and by statutory codification of executive branch review policy for those practices; and in addition, by limiting targeted killing and detention without charge outside zones of active hostilities to reviewable operations guided by an individualized threat requirement, a feasibility test for criminal prosecution, procedural safeguards, and by statutory codification of executive branch review policy for those practices.
1AC – Solvency
CONTENTION 3: SOLVENCY
Plan’s key to codify existing policy into law---prevents expansive executive targeted killings and indefinite detention
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 161 U. Pa. L. Rev. 1165, Lexis
Fifth, and critically, while the United States might be confident that it will exercise its authorities responsibly, it cannot assure that other states will follow suit. What is to prevent Russia, for example, from asserting that [*1233] it is engaged in an armed conflict with Chechen rebels, and can, consistent with the law of war, kill or detain any person anywhere in the world which it deems to be a "functional member" of that rebel group? Or Turkey from doing so with respect to alleged "functional members" of Kurdish rebel groups? If such a theory ultimately resulted in the targeted killing or detaining without charge of an American citizen, the United States would have few principled grounds for objecting.¶ Capitalizing on the strategic benefits of restraint, the United States should codify into law what is already, in many key respects, national policy. As a first step, the President should sign an Executive order requiring that out-of-battlefield target and capture operations be based on individualized threat assessments and subject to a least-harmful-means test, clearly articulating the standards and procedures that would apply. As a next step, Congress should mandate the creation of a review system, as described in detail in this Article. In doing so, the United States will set an important example, one that can become a building block upon which to develop an international consensus as to the rules that apply to detention and targeted killings outside the conflict zone.
Congressional codification sets a precedent and the prevents the erosion of rule of law 
Maxwell 12 - Colonel and Judge Advocate, U.S. Army, 1st Quarter 2012, “TARGETED KILLING, THE LAW, AND TERRORISTS: FEELING SAFE?,” Joint Force Quarterly, p. 123-130, Mark David Maxwell.
Once a state demonstrates membership in an organized armed group, the members can be presumed to be a continuous danger. Because this danger is worldwide, the state can now act in areas outside the traditional zones of conflict. It is the individual’s conduct over time—regardless of location— that gives him the status. Once the status attaches, the member of the organized armed group can be targeted. ¶ Enter Congress ¶ The weakness of this theory is that it is not codified in U.S. law; it is merely the extrapolation of international theorists and organizations. The only entity under the Constitution that can frame and settle Presidential power regarding the enforcement of international norms is Congress. As the check on executive power, Congress must amend the AUMF to give the executive a statutory roadmap that articulates when force is appropriate and under what circumstances the President can use targeted killing. This would be the needed endorsement from Congress, the other political branch of government, to clarify the U.S. position on its use of force regarding targeted killing. For example, it would spell out the limits of American lethality once an individual takes the status of being a member of an organized group. Additionally, statutory clarification will give other states a roadmap for the contours of what constitutes anticipatory self-defense and the proper conduct of the military under the law of war.¶ Congress should also require that the President brief it on the decision matrix of articulated guidelines before a targeted killing mission is ordered. As Kenneth Anderson notes, “[t]he point about briefings to Congress is partly to allow it to exercise its democratic role as the people’s representative.”74¶ The desire to feel safe is understandable. The consumers who buy SUVs are not buying them to be less safe. Likewise, the champions of targeted killings want the feeling of safety achieved by the elimination of those who would do the United States harm. But allowing the President to order targeted killing without congressional limits means the President can manipulate force in the name of national security without tethering it to the law advanced by international norms. The potential consequence of such unilateral executive action is that it gives other states, such as North Korea and Iran, the customary precedent to do the same. Targeted killing might be required in certain circumstances, but if the guidelines are debated and understood, the decision can be executed with the full faith of the people’s representative, Congress. When the decision is made without Congress, the result might make the United States feel safer, but the process eschews what gives a state its greatest safety: the rule of law.
The aff solves --- a zone approach is the perfect middle ground that resolves their downsides like circumvention and safe-havens
Jennifer Daskal 13, Fellow and Adjunct Professor, Georgetown Center on National Security and the Law, University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 161 U. Pa. L. Rev. 1165, Lexis
II. A New Approach: Zones of Active Hostilities and Beyond¶ The current debate has resulted in a stalemate, with neither side adequately addressing the legitimate concerns of the other. The notion of an on-off switch, in which the state's ability to go after the enemy is restricted to limited territorial regions, ignores the geographically unbounded nature of a conflict with a transnational non-state actor. Conversely, the notion of an unbounded conflict raises legitimate concerns about the use of force as a first resort and the erosion of peacetime norms in areas far from any recognized "hot" battlefield. What is needed is a new framework of domestic and international law that better balances the multiple security and liberty interests at stake.¶ This Article offers such a framework - one that recognizes the broad scope of the conflict, but distinguishes between zones of active hostilities and elsewhere in setting the procedural and substantive standards for detention and targeting. This framework, which I call the zone approach, accommodates the state's key security interests while also protecting against the erosion of peacetime norms outside zones of active hostilities. It recognizes that rules applicable in wartime - rules that permit killing and [*1193] detention without charge based on status alone - should be the exception rather than the norm, limited to circumstances in which security so demands.¶ This Part outlines the several normative and practical reasons why the zone approach should be adopted and incorporated into U.S. and, ultimately, international law. Although the analysis focuses primarily on the United States, the arguments as to the benefits of this framework apply equally to any other belligerent state seeking to defeat a transnational non-state enemy.¶ A. Basis for the Distinction¶ There is an intuitive sense that, separate and apart from any sovereignty concerns, the killing or detention of an alleged enemy of the state in a war zone is different from the killing or detention of an alleged enemy in a peaceful zone (think Munich or London), even if the known facts about the enemy's role in the opposing force are the same. Similarly, there is a less intuitive, but equally important, difference between both of those situations and the killing or detention of an alleged enemy in a lawless zone (think Yemen or Somalia). This Section highlights several reasons why these distinctions should be reflected in the law - reasons largely based on the relevant exigency, the importance of notice, and the intrinsic value of cabining war and its permissive use of force and detention without charge.¶ 1. The War Zone Versus the Peaceful Zone¶ The exigencies that justify application of wartime rules simply do not apply outside zones of active hostilities. The Supreme Court recognized this important distinction in Reid v. Covert, n83 in which it ruled that civilians accompanying the armed forces outside a war zone could not be subject to military trial. "The exigencies which have required military rule on the battlefield are not present where no conflict exists. Military trial of civilians "in the field' is an extraordinary jurisdiction and it should not be expanded at the expense of the Bill of Rights." n84 The Reid opinion echoed the reasoning of a case from almost ninety years prior, when the Court ruled that Indiana - which was not the site of any active fighting - could not be subject to martial law during the Civil War: "Martial law cannot arise from a threatened invasion. The necessity must be actual and present; the invasion [*1194] real, such as effectually closes the courts and deposes the civil administration." n85 Similar reasoning has led courts to conclude that the requisition of property by the United States government is permitted at the "scene of conflict" but not thousands of miles away n86 and that the protections of the Suspension Clause depend to a large extent on whether or not the detainees are held in an "active theater of war." n87¶ As these cases recognize, the existence of warlike conditions in one part of the world should not lead to a relaxation of the substantive and procedural standards embodied in peacetime rules elsewhere. In some areas, intense fighting can create conditions that often make it impracticable, if not impossible, to apply ordinary peacetime rules. Such situations justify resort to more expedient wartime rules. By contrast, in areas where ordinary institutions are functioning, domestic police are effectively maintaining law and order, and communication and transportation networks are undisturbed, the exigent circumstances justifying the reliance on law-of-war tools are typically absent. n88 In those areas, the peacetime standards - which themselves reflect a careful balancing of liberty and security interests - serve the important functions of minimizing error and abuse and enhancing the legitimacy of the state's actions. These standards should be respected absent exigent circumstances that justify an exception.¶ Second, the notion of a global conflict clashes with the legitimate and reasonable expectations of persons residing in a peacetime zone. These expectations matter. The corollary - the requirement of fair notice - is perhaps the primary factor that distinguishes a law-abiding government from a lawless dictatorship. Its importance is emphasized time and time again in both U.S. constitutional law and international law doctrines. It sets boundaries [*1195] on substantive rights, n89 is key to choice of law questions, n90 and is the core of procedural-rights protections in both domestic and international law. n91¶ In places of intense, obvious, and publicly acknowledged fighting, civilians are on notice that they are residing within a zone of conflict. Those who remain within the conflict zone have implicitly accepted some risk, albeit not voluntarily in most cases. They can, at least in theory, take steps to protect themselves and minimize the likelihood of being caught in the crossfire by, when possible, leaving or avoiding areas with the heaviest concentration of fighters or taking extra precautions in conducting their daily activities. n92 Host states are similarly on notice of the likelihood of ongoing hostilities and can take appropriate steps to move their citizens away from areas of intense fighting.¶ [*1196] By comparison, civilians sitting at an outdoor cafe in Paris are not on notice that they are within the zone of conflict. As a result, there is something intuitively unsettling about the idea that they could be deemed the legitimate collateral damage of a state-sponsored attack. It is precisely this fear of the unpredictable on which terrorists capitalize when they attack unsuspecting civilians. A legal doctrine that allows the state to engage in attacks that may have a similar consequence - even if civilians are not the intended or expected targets of the attacks - raises legitimate concerns.¶ It is, of course, possible to conceive of a new set of rules for this new type of conflict, under which the procedural and substantive requirements of domestic criminal justice systems and human rights norms give way when the non-state enemy crosses into one's jurisdiction. But the idea that a non-state actor could, through its clandestine behavior, trigger the permissive use of killing and detention without charge runs counter to longstanding conceptions of fairness and justice. n93 It essentially allows the terrorist to erode protections of basic rights simply by crossing state lines.¶ Third, the conditions on the ground affect the assumptions as to who qualifies as the enemy. While it may be valid to presume that individuals who attend a training camp and are found in a zone of active hostilities intend to join the fight, the same presumption does not necessarily hold for individuals who are subsequently located thousands of miles away in a zone of relative peace. n94 Absent additional, specific information suggesting that the individual is actively engaged in attack planning or playing a sufficiently important role in the organization so as to pose a significant ongoing threat, the justifications for law-of-war detention or lethal killing (to prevent the return to the battlefield or otherwise eliminate the threat) are questionable. n95 At a minimum, heightened quantum-of-information standards ought to [*1197] apply to detention and targeting that take place outside a zone of active hostilities. n96¶ 2. The Lawless Zone¶ In practice, the truly contested areas fall somewhere between the obvious warzone and the peacetime zone. The United States is unlikely to begin launching drone strikes in Paris. It is, however, reportedly doing so with increasing frequency in places like Yemen and possibly Somalia n97 - areas that can be loosely characterized as "lawless zones."¶ In some ways, a lawless zone shares attributes with a zone of active hostilities. Domestic law enforcement tends to be largely ineffective or nonexistent, suggesting the need for alternative mechanisms to deal with threats. In many instances (and certainly in much of Yemen as well as Somalia), civilians are on notice that they are living in a conflict zone, even if the main conflict is distinct from the transnational conflict between the state and a non-state entity (e.g., the internal armed conflict between the government and insurgent forces in southern Yemen, and the internal armed conflict between al Shabaab and the Transitional Federal Government in Somalia).¶ Despite these similarities, the lawless zone where a discrete number of non-state actors find sanctuary is analytically distinct from the hot conflict zone where there is overt, active, ongoing fighting between troops on the ground. This is so for two main reasons.¶ First, the existence of a separate, distinct conflict of the type often found in a lawless zone does not provide notice of a conflict between a belligerent state and transnational non–state enemy. In concrete terms, the existence of a conflict between al Shabaab and the Transitional Federal Government does not provide notice of a conflict between the United States and al Qaeda affiliates reportedly operating in Somalia. This matters for reasons of attribution and accountability. It also affects the degree, if not the fact, of conflict experienced by the civilian population. Imagine if the existence of a lawless zone gave states free rein to unilaterally attack any alleged non–state enemy found therein. Absent any meaningful limits, such a region might be decimated by external attacks. The situation would likely exacerbate the separate conflict, prolong the situation of lawlessness, and make it exceed- ingly difficult for the population properly to identify or take steps to address the source of conflict.98¶ Second, operations in a lawless zone are likely to be limited to targeted and surgical strikes, often with advance planning and little risk to the state's own troops. This is a very different setting than an active battlefield where troops on the ground are exposed to high levels of risk. As is often noted, those engaged in on-the-ground combat should not be required to hold their fire until they conduct a careful evaluation of the threat posed; such a rule would be potentially suicidal. In Yemen and Somalia, by contrast, the United States carefully pinpoints and identifies targets, with little to no danger to its own troops. When engaging in that type of deliberate killing, with negligible risk to one's own forces, there should be a corresponding obligation to take extra precautions to prevent error, overzealousness, and abuse. N99¶ B. Current State Practice¶ Since 2006, the United States has, at least implicitly and as a matter of policy, distinguished between zones of active hostilities and elsewhere. n100 The Bush Administration initially placed a significant number of off-the-battlefield captures into long-term law-of-war detention. Detainees reportedly included persons captured in places as far-flung from the Afghanistan battlefield as Bosnia, Mauritania, and Thailand - as well as the United States. n101 These off-the-battlefield detentions turned out to be highly controversial. They have been the subject of numerous court challenges, [*1199] international criticism, and endless commentary. n102 Moreover, they raise difficult questions about repatriation - issues with which the United States continues to struggle. n103¶ Beginning in September 2006, the Bush Administration initiated a shift in policy. Largely in response to the Supreme Court's ruling in Hamdan v. Rumsfeld, n104 President Bush announced that he was closing CIA-run black sites, at least temporarily, and ordered the transfer of fourteen long-term CIA detainees to Guantanamo. n105 Subsequently, the number of out-of-battlefield captures transferred to Guantanamo fell to a mere three captures in 2007 n106 and only one capture in 2008. n107 All were described as high-value targets based on alleged links to al Qaeda leadership or involvement in specific terrorist attacks. n108¶ [*1200] On January 22, 2009, two days after taking office, President Obama declared the permanent shuttering of CIA black sites as well as his plan to close the detention center at Guantanamo Bay. n109 While Guantanamo remains open today, the Obama Administration has committed not to transfer any additional detainees there. n110 Since 2009, Warsame is the only known case of an out-of-battlefield detainee being placed in anything other than very short-term military custody. n111¶ Some have argued that the low number of out-of-battlefield detentions is due in part to the lack of viable locations for holding detainees. But while that may be a factor, it seems that the difficulty of apprehension, the high diplomatic, reputational, and transactional costs of such detentions, and the relative effectiveness of the criminal justice system in responding to threats, are equal - if not more - important factors in limiting the reliance on law-of-war detention. n112¶ As out-of-battlefield detentions have declined, targeted killings reportedly have increased dramatically. n113 The vast majority of these killings appear [*1201] to have been concentrated in northwest Pakistan - an area that most concede is a spillover of the zone of active hostilities in Afghanistan. n114 A growing number of strikes reportedly have been launched in Yemen as well. n115¶ The Obama Administration also appears to have adopted a distinction between Afghanistan and elsewhere in setting the rules for these strikes. While top administration officials have argued that their military authorities are not restricted to the "hot" battlefield of Afghanistan, they also have argued that "outside of Afghanistan and Iraq" targets are focused on those "who are a threat to the United States, whose removal would cause a significant - even if only temporary - disruption of the plans and capabilities of al-Qa'ida and its associated forces." n116 Whether or not one agrees with the standard employed, it is clear that the administration itself recognizes a distinction between Afghanistan (and, earlier, Iraq) and other areas embroiled in the conflict with al Qaeda. Procedural rules in terms of who must authorize the strike also reportedly vary depending on whether one is operating within Afghanistan and the border regions of Pakistan or elsewhere. n117 While there are good reasons to demand additional safeguards, the [*1202] United States' own actions already reflect the importance and value of distinguishing between zones of active hostilities and other areas.¶ III. The Specifics: Defining the Zones and Setting the Standards¶ Given the basis for distinguishing between zones of active hostilities and elsewhere, this Part provides the specifics of the proposed approach. It first lays out criteria for distinguishing between a zone of active hostilities and elsewhere by drawing on both existing law and the normative justifications for the distinctions. It then describes the proposed substantive and procedural standards that ought to apply, consistent with the goals of protecting individual liberty, peacetime institutions, and the fundamental security interests of the state.¶ This task is both necessary and inherently difficult. It is an attempt to develop a set of clear standards, or on-off triggers, for a situation in which the gravity, imminence, and likelihood of a threat are dynamic, uncertain, and difficult to categorize. My aim is to propose an initial set of standards that will regulate the use of force and detention without charge outside a zone of active hostilities, consistent with the state's legitimate security needs. The expectation is that debate and discussion will help develop and refine the details over time.¶ A. The Zone of Active Hostilities¶ Commentary, political discourse, court rulings, and academic literature are rife with references to the distinction between the so-called "hot battlefield" and elsewhere. Yet despite the salience of this distinction, there is no commonly understood definition of a "hot battlefield," let alone a common term applied by all. n118 In what follows, I briefly survey the relevant treaty [*1203] and case law and offer a working definition of what I call the "zone of active hostilities." This definition takes into account such sources of law as well as the normative and practical reasons for this distinction.¶ 1. Treaty and Case Law¶ While not explicitly articulated, the notion of a distinct zone of active hostilities where fighting is underway is implicit in treaty law. The Geneva Conventions, for example, specify that prisoners of war and internees must be moved away from the "combat zone" in order to keep them out of danger, n119 and that belligerent parties must conduct searches for the dead and wounded left on the "battlefield." n120 While there are no explicit definitions provided, the context suggests that these terms refer to those areas where fighting is currently taking place or very likely to occur. The related term "zones of military operations," which is spelled out in a bit more detail in the Commentaries to the Geneva Conventions, is described as covering those areas where there is actual or planned troop movement, even if no active fighting. n121¶ [*1204] In a variety of contexts, U.S. courts also have opined on whether certain activities fall within or outside of a zone of active hostilities, indicating that the existence and quantity of fighting forces are key. In Hamdi v. Rumsfeld, for example, the Supreme Court observed that the large number of troops on the ground in Afghanistan supported the finding that the United States was involved in "active combat" there. n122 A panel of the D.C. Circuit subsequently noted that the ongoing military campaign by U.S. forces, the attacks against U.S. forces by the Taliban and al Qaeda, the casualties U.S. personnel incurred, and the presence of other non-U.S. troops under NATO command supported its finding that Afghanistan was "a theater of active military combat." n123 Previous cases have similarly used the presence of fighting forces, the actual engagement of opposing forces, and casualty counts to identify a theater of active conflict. n124¶ Conversely, U.S. courts have often assumed that areas in which there is no active fighting between armed entities fall outside of the zone of active hostilities. Thus, the Al-Marri and Padilla litigations were premised on the notion that the two men were outside of the zone of active hostilities when [*1205] taken into custody in the United States. n125 The central issue in those cases was how much this distinction mattered. n126 The D.C. Circuit in Al Maqaleh similarly distinguished Afghanistan - defined as part of "the theater of active military combat" - from Guantanamo - described as outside of this "theater of war" - presumably because of the absence of active fighting there. n127 In the context of the Guantanamo habeas litigation, D.C. District Court judges have at various times also described Saudi Arabia, Gambia, Zambia, Bosnia, Pakistan, and Thailand as outside an active battle zone. n128¶ In defining what constitutes a conflict in the first place, international courts have similarly looked at the existence, duration, and intensity of the actual fighting. Specifically, in Tadic, the ICTY defined a noninternational armed conflict as involving "protracted armed violence between governmental authorities and organized armed groups." n129 In subsequent cases, the ICTY [*1206] described the term "protracted armed violence" as turning on the intensity of the violence and encompassing considerations such as "the number, duration, and intensity of individual confrontations; the type of weapons and other military equipment used; the number and calibre of weapons fired; the number of persons and type of forces partaking in the fighting; the number of casualties; [and] the extent of material destruction." n130 Security Council attention is also deemed relevant. n131¶ The International Committee of the Red Cross (ICRC) has similarly defined noninternational armed conflicts as "protracted armed confrontations" that involve a "minimum level of intensity." n132¶ 2. Identifying the Zone¶ Consistent with treaty and case law, overt and sustained fighting are key factors in identifying a zone of active hostilities. Specifically, the fighting must be of sufficient duration and intensity to create the exigent circumstances that justify application of extraordinary war authorities, to put civilians on notice, and to justify permissive evidentiary presumptions regarding the identification of the enemy. n133 The presence of troops on the [*1207] ground is a significant factor, although neither necessary nor sufficient to constitute a zone of active hostilities. Action by the Security Council or regional security bodies such as NATO, as well as the belligerent parties' express recognition of the existence of a hot conflict zone, are also relevant.¶ Linking the zone of active hostilities primarily to the duration and intensity of the fighting and to states' own proclamations suffers, however, from an inherent circularity. A state can itself create a zone of active hostilities by ratcheting up violence or issuing a declaration of intent, thereby making previously unlawful actions lawful. n134¶ It is impossible to fully address this concern. The problem can, however, be significantly reduced by insisting on strict compliance with the law-of-war principles of distinction and proportionality and by vigorously punishing states for acts of aggression. n135 There will, of course, be disagreement as to whether a state's escalation of a certain conflict constitutes aggression, particularly given underlying disagreements about who qualifies as a lawful target. The zone approach is helpful in this regard as well: it narrows the range of disagreement by demanding heightened substantive standards as to who qualifies as a legitimate target outside the zones of active hostilities. Under the zone approach, the escalation of force must be aimed at a narrower set of possible military targets until the increased use of force is sufficiently intense and pervasive enough to create a new zone of active hostilities.¶ 3. Geographic Scope of the Zone¶ A secondary question relates to the geographic scope of the zone of active hostilities. In answering the related question of the scope of the overarching armed conflict, the Tadic court defined the conflict as extending throughout the state in which hostilities were conducted (in the case of international armed conflict) n136 and the area over which a party had territorial control (in the case of a noninternational armed conflict that did not extend [*1208] throughout an entire state). n137 Neither approach, however, maps well onto the practical realities of a transnational conflict between a state and a non-state actor. In many cases, the non-state actor and related hostilities will be concentrated in a small pocket of the state. It would be contrary to the justifications of exigency and proper notice to define the zone of active hostilities as extending to the entire state. A territorial control test also does not make sense when dealing with a non-state actor, such as al Qaeda, which does not exercise formal control over any territory and is driven more by ideology than territorial ambition.¶ This Article suggests a more nuanced, albeit still imperfect, approach: If the fighting is sufficiently widespread throughout the state, then the zone of active hostilities extends to the state's borders. If, however, hostilities are concentrated only in certain regions within a state, then the zone will be geographically limited to those administrative areas or provinces in which there is actual fighting, a significant possibility of fighting, or preparation for fighting. This test is fact-intensive and will depend on both the conditions on the ground and preexisting state and administrative boundaries.¶ It remains somewhat arbitrary, of course, to link the zone of hostilities to nation-state boundaries or administrative regions within a state when neither the state itself nor the region is a party to the conflict and when the non-state party lacks explicit ties to the state or region at issue. This proposed framework inevitably will incorporate some areas into the zone of active hostilities in which the key triggering factors - sustained, overt hostilities - are not present. But such boundaries, even if overinclusive or artificial, provide the most accurate means available of identifying the zone of active hostilities, at least over the short term.¶ Over the long term, it would be preferable for the belligerent state to declare particular areas to be within the zone of active hostilities, either through an official pronouncement by the state party to the conflict or via a resolution by the Security Council or a regional security body. A public declaration would provide explicit notice as to the existence and parameters of the zone of active hostilities, thereby reducing uncertainty as to which legal rules apply. Such declarations would allow for public debate and diplomatic pressure in the event of disagreement. Furthermore, the belligerent states could then define the zone with greater nuance, which would better [*1209] reflect the actual fighting than would preexisting state or administrative boundaries. n138¶ Some likely will object that such an official designation would recreate the same safe havens that this proposal seeks to avoid. But a critical difference exists between a territorially restricted framework that effectively prohibits reliance on law-of-war tools outside of specific zones of active hostilities and a zone approach that merely imposes heightened procedural and substantive standards on the use of such tools. Under the zone approach, the non-state enemy is not free from attack or capture; rather, the belligerent state simply must take greater care to ensure that the target meets the enhanced criteria described in Section III.B.¶ B. Setting the Standards¶ Law-of-war detention and lethal targeting outside a zone of active hostilities should be limited, not categorically prohibited. It should be focused on those threats that are clearly tied to the zone of active hostilities and other significant and ongoing threats that cannot be adequately addressed through other means. Moreover, a heightened quantum of information and other procedural requirements should apply, given the possibility and current practice of ex ante deliberation and review. Pursuant to these guiding principles, this Section proposes the adoption of an individualized threat requirement, a least-harmful-means test, and meaningful procedural safeguards for lethal targeting and law-of-war detention that take place outside zones of active hostilities.
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Allies – Disease AO
Causes disaster outbreak
Aljunid et al 12 Syed, Professor of Health Economics and Senior Research Fellow at UNU International Institute for Global Health, Kouadio Koffi Isidore, Postdoctoral Fellow at United Nations University International Institute for Global Health, Taro Kamigaki, Assistant Professor, at the Department of Virology of Tohoku University Graduate School of Medicine, Karen Hammad, Australian emergency nurse and Lecturer at the School of Nursing and Midwifery, Flinders University and Hitoshi Oshitani, Professor of Virology at Tohoku University Graduate School of Medicine, "Preventing and controlling infectious diseases after natural disasters", March 13, United Nations University, unu.edu/publications/articles/preventing-and-controlling-infectious-diseases-after-natural-disasters.html#info
Beyond damaging and destroying physical infrastructure, natural disasters can lead to outbreaks of infectious disease. In this article, two UNU-IIGH researchers and colleagues review risk factors and potential infectious diseases resulting from the secondary effects of major natural disasters that occurred from 2000 to 2011, classify possible diseases, and give recommendations on prevention, control measures and primary healthcare delivery improvements.¶ Over the past few decades, the incidence and magnitude of natural disasters has grown, resulting in substantial economic damages and affecting or killing millions of people. Recent disasters have shown that even the most developed countries are vulnerable to natural disasters, such as Hurricane Katrina in the United States in 2005 and the Great Eastern Japan Earthquake and tsunami in 2011. Global population growth, poverty, land shortages and urbanization in many countries have increased the number of people living in areas prone to natural disasters and multiplied the public health impacts.¶ Natural disasters can be split in three categories: hydro-meteorological disasters, geophysical disasters and geomorphologic disasters.¶ Hydro-meteorological disasters, like floods, are the most common (40 percent) natural disasters worldwide and are widely documented. The public health consequences of flooding are disease outbreaks mostly resulting from the displacement of people into overcrowded camps and cross-contamination of water sources with faecal material and toxic chemicals. Flooding also is usually followed by the proliferation of mosquitoes, resulting in an upsurgence of mosquito-borne diseases such as malaria. Documentation of disease outbreaks and the public health after-effects of tropical cyclones (hurricanes and typhoons) and tornadoes, however, is lacking.¶ Geophysical disasters are the second-most reported type of natural disaster, and earthquakes are the majority of disasters in this category. Outbreaks of infectious diseases may be reported when earthquake disasters result in substantial population displacement into unplanned and overcrowded shelters, with limited access to food and safe water. Disease outbreaks may also result from the destruction of water/sanitation systems and the degradation of sanitary conditions directly caused by the earthquake. Tsunamis are commonly associated with earthquakes, but can also be caused by powerful volcanic eruptions or underwater landslides. Although classified as geophysical disasters, they have a similar clinical and threat profile (water-related consequences) to that of tropical cyclones (e.g., typhoon or hurricane).¶ Geomorphologic disasters, such as avalanches and landslides, also are associated with infectious disease transmissions and outbreaks, but documentation is generally lacking.¶ After a natural disaster¶ The overwhelming majority of deaths immediately after a natural disaster are directly associated with blunt trauma, crush-related injuries and burn injuries. The risk of infectious disease outbreaks in the aftermath of natural disasters has usually been overemphasized by health officials and the media, leading to panic, confusion and sometimes to unnecessary public health activities.¶ The prolonged health impact of natural disasters on a community may be the consequence of the collapse of health facilities and healthcare systems, the disruption of surveillance and health programmes (immunization and vector control programmes), the limitation or destruction of farming activities (scarcity of food/food insecurity), or the interruption of ongoing treatments and use of unprescribed medications.¶ The risk factors for increased infectious diseases transmission and outbreaks are mainly associated with the after-effects of the disasters rather than to the primary disaster itself or to the corpses of those killed. These after-effects include displacement of populations (internally displaced persons and refugees), environmental changes and increased vector breeding sites. Unplanned and overcrowded shelters, poor water and sanitation conditions, poor nutritional status or insufficient personal hygiene are often the case. Consequently, there are low levels of immunity to vaccine-preventable diseases, or insufficient vaccination coverage and limited access to health care services.¶ Phases of outbreak and classification of infectious disease¶ Infectious disease transmission or outbreaks may be seen days, weeks or even months after the onset of the disaster. Three clinical phases of natural disasters summarize the chronological public health effects on injured people and survivors:¶ Phase (1), the impact phase (lasting up to to 4 days), is usually the period when victims are extricated and initial treatment of disaster-related injuries is provided.¶ Phase (2), the post-impact phase (4 days to 4 weeks), is the period when the first waves of infectious diseases (air-borne, food-borne, and/or water-borne infections) might emerge.¶ Phase (3), the recovery phase (after 4 weeks), is the period when symptoms of victims who have contracted infections with long incubation periods or those with latent-type infections may become clinically apparent. During this period, infectious diseases that are already endemic in the area, as well as newly imported ones among the affected community, may grow into an epidemic.¶ It is common to see the international community, NGOs, volunteers, experts and the media leaving a disaster-affected zone usually within three months, when in reality basic sanitation facilities and access to basic hygiene may still be unavailable or worsen due to the economic burden of the disasters.¶ Although it is not possible to predict with accuracy which diseases will occur following certain types of disasters, diseases can be distinguished as either water-borne, air-borne/droplet or vector-borne diseases, and contamination from wounded injuries.¶ Diarrhoeal diseases¶ The most documented and commonly occurring diseases are water-borne diseases (diarrhoeal diseases and Leptospirosis). Diarrhoeal diseases cause over 40 percent of the deaths in disaster and refugee camp settings. Epidemics among victims are commonly related to polluted water sources (faecal contamination), or contamination of water during transportation and storage. Outbreaks have also been related to shared water containers and cooking pots, scarcity of soap and contaminated food, as well as pre-existing poor sanitary infrastructures, water supply and sewerage systems.
Extinction---no burnout
Torrey and Yolken 5 E. Fuller and Robert H, Directors Stanley Medical Research Institute, 2005, Beasts of the Earth: Animals, Humans and Disease, pp. 5-6
The outcome of this marriage, however, is not as clearly defined as it was once thought to be. For many years, it was believed that microbes and human slowly learn to live with each other as microbes evolve toward a benign coexistence wit their hosts. Thus, the bacterium that causes syphilis was thought to be extremely virulent when it initially spread among humans in the sixteenth century, then to have slowly become less virulent over the following three centuries. This reassuring view of microbial history has recently been challenged by Paul Ewald and others, who have questioned whether microbes do necessarily evolve toward long-term accommodation with their hosts. Under certain circumstances, Ewald argues, “Natural selection may…favor the evolution of extreme harmfulness if the exploitation that damages the host [i.e. disease] enhances the ability of the harmful variant to compete with a more benign pathogen.” The outcome of such a “marriage” may thus be the murder of one spouse by the other. In eschatological terms, this view argues that a microbe such as HIV or SARS virus may be truly capable of eradicating the human race.
Overreach
Norm setting is effective
Micah Zenko 13, CFR Douglas Dillon Fellow in the Center for Preventive Action, PhD in Political Science from Brandeis University, “Reforming U.S. Drone Strike Policies,” CFR Special Report 65, January 2013
History shows that how states adopt and use new military capabilities is often influenced by how other states have—or have not—used them in the past. Furthermore, norms can deter states from acquiring new technologies.72 Norms—sometimes but not always codified as legal regimes—have dissuaded states from deploying blinding lasers and landmines, as well as chemical, biological, and nuclear weapons. A well-articulated and internationally supported normative framework, bolstered by a strong U.S. example, can shape armed drone proliferation and employment in the coming decades. Such norms would not hinder U.S. freedom of action; rather, they would internationalize already-necessary domestic policy reforms and, of course, they would be acceptable only insofar as the limitations placed reciprocally on U.S. drones furthered U.S. objectives. And even if hostile states do not accept norms regulating drone use, the existence of an international normative framework, and U.S. compliance with that framework, would preserve Washington’s ability to apply diplomatic pressure. Models for developing such a framework would be based in existing international laws that emphasize the principles of necessity, proportionality, and distinction—to which the United States claims to adhere for its drone strikes—and should be informed by comparable efforts in the realms of cyber and space.¶ In short, a world characterized by the proliferation of armed drones—used with little transparency or constraint—would undermine core U.S. interests, such as preventing armed conflict, promoting human rights, and strengthening international legal regimes. It would be a world in which targeted killings occur with impunity against anyone deemed an “enemy” by states or nonstate actors, without accountability for legal justification, civilian casualties, and proportionality. Perhaps more troubling, it would be a world where such lethal force no longer heeds the borders of sovereign states. Because of drones’ inherent advantages over other weapons platforms, states and nonstate actors would be much more likely to use lethal force against the United States and its allies.
SOF Good---Bioterror
Special ops key to solve bioterror 
Jim Thomas 13, Vice President and Director of Studies at the Center for Strategic and Budgetary Assessments, and Chris Dougherty is a Research Fellow at the Center for Strategic and Budgetary Assessments, 2013, “BEYOND THE RAMPARTS THE FUTURE OF U.S. SPECIAL OPERATIONS FORCES,” http://www.csbaonline.org/wp-content/uploads/2013/05/SOF-Report-CSBA-Final.pdf
Although nuclear weapons tend to dominate public discourse about WMD threats, bioterrorism also presents a threat that could have consequences on a massive scale. Further, the barriers to developing a bio-weapons capability may be lower. As former Secretary of the Navy Richard Danzig has argued, relative to nuclear programs and materials, biological materials are easier to obtain, conceal, and transport. Biological weapons development programs are also much harder to detect. 202 The indiscriminate mass effects of bio-weapons would have great appeal for many terrorist groups, who may be far less concerned over the prospect of blowback than state actors. Additionally, while traditional chemical weapons are less suited for mass casualty attacks than either nuclear or biological weapons, legacy chemical weapon stockpiles in unstable countries like Syria and Libya pose the danger that desperate rulers will use these capabilities in a last-ditch attempt to save their regime, or that the weapons will fall into the hands of rebel forces, including VENs.203 SOF can contribute to counter-WMD e􀌆orts across every line of operation. ¶ The global CT network SOF have built over the last decade could be repurposed over the ne􀁛t decade to become a global counter-WMD network, applying the same logic that it takes a network to defeat a network. SOF could also have critical responsibilities in the detection and disruption of WMD programs.20􀀗 SOF’s traditional special reconnaissance (SR) skills could help locate or probe suspected WMD sites. Given the e􀁛traordinary measures states and terrorist organizations will take to conceal their WMD programs from traditional overhead intelligence collection systems and international inspectors, clandestine or covert SR would o􀌆er one of the most e􀌆ective means of detecting a program or assessing its maturity. Operating under the authorities of other agencies, SOF could conduct preventive direct-action missions to disrupt development programs, help gain access to an enemy’s military communications networks, or infiltrate heavily guarded WMD facilities. During a con􀃀ict, SOF could conduct surgical strikes against WMD facilities and delivery systems in concert with precision airpower. SOF could also work by, with, and through partner forces to conduct these missions, as foreign nationals may have greater access to target facilities.
Extinction 
Mhyrvold 13 Nathan, Began college at age 14, BS and Masters from UCLA, Masters and PhD, Princeton “Strategic Terrorism: A Call to Action,” Working Draft, The Lawfare Research Paper Series
Research paper NO . 2 – 2013
As horrible as this would be, such a pandemic is by no means the worst attack one can imagine, for several reasons. First, most of the classic bioweapons are based on 1960s and 1970s technology because the 1972 treaty halted bioweapons development efforts in the United States and most other Western countries. Second, the Russians, although solidly committed to biological weapons long after the treaty deadline, were never on the cutting edge of biological research. Third and most important, the science and technology of molecular biology have made enormous advances, utterly transforming the field in the last few decades. High school biology students routinely perform molecular-biology manipulations that would have been impossible even for the best superpower-funded program back in the heyday of biological-weapons research. The biowarfare methods of the 1960s and 1970s are now as antiquated as the lumbering mainframe computers of that era. Tomorrow’s terrorists will have vastly more deadly bugs to choose from. Consider this sobering development: in 2001, Australian researchers working on mousepox, a nonlethal virus that infects mice (as chickenpox does in humans), accidentally discovered that a simple genetic modification transformed the virus.10, 11 Instead of producing mild symptoms, the new virus killed 60% of even those mice already immune to the naturally occurring strains of mousepox. The new virus, moreover, was unaffected by any existing vaccine or antiviral drug. A team of researchers at Saint Louis University led by Mark Buller picked up on that work and, by late 2003, found a way to improve on it: Buller’s variation on mousepox was 100% lethal, although his team of investigators also devised combination vaccine and antiviral therapies that were partially effective in protecting animals from the engineered strain.12, 13 Another saving grace is that the genetically altered virus is no longer contagious. Of course, it is quite possible that future tinkering with the virus will change that property, too. Strong reasons exist to believe that the genetic modifications Buller made to mousepox would work for other poxviruses and possibly for other classes of viruses as well. Might the same techniques allow chickenpox or another poxvirus that infects humans to be turned into a 100% lethal bioweapon, perhaps one that is resistant to any known antiviral therapy? I’ve asked this question of experts many times, and no one has yet replied that such a manipulation couldn’t be done. This case is just one example. Many more are pouring out of scientific journals and conferences every year. Just last year, the journal Nature published a controversial study done at the University of Wisconsin–Madison in which virologists enumerated the changes one would need to make to a highly lethal strain of bird flu to make it easily transmitted from one mammal to another.14 Biotechnology is advancing so rapidly that it is hard to keep track of all the new potential threats. Nor is it clear that anyone is even trying. In addition to lethality and drug resistance, many other parameters can be played with, given that the infectious power of an epidemic depends on many properties, including the length of the latency period during which a person is contagious but asymptomatic. Delaying the onset of serious symptoms allows each new case to spread to more people and thus makes the virus harder to stop. This dynamic is perhaps best illustrated by HIV , which is very difficult to transmit compared with smallpox and many other viruses. Intimate contact is needed, and even then, the infection rate is low. The balancing factor is that HIV can take years to progress to AIDS , which can then take many more years to kill the victim. What makes HIV so dangerous is that infected people have lots of opportunities to infect others. This property has allowed HIV to claim more than 30 million lives so far, and approximately 34 million people are now living with this virus and facing a highly uncertain future.15 A virus genetically engineered to infect its host quickly, to generate symptoms slowly—say, only after weeks or months—and to spread easily through the air or by casual contact would be vastly more devastating than HIV . It could silently penetrate the population to unleash its deadly effects suddenly. This type of epidemic would be almost impossible to combat because most of the infections would occur before the epidemic became obvious. A technologically sophisticated terrorist group could develop such a virus and kill a large part of humanity with it. Indeed, terrorists may not have to develop it themselves: some scientist may do so first and publish the details. Given the rate at which biologists are making discoveries about viruses and the immune system, at some point in the near future, someone may create artificial pathogens that could drive the human race to extinction. Indeed, a detailed species-elimination plan of this nature was openly proposed in a scientific journal. The ostensible purpose of that particular research was to suggest a way to extirpate the malaria mosquito, but similar techniques could be directed toward humans.16 When I’ve talked to molecular biologists about this method, they are quick to point out that it is slow and easily detectable and could be fought with biotech remedies. If you challenge them to come up with improvements to the suggested attack plan, however, they have plenty of ideas. Modern biotechnology will soon be capable, if it is not already, of bringing about the demise of the human race— or at least of killing a sufficient number of people to end high-tech civilization and set humanity back 1,000 years or more. That terrorist groups could achieve this level of technological sophistication may seem far-fetched, but keep in mind that it takes only a handful of individuals to accomplish these tasks. Never has lethal power of this potency been accessible to so few, so easily. Even more dramatically than nuclear proliferation, modern biological science has frighteningly undermined the correlation between the lethality of a weapon and its cost, a fundamentally stabilizing mechanism throughout history. Access to extremely lethal agents—lethal enough to exterminate Homo sapiens—will be available to anybody with a solid background in biology, terrorists included.
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C/I --- Restriction is limitation, NOT prohibition
CAC 12,COURT OF APPEAL OF CALIFORNIA, SECOND APPELLATE DISTRICT, COUNTY OF LOS ANGELES, Plaintiff and Respondent, v. ALTERNATIVE MEDICINAL CANNABIS COLLECTIVE et al., Defendants and Appellants, DIVISION ONE, 207 Cal. App. 4th 601; 143 Cal. Rptr. 3d 716; 2012 Cal. App. LEXIS 772
We disagree with County that in using the phrases “further restrict the location or establishment” and “regulate the location or establishment” in [*615] section 11362.768, subdivisions (f) and (g), the Legislature intended to authorize local governments to ban all medical marijuana dispensaries that are otherwise “authorized by law to possess, cultivate, or distribute medical marijuana” (§ 11362.768, subd. (e) [stating scope of section's application]); the Legislature did not use the words “ban” or “prohibit.” Yet County cites dictionary definitions of “regulate” (to govern or direct according to rule or law); “regulation” (controlling by rule or restriction; a rule or order that has legal force); “restriction” (a limitation or qualification, including on the use of property); “establishment” (the act of establishing or state or condition of being established); “ban” (to prohibit); and “prohibit” (to forbid by law; to prevent or hinder) to attempt to support its interpretation. County then concludes that “the ordinary meaning [***23] of the terms, ‘restriction,’ ‘regulate,’ and ‘regulation’ are consistent with a ban or prohibition against the opening or starting up or continued operation of [a medical marijuana dispensary] storefront business.” We disagree.¶ CA(9)(9) The ordinary meanings of “restrict” and “regulate” suggest a degree of control or restriction falling short of “banning,” “prohibiting,” “forbidding,” or “preventing.” Had the Legislature intended to include an outright ban or prohibition among the local regulatory powers authorized in section 11362.768, subdivisions (f) and (g), it would have said so. Attributing the usual and ordinary meanings to the words used in section 11362.768, subdivisions (f) and (g), construing the words in context, attempting to harmonize subdivisions (f) and (g) with section 11362.775 and with the purpose of California's medical marijuana [**727] statutory program, and bearing in mind the intent of the electorate and the Legislature in enacting the CUA and the MMP, we conclude that HN21Go to this Headnote in the case.the phrases “further restrict the location or establishment” and “regulate the location or establishment” in section 11362.768, subdivisions (f) and (g) do not authorize a per se ban at the local level. The Legislature [***24] decided in section 11362.775 to insulate medical marijuana collectives and cooperatives from nuisance prosecution “solely on the basis” that they engage in a dispensary function. To interpret the phrases “further restrict the location or establishment” and “regulate the location or establishment” to mean that local governments may impose a blanket nuisance prohibition against dispensaries would frustrate both the Legislature's intent to “[e]nhance the access of patients and caregivers to medical marijuana through collective, cooperative cultivation projects” and “[p]romote uniform and consistent application of the [CUA] among the counties within the state” and the electorate's intent to “ensure that seriously ill Californians have the right to obtain and use marijuana for medical purposes” and “encourage the federal and state governments to implement a plan to provide for the safe and affordable distribution of marijuana to all patients in medical need of marijuana.”
CP
2AC Executive CP
CP alienates allies
Schwarz 7 senior counsel, and Huq, associate counsel at the Brennan Center for Justice at NYU School of Law, (Frederick A.O., Jr., partner at Cravath, Swaine & Moore, chief counsel to the Church Committee, and Aziz Z, former clerk for the U.S. Supreme Court, Unchecked and Unbalanced: Presidential Power in a Time of Terror, p. 201)
The Administration insists that its plunge into torture, its lawless spying, and its lock-up of innocents have made the country safer. Beyond mere posturing, they provide little evidence to back up their claims. Executive unilateralism not only undermines the delicate balance of our Constitution, but also lessens our human liberties and hurts vital counterterrorism campaigns. How? Our reputation has always mattered. In 1607, Massachusetts governor John Winthrop warned his fellow colonists that because they were a "City on a Hill," "the eyes of all people are upon us."4 Thomas Jefferson began the Declaration of Independence by invoking the need for a "decent respect to the opinions of mankind:' In today's battle against stateless terrorists, who are undeterred by law, morality, or the mightiest military power on earth, our reputation matters greatly.¶ Despite its military edge, the United States cannot force needed aid and cooperation from allies. Indeed, our status as lone superpower means that only by persuading other nations and their citizens—that our values and interests align with theirs, and so merit support, can America maintain its influence in the world. Military might, even extended to the globe's corners, is not a sufficient condition for achieving America's safety or its democratic ideals at home. To be "dictatress of the world," warned John Quincy Adams in 1821, America "would be no longer the ruler of her own spirit." A national security policy loosed from the bounds of law, and conducted at the executive's discretion, will unfailingly lapse into hypocrisy and mendacity that alienate our allies and corrode the vitality of the world's oldest democracy.5
Congress necessary to prevent Court evisceration of War Powers
Benjamin Wittes 8, Senior Fellow in Governance Studies at the Brookings Institution, co-founder and editor-in-chief of the Lawfare blog, member of the Hoover Institution’s Task Force on National Security Law, Law and the Long War: The Future of Justice in the Age of Terror, google books
What the Supreme Court has done is carve itself a seat at the table. It has intimated, without ever deciding, that a constitutional basis for its actions exists—in addition to the statutory bases on which it decided the cases—meaning that its authority over overseas detentions may be an inherent feature of judicial power, not a policy question on which the legislature and executive can work their will. Whether the votes exist on the court to go this extra step we will find out soon enough. But the specter of a vastly different judicial posture in this area now haunts the executive branch—one in which the justices assert an inherent authority to review executive detention and interrogation practices, divine rights to apply with that jurisdiction based on due process and vaguely worded international humanitarian law principles not clearly implemented in U.S. law, and allow their own power to follow the military’s anywhere in the world. Such a posture would constitute an earthquake in the relationships among all three branches of government, and the doctrinal seeds for it have all been planted. Whether they ultimately take root depends on factors extrinsic to the war on terror—particularly the future composition of a Supreme Court now closely divided on these questions. It will also pivot on the manner in which the political branches posture the legal foundations of the war in the future. Building a strong legislative architecture now may be the only way to avert a major expansion of judicial power over foreign policy and warfare.
CP exposes US forces to prosecution, wrecking ops – only Congressional limits solve
Maxwell 12 - Colonel and Judge Advocate, U.S. Army, 1st Quarter 2012, “TARGETED KILLING, THE LAW, AND TERRORISTS: FEELING SAFE?,” Joint Force Quarterly, p. 123-130, Mark David Maxwell.
The Obama administration, like its predecessor, disagrees. Its legal justification for targeted killings outside a current zone of armed conflict is anticipatory self-defense. The administration cites the inherent and unilateral right every nation has to engage in anticipatory self-defense. This right is codified in the United Nations charter43 and is also part of the U.S. interpretation of customary international law stemming from the Caroline case in 1837. A British warship entered U.S. territory and destroyed an American steamboat, the Caroline. In response, U.S. Secretary of State Daniel Webster articulated the lasting acid test for anticipatory self-defense: “[N]ecessity of self defense [must be] instant, overwhelming, leaving no choice of means and no moment for deliberation . . . [and] the necessity of self defense, must be limited by that necessity and kept clearly within it.”44¶ A state can act under the guise of anticipatory self-defense. This truism, however, leaves domestic policymakers to struggle with two critical quandaries: first, the factual predicate required by the state to invoke anticipatory self-defense, on the one hand; and second, the protections the state’s soldiers possess when they act under this authority, on the other. As to the first issue, there is simply no guidance from Congress to the President; the threshold for triggering anticipatory self-defense is ad hoc. As to the second issue, under the law of war, a soldier who kills an enemy has immunity for these precapture or warlike acts.45 This “combatant immunity” attaches only when the law of war has been triggered. Does combatant immunity attach when the stated legal authority is self-defense? There is no clear answer.¶ The administration is blurring the contours of the right of the state to act in Yemen under self-defense and the law of war protections afforded its soldiers when so acting. Therefore, what protections do U.S. Airmen enjoy when operating the drone that killed an individual in Yemen, Somalia, or Libya? If they are indicted by a Spanish court for murder, what is the defense? Under the law of war, it is combatant immunity. But if the law of war is not triggered because the killing occurred outside the zone of armed conflict, the policy could expose Airmen to prosecution for murder.¶ In order to alleviate both of these quandaries, Congress must step in with legislative guidance. Congress has the constitutional obligation to fund and oversee military operations.46 The goal of congressional action must not be to thwart the President from protecting the United States from the dangers of a very hostile world. As the debates of the Church Committee demonstrated, however, the President’s unfettered authority in the realm of national security is a cause for concern. Clarification is required because the AUMF gave the President a blank check to use targeted killing under domestic law, but it never set parameters on the President’s authority when international legal norms intersect and potentially conflict with measures stemming from domestic law.
AT: OLC
CP gets overruled and circumvented---data goes aff
Bruce Ackerman 11, Sterling Professor of Law and Political Science at Yale University, “LOST INSIDE THE BELTWAY: A REPLY TO PROFESSOR MORRISON,” Harvard Law Review Forum Vol 124:13, http://www.harvardlawreview.org/media/pdf/vol124forum_ackerman.pdf
The problem is confirmed by Morrison’s very useful data analysis, which shows that only thirteen percent of OLC opinions have provided a more- or- less clear “no” to the White House during the past generation.34 Morrison’s data- set doesn’t include OLC’s unpublished opinions — which typically involve confidential matters involving national security. Since OLC is almost- certainly more deferential to the White House in these sensitive areas, the percentage of “no’s” would likely sink into the single- digits if these secret opinions could be included in Morrison’s data set.35 And remember, quantitative data can’t take into account the occasions on which the White House is especially exigent in its telephonic demands.36 ¶ ***TO FOOTNOTES***¶ 36 Morrison is undoubtedly right in suggesting that stare decisis plays a restraining role in garden-variety cases. But he also notes that the OLC overrules (or substantially modifies) its own decisions in more than five percent of the opinions in his sample. See Alarmism, supra note P, at NTOP n.NPN. This is a significant percentage, given my focus on the likely way the OLC will function in high-stress situations. It indicates that stare decisis is by no means a rigid rule, and that the OLC cannot credibly claim that its hands are tied when the White House is pressuring it to overrule existing case- law to vindicate a high-priority presidential initiative. ¶ Similarly, Morrison is undoubtedly correct in suggesting that his data fails to reflect the fact that the OLC sometimes informally deflects the White House from a legally problematic initiative. See Alarmism, supra note P, at NTNV. But on high-priority initiatives, the White House won’t easily take an informal “no” for an answer — it will either push the OLC to write a formal opinion saying “yes” or it will withdraw the issue from its jurisdiction and rely on the WHC to uphold the legality of the President’s plan. As a consequence, I believe that Morrison’s data provides an overestimate, not an under-estimate, of likely OLC resistance: it fails to count unreported national security opinions (on which the OLC is probably extremely deferential), and this failure is not mitigated by its additional failure to detect informal modes of OLC resistance.
OLC can’t solve and links to politics
Eric Posner 11, the Kirkland & Ellis Professor, University of Chicago Law School. “DEFERENCE TO THE EXECUTIVE IN THE UNITED STATES AFTER 9/11 CONGRESS, THE COURTS AND THE OFFICE OF LEGAL COUNSEL” available at http://www.law.uchicago.edu/academics/publiclaw/index.html.
These two events neatly encapsulate the dilemma for OLC, and indeed all the president’s legal advisers. If OLC tries to block the president from acting in the way he sees fit, it takes the risk that he will disregard its advice and marginalize the institution. If OLC gives the president the advice that he wants to hear, it takes the risk that it will mislead him and fail to prepare him for adverse reactions from the courts, Congress, and the public. Can OLC constrain the executive? That is the position taken by many scholars, most notably Jack Goldsmith. 18 The underlying idea here is that even if Congress and the courts cannot constrain the executive, perhaps offices within the executive can. The opposite view, advanced by Bruce Ackerman, is that OLC is a rubber stamp. 19 I advocate a third view: OLC does not constrain the executive but enables him to accomplish goals that he would not otherwise be able to accomplish. It is more accurate to say that OLC enables than constrains. B. OLC as a Constraint on the Executive A number of scholars have argued that OLC can serve as an important constraint on executive power. I will argue that OLC cannot act as a constraint on executive power. Indeed, its only function is the opposite—as an “enabler” (as I will put it) or extender of executive power. A president must choose a course of action. He goes to OLC for advice. Ideally, OLC will provide him good advice as to the legality of the course of action. It will not provide him political advice and other relevant types of advice. The president wants to maximize his political advantage, 21 and so he will follow OLC’s advice only if the legal costs that OLC identifies are greater than the political benefits. On this theory, OLC will properly always give the president neutral advice, and the president will gratefully accept it although not necessarily follow it. If the story ended here, then it would be hard to see what the controversy over OLC could be about. As an adviser, it possesses no ability to constrain the executive. It merely provides doctrinal analysis, in this way, if it does its job properly, merely supplying predictions as to how other legal actors will react to the president’s proposed action. The executive can choose to ignore OLC’s advice, and so OLC cannot serve as a “constraint” on executive power in any meaningful sense. Instead, it merely conveys to the president information about the constraints on executive power that are imposed from outside the executive branch. However, there is an important twist that complicates the analysis. The president may choose to publicize OLC’s opinions. Naturally, the president will be tempted to publicize only favorable opinions. When Congress 22 claims that a policy is illegal, the president can respond that his lawyers advised him that the policy is legal. This response at least partially deflects blame from the president. There are two reasons for this. First, the Senate consented to the appointment of these lawyers; thus, if the lawyers gave bad advice, the Senate is partly to blame, and so the blame must be shared. Second, OLC lawyers likely care about their future prospects in the legal profession, which will turn in part on their ability to avoid scandals and to render plausible legal advice; they may also seek to maintain the office’s reputation. When OLC’s opinions are not merely private advice, but are used to justify actions, then OLC takes on a quasi-judicial function. Presidents are not obliged to publicize OLC’s opinions, but clearly they see an advantage to doing so, and they have in this way given OLC quasi-judicial status. But if the president publicizes OLC opinions, he takes a risk. The risk is that OLC will publicly advise him that an action is illegal. If OLC approval helps deflect blame from the president, then OLC disapproval will tend to concentrate blame on the president who ignores its advice. Congress and the public will note that after all the president is ignoring the advice of lawyers that he appointed and thus presumably he trusts, and this can only make the president look bad. To avoid such blame, the president may refrain from engaging in a politically advantageous action. In this way, OLC may be able to prevent the president from taking an action that he would otherwise prefer. At a minimum, OLC raises the political cost of the action. I have simplified greatly, but I believe that this basic logic has led some scholars to believe that OLC serves as a constraint on the president. But this is a mistake. OLC strengthens the president’s hand in some cases and weakens them in others; but overall it extends his power—it serves as enabler, not constraint. To see why, consider an example in which a president must choose an action that lies on a continuum. One might consider electronic surveillance. At one extreme, the president can engage in actions that are clearly lawful—for example, spying on criminal suspects after obtaining warrants from judges. At the other extreme, the president can engage in actions that are clearly unlawful—for example, spying on political opponents. OLC opinions will not affect Congress’s or the public’s reaction to either the obviously lawful or the obviously unlawful actions. But then there are middle cases. Consider a policy L, which is just barely legal, and a policy I, which is just barely illegal. The president would like to pursue policy L but fears that Congress and others will mistakenly believe that L is illegal. As a result, political opposition to L will be greater than it would be otherwise. In such a case, a favorable advisory opinion from a neutral legal body that has credibility with Congress will help the president. OLC’s approval of L would cause political opposition (to the extent that it is based on the mistaken belief that L is unlawful) to melt away. Thus, OLC enables the president to engage in policy L, when without OLC’s participation that might be impossible. True, OLC will not enable the president to engage in I, assuming OLC is neutral. And, indeed, OLC’s negative reaction to I may stiffen Congress’ resistance. However, the president will use OLC only because he believes that OLC will strengthen his hand on net. It might be useful to make this point using a little jargon. In order for OLC to serve its ex ante function of enabling the president to avoid confrontations with Congress in difficult cases, it must be able to say “no” to him ex post for barely illegal actions as well as “yes” to him for barely legal actions. It is wrong to consider an ex post no as a form of constraint because, ex ante, it enables the president to act in half of the difficult cases. OLC does not impose any independent constraint on the president, that is, any constraint that is separate from the constraint imposed by Congress. An analogy to contract law might be useful. People enter contracts because they enable them to do things ex ante by imposing constraints on them ex post. For example, a debtor can borrow money from a creditor only because a court will force the debtor to repay the money ex post. It would be strange to say that contract law imposes “constraints” on people because of ex post enforcement. In fact, contract law enables people to do things that they could not otherwise do—it extends their power. If it did not,people would not enter contracts. A question naturally arises about OLC’s incentives. I have assumed that OLC provides neutral advice—in the sense of trying to make accurate predictions as to how other agents like Congress and the courts would reaction to proposed actions. It is possible that OLC could be biased—either in favor of the president or against him. However, if OLC were biased against the president, he would stop asking it for advice (or would ask for its advice in private and then ignore it). This danger surely accounts for the fact that OLC jurisprudence is pro-executive. 23 But it would be just as dangerous for OLC to be excessively biased in favor of the president. If it were, it would mislead the president and lose its credibility with Congress, with the result that it could not help the president engage in L policies. So OLC must be neither excessively pro-president nor anti-president. If it can avoid these extremes, it will be an “enabler”; if it cannot, it will be ignored. In no circumstance could it be a “constraint.” If the OLC cannot constrain the president on net, why have people claimed that OLC can constrain the president? What is the source of this mistake? One possibility, which I have already noted, is that commentators might look only at one side of the problem. Scholars note that OLC may “prevent” the president from engaging in barely illegal actions without also acknowledging that it can do so only if at the same time it enables the president to engage in barely legal actions. This is simply a failure to look at the full picture. For example, in The Terror Presidency, Goldsmith argues that President Bush abandoned a scheme of warrantless wiretapping without authorization from the FISA court because OLC declared the scheme illegal, and top Justice Department officials threatened to resign unless Bush heeded OLC’s advice. 25 This seems like a clear example of constraint. But it is important to look at the whole picture. If OLC had approved the scheme, and subsequently executive branch agents in the NSA had been prosecuted and punished by the courts, then OLC’s credibility as a supplier of legal advice would have been destroyed. For the president, this would have been a bad outcome. As I have argued, a credible OLC helps the president accomplish his agenda in “barely legal” cases. Without taking into account those cases where OLC advice helps the president’s agenda ex post as well as the cases where OLC advice hurts the president’s agenda ex post, one cannot make an overall judgment about OLC’s ex ante effect on executive power. Another possible source of error is that scholars imagine that “neutral” advice will almost always prevent the president from engaging in preferred actions, while rarely enabling the president to engage in preferred actions. The implicit picture here is that a president will normally want to break the law, that under the proper interpretation of the Constitution and relevant standards the president can accomplish very little. So if OLC is infact neutral and the president does obey its advice, then it must constrain the president. But this theory cannot be right, either. If OLC constantly told the president that he cannot do what he wants to do, when infact Congress and other agents would not object to the preferred actions, then the president would stop asking OLC for advice. As noted above, for OLC to maintain its relevance, it cannot offer an abstract interpretation of the Constitution that is divorced from political realities; it has to be able to make realistic predictions as to how other legal agents will react to the president’s actions. This has led OLC to develop a pro-executive jurisprudence in line with the long-term evolution of executive power. If OLC tried to impose constraints other than those imposed by Congress and other institutions with political power, then the president would ignore it. 
AT: Flex DA
Codification creates effective decision-making
A) Congress makes deterrence credible
Matthew C. Waxman 8/25, Professor of Law, Columbia Law School; Adjunct Senior Fellow for Law and Foreign Policy, Council on Foreign Relations, “The Constitutional Power to Threaten War”, Forthcoming in Yale Law Journal, vol. 123 (2014), 2013, PDF
A second argument, this one advanced by some congressionalists, is that stronger legislative checks on presidential uses of force would improve deterrent and coercive strategies by making them more selective and credible. The most credible U.S. threats, this argument holds, are those that carry formal approval by Congress, which reflects strong public support and willingness to bear the costs of war; requiring express legislative backing to make good on threats might therefore be thought to enhance the potency of threats by encouraging the President to seek congressional authorization before acting.181 A frequently cited instance is President Eisenhower’s request (soon granted) for standing congressional authorization to use force in the Taiwan Straits crises of the mid- and late-1950s – an authorization he claimed at the time was important to bolstering the credibility of U.S. threats to protect Formosa from Chinese aggression.182 (Eisenhower did not go so far as to suggest that congressional authorization ought to be legally required, however.) “It was [Eisenhower’s] seasoned judgment … that a commitment the United States would have much greater impact on allies and enemies alike because it would represent the collective judgment of the President and Congress,” concludes Louis Fisher. “Single-handed actions taken by a President, without the support of Congress and the people, can threaten national prestige and undermine the presidency. Eisenhower’s position was sound then. It is sound now.”183 A critical assumption here is that legal requirements of congressional participation in decisions to use force filters out unpopular uses of force, the threats of which are unlikely to be credible and which, if unsuccessful, undermine the credibility of future U.S. threats.¶ A third view is that legal clarity is important to U.S. coercive and deterrent strategies; that ambiguity as to the President’s powers to use force undermines the credibility of threats. Michael Reisman observed, for example, in 1989: “Lack of clarity in the allocation of competence and the uncertain congressional role will sow uncertainty among those who depend on U.S. effectiveness for security and the maintenance of world order. Some reduction in U.S. credibility and diplomatic effectiveness may result.”184 Such stress on legal clarity is common among lawyers, who usually regard it as important to planning, whereas strategists tend to see possible value in “constructive ambiguity”, or deliberate fudging of drawn lines as a negotiating tactic or for domestic political purposes.185 A critical assumption here is that clarity of constitutional or statutory design with respect to decisions about force exerts significant effects on foreign perceptions of U.S. resolve to make good on threats, if not by affecting the substance of U.S. policy commitments with regard to force then by pointing foreign actors to the appropriate institution or process for reading them.
Waxman concludes aff
Matthew C. Waxman 8/25, Professor of Law, Columbia Law School; Adjunct Senior Fellow for Law and Foreign Policy, Council on Foreign Relations, “The Constitutional Power to Threaten War”, Forthcoming in Yale Law Journal, vol. 123 (2014), 2013, PDF
A more productive agenda (and by no means a mutually exclusive one) would¶ focus on strengthening Congress’s role in the shaping of U.S. grand strategy more¶ broadly – that rather than devoting its institutional energy to reasserting it control over¶ decisions to engage the enemy with military force in particular circumstances, it would¶ work to engage the executive branch more seriously and continually on the general policy¶ circumstances under which force might be contemplated. This would mean Congress¶ doing something it is not disposed toward, which is using its other powers – such as¶ hearings, control of funds, statutory delegations of bounded policy discretion – to engage¶ the executive branch on strategic questions in advance of or at the earliest stages of crises¶ about the way force may be wielded. Proposals to restructure congressional national¶ security committees – such as creating more consolidated, joint House-Senate national¶ security committee, to give them more leverage, expertise, and oversight responsibility¶ that ties together the elements of U.S. power213 – should be viewed not simply as a means¶ for consulting with the Executive once large-scale military intervention is imminent, but¶ for consulting on the matching of foreign policy means and ends well in advance of¶ crises.¶ Despite the intense emphasis on it in discussions of American strategy,¶ knowledge of how states acquire, maintain, or lose credibility to use force remains¶ severely limited.214 A research agenda for constitutional scholars and political scientists¶ alike would more thoroughly explore links between different internal legal arrangements¶ within democracies to different strategies for using military power. From a comparative¶ perspective, the different roles played in the international security system by the United¶ States and its allies in Western Europe, for example, might help explain why the United¶ States government places so much power over force decisions in the executive while its¶ democratic allies have generally moved toward greater parliamentary control.215 Then¶ looking internally, one question for future study of interest to both political scientists and¶ legal scholars is whether Congress is as institutionally suited or inclined as the executive¶ branch to consider the credibility effects of threatened or actual military actions in one¶ case on other or future cases – that is, to take account of and give substantial weight to¶ the signals it sends to other international actors with grants or denials of authorization to¶ use force.216 A related question critical to considering possible legal reform is whether¶ Congress’s inclinations in that regard would shift were it to assume a more significant¶ and sustained formal role in decision-making about war and force – that is, whether any¶ such congressional policy biases are structurally inherent or a function of reigning legal¶ doctrine.¶ Finally, this analysis could be extended further by disaggregating types of¶ threatened force. This Article groups together many types of threatened force – to deter¶ aggression, to compel compliance with U.S. demands, to reassure allies, etc. – in making¶ a set of general points about constitutional power allocations and strategy. Further¶ inquiry could examine how domestic legal constraints on force enhance or inhibit¶ particular categories of threats, for example whether the credibility effects of legal¶ processes vary with different types of audiences (adversaries versus allies, or closed¶ political systems versus other democracies), or whether some particular strategies – such¶ as extending U.S. security guarantees to allies against contemporary threats – require¶ more or less presidential legal flexibility to be effective.217¶ Conclusion
B) Constraints improve decision-making---solve terror and Iran
Deborah N. Pearlstein 9, lecturer in public and international affairs, Woodrow Wilson School of Public & International Affairs, July 2009, "Form and Function in the National Security Constitution," Connecticut Law Review, 41 Conn. L. Rev. 1549, lexis nexis
It is in part for such reasons that studies of organizational performance in crisis management have regularly found that "planning and effective [*1604] response are causally connected." n196 Clear, well-understood rules, formalized training and planning can function to match cultural and individual instincts that emerge in a crisis with commitments that flow from standard operating procedures and professional norms. n197 Indeed, "the less an organization has to change its pre-disaster functions and roles to perform in a disaster, the more effective is its disaster [sic] response." n198 In this sense, a decisionmaker with absolute flexibility in an emergency-unconstrained by protocols or plans-may be systematically more prone to error than a decision-maker who is in some way compelled to follow procedures and guidelines, which have incorporated professional expertise, and which are set as effective constraints in advance.¶ Examples of excessive flexibility producing adverse consequences are ample. Following Hurricane Katrina, one of the most important lessons independent analysis drew from the government response was the extent to which the disaster was made worse as a result of the lack of experience and knowledge of crisis procedures among key officials, the absence of expert advisors replacing those rules with more than the most general guidance about custodial intelligence collection available to key officials (including the President), and the failure to follow existing response plans or to draw from lessons learned from simulations conducted before the fact. n199 Among the many consequences, [*1605] basic items like food, water, and medicines were in such short supply that local law enforcement (instead of focusing on security issues) were occupied, in part, with breaking into businesses and taking what residents needed. n200¶ Or consider the widespread abuse of prisoners at U.S. detention facilities such as Abu Ghraib. Whatever the theoretical merits of applying coercive interrogation in a carefully selected way against key intelligence targets, n201 the systemic torture and abuse of scores of detainees was an outcome no one purported to seek. There is substantial agreement among security analysts of both parties that the prisoner abuse scandals have produced predominantly negative consequences for U.S. national security. n202 While there remain important questions about the extent to which some of the abuses at Abu Ghraib were the result of civilian or senior military command actions or omissions, one of the too often overlooked findings of the government investigations of the incidents is the unanimous agreement that the abuse was (at least in part) the result of structural organization failures n203 -failures that one might expect to [*1606] produce errors either to the benefit or detriment of security.¶ In particular, military investigators looking at the causes of Abu Ghraib cited vague guidance, as well as inadequate training and planning for detention and interrogation operations, as key factors leading to the abuse. Remarkably, "pre-war planning [did] not include[] planning for detainee operations" in Iraq. n204 Moreover, investigators cited failures at the policy level- decisions to lift existing detention and interrogation strictures without n205 As one Army General later investigating the abuses noted: "By October 2003, interrogation policy in Iraq had changed three times in less than thirty days and it became very confusing as to what techniques could be employed and at what level non-doctrinal approaches had to be approved." n206 It was thus unsurprising that detention and interrogation operations were assigned to troops with grossly inadequate training in any rules that were still recognized. n207 The uncertain effect of broad, general guidance, coupled [*1607] with the competing imperatives of guidelines that differed among theaters of operation, agencies, and military units, caused serious confusion among troops and led to decisionmaking that it is overly kind to call arbitrary. n208¶ Would the new functionalists disagree with the importance of government planning for detention operations in an emergency surrounding a terrorist nuclear attack? Not necessarily. Can an organization anticipate and plan for everything? Certainly not. But such findings should at least call into question the inclination to simply maximize flexibility and discretion in an emergency, without, for example, structural incentives that might ensure the engagement of professional expertise. n209 Particularly if one embraces the view that the most potentially damaging terrorist threats are nuclear and biological terrorism, involving highly technical information about weapons acquisition and deployment, a security policy structure based on nothing more than general popular mandate and political instincts is unlikely to suffice; a structure that systematically excludes knowledge of and training in emergency response will almost certainly result in mismanagement. n210 In this light, a general take on role effectiveness might suggest favoring a structure in which the engagement of relevant expertise in crisis management is required, leaders have incentives to anticipate and plan in advance for trade-offs, and [*1608] organizations are able to train subordinates to ensure that plans are adhered to in emergencies. Such structural constraints could help increase the likelihood that something more than arbitrary attention has been paid before transcendent priorities are overridden.
Only codification prevents Court evisceration of War Powers
Benjamin Wittes 8, Senior Fellow in Governance Studies at the Brookings Institution, co-founder and editor-in-chief of the Lawfare blog, member of the Hoover Institution’s Task Force on National Security Law, Law and the Long War: The Future of Justice in the Age of Terror, google books
What the Supreme Court has done is carve itself a seat at the table. It has intimated, without ever deciding, that a constitutional basis for its actions exists—in addition to the statutory bases on which it decided the cases—meaning that its authority over overseas detentions may be an inherent feature of judicial power, not a policy question on which the legislature and executive can work their will. Whether the votes exist on the court to go this extra step we will find out soon enough. But the specter of a vastly different judicial posture in this area now haunts the executive branch—one in which the justices assert an inherent authority to review executive detention and interrogation practices, divine rights to apply with that jurisdiction based on due process and vaguely worded international humanitarian law principles not clearly implemented in U.S. law, and allow their own power to follow the military’s anywhere in the world. Such a posture would constitute an earthquake in the relationships among all three branches of government, and the doctrinal seeds for it have all been planted. Whether they ultimately take root depends on factors extrinsic to the war on terror—particularly the future composition of a Supreme Court now closely divided on these questions. It will also pivot on the manner in which the political branches posture the legal foundations of the war in the future. Building a strong legislative architecture now may be the only way to avert a major expansion of judicial power over foreign policy and warfare.
Plan preserves flexibility and operational capacity
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
Conversely, some object to the use of courts or court-like review as stymying executive power in wartime, and interfering with the President's Article II powers. n183 According to this view, it is dangerous - and potentially unconstitutional - to require the President's wartime targeting decisions to be subject to additional reviews. These concerns, however, can be dealt with through emergency authorization mechanisms, the possibility of a presidential override, and design details that protect against ex ante review of operational decisionmaking. The adoption of an Article II review board, rather than an Article III-FISC model, further addresses some of the constitutional concerns.¶ Some also have warned that there may be no "case or controversy" for an Article III, FISC-like court to review, further suggesting a preference for an Article II review board. n184 That said, similar concerns have been raised with respect to FISA and rejected. n185 Drawing heavily on an analogy to courts' roles in issuing ordinary warrants, the Justice Department's Office of Legal Counsel concluded at the time of enactment that a case and controversy existed, even though the FISA applications are made ex parte. n186 [*1224] Here, the judges would be issuing a warrant to kill rather than surveil. While this is significant, it should not fundamentally alter the legal analysis. n187 As the Supreme Court has ruled, killing is a type of seizure. n188 The judges would be issuing a warrant for the most extreme type of seizure. n189¶ It is also important to emphasize that a reviewing court or review board would not be "selecting" targets, but determining whether the targets chosen by executive branch officials met substantive requirements - much as courts do all the time when applying the law to the facts. Press accounts indicate that the United States maintains lists of persons subject to capture or kill operations - lists created in advance of specific targeting operations and reportedly subject to significant internal deliberation, including by the President himself. n190 A court or review board could be incorporated into the existing ex ante decisionmaking process in a manner that would avoid interference with the conduct of specific operations - reviewing the target lists but leaving the operational details to the operators. As suggested above, emergency approval mechanisms could and should be available to deal with exceptional cases where ex ante approval is not possible. n191
AT: Iran Aggression
No Iran aggression
Kaye 10—Senior political scientist, RAND. CFR member and former prof at George Wash. PhD in pol sci from UC Berkeley—AND—Nora Bensahel—adjunct prof of IR at Georgetown. PhD in pol sci from Stanford—AND—Jerrold D. Green—research professor, USC. PhD in pol sci from U Chicago—AND—Frederic Wehrey—Senior analyst at RAND. Former Georgetown prof. D.Phil. candidate in IR, Oxford. Master’s in near Eastern studies, Princeton (Dalia Dassa, Dangerous But Not Omnipotent, Report by RAND for the Airforce and DOD, http://www.rand.org/content/dam/rand/pubs/monographs/2009/RAND_MG781.pdf)
To accurately gauge the strategic challenges from Iran over a ten- to fifteen-year horizon, this study sought to assess the motivations of the Islamic Republic, not just its capabilities. This approach, although difficult given the complexities of the Iranian system, is critical in identifying potential sources of caution and pragmatism in Iran’s policy formulation. Our exploration of Iranian strategic thinking revealed that ideology and bravado frequently mask a preference for opportunism and realpolitik—the qualities that define “normal” state behavior. Similarly, when we canvassed Iran’s power projection options, we identified not only the extent of the threats posed by each but also their limitations and liabilities. In each case, we found significant barriers and buffers to Iran’s strategic reach rooted in both the regional geopolitics it is trying to influence and in its limited conventional military capacity, diplomatic isolation, and past strategic missteps. Similarly, tensions between the regime and Iranian society—segments of which have grown disenchanted with the Republic’s revolutionary ideals—can also act as a constraint on Iranian external behavior. ¶ This leads to our conclusion that analogies to the Cold War are mistaken: The Islamic Republic does not seek territorial aggrandizement or even, despite its rhetoric, the forcible imposition of its revolutionary ideology onto neighboring states. Instead, it feeds off existing grievances with the status quo, particularly in the Arab world. Traditional containment options may actually create further opportunities for Tehran to exploit, thereby amplifying the very influence the United States is trying to mitigate. A more useful strategy, therefore, is one that exploits existing checks on Iran’s power and influence. These include the gap between its aspiration for asymmetric warfare capabilities and the reality of its rather limited conventional forces, disagreements between Iran and its militant “proxies,” and the potential for sharp criticism from Arab public opinion, which it has long sought to exploit. In addition, we recommend a new U.S. approach to Iran that integrates elements of engagement and containment while de-escalating unilateral U.S. pressure on Tehran and applying increased multilateral pressure against its nuclear ambitions. The analyses that informed these conclusions also yielded the following insights for U.S. planners and strategists concerning Iran’s strategic culture, conventional military, ties to Islamist groups, and ability to influence Arab public opinion.

2AC Spatial/LOAC CP
Blank is aff evidence – we don’t solely limit to a geographic approach
Laurie Blank 10, Director, International Humanitarian Law Clinic, Emory Law School, 1 DEFINING THE BATTLEFIELD IN CONTEMPORARY CONFLICT AND COUNTERTERRORISM: UNDERSTANDING THE PARAMETERS OF THE ZONE OF COMBAT, papers.ssrn.com/sol3/papers.cfm?abstract_id=1677965‎
The ramifications of including areas within the zone of combat, such as the accompanying authority to use lethal force as a first resort, raise a variety of policy considerations. The two primary considerations weigh directly against each other and perhaps, as a result, lend credence to the need for a middle ground in defining the zone of combat. First, some argue that creating geographic limits to the battlefield has the problematic effect of granting terrorists a safe haven. For example, a member of al Qaeda can be a legitimate target as a result of continuous participation in hostilities, thus losing any immunity from attack he might have had by dint of being a civilian. [FN105] If the zone of combat is limited geographically to certain areas, then this member of al Qaeda can avoid being targeted--and thus regain civilian immunity, in essence--simply by crossing an international border even while remaining active in a terrorist organization engaged in a conflict with the U.S. [FN106] Geographic limits designed to curtail the use of governmental military force thus effectively grant terrorists a safe haven and extend the conflict by enabling them to regroup and continue their attacks.
Alternatively, others argue that the lack of geographic limitations on the zone of combat has grave consequences, both locally and globally. In particular, “[t]he implications of allowing the use of armed force to capture or kill enemies outside a country's own territory, and outside a theater of traditional armed conflict, may include spiraling violence, the erosion of territorial sovereignty, and a weakening of international cooperation.” [FN107] Use of military force to target a person inside the territory of another state without its consent inherently violates that state's sovereignty. A conception of the battlefield enabling regular incursions into another state's territory will, over time, have the effect of weakening the importance of state sovereignty as a defining part of the international legal order. It also increases the likelihood of violence on a more regular and more widespread basis, as more and more locations fall within the arena of military operations.
Application of Law of Armed Conflict fails – impossible to determine where to apply it and only statutory solves 
Brooks 13 – Prof of Law @ Georgetown University Law Center
Rosa Brooks, Professor of Law, Georgetown University Law Center, Bernard L. Schwartz Senior Fellow, New America Foundation, 4/23/13, The Constitutional and Counterterrorism Implications of Targeted Killing, http://www.judiciary.senate.gov/pdf/04-23-13BrooksTestimony.pdf
I have also suggested that we face a problem that is deeper still: we are attempting to apply old law to novel situations. As I noted earlier, the law of war evolved in response to traditional armed conflicts, and cannot be easily applied to relations between states and geographically diffuse non - state terrorist organizations. When we try to apply the law of war to modern terrorist threats, we encounter numerous translation problems. Most disturbingly, it becomes nearly impossible to make a principled decision about when the law of war is applicable in the first place, and when it is not. As I noted earlier, l aw is almost always out of date: legal rules are made based on the conditions and technologies existing at the time, and as societies and technologies change, law increasingly becomes an exercise in jamming square pegs into round holes. Up to a point, this works, but eventually, that process begins to do damage to existing law: it gets stretched out of shape, or broken. At that point, we need to update our laws and practices before too much damage is done.
Current LOAC inadequate to solve---triggers global war
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
The conflict has exposed the gaps in the legal framework governing the conduct of armed conflict. Neither the laws of international armed conflict - governing conflicts that arise when one state is fighting another state - nor the laws of noninternational armed conflict - governing conflicts that have historically been deemed to take place within a single state's territory - provide an appropriate framework for dealing with a conflict involving a non-state actor with global reach. Critically, they do not answer fundamental questions regarding the scope of the conflict, and the belligerent state's corresponding authority (or lack thereof) to bypass ordinary law  [*1176]  enforcement rules and detain without charge or engage in planned, targeted killings.
The United States has responded to this gap in the law by drawing from standards developed in the context of international armed conflicts - standards that yield a broad, geographically unlimited definition of who qualifies as a member of the enemy force that can be detained or targeted. This has generated a legitimate concern about what Professor Rosa Ehrenreich Brooks has coined "war everywhere," n22 and sparked a vociferous and polarized debate as to the existence of geographic limits on the scope of the conflict. n23
DA
2AC – Haphazard Restrictions Inevitable
Restrictions inevitable---only a question of whether they are deliberate or haphazard
Benjamin Wittes 9, senior fellow and research director in public law at the Brookings Institution, is the author of Law and the Long War: The Future of Justice in the Age of Terror and is also a member of the Hoover Institution's Task Force on National Security and Law, “Legislating the War on Terror: An Agenda for Reform”, November 3, Book, p. 17
A new administration now confronts the same hard problems that plagued its ideologically opposite predecessor, and its very efforts to turn the page on the past make acute the problems of institutionalization. For while the new administration can promise to close the detention facility at Guantanamo Bay and can talk about its desire to prosecute suspects criminally, for example, it cannot so easily forswear noncriminal detention. While it can eschew the term "global war on terror," it cannot forswear those uses of force—Predator strikes, for example—that law enforcement powers would never countenance. Nor is it hastening to give back the surveillance powers that Congress finally gave the Bush administration. In other words, its very efforts to avoid the Bush administrations vocabulary have only emphasized the conflicts hybrid nature—indeed- emphasized that the United States is building something new here, not merely applying something old.¶ That point should not provoke controversy. The evidence that the United States is fumbling toward the creation of hybrid institutions to handle terrorism cases is everywhere around us. U.S. law, for example, now contemplates extensive- probing judicial review of detentions under the laws of war—a naked marriage of criminal justice and wartime traditions. It also contemplates warrantless wiretapping with judicial oversight of surveillance targeting procedures—thereby mingling the traditional judicial role in reviewing domestic surveillance with the vacuum cleaner-type acquisition of intelligence typical of overseas intelligence gathering. Slowly but surely, through an unpredictable combination of litigation, legislation, and evolutionary developments within executive branch policy, the nation is creating novel institutional arrangements to authorize and regulate the war on terror. The real question is not whether institutionalization will take place but whether it will take place deliberately or haphazardly, whether the United States will create through legislation the institutions with which it wishes to govern itself or whether it will allow an endless sequence of common law adjudications to shape them.¶ The authors of the chapters in this book disagree about a great many things. They span a considerable swath of the U.S. political spectrum, and they would no doubt object to some of one another's policy prescriptions. Indeed, some of the proposals are arguably inconsistent with one another, and it will be the very rare reader who reads this entire volume and wishes to see all of its ideas implemented in legislation. What binds these authors together is not the programmatic aspects of their policy prescriptions but the belief in the value of legislative action to help shape the contours of the continuing U.S. confrontation with terrorism. That is, the authors all believe that Congress has a significant role to play in the process of institutionalization—and they have all attempted to describe that role with reference to one of the policy areas over which Americans have sparred these past several years and will likely continue sparring over the next several years.
AT: Preventative War
Declaration options solve for zone expansion when needed but also prevent collapse of barriers to use
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
Linking the zone of active hostilities primarily to the duration and intensity of the fighting and to states' own proclamations suffers, however, from an inherent circularity. A state can itself create a zone of active hostilities by ratcheting up violence or issuing a declaration of intent, thereby making previously unlawful actions lawful. n134¶ It is impossible to fully address this concern. The problem can, however, be significantly reduced by insisting on strict compliance with the law-of-war principles of distinction and proportionality and by vigorously punishing states for acts of aggression. n135 There will, of course, be disagreement as to whether a state's escalation of a certain conflict constitutes aggression, particularly given underlying disagreements about who qualifies as a lawful target. The zone approach is helpful in this regard as well: it narrows the range of disagreement by demanding heightened substantive standards as to who qualifies as a legitimate target outside the zones of active hostilities. Under the zone approach, the escalation of force must be aimed at a narrower set of possible military targets until the increased use of force is sufficiently intense and pervasive enough to create a new zone of active hostilities.
AT: War Taboo
Now is key to shape international norms on all forms of violence and only the US can lead---lack of clear rules undermines deterrence norms for use of WMD
James Whibley 13, received a M.A. in International Relations from Victoria University of Wellington, New Zealand, February 6th, 2013 "The Proliferation of Drone Warfare: The Weakening of Norms and International Precedent," Georgetown Journal of International Affairs,journal.georgetown.edu/2013/02/06/the-proliferation-of-drone-warfare-the-weakening-of-norms-and-international-precedent-by-james-whibley/
While drone advocates such as Max Boot argue that other countries are unlikely to follow any precedents about drone use established by America, power has an undeniable effect in establishing which norms are respected or enforced. America used its power in the international system after World War 2 to embed norms about human rights and liberal political organization, not only in allies, but in former adversaries and the international system as a whole. Likewise, the literature on rule-oriented constructivism presents a powerful case that norms have set precedents on the appropriate war-fighting and deterrence policies when using weapons of mass destruction and the practices of colonialism and human intervention. Therefore, drones advocates must consider the possible unintended consequences of lending legitimacy to the unrestricted use of drones. However, with the Obama administration only now beginning to formulate rules about using drones and seemingly uninterested in restraining its current practices, the US may miss an opportunity to entrench international norms about drone operations.¶ If countries begin to follow the precedent set by the US, there is also the risk of weakening pre-existing international norms about the use of violence. In the summer 2000 issue of International Security, Ward Thomas warned that, while the long-standing norm against assassination has always been less applicable to terrorist groups, the targeting of terrorists is, “likely to undermine the norm as a whole and erode the barriers to the use of assassination in other circumstances.” Such an occurrence would represent a deleterious unintended consequence to an already inhumane international system, justifying greater scrutiny of the drone program.¶ Realism cautions scholars not to expect ethical behaviour in international politics. Yet, the widespread use of drones by recent administrations with little accountability and the lack of any normative framework about their deployment on the battlefield could come to be seen as a serious strategic error and moral failing. If the Obama administration was nervous about leaving an amorphous drone policy to a possible Romney Presidency, then surely China or Russia possessing such a program would be terrifying.
AT: Geography Bad/LOAC Good
Unconstrained geographic war destroys LOAC – only the plan solves
Sasha Radin 13, Visiting Research Scholar at the Naval War College, Newport Rhode Island; PhD candidate, Asia Pacific Centre for Military Law, University of Melbourne Law School, Global Armed Conflict? The Threshold of Extraterritorial Non-International Armed Conflicts, www.usnwc.edu/getattachment/311c6f17-ee69-4870-a00d-b7d845e4387c/Global-Armed-Conflict--The-Threshold-of-Extraterri.aspx	
State sovereignty was another impetus for creating the requirement that the hostilities reach a certain level of intensity before LOAC could apply. States wanted to limit the involvement of outside States in their domestic affairs. This objective must, therefore, be seen in light of the fact that the types of conflicts envisioned were mainly internal armed conflicts. In an extraterritorial NIAC context, the reluctance of the State party to the conflict to be subject to interference from other States in its internal affairs largely disappears.150 Neither internal disturbances nor the conflict itself takes place in their own territory.
Does it matter in terms of what LOAC requires for its application that it is the State not party to the conflict whose territorial integrity is infringed? In other words, could this geographic shift in where the hostilities occur affect one of the original underlying reasons for the existence of the threshold? In contrast to the previous two points (whether the violence undertaken by various armed groups may be conglomerated and whether the distribution of violence over space means that it does not reach the sufficient level of intensity), this point questions whether the level of intensity customarily required for internal armed conflicts is the same for extraterritorial conflicts.
It may be argued that the territorial State (i.e., the State in which an extraterritorial NIAC physically takes place) has an interest in trying to prevent incursions into its sovereignty, even though it may not be a party to that NIAC. An incursion by an outside State in order to fight an armed group would likely have implications for the “uninvolved” territorial State. For instance, such an action could be an indication that the territorial State is not able to maintain its own security—an image that States usually take pains to avoid. Or, the territorial State may be concerned that the outside State might gain control or influence within their State.
The implications this shift might have on establishing the threshold of an extraterritorial armed conflict are not clear. At the very least, the reassignment of which State’s sovereignty is affected indicates that issues arising from the shifted location of the conflict warrant further examination. Therefore, even if one accepts the premise that NIACs may exist extraterritorially, the fact that the law was designed for a different context presents challenges in determining the existence of an armed conflict.
VI. GEOGRAPHIC BOUNDARIES OF EXISTING ARMED CONFLICTS
The removal of territorial boundaries from a system based on these physical limits raises the related question of where LOAC may be applied once the law of armed conflict has been triggered. Limited discussion has arisen previously on this issue in the context of purely internal conflicts. However, the main controversy surfaces today specifically with regard to individuals affiliated with an organized armed group located in a second State (“outside of an active battlefield”151). The unease of some commentators that the world could become a battlefield reappears here.
Because NIAC law was designed for internal application, its extraterritorial parameters are not clear. Two main options have been discussed for how to deal with this challenge. One proposes that the geographic application of LOAC is limited to the area of hostilities. The other maintains that once an armed conflict exists the law may extend beyond the immediate zone of hostilities. This latter approach has been interpreted by some to suggest that the law applies to the parties to the conflict wherever they may be located.
The first proposal, suggesting that LOAC would not apply at a distance from wherever the hostilities were taking place,152 may seem logical on its face, but lacks a legal basis. Jurisprudence from the ICTY dealing with the geographic scope of Common Article 3 within a State contradicts this interpretation, providing that “international humanitarian law continues to apply . . . in the case of internal conflicts . . . [to] the whole territory under the control of a party, whether or not actual combat takes place there.”153 The ICTY case law has generally been interpreted by other bodies to mean that Common Article 3 applies to the entire country in which a conflict is taking place, regardless of where hostilities occur.154 This language has been repeatedly upheld by subsequent ICTY and ICTR judgments.155 In the absence of explicit treaty law or customary international law, this jurisprudence could be said to have relevance when it comes to interpreting the geographic contours of internal conflicts.
Resort to the object and purpose of the law also supports application of the law beyond areas of hostilities. One of the law’s fundamental purposes is to ensure protection of individuals once in the hands of the enemy. To interpret the law as only applying to areas of combat would reduce the protection afforded to some of the most vulnerable, who may be located at a distance from active hostilities.
Finally, the text of AP II can be turned to for some guidance, even though the types of conflicts under discussion here are those with a lower threshold. AP II explicitly provides that it applies to “to all persons affected by an armed conflict.”156 This indicates that although AP II limits its applicability to the State in which the conflict is taking place,157 its application is not restricted to areas of active hostilities.158
The second approach considers that once an armed conflict exists LOAC applies beyond the area of active hostilities.159 It is argued that this is the more defensible position of the two. Although this view does not find an explicit basis in treaty law, it is difficult to find justification within the existing law for restricting the application of LOAC to a certain region once an armed conflict exists. In addition, the ICTY and ICTR case law just noted could be said to indirectly support this position in that it interprets the application of the law as extending beyond the combat zones. However, too much reliance on this jurisprudence is misguided as it still depends on State boundaries. For example, if one accepts that the armed conflict in Afghanistan has spilled over into Pakistan, does Common Article 3 then apply throughout the country of Pakistan?
The view that LOAC applies beyond the area of active hostilities leads to the question of whether anything restricts the geographic application of LOAC. One approach is to interpret the ICTY case law as literally referring to the areas where the parties to the conflict have control.160 Under such a view, NIAC law would only apply to the territory under control of the Pakistani Taliban (and other armed groups) in the North-West Frontier Province. This construction, however, presents hurdles.161 First, what is meant by control?162 Second, if it is territorial control that is envisioned, the majority of commentators and jurisprudence view the control of territory by an armed group as an indicator for the applicability of Common Article 3, rather than an obligation.163 It would not make sense to require territorial control by an armed group in order to determine the reach of an armed conflict within a country, but not to require territorial control for the existence of an armed conflict.164 Third, taken to its extreme this interpretation illogically suggests that if neither party controls territory, then LOAC does not apply,165 leading to the possibility that LOAC would not apply precisely where the battle rages.
The U.S. government position that LOAC is not geographically constrained with regard to individual members of a party to a conflict166 has engendered criticism.167 However, it is a defensible stance if one has already accepted that the territorial boundaries of States do not limit LOAC’s application. The bigger issue seems to be that the law was not designed for extraterritorial application. As such, should the view that territorial boundaries are not relevant to LOAC’s application gain force, it may be that the law will develop in a clearer and more nuanced manner.168 Notwithstanding the lack of clarity with regard to this issue, significant restrictions on the use of force against an individual located at a distance from hostilities in a second country already exist. Perhaps most importantly, the question only arises in the first place if an armed conflict exists between the State using force and the armed group against which the force is directed (which includes establishing that the group to which the individual belongs is an identifiable party). Second, and crucially, the separate question then arises of whether an individual is targetable (either by virtue of the membership approach or because s/he is directly participating in hostilities).169 This includes determining that the individual in question has a sufficient nexus to the ongoing armed conflict.170
Should those conditions be fulfilled, then the constraints within LOAC still apply (such as all of the rules pertaining to the principles of distinction and proportionality), as would the country’s domestic law and human rights law to the degree that it interacts with LOAC. It is likely that if the occurrence were far from active hostilities the latter two bodies of law would play a greater role. Issues of State sovereignty could, and often do, present one of the greatest limitations on action. Therefore, it is not the case that force may be used anywhere in the world at any time against parties to the conflict once an armed conflict exists.
VII. CONCLUSION
In conclusion, the general trend today is that some extraterritorial conflicts may qualify as NIACs, despite the fact that they are not geographically confined to a single State. This interpretation recognizes that to artificially restrict the law in a way that does not reflect either the realities on the ground or the purpose of the law itself is counterproductive. However, because the existing law was not designed for extraterritorial conflicts, challenges arise in its application.
The issue of links between armed groups in NIACs is an area where the law may need reinterpretation or development. Analogies with other areas of the law do not lead to more clarity. The tenuous suggestion that in order to fulfill the intensity requirement not only should the affiliated armed group be organized and part of an identifiable party, but also that the group’s actions and goals should constitute a threat to the opposing party carries with it practical problems. Specifically, it could be difficult to ascertain both the threat and which members of an armed group are actually participating in actions that are part of the global conflict, as opposed to part of a separate internal conflict.
Determining whether amassing violence that is diffused over distances may fulfill the intensity requirement is another example of how the geographic extension of the law’s application may present difficulties. It has been argued here that taking into account the underlying purpose of the law, the violence must reach a certain level of intensity within a geographic region for an armed conflict to exist. When the violence is spread out geographically, such that in an individual country the law enforcement regimes may function, it is difficult to view the intensity requirement as being met. However, as with links, this issue is far from resolved.
The third principal challenge resulting from the extraterritorial application of NIAC law is that a reassignment of sovereignty occurs. It is unclear if this shift might impact on how States perceive the threshold of the existence of an armed conflict.
Once the existence of an armed conflict has been established, a separate issue arises as to the geographic boundaries of that conflict. This impacts the controversial question of when an individual may be targeted or detained if located in another country away from the main battlefield. Here too, because the law was originally intended to apply within State boundaries, very little guidance exists. It is argued that as the law currently stands, once an armed conflict exists LOAC applies to the parties to the conflict wherever they may be located, but that other restraints within LOAC and jus ad bellum limit its application. In particular, the question of whether an armed conflict exists in the first place is not self-evident. The debate on who can be targeted and when applies both to internal NIACs and extraterritorial NIACs. It may be that additional stipulations will be considered necessary as the law develops given the lack of State boundaries and the distance from an active battlefield. However, currently the law does not require this. Finally, the restrictions found in jus ad bellum curtail action that may be taken.
Therefore, to erase territorial boundaries from the equation entirely when establishing the existence of an armed conflict raises challenges to the structure of the law and some of its underlying purposes. Certain obstacles may prompt clarification in the law; others may remain as limitations on the law’s application. As a consequence, it is not clear where the bar for the application of Common Article 3, and thus LOAC, lies, particularly when applied to conflicts that spread across multiple countries. Some States want to ensure that they have sufficient flexibility to deal with these circumstances. Other States (as well as organizations and commentators) are concerned that the law may be interpreted too permissively and ultimately be abused. A balance must be found in the solution to these issues.
AT: Circumvention
Obama won’t circumvent
Barnes 12 – Law Clerk at United States District Court for the District of Massachusetts
J.D., Boston University School of Law, “Reauthorizing the ‘War on Terror’: The Legal and Policy Implications of the AUMF’s Coming Obsolescence,” Military Law Review, Vol 211, Lexis
The AUMF's inevitable expiration, brought about by the increasingly tenuous link between current U.S. military and covert [*87] operations and those who perpetrated the September 11 attacks, leaves few good options for the Obama Administration. Unless Congress soon reauthorizes military force in the struggle against international terrorists, the administration will face difficult policy decisions. Congress, however, shows no signs of recognizing the AUMF's limited lifespan or a willingness to meaningfully re-write the statute. In light of this reticence, one choice would be for the Obama Administration to acknowledge the AUMF's limited scope and, on that basis, forego detention operations and targeted killings against non-Al Qaeda-related terrorists. For both strategic and political reasons, this is extremely unlikely, especially with a president in office who has already shown a willingness to defy legal criticism and aggressively target terrorists around the globe. n120 Another option would be for the Executive Branch to acknowledge the absence of legal authority, but continue targeted killings nonetheless. For obvious reasons, this option is problematic and unlikely to occur.
2AC Immigration DA
Won’t pass---GOP and Obama won’t spend PC
Zeke J. Miller 10/24, TIME, "Obama's New Immigration Pivot Isn't About Immigration", 2013, swampland.time.com/2013/10/24/obamas-new-immigration-pivot-isnt-about-immigration/
But privately, administration officials and congressional Democrats admit that they are unlikely to get immigration reform through Congress any time soon. Minutes after Obama spoke, Brendan Buck, a spokesman for Speaker John Boehner released a statement rejecting Obama’s calls for a comprehensive plan. “The House will not consider any massive, Obamacare-style legislation that no one understands,” Buck wrote. “Instead, the House is committed to a common sense, step-by-step approach that gives Americans confidence that reform is done the right way.”¶ Obama has long approached the issue of immigration cautiously, preferring to let congressional Democrats shoulder the burden of trying to push legislation through Congress—a fact that didn’t go unnoticed by activists. Obama has deported illegal immigrants at a faster rate than any other president, quickly approaching 2 million deportations in five years in office. That careful path shifted in 2012 when Obama signed an executive order deferring action for young illegal immigrants, known by advocates as “DREAMers” for the stymied legislation that would grant them a path to citizenship. The poll-tested election-year action helped Obama capture over 70 percent of the national Hispanic vote last November, and quickly after the election Obama made immigration reform a top priority.¶ Earlier this year the conditions were ripe for a compromise. Moderate Republicans, sensing that their party was rushing toward a demographic time bomb, were ready to compromise. Now the situation is entirely different. Some Republican proponents, like Sen. Marco Rubio, have gone quiet. The shutdown and debt limit battle has only emboldened the party’s conservative wing, who are less likely than ever before to embrace a part of the president’s agenda.
PC not key to immigration
Russell Berman 10/25/2013, “GOP comfortable ignoring Obama pleas for vote on immigration bill,” Hill, http://thehill.com/homenews/house/330527-gop-comfortable-ignoring-obama-pleas-to-move-to-immigration-reform
For President Obama and advocates hoping for a House vote on immigration reform this year, the reality is simple: Fat chance. [Video] Since the shutdown, Obama has repeatedly sought to turn the nation’s focus to immigration reform and pressure Republicans to take up the Senate’s bill, or something similar. But there are no signs that Republicans are feeling any pressure. Speaker John Boehner (R-Ohio) has repeatedly ruled out taking up the comprehensive Senate bill, and senior Republicans say it is unlikely that the party, bruised from its internal battle over the government shutdown, would pivot quickly to an issue that has long rankled conservatives. Rep. Tom Cole (R-Okla.), a leadership ally, told reporters Wednesday there is virtually no chance the party would take up immigration reform before the next round of budget and debt-ceiling fights are settled. While that could happen by December if a budget conference committee strikes an agreement, that fight is more likely to drag on well into 2014: The next deadline for lifting the debt ceiling, for example, is not until Feb. 7. “I don’t even think we’ll get to that point until we get these other problems solved,” Cole said. He said it was unrealistic to expect the House to be able to tackle what he called the “divisive and difficult issue” of immigration when it can barely handle the most basic task of keeping the government’s lights on. “We’re not sure we can chew gum, let alone walk and chew gum, so let’s just chew gum for a while,” Cole said. In a colloquy on the House floor, Minority Whip Steny Hoyer (D-Md.) asked Majority Leader Eric Cantor (R-Va.) to outline the GOP's agenda between now and the end of 2013. Cantor rattled off a handful of issues — finishing a farm bill, energy legislation, more efforts to go after ObamaCare — but immigration reform was notably absent. When Hoyer asked Cantor directly on the House floor for an update on immigration efforts, the majority leader was similarly vague. “There are plenty of bipartisan efforts underway and in discussion between members on both sides of the aisle to try and address what is broken about our immigration system,” Cantor said. “The committees are still working on this issue, and I expect us to move forward this year in trying to address reform and what is broken about our system.” Immigration reform advocates in both parties have long set the end of the year as a soft deadline for enacting an overhaul because of the assumption that it would be impossible to pass such contentious legislation in an election year. Aides say party leaders have not ruled out bringing up immigration reform in the next two months, but there is no current plan to do so. The legislative calendar is also quite limited; because of holidays and recesses, the House is scheduled to be in session for just five weeks for the remainder of the year. In recent weeks, however, some advocates have held out hope that the issue would remain viable for the first few months of 2014, before the midterm congressional campaigns heat up. Democrats and immigration reform activists have long vowed to punish Republicans in 2014 if they stymie reform efforts, and the issue is expected to play prominently in districts with a significant percentage of Hispanic voters next year. With the shutdown having sent the GOP’s approval rating plummeting, Democrats have appealed to Republicans to use immigration reform as a chance to demonstrate to voters that the two parties can work together and that Congress can do more than simply careen from crisis to crisis. “Rather than create problems, let’s prove to the American people that Washington can actually solve some problems,” Obama said Thursday in his latest effort to spur the issue on. But Republicans largely dismiss that line of thinking and say the two-week shutdown damaged what little trust between the GOP and Obama there was at the outset. “There is a sincere desire to get it done, but there is also very little goodwill after the president spent the last two months refusing to work with us,” a House GOP leadership aide said. “In that way, his approach in the fiscal fights was very short-sighted: It made his achieving his real priorities much more difficult.”
Plan boosts Obama’s capital
Douglas Kriner 10, Assistant Profess of Political Science at Boston University, After the Rubicon: Congress, Presidents, and the Politics of Waging War, p. 59-60
Presidents and politicos alike have long recognized Congress's ability to reduce the political costs that the White House risks incurring by pursuing a major military initiative. While declarations of war are all but extinct in the contemporary period, Congress has repeatedly moved to authorize presidential military deployments and consequently to tie its own institutional prestige to the conduct and ultimate success of a military campaign. Such authorizing legislation, even if it fails to pass both chambers, creates a sense of shared legislative-executive responsibility for a military action's success and provides the president with considerable political support for his chosen policy course.34 Indeed, the desire for this political cover—and not for the constitutional sanction a congressional authorization affords—has historically motivated presidents to seek Congress's blessing for military endeavors. For example, both the elder and younger Bush requested legislative approval for their wars against Iraq, while assiduously maintaining that they possessed sufficient independent authority as commander in chief to order the invasions unilaterally.35 This fundamental tension is readily apparent in the elder Bush's signing statement to HJ Res 77, which authorized military action against Saddam Hussein in January of 1991. While the president expressed his gratitude for the statement of congressional support, he insisted that the resolution was not needed to authorize military action in Iraq. "As I made clear to congressional leaders at the outset, my request for congressional support did not, and my signing this resolution does not, constitute any change in the long-standing positions of the executive branch on either the President's constitutional authority to use the Armed Forces to defend vital U.S. interests or the constitutionality of the War Powers Resolution."36
No chance of a vote until next summer at best---primary season 
Scott Challeen 10-26, “Immigration Reform 2013: Why the House GOP Refuses to Vote On It,” PolicyMic, http://www.policymic.com/articles/70185/immigration-reform-2013-why-the-house-gop-refuses-to-vote-on-it
The establishment is for immigration reform. The Tea Party wing for the most part is not. The majority of those in the third group probably are, but are afraid of losing their seats via a Tea Party primary challenge. That is why immigration reform in the House will likely not happen until next summer after most of the congressional primaries, once many in the third group have secured their nominations and are set to coast to reelection. It's also worth noting that while the Senate immigration bill was passed with bipartisan support, only one in three Republican senators actually voted for it, which makes trying to get a majority of the majority in the House seem only more far-fetched.

Farm bill debate comes first – starting this week
Mary Clare Jalonick, 10-28-2013, “Congress Eyes Milk Prices,” UT San Diego, http://www.utsandiego.com/news/2013/oct/28/congress-eyes-milk-prices-politics-in-farm-talks/
The fight over renewing the nation's farm bill has centered on cuts to the $80 billion-a-year food stamp program. But there could be unintended consequences if no agreement is reached: higher milk prices. Members of the House and Senate are scheduled to begin long-awaited negotiations on the five-year, roughly $500 billion bill this week. If they don't finish it, dairy supports could expire at the end of the year and send the price of a gallon of milk skyward. There could be political ramifications, too. The House and Senate are far apart on the sensitive issue of how much money to cut from food stamps, and lawmakers are hoping to resolve that debate before election-year politics set in. Minnesota Sen. Amy Klobuchar, a Democrat who is one of the negotiators on the bill, says the legislation could also be a rare opportunity for the two chambers to show they can get along. "In the middle of the chaos of the last month comes opportunity," Klobuchar says of the farm legislation. "This will really be a test of the House of whether they are willing to work with us."
Reform fails---changes cause backlog
Murthy 9 Law Firm, “What if CIR Passes? Can USCIS Handle the Increased Workload?”, NewsBrief, 10-30, http://www.murthy.com/news/n_cirwkl.html
Any type of legalization program will face significant opposition, particularly during an economic downturn. However, given the numbers of individuals possibly eligible, even under a less expansive program, the USCIS must prepare for a potential onslaught of applications if any type of CIR passes and becomes the law. As many MurthyDotCom and MurthyBulletin readers know from personal experience, the USCIS has historically suffered from backlogs and capacity issues. Were such a measure to pass, absent substantial changes, a flood of new applications could pose a significant challenge to the processing capacity of the USCIS. USCIS Preparing to Expand Rapidly, Should Need Arise A Reuters blog quoted USCIS spokesman, Bill Wright, as saying, “The agency has been preparing for the advent of any kind of a comprehensive immigration reform, and if that means a surge of applications and operations, we have been working toward that.” USCIS Director, Alejandro Mayorkas, has stated that the goal of the USCIS is to be ready to expand rapidly to handle the increase in applications that would result from CIR. In the past, opponents have used lack of capacity and preparation as an argument against CIR and expansion of eligibility for immigration benefits. Will CIR Result in Increased or Reduced Backlogs for Others? Legal immigrants and their employers have concerns about being disadvantaged by any CIR legislation that would provide benefits to undocumented workers. However, true CIR is not limited to these provisions, and would be expected to contain provisions regarding various aspects of legal immigration. CIR certainly will be hotly debated and any proposed legislation will be modified throughout the debate process. As part of the preparations of the USCIS, and in order not to harm those who have already initiated cases under existing law, the USCIS needs to continue to work on backlogs. While significant progress has been made in many areas, and case processing times have been improved greatly, there are still case backlogs that need to be addressed.
AT: Ag Impact
No labor shortage
Philip Martin 7, professor of agricultural and resource economics at the University of California, Davis, 07, Farm Labor Shortages: How Real? What Response? http://www.cis.org/articles/2007/back907.html)
News reports and editorials suggest widespread farm labor shortages.  The Los Angeles Times described �a nationwide farm worker shortage threatening to leave fruits and vegetables rotting in fields.�1 The Wall Street Journal in a July 20, 2007, editorial claimed that �farmers nationwide are facing their most serious labor shortage in years.� The editorial asserted that �20 percent of American agricultural products were stranded at the farm gate� in 2006, including a third of North Carolina cucumbers, and predicted that crop losses in California would hit 30 percent in 2007.  The Wall Street Journal editorial continued that, since �growers can only afford to pay so much and stay competitive,� some U.S. growers are moving fruit and vegetable production abroad. The New York Times profiled a southern California vegetable grower who rented land in Mexico to produce lettuce and broccoli because, the grower asserted: �I know beyond a shadow of a doubt that if I did that [raise U.S. wages] I would raise my costs and I would not have a legal work force.�2  These reports of farm labor shortages are not accompanied by data that would buttress the anecdotes, like lower production of fruits and vegetables or a rise in farm wages as growers scrambled for the fewer workers available. There is a simple reason.  Fruit and vegetable production is rising, the average earnings of farm workers are not going up extraordinarily fast, and consumers are not feeling a pinch � the cost of fresh fruits and vegetables has averaged about $1 a day for most households over the past decade.
AT: US-India Relations
Resilient and immigration not key
Shari B. Hochberg 12, Pace University School of Law, Winter 2012, “United States-India Relations: Reconciling the H-1B Visa Hike and Framework for Cooperationon Trade and Investment,” Pace International Law Review, Vol. 24, No. 1, http://digitalcommons.pace.edu/cgi/viewcontent.cgi?article=1324&context=pilr
The United States and India share common interests, from international security to the free flow of commerce. India has joined the United States in becoming a major world power, and over the last decade, the two countries have worked together to strategize capitalizing on each other’s growth. Ties have strengthened between the nations. However, much of that relationship rests on a flawed system of immigration and inconsistent international employment standards. 
The United States and India signed the Framework, and only five months later, the United States passed legislation to increase fees on the H-1B visa, most frequently utilized by Indian businesses. Additionally, the state of Ohio made a statement in banning outsourcing within a week after the visa fee hike. The United States is sending mixed messages to India as well as to the rest of the world. 
So long as the United States Administration keeps dialogue open and assuages the fears of the Indian business sector, the fierce debate will remain calm in the short-term. In the long run, however, the United States must overhaul its current immigration law, starting with the H-1B visa program. Eventually, a multilateral trade treaty should be reached, exponentially expanding the global marketplace, while allowing member countries to protect their own domestic interests.
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1AR – AT: Authority
Authority is what the president may do not what the president can do
Ellen Taylor 96, 21 Del. J. Corp. L. 870 (1996), Hein Online	
The term authority is commonly thought of in the context of the law of agency, and the Restatement (Second) of Agency defines both power and authority.'89 Power refers to an agent's ability or capacity to produce a change in a legal relation (whether or not the principal approves of the change), and authority refers to the power given (permission granted) to the agent by the principal to affect the legal relations of the principal; the distinction is between what the agent can do and what the agent may do.
T – Subs
C/I – Substantial means a large amount
Dictionary.com 12
sub·stan·tial   [suhb-stan-shuhl]  Show IPA adjective 1. of ample or considerable amount, quantity, size, etc.: a substantial sum of money. 
T – Increase
C/I – Increase doesn’t require pre-existence
Stephen Reinhardt 5, U.S. Judge for the UNITED STATES COURT OF APPEALS FOR THE NINTH CIRCUIT, JASON RAY REYNOLDS; MATTHEW RAUSCH, Plaintiffs-Appellants, v. HARTFORD FINANCIAL SERVICES GROUP, INC.; HARTFORD FIRE INSURANCE COMPANY, Defendants-Appellees., lexis
Specifically, we must decide whether charging a higher price for initial insurance than the insured would otherwise have been charged because of information in a consumer credit report constitutes an "increase in any charge" within the meaning of FCRA. First, we examine the definitions of "increase" and "charge." Hartford Fire contends that, limited to their ordinary definitions, these words apply only when a consumer has previously been charged for insurance and that charge has thereafter been increased by the insurer. The phrase, "has previously been charged," as used by Hartford, refers not only to a rate that the consumer has previously paid for insurance but also to a rate that the consumer has previously been quoted, even if that rate was increased [**23]  before the consumer made any payment. Reynolds disagrees, asserting that, under  [*1091]  the ordinary definition of the term, an increase in a charge also occurs whenever an insurer charges a higher rate than it would otherwise have charged because of any factor--such as adverse credit information, age, or driving record 8 --regardless of whether the customer was previously charged some other rate. According to Reynolds, he was charged an increased rate because of his credit rating when he was compelled to pay a rate higher than the premium rate because he failed to obtain a high insurance score. Thus, he argues, the definitions of "increase" and "charge" encompass the insurance companies' practice. Reynolds is correct.   “Increase" means to make something greater. See, e.g., OXFORD ENGLISH DICTIONARY (2d ed. 1989) ("The action, process, or fact of becoming or making greater; augmentation, growth, enlargement, extension."); WEBSTER'S NEW WORLD DICTIONARY OF AMERICAN ENGLISH (3d college ed. 1988) (defining "increase" as "growth, enlargement, etc[.]"). "Charge" means the price demanded for goods or services. See, e.g., OXFORD ENGLISH DICTIONARY (2d ed. 1989) ("The price required or demanded for service rendered, or (less usually) for goods supplied."); WEBSTER'S NEW WORLD DICTIONARY OF AMERICAN ENGLISH (3d college ed. 1988) ("The cost or price of an article, service, etc."). Nothing in the definition of these words implies that the term "increase in any charge for" should be limited to cases in which a company raises the rate that an individual has previously been charged.
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Circumvention
Formalization prevents rollback---CP links
Daskal 13 - Fellow and Adjunct Professor, Georgetown Center on National Security and the Law
University of Penn L. Rev., THE GEOGRAPHY OF THE BATTLEFIELD: A FRAMEWORK FOR DETENTION AND TARGETING OUTSIDE THE "HOT" CONFLICT ZONE, April, 2013, 161 U. Pa. L. Rev. 1165, Lexis
The objections to such a proposal are many. In the context of proposed courts to review the targeting of U.S. citizens, for example, some have argued that such review would serve merely to institutionalize, legitimize, and expand the use of targeted drone strikes. n177 But this ignores the reality of their continued use and expansion and imagines a world in which targeted  [*1222]  killings of operational leaders of an enemy organization outside a zone of active conflict is categorically prohibited (an approach I reject n178). If states are going to use this extraordinary power (and they will), there ought to be a clear and transparent set of applicable standards and mechanisms in place to ensure thorough and careful review of targeted-killing decisions. The formalization of review procedures - along with clear, binding standards - will help to avoid ad hoc decisionmaking and will ensure consistency across administrations and time.
AT: Covert
Aff solves covert action
Magnet 87 – Fmr. Legal Counsel @ C.I.A. 
Records of the Central Intelligence Agency, 1894 – 2002, Articles from "Studies in Intelligence", 1955 – 1992, Summer 1987: 10-114-7: Presidential War Powers (A Constitutional Basis for Foreign Intelligence Operations), by Fred F. Magnet, “Presidential War Powers.” In Extracts from studies in Intelligence: A Commemoration of the Bicentennial of the U.S. Constitution.  Washington. D.C Central Intelligence Agency, 1987, http://research.archives.gov/description/7283242
The history of the great wars fought by the Greeks is filled with examples of foreign intelligence operations that were integral parts of the struggles. They range from mythology (the Trojan Horse) to historical descriptions by Herodotus of intelligence gathered for use in battles fought against Xerxes, such as Thermopylae and Marathon. 50 Hannibal, Edward III at Crecy, and Queen Elizabeth I were some of the wartime leaders who depended on intelligence to win vital battles. 51 When the history of foreign intelligence operations is discussed, it is inevitably a story of war. 52 The American experience is similar. George Washington used intelligence operations as a natural part of his strategy in defeating the British Army, writing to one of his officers: The necessity of procuring good intelligence is apparent and need not be further urged. All that remains for me to add is that you keep the whole matter as secret as possible. For upon secrecy, success depends in most enterprises of the kind, and for want of it they are generally defeated.53 The War of Independence generated many foreign intelligence operations that were important to the ultimate American victory, including the exploits of an American sculptress in London and a Swiss journalist at The Hague.54 Lincoln used his constitutional authority to hire secret agents in the Civil War. 55 There is also a painful memory: One of the great failures of US intelligence was the surprise attack on Pearl Harbor, which brought America into World War 11.56 Professional intelligence officers who have written studies of American intelligence operations comment extensively on the connection between war, military operations, and intelligence activity. For example, former Director of Central Intelligence Allen Dulles attributed the paramount modern emphasis on the military aspects of foreign intelligence to the growth in the 19th century of large armed forces. 57 Ray Cline, another former high-ranking CIA official, describes how the central intelligence establishment in the United States was born in World War II because the lack of coordination hampered the intelligence activities of each armed service. 58 A former Executive Director of CIA writes that, "Unless we have advance and accurate intelligence, we could well prepare for the wrong war, at the wrong place, and the wrong time."59 Also, covert action operations are often military in character. Paramilitary activities in Chile, Angola, Congo, Iran, Cuba, Laos, Dominican Republic, Guatemala, South Vietnam, and Nicaragua have been publicly described. They involved aspects of armed conflict ranging from supplying war material to training troops for combat to actual operations in support of armed forces. 60 It is clear that almost every foreign intelligence operation in American history has been concerned with matters relating directly or indirectly to the intentions and capabilities of foreign groups or nations to wage war against America or its allies. 61 Foreign intelligence operations have been and remain an innate part of war and the preparation for war, and thus the President may conduct such operations under constitutional war powers authority. B. Nature of Modern Warfare The nature of modern warfare makes foreign intelligence operations more · than ever an integral part of making war and providing for national security. Because of the role such operations play in all aspects of expanded national security necessities, the constitutional war powers of the Executive Branch extend to encompass the activities of the intelligence community. 

