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1. “Resolved” before a colon reflects a legislative forum
Army Officer School ‘04


(5-12, “# 12, Punctuation – The Colon and Semicolon”, http://usawocc.army.mil/IMI/wg12.htm)
The colon introduces the following: a.  A list, but only after "as follows," "the following," or a noun for which the list is an appositive: Each scout will carry the following: (colon) meals for three days, a survival knife, and his sleeping bag. The company had four new officers: (colon) Bill Smith, Frank Tucker, Peter Fillmore, and Oliver Lewis. b.  A long quotation (one or more paragraphs): In The Killer Angels Michael Shaara wrote: (colon) You may find it a different story from the one you learned in school. There have been many versions of that battle [Gettysburg] and that war [the Civil War]. (The quote continues for two more paragraphs.) c.  A formal quotation or question: The President declared: (colon) "The only thing we have to fear is fear itself."  The question is: (colon) what can we do about it? d.  A second independent clause which explains the first: Potter's motive is clear: (colon) he wants the assignment. e.  After the introduction of a business letter: Dear Sirs: (colon) Dear Madam: (colon) f.  The details following an announcement For sale: (colon) large lakeside cabin with dock g.  A formal resolution, after the word "resolved:"
Resolved: (colon) That this council petition the mayor.
2. “USFG should” means the debate is solely about a policy established by governmental means
Ericson ‘03

(Jon M., Dean Emeritus of the College of Liberal Arts – California Polytechnic U., et al., The Debater’s Guide, Third Edition, p. 4)
The Proposition of Policy: Urging Future Action In policy propositions, each topic contains certain key elements, although they have slightly different functions from comparable elements of value-oriented propositions. 1. An agent doing the acting ---“The United States” in “The United States should adopt a policy of free trade.” Like the object of evaluation in a proposition of value, the agent is the subject of the sentence. 2. The verb should—the first part of a verb phrase that urges action. 3. An action verb to follow should in the should-verb combination. For example, should adopt here means to put a program or policy into action though governmental means. 4. A specification of directions or a limitation of the action desired. The phrase free trade, for example, gives direction and limits to the topic, which would, for example, eliminate consideration of increasing tariffs, discussing diplomatic recognition, or discussing interstate commerce. Propositions of policy deal with future action. Nothing has yet occurred. The entire debate is about whether something ought to occur. What you agree to do, then, when you accept the affirmative side in such a debate is to offer sufficient and compelling reasons for an audience to perform the future action that you propose. 

Simualted national security law debates inculcate agency and decision-making skills—that enables activism and avoids cooption  

Laura K. Donohue, Associate Professor of Law, Georgetown Law, 4/11/13, National Security Law Pedagogy and the Role of Simulations, http://jnslp.com/wp-content/uploads/2013/04/National-Security-Law-Pedagogy-and-the-Role-of-Simulations.pdf
The concept of simulations as an aspect of higher education, or in the law school environment, is not new.164 Moot court, after all, is a form of simulation and one of the oldest teaching devices in the law. What is new, however, is the idea of designing a civilian national security course that takes advantage of the doctrinal and experiential components of law school education and integrates the experience through a multi-day simulation. In 2009, I taught the first module based on this design at Stanford Law, which I developed the following year into a full course at Georgetown Law. It has since gone through multiple iterations. The initial concept followed on the federal full-scale Top Official (“TopOff”) exercises, used to train government officials to respond to domestic crises.165 It adapted a Tabletop Exercise, designed with the help of exercise officials at DHS and FEMA, to the law school environment. The Tabletop used one storyline to push on specific legal questions, as students, assigned roles in the discussion, sat around a table and for six hours engaged with the material. The problem with the Tabletop Exercise was that it was too static, and the rigidity of the format left little room, or time, for student agency. Unlike the government’s TopOff exercises, which gave officials the opportunity to fully engage with the many different concerns that arise in the course of a national security crisis as well as the chance to deal with externalities, the Tabletop focused on specific legal issues, even as it controlled for external chaos. The opportunity to provide a more full experience for the students came with the creation of first a one-day, and then a multi-day simulation. The course design and simulation continues to evolve. It offers a model for achieving the pedagogical goals outlined above, in the process developing a rigorous training ground for the next generation of national security lawyers.166 A. Course Design The central idea in structuring the NSL Sim 2.0 course was to bridge the gap between theory and practice by conveying doctrinal material and creating an alternative reality in which students would be forced to act upon legal concerns.167 The exercise itself is a form of problem-based learning, wherein students are given both agency and responsibility for the results. Towards this end, the structure must be at once bounded (directed and focused on certain areas of the law and legal education) and flexible (responsive to student input and decisionmaking). Perhaps the most significant weakness in the use of any constructed universe is the problem of authenticity. Efforts to replicate reality will inevitably fall short. There is simply too much uncertainty, randomness, and complexity in the real world. One way to address this shortcoming, however, is through design and agency. The scenarios with which students grapple and the structural design of the simulation must reflect the national security realm, even as students themselves must make choices that carry consequences. Indeed, to some extent, student decisions themselves must drive the evolution of events within the simulation.168 Additionally, while authenticity matters, it is worth noting that at some level the fact that the incident does not take place in a real-world setting can be a great advantage. That is, the simulation creates an environment where students can make mistakes and learn from these mistakes – without what might otherwise be devastating consequences. It also allows instructors to develop multiple points of feedback to enrich student learning in a way that would be much more difficult to do in a regular practice setting. NSL Sim 2.0 takes as its starting point the national security pedagogical goals discussed above. It works backwards to then engineer a classroom, cyber, and physical/simulation experience to delve into each of these areas. As a substantive matter, the course focuses on the constitutional, statutory, and regulatory authorities in national security law, placing particular focus on the interstices between black letter law and areas where the field is either unsettled or in flux. A key aspect of the course design is that it retains both the doctrinal and experiential components of legal education. Divorcing simulations from the doctrinal environment risks falling short on the first and third national security pedagogical goals: (1) analytical skills and substantive knowledge, and (3) critical thought. A certain amount of both can be learned in the course of a simulation; however, the national security crisis environment is not well-suited to the more thoughtful and careful analytical discussion. What I am thus proposing is a course design in which doctrine is paired with the type of experiential learning more common in a clinical realm. The former precedes the latter, giving students the opportunity to develop depth and breadth prior to the exercise. In order to capture problems related to adaptation and evolution, addressing goal [1(d)], the simulation itself takes place over a multi-day period. Because of the intensity involved in national security matters (and conflicting demands on student time), the model makes use of a multi-user virtual environment. The use of such technology is critical to creating more powerful, immersive simulations.169 It also allows for continual interaction between the players. Multi-user virtual environments have the further advantage of helping to transform the traditional teaching culture, predominantly concerned with manipulating textual and symbolic knowledge, into a culture where students learn and can then be assessed on the basis of their participation in changing practices.170 I thus worked with the Information Technology group at Georgetown Law to build the cyber portal used for NSL Sim 2.0. The twin goals of adaptation and evolution require that students be given a significant amount of agency and responsibility for decisions taken in the course of the simulation. To further this aim, I constituted a Control Team, with six professors, four attorneys from practice, a media expert, six to eight former simulation students, and a number of technology experts. Four of the professors specialize in different areas of national security law and assume roles in the course of the exercise, with the aim of pushing students towards a deeper doctrinal understanding of shifting national security law authorities. One professor plays the role of President of the United States. The sixth professor focuses on questions of professional responsibility. The attorneys from practice help to build the simulation and then, along with all the professors, assume active roles during the simulation itself. Returning students assist in the execution of the play, further developing their understanding of national security law. Throughout the simulation, the Control Team is constantly reacting to student choices. When unexpected decisions are made, professors may choose to pursue the evolution of the story to accomplish the pedagogical aims, or they may choose to cut off play in that area (there are various devices for doing so, such as denying requests, sending materials to labs to be analyzed, drawing the players back into the main storylines, and leaking information to the media). A total immersion simulation involves a number of scenarios, as well as systemic noise, to give students experience in dealing with the second pedagogical goal: factual chaos and information overload. The driving aim here is to teach students how to manage information more effectively. Five to six storylines are thus developed, each with its own arc and evolution. To this are added multiple alterations of the situation, relating to background noise. Thus, unlike hypotheticals, doctrinal problems, single-experience exercises, or even Tabletop exercises, the goal is not to eliminate external conditions, but to embrace them as part of the challenge facing national security lawyers. The simulation itself is problem-based, giving players agency in driving the evolution of the experience – thus addressing goal [2(c)]. This requires a realtime response from the professor(s) overseeing the simulation, pairing bounded storylines with flexibility to emphasize different areas of the law and the students’ practical skills. Indeed, each storyline is based on a problem facing the government, to which players must then respond, generating in turn a set of new issues that must be addressed. The written and oral components of the simulation conform to the fourth pedagogical goal – the types of situations in which national security lawyers will find themselves. Particular emphasis is placed on nontraditional modes of communication, such as legal documents in advance of the crisis itself, meetings in the midst of breaking national security concerns, multiple informal interactions, media exchanges, telephone calls, Congressional testimony, and formal briefings to senior level officials in the course of the simulation as well as during the last class session. These oral components are paired with the preparation of formal legal instruments, such as applications to the Foreign Intelligence Surveillance Court, legal memos, applications for search warrants under Title III, and administrative subpoenas for NSLs. In addition, students are required to prepare a paper outlining their legal authorities prior to the simulation – and to deliver a 90 second oral briefing after the session. To replicate the high-stakes political environment at issue in goals (1) and (5), students are divided into political and legal roles and assigned to different (and competing) institutions: the White House, DoD, DHS, HHS, DOJ, DOS, Congress, state offices, nongovernmental organizations, and the media. This requires students to acknowledge and work within the broader Washington context, even as they are cognizant of the policy implications of their decisions. They must get used to working with policymakers and to representing one of many different considerations that decisionmakers take into account in the national security domain. Scenarios are selected with high consequence events in mind, to ensure that students recognize both the domestic and international dimensions of national security law. Further alterations to the simulation provide for the broader political context – for instance, whether it is an election year, which parties control different branches, and state and local issues in related but distinct areas. The media is given a particularly prominent role. One member of the Control Team runs an AP wire service, while two student players represent print and broadcast media, respectively. The Virtual News Network (“VNN”), which performs in the second capacity, runs continuously during the exercise, in the course of which players may at times be required to appear before the camera. This media component helps to emphasize the broader political context within which national security law is practiced. Both anticipated and unanticipated decisions give rise to ethical questions and matters related to the fifth goal: professional responsibility. The way in which such issues arise stems from simulation design as well as spontaneous interjections from both the Control Team and the participants in the simulation itself. As aforementioned, professors on the Control Team, and practicing attorneys who have previously gone through a simulation, focus on raising decision points that encourage students to consider ethical and professional considerations. Throughout the simulation good judgment and leadership play a key role, determining the players’ effectiveness, with the exercise itself hitting the aim of the integration of the various pedagogical goals. Finally, there are multiple layers of feedback that players receive prior to, during, and following the simulation to help them to gauge their effectiveness. The Socratic method in the course of doctrinal studies provides immediate assessment of the students’ grasp of the law. Written assignments focused on the contours of individual players’ authorities give professors an opportunity to assess students’ level of understanding prior to the simulation. And the simulation itself provides real-time feedback from both peers and professors. The Control Team provides data points for player reflection – for instance, the Control Team member playing President may make decisions based on player input, giving students an immediate impression of their level of persuasiveness, while another Control Team member may reject a FISC application as insufficient. The simulation goes beyond this, however, focusing on teaching students how to develop (6) opportunities for learning in the future. Student meetings with mentors in the field, which take place before the simulation, allow students to work out the institutional and political relationships and the manner in which law operates in practice, even as they learn how to develop mentoring relationships. (Prior to these meetings we have a class discussion about mentoring, professionalism, and feedback). Students, assigned to simulation teams about one quarter of the way through the course, receive peer feedback in the lead-up to the simulation and during the exercise itself. Following the simulation the Control Team and observers provide comments. Judges, who are senior members of the bar in the field of national security law, observe player interactions and provide additional debriefing. The simulation, moreover, is recorded through both the cyber portal and through VNN, allowing students to go back to assess their performance. Individual meetings with the professors teaching the course similarly follow the event. Finally, students end the course with a paper reflecting on their performance and the issues that arose in the course of the simulation, develop frameworks for analyzing uncertainty, tension with colleagues, mistakes, and successes in the future. B. Substantive Areas: Interstices and Threats As a substantive matter, NSL Sim 2.0 is designed to take account of areas of the law central to national security. It focuses on specific authorities that may be brought to bear in the course of a crisis. The decision of which areas to explore is made well in advance of the course. It is particularly helpful here to think about national security authorities on a continuum, as a way to impress upon students that there are shifting standards depending upon the type of threat faced. One course, for instance, might center on the interstices between crime, drugs, terrorism and war. Another might address the intersection of pandemic disease and biological weapons. A third could examine cybercrime and cyberterrorism. This is the most important determination, because the substance of the doctrinal portion of the course and the simulation follows from this decision. For a course focused on the interstices between pandemic disease and biological weapons, for instance, preliminary inquiry would lay out which authorities apply, where the courts have weighed in on the question, and what matters are unsettled. Relevant areas might include public health law, biological weapons provisions, federal quarantine and isolation authorities, habeas corpus and due process, military enforcement and posse comitatus, eminent domain and appropriation of land/property, takings, contact tracing, thermal imaging and surveillance, electronic tagging, vaccination, and intelligence-gathering. The critical areas can then be divided according to the dominant constitutional authority, statutory authorities, regulations, key cases, general rules, and constitutional questions. This, then, becomes a guide for the doctrinal part of the course, as well as the grounds on which the specific scenarios developed for the simulation are based. The authorities, simultaneously, are included in an electronic resource library and embedded in the cyber portal (the Digital Archives) to act as a closed universe of the legal authorities needed by the students in the course of the simulation. Professional responsibility in the national security realm and the institutional relationships of those tasked with responding to biological weapons and pandemic disease also come within the doctrinal part of the course. The simulation itself is based on five to six storylines reflecting the interstices between different areas of the law. The storylines are used to present a coherent, non-linear scenario that can adapt to student responses. Each scenario is mapped out in a three to seven page document, which is then checked with scientists, government officials, and area experts for consistency with how the scenario would likely unfold in real life. For the biological weapons and pandemic disease emphasis, for example, one narrative might relate to the presentation of a patient suspected of carrying yersinia pestis at a hospital in the United States. The document would map out a daily progression of the disease consistent with epidemiological patterns and the central actors in the story: perhaps a U.S. citizen, potential connections to an international terrorist organization, intelligence on the individual’s actions overseas, etc. The scenario would be designed specifically to stress the intersection of public health and counterterrorism/biological weapons threats, and the associated (shifting) authorities, thus requiring the disease initially to look like an innocent presentation (for example, by someone who has traveled from overseas), but then for the storyline to move into the second realm (awareness that this was in fact a concerted attack). A second storyline might relate to a different disease outbreak in another part of the country, with the aim of introducing the Stafford Act/Insurrection Act line and raising federalism concerns. The role of the military here and Title 10/Title 32 questions would similarly arise – with the storyline designed to raise these questions. A third storyline might simply be well developed noise in the system: reports of suspicious activity potentially linked to radioactive material, with the actors linked to nuclear material. A fourth storyline would focus perhaps on container security concerns overseas, progressing through newspaper reports, about containers showing up in local police precincts. State politics would constitute the fifth storyline, raising question of the political pressures on the state officials in the exercise. Here, ethnic concerns, student issues, economic conditions, and community policing concerns might become the focus. The sixth storyline could be further noise in the system – loosely based on current events at the time. In addition to the storylines, a certain amount of noise is injected into the system through press releases, weather updates, private communications, and the like. The five to six storylines, prepared by the Control Team in consultation with experts, become the basis for the preparation of scenario “injects:” i.e., newspaper articles, VNN broadcasts, reports from NGOs, private communications between officials, classified information, government leaks, etc., which, when put together, constitute a linear progression. These are all written and/or filmed prior to the exercise. The progression is then mapped in an hourly chart for the unfolding events over a multi-day period. All six scenarios are placed on the same chart, in six columns, giving the Control Team a birds-eye view of the progression. C. How It Works As for the nuts and bolts of the simulation itself, it traditionally begins outside of class, in the evening, on the grounds that national security crises often occur at inconvenient times and may well involve limited sleep and competing demands.171 Typically, a phone call from a Control Team member posing in a role integral to one of the main storylines, initiates play. Students at this point have been assigned dedicated simulation email addresses and provided access to the cyber portal. The portal itself gives each team the opportunity to converse in a “classified” domain with other team members, as well as access to a public AP wire and broadcast channel, carrying the latest news and on which press releases or (for the media roles) news stories can be posted. The complete universe of legal authorities required for the simulation is located on the cyber portal in the Digital Archives, as are forms required for some of the legal instruments (saving students the time of developing these from scratch in the course of play). Additional “classified” material – both general and SCI – has been provided to the relevant student teams. The Control Team has access to the complete site. For the next two (or three) days, outside of student initiatives (which, at their prompting, may include face-to-face meetings between the players), the entire simulation takes place through the cyber portal. The Control Team, immediately active, begins responding to player decisions as they become public (and occasionally, through monitoring the “classified” communications, before they are released). This time period provides a ramp-up to the third (or fourth) day of play, allowing for the adjustment of any substantive, student, or technology concerns, while setting the stage for the breaking crisis. The third (or fourth) day of play takes place entirely at Georgetown Law. A special room is constructed for meetings between the President and principals, in the form of either the National Security Council or the Homeland Security Council, with breakout rooms assigned to each of the agencies involved in the NSC process. Congress is provided with its own physical space, in which meetings, committee hearings and legislative drafting can take place. State government officials are allotted their own area, separate from the federal domain, with the Media placed between the three major interests. The Control Team is sequestered in a different area, to which students are not admitted. At each of the major areas, the cyber portal is publicly displayed on large flat panel screens, allowing for the streaming of video updates from the media, AP wire injects, articles from the students assigned to represent leading newspapers, and press releases. Students use their own laptop computers for team decisions and communication. As the storylines unfold, the Control Team takes on a variety of roles, such as that of the President, Vice President, President’s chief of staff, governor of a state, public health officials, and foreign dignitaries. Some of the roles are adopted on the fly, depending upon player responses and queries as the storylines progress. Judges, given full access to each player domain, determine how effectively the students accomplish the national security goals. The judges are themselves well-experienced in the practice of national security law, as well as in legal education. They thus can offer a unique perspective on the scenarios confronted by the students, the manner in which the simulation unfolded, and how the students performed in their various capacities. At the end of the day, the exercise terminates and an immediate hotwash is held, in which players are first debriefed on what occurred during the simulation. Because of the players’ divergent experiences and the different roles assigned to them, the students at this point are often unaware of the complete picture. The judges and formal observers then offer reflections on the simulation and determine which teams performed most effectively. Over the next few classes, more details about the simulation emerge, as students discuss it in more depth and consider limitations created by their knowledge or institutional position, questions that arose in regard to their grasp of the law, the types of decision-making processes that occurred, and the effectiveness of their – and other students’ – performances. Reflection papers, paired with oral briefings, focus on the substantive issues raised by the simulation and introduce the opportunity for students to reflect on how to create opportunities for learning in the future. The course then formally ends.172 Learning, however, continues beyond the temporal confines of the semester. Students who perform well and who would like to continue to participate in the simulations are invited back as members of the control team, giving them a chance to deepen their understanding of national security law. Following graduation, a few students who go in to the field are then invited to continue their affiliation as National Security Law fellows, becoming increasingly involved in the evolution of the exercise itself. This system of vertical integration helps to build a mentoring environment for the students while they are enrolled in law school and to create opportunities for learning and mentorship post-graduation. It helps to keep the exercise current and reflective of emerging national security concerns. And it builds a strong community of individuals with common interests. CONCLUSION The legal academy has, of late, been swept up in concern about the economic conditions that affect the placement of law school graduates. The image being conveyed, however, does not resonate in every legal field. It is particularly inapposite to the burgeoning opportunities presented to students in national security. That the conversation about legal education is taking place now should come as little surprise. Quite apart from economic concern is the traditional introspection that follows American military engagement. It makes sense: law overlaps substantially with political power, being at once both the expression of government authority and the effort to limit the same. The one-size fits all approach currently dominating the conversation in legal education, however, appears ill-suited to address the concerns raised in the current conversation. Instead of looking at law across the board, greater insight can be gleaned by looking at the specific demands of the different fields themselves. This does not mean that the goals identified will be exclusive to, for instance, national security law, but it does suggest there will be greater nuance in the discussion of the adequacy of the current pedagogical approach. With this approach in mind, I have here suggested six pedagogical goals for national security. For following graduation, students must be able to perform in each of the areas identified – (1) understanding the law as applied, (2) dealing with factual chaos and uncertainty, (3) obtaining critical distance, (4) developing nontraditional written and oral communication skills, (5) exhibiting leadership, integrity, and good judgment in a high-stakes, highly-charged environment, and (6) creating continued opportunities for self-learning. They also must learn how to integrate these different skills into one experience, to ensure that they will be most effective when they enter the field. The problem with the current structures in legal education is that they fall short, in important ways, from helping students to meet these goals. Doctrinal courses may incorporate a range of experiential learning components, such as hypotheticals, doctrinal problems, single exercises, extended or continuing exercises, and tabletop exercises. These are important classroom devices. The amount of time required for each varies, as does the object of the exercise itself. But where they fall short is in providing a more holistic approach to national security law which will allow for the maximum conveyance of required skills. Total immersion simulations, which have not yet been addressed in the secondary literature for civilian education in national security law, may provide an important way forward. Such simulations also cure shortcomings in other areas of experiential education, such as clinics and moot court. It is in an effort to address these concerns that I developed the simulation model above. NSL Sim 2.0 certainly is not the only solution, but it does provide a starting point for moving forward. The approach draws on the strengths of doctrinal courses and embeds a total immersion simulation within a course. It makes use of technology and physical space to engage students in a multi-day exercise, in which they are given agency and responsibility for their decision making, resulting in a steep learning curve. While further adaptation of this model is undoubtedly necessary, it suggests one potential direction for the years to come.

Debate over a controversial point of action creates argumentative stasis—that’s key to avoid a devolution of debate into competing truth claims, which destroys the decision-making benefits of the activity

Steinberg and Freeley ‘13

David Director of Debate at U Miami, Former President of CEDA, officer, American Forensic Association and National Communication Association. Lecturer in Communication studies and rhetoric. Advisor to Miami Urban Debate League, Masters in Communication, and Austin, JD, Suffolk University, attorney who focuses on criminal, personal injury and civil rights law, Argumentation and Debate
Critical Thinking for Reasoned Decision Making, Thirteen Edition
Debate is a means of settling differences, so there must be a controversy, a difference of opinion or a conflict of interest before there can be a debate. If everyone is in agreement on a feet or value or policy, there is no need or opportunity for debate; the matter can be settled by unanimous consent. Thus, for example, it would be pointless to attempt to debate "Resolved: That two plus two equals four,” because there is simply no controversy about this state​ment. Controversy is an essential prerequisite of debate. Where there is no clash of ideas, proposals, interests, or expressed positions of issues, there is no debate. Controversy invites decisive choice between competing positions. Debate cannot produce effective decisions without clear identification of a question or questions to be answered. For example, general argument may occur about the broad topic of illegal immigration. How many illegal immigrants live in the United States? What is the impact of illegal immigration and immigrants on our economy? What is their impact on our communities? Do they commit crimes? Do they take jobs from American workers? Do they pay taxes? Do they require social services? Is it a problem that some do not speak English? Is it the responsibility of employers to discourage illegal immigration by not hiring undocumented workers? Should they have the opportunity to gain citizenship? Does illegal immigration pose a security threat to our country? Do illegal immigrants do work that American workers are unwilling to do? Are their rights as workers and as human beings at risk due to their status? Are they abused by employers, law enforcement, housing, and businesses? How are their families impacted by their status? What is the moral and philosophical obligation of a nation state to maintain its borders? Should we build a wall on the Mexican border, establish a national identification card, or enforce existing laws against employers? Should we invite immigrants to become U.S. citizens? Surely you can think of many more concerns to be addressed by a conversation about the topic area of illegal immigration. Participation in this “debate” is likely to be emotional and intense. However, it is not likely to be productive or useful without focus on a particular question and identification of a line demarcating sides in the controversy. To be discussed and resolved effectively, controversies are best understood when seated clearly such that all parties to the debate share an understanding about the objec​tive of the debate. This enables focus on substantive and objectively identifiable issues facilitating comparison of competing argumentation leading to effective decisions. Vague understanding results in unfocused deliberation and poor deci​sions, general feelings of tension without opportunity for resolution, frustration, and emotional distress, as evidenced by the failure of the U.S. Congress to make substantial progress on the immigration debate. Of course, arguments may be presented without disagreement. For exam​ple, claims are presented and supported within speeches, editorials, and advertise​ments even without opposing or refutational response. Argumentation occurs in a range of settings from informal to formal, and may not call upon an audi​ence or judge to make a forced choice among competing claims. Informal dis​course occurs as conversation or panel discussion without demanding a decision about a dichotomous or yes/no question. However, by definition, debate requires "reasoned judgment on a proposition. The proposition is a statement about which competing advocates will offer alternative (pro or con) argumenta​tion calling upon their audience or adjudicator to decide. The proposition pro​vides focus for the discourse and guides the decision process. Even when a decision will be made through a process of compromise, it is important to iden​tify the beginning positions of competing advocates to begin negotiation and movement toward a center, or consensus position. It is frustrating and usually unproductive to attempt to make a decision when deciders are unclear as to what the decision is about. The proposition may be implicit in some applied debates (“Vote for me!”); however, when a vote or consequential decision is called for (as in the courtroom or in applied parliamentary debate) it is essential that the proposition be explicitly expressed (“the defendant is guilty!”). In aca​demic debate, the proposition provides essential guidance for the preparation of the debaters prior to the debate, the case building and discourse presented during the debate, and the decision to be made by the debate judge after the debate. Someone disturbed by the problem of a growing underclass of poorly educated, socially disenfranchised youths might observe, “Public schools are doing a terri​ble job! They' are overcrowded, and many teachers are poorly qualified in their subject areas. Even the best teachers can do little more than struggle to maintain order in their classrooms." That same concerned citizen, facing a complex range of issues, might arrive at an unhelpful decision, such as "We ought to do some​thing about this” or, worse, “It’s too complicated a problem to deal with." Groups of concerned citizens worried about the state of public education could join together to express their frustrations, anger, disillusionment, and emotions regarding the schools, but without a focus for their discussions, they could easily agree about the sorry state of education without finding points of clarity or potential solutions. A gripe session would follow. But if a precise question is posed—such as “What can be done to improve public education?”—then a more profitable area of discussion is opened up simply by placing a focus on the search for a concrete solution step. One or more judgments can be phrased in the form of debate propositions, motions for parliamentary debate, or bills for legislative assemblies, The statements "Resolved: That the federal government should implement a program of charter schools in at-risk communities” and “Resolved; That the state of Florida should adopt a school voucher program" more clearly identify specific ways of dealing with educational problems in a manageable form, suitable for debate. They provide specific policies to be investigated and aid discussants in identifying points of difference. This focus contributes to better and more informed decision making with the potential for better results. In aca​demic debate, it provides better depth of argumentation and enhanced opportu​nity for reaping the educational benefits of participation. In the next section, we will consider the challenge of framing the proposition for debate, and its role in the debate. To have a productive debate, which facilitates effective decision making by directing and placing limits on the decision to be made, the basis for argument should be clearly defined. If we merely talk about a topic, such as ‘"homeless​ness,” or “abortion,” Or “crime,” or “global warming,” we are likely to have an interesting discussion but not to establish a profitable basis for argument. For example, the statement “Resolved: That the pen is mightier than the sword” is debatable, yet by itself fails to provide much basis for dear argumen​tation. If we take this statement to mean Iliad the written word is more effec​tive than physical force for some purposes, we can identify a problem area: the comparative effectiveness of writing or physical force for a specific purpose, perhaps promoting positive social change. (Note that “loose” propositions, such as the example above, may be defined by their advocates in such a way as to facilitate a clear contrast of competing sides; through definitions and debate they “become” clearly understood statements even though they may not begin as such. There are formats for debate that often begin with this sort of proposition. However, in any debate, at some point, effective and meaningful discussion relies on identification of a clearly stated or understood proposition.) Back to the example of the written word versus physical force. Although we now have a general subject, we have not yet stated a problem. It is still too broad, too loosely worded to promote weII-organized argument. What sort of writing are we concerned with—poems, novels, government documents, web​site development, advertising, cyber-warfare, disinformation, or what? What does it mean to be “mightier" in this context? What kind of physical force is being compared—fists, dueling swords, bazookas, nuclear weapons, or what? A more specific question might be, “Would a mutual defense treaty or a visit by our fleet be more effective in assuring Laurania of our support in a certain crisis?” The basis for argument could be phrased in a debate proposition such as “Resolved: That the United States should enter into a mutual defense treaty with Laurania.” Negative advocates might oppose this proposition by arguing that fleet maneuvers would be a better solution. This is not to say that debates should completely avoid creative interpretation of the controversy by advo​cates, or that good debates cannot occur over competing interpretations of the controversy; in fact, these sorts of debates may be very engaging. The point is that debate is best facilitated by the guidance provided by focus on a particular point of difference, which will be outlined in the following discussion.

Decisionmaking is the most portable and flexible skill—key to all facets of life and advocacy

Steinberg and Freeley ‘13
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In the spring of 2011, facing a legacy of problematic U.S, military involvement in Bosnia, Iraq, and Afghanistan, and criticism for what some saw as slow sup​port of the United States for the people of Egypt and Tunisia as citizens of those nations ousted their formerly American-backed dictators, the administration of President Barack Obama considered its options in providing support for rebels seeking to overthrow the government of Muammar el-Qaddafi in Libya. Public debate was robust as the administration sought to determine its most appropriate action. The president ultimately decided to engage in an international coalition, enforcing United Nations Security Council Resolution 1973 through a number of measures including establishment of a no-fly zone through air and missile strikes to support rebels in Libya, but stopping short of direct U.S. intervention with ground forces or any occupation of Libya. While the action seemed to achieve its immediate objectives, most notably the defeat of Qaddafi and his regime, the American president received both criticism and praise for his mea​sured yet assertive decision. In fact, the past decade has challenged American leaders to make many difficult decisions in response to potentially catastrophic problems. Public debate has raged in chaotic environment of political division and apparent animosity, The process of public decision making may have never been so consequential or difficult. Beginning in the fall of 2008, Presidents Bush and Obama faced a growing eco​nomic crisis and responded in part with '’bailouts'' of certain Wall Street financial entities, additional bailouts of Detroit automakers, and a major economic stimu​lus package. All these actions generated substantial public discourse regarding the necessity, wisdom, and consequences of acting (or not acting). In the summer of 2011, the president and the Congress participated in heated debates (and attempted negotiations) to raise the nation's debt ceiling such that the U.S. Federal Govern​ment could pay its debts and continue government operations. This discussion was linked to a debate about the size of the exponentially growing national debt, gov​ernment spending, and taxation. Further, in the spring of 2012, U.S. leaders sought to prevent Iran from developing nuclear weapon capability while gas prices in the United States rose, The United States considered its ongoing military involvement in Afghanistan in the face of nationwide protests and violence in that country1 sparked by the alleged burning of Korans by American soldiers, and Americans observed the actions of President Bashir Al-Assad and Syrian forces as they killed Syrian citizens in response to a rebel uprising in that nation and considered the role of the United States in that action. Meanwhile, public discourse, in part generated and intensified by the cam​paigns of the GOP candidates for president and consequent media coverage, addressed issues dividing Americans, including health care, women's rights to reproductive health services, the freedom of churches and church-run organiza​tions to remain true to their beliefs in providing (or electing not to provide) health care services which they oppose, the growing gap between the wealthiest 1 percent of Americans and the rest of the American population, and continued high levels of unemployment. More division among the American public would be hard to imagine. Yet through all the tension, conflict was almost entirely ver​bal in nature, aimed at discovering or advocating solutions to growing problems. Individuals also faced daunting decisions. A young couple, underwater with their mortgage and struggling to make their monthly payments, considered walking away from their loan; elsewhere a college sophomore reconsidered his major and a senior her choice of law school, graduate school, or a job and a teenager decided between an iPhone and an iPad. Each of these situations called for decisions to be made. Each decision maker worked hard to make well-reasoned decisions. Decision making is a thoughtful process of choosing among a variety of options for acting or thinking. It requires that the decider make a choice. Life demands decision making. We make countless individual decisions every day. To make some of those decisions, we work hard to employ care and consider​ation: others scorn to just happen. Couples, families, groups of friends, and co​workers come together to make choices, and decision-making bodies from committees to juries to the U.S. Congress and the United Nations make deci​sions that impact us all. Every profession requires effective and ethical decision making, as do our school, community, and social organizations. We all engage in discourse surrounding our necessary decisions every day. To refinance or sell one’s home, to buy a high-performance SUV or an eco​nomical hybrid car, what major to select, what to have for dinner, what candi​date to vote for, paper or plastic, all present us with choices. Should the president deal with an international crisis through military invasion or diplomacy? How should the U.S. Congress act to address illegal immigration? Is the defendant guilty as accused? Should we watch The Daily Show or the ball game? And upon what information should I rely to make my decision? Certainly some of these decisions are more consequential than others. Which amendment to vote for, what television program to watch, what course to take, which phone plan to purchase, and which diet to pursue—all present unique challenges. At our best, we seek out research and data to inform our decisions. Yet even the choice of which information to attend to requires decision making. In 2006, Time magazine named YOU its "Person of the Year.” Congratulations! Its selection was based on the participation not of “great men” in the creation of his​tory, but rather on the contributions of a community of anonymous participants in the evolution of information. Through blogs, online networking, YouTube, Facebook, Twitter, Wikipedia, and many other “wikis," and social networking sites, knowledge and truth are created from the bottom up, bypassing the authoritarian control of newspeople, academics, and publishers. Through a quick keyword search, we have access to infinite quantities of information, but how do we sort through it and select the best information for our needs? Much of what suffices as information is not reliable, or even ethically motivated. The ability of every decision maker to make good, reasoned, and ethical deci​sions' relies heavily upon their ability to think critically. Critical thinking enables one to break argumentation down to its component parts in order to evaluate its relative validity and strength, And, critical thinking offers tools enabling the user to better understand the' nature and relative quality of the message under consider​ation. Critical thinkers are better users of information as well as better advocates. Colleges and universities expect their students to develop their critical thinking skills and may require students to take designated courses to that end. The importance and value of such study is widely recognized. The executive order establishing California's requirement states; Instruction in critical thinking is designed to achieve an understanding of the relationship of language to logic, which would lead to the ability to analyze, criticize and advocate ideas, to reason inductively and deductively, and to reach factual or judgmental conclusions based on sound inferences drawn from unambigu​ous statements of knowledge or belief. The minimal competence to be expected at the successful conclusion of instruction in critical thinking should be the ability to distinguish fact from judgment, belief from knowledge, and skills in elementary inductive arid deductive processes, including an under​standing of die formal and informal fallacies of language and thought. Competency in critical thinking is a prerequisite to participating effectively in human affairs, pursuing higher education, and succeeding in the highly com​petitive world of business and the professions. Michael Scriven and Richard Paul for the National Council for Excellence in Critical Thinking Instruction argued that the effective critical thinker: raises vital questions and problems, formulating them clearly and precisely; gathers and assesses relevant information, using abstract ideas to interpret it effectively; comes to well-reasoned conclusions and solutions, testing them against relevant criteria and standards; thinks open-mindedly within alternative systems of thought, recognizing, and assessing, as need be, their assumptions, implications, and practical con​sequences; and communicates effectively with others in figuring our solutions to complex problems. They also observed that critical thinking entails effective communication and problem solving abilities and a commitment to overcome our native egocentrism and sociocentrism,"1 Debate as a classroom exercise and as a mode of thinking and behaving uniquely promotes development of each of these skill sets. Since classical times, debate has been one of the best methods of learning and applying the principles of critical thinking. Contemporary research confirms the value of debate. One study concluded: The impact of public communication training on the critical thinking ability of the participants is demonstrably positive. This summary of existing research reaffirms what many ex-debaters and others in forensics, public speaking, mock trial, or argumentation would support: participation improves die thinking of those involved,2 In particular, debate education improves the ability to think critically. In a com​prehensive review of the relevant research, Kent Colbert concluded, "'The debate-critical thinking literature provides presumptive proof ■favoring a positive debate-critical thinking relationship.11'1 Much of the most significant communication of our lives is conducted in the form of debates, formal or informal, These take place in intrapersonal commu​nications, with which we weigh the pros and cons of an important decision in our own minds, and in interpersonal communications, in which we listen to argu​ments intended to influence our decision or participate in exchanges to influence the decisions of others. Our success or failure in life is largely determined by our ability to make wise decisions for ourselves and to influence the decisions of’ others in ways that are beneficial to us. Much of our significant, purposeful activity is concerned with making decisions. Whether to join a campus organization, go to graduate school, accept a job offer, buy a car or house, move to another city, invest in a certain stock, or vote for Garcia—these are just a few Of the thousands of deci​sions we may have to make. Often, intelligent self-interest or a sense of respon​sibility will require us to win the support of others. We may want a scholarship or a particular job for ourselves, a customer for our product, or a vote for our favored political candidate. Some people make decision by flipping a coin. Others act on a whim or respond unconsciously to “hidden persuaders.” If the problem is trivial—such as whether to go to a concert or a film—the particular method used is unimportant. For more crucial matters, however, mature adults require a reasoned methods of decision making. Decisions should be justified by good reasons based on accurate evidence and valid reasoning.
The law is malleable—debating it is the only way to affect change
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Habermas’ alleged abandonment of immanent critique, however, is belied by the role that the democratic legal system comes to play in his theory. While in some sense just one system among others, it has a special capacity to shape the environments of other systems by regulating their interaction. Of course, the legal system is not the only one capable of affecting the environments of other systems, but law is uniquely open to inputs from ordinary language and thus potentially more pliant and responsive to democratic will formation: “Normatively substantive messages can circulate throughout society only in the language of law … . Law thus functions as the ‘transformer’ that guarantees that the socially integrating network of communication stretched across society as a whole holds together.”55 This allows for the possibility of consensual social regulation of domains ranging from the economy to the family, where actors are presumed to be motivated by their private interests instead of respect for the law, while allowing persons directed toward such interests to be cognizant that their privately oriented behavior is compatible with respect for generally valid laws. While we should be cautious about automatically viewing the constitution as the fulcrum of the legal order, its status as basic law is significant in this respect. For, recalling Hegel's broader conception of constitutionalism, political constitutions not only define the structure of government and “the relationship between citizens and the state” (as in Hegel's narrower “political” constitution); they also “implicitly prefigure a comprehensive legal order,” that is, “the totality comprised of an administrative state, capitalist economy, and civil society.”56 So, while these social spheres can be conceived of as autonomous functional subsystems, their boundaries are legally defined in a way that affects the manner and degree of their interaction: “The political constitution is geared to shaping each of these systems by means of the medium of law and to harmonizing them so that they can fulfill their functions as measured by a presumed ‘common good’.”57 Thus, constitutional discourses should be seen less as interpretations of a positive legal text, and more as attempts to articulate legal norms that could shift the balance between these spheres in a manner more reflective of generalizable interests, occurring amidst class stratification and cultural pluralism. A constitution's status as positive law is also of importance for fundamentally Hegelian reasons relating to his narrower sense of political constitutionalism: its norms must be public and concrete, such that differently positioned citizens have at least an initial sense of what the shared hermeneutic starting points for constitutional discourse might be. But these concrete formulations must also be understood to embody principles in the interest of all citizens, so that constitutional discourse can be the site of effective democratic will formation concerning the basic norms that mediate between particular individuals and the general interests of free and equal citizens. This recalls Hegel's point that constitutions fulfill their mediational function by being sufficiently positive so as to be publicly recognizable, yet are not exhausted by this positivity – the content of the constitution is instead filled in over time through ongoing legislation. In order to avoid Hegel's foreshortened conception of public participation in this process and his consequent authoritarian tendencies, Habermas and, later, Benhabib highlight the importance of being able to conceive of basic constitutional norms as themselves being the products of public contestation and discourse. In order to articulate this idea, they draw on legal theorists like Robert Cover and Frank Michelman who characterize this process of legal rearticulation as “jurisgenesis”58: a community's production of legal meaning by way of continuous rearticulation, through reflection and contestation, of its constitutional project. Habermas explicitly conceives of the democratic legal order in this way when, in the context of considering the question of how a constitution that confers legitimacy on ordinary legislation could itself be thought to be democratically legitimate, he writes: I propose that we understand the regress itself as the understandable expression of the future-oriented character, or openness, of the democratic constitution: in my view, a constitution that is democratic – not just in its content but also according to its source of legitimation – is a tradition-building project with a clearly marked beginning in time. All the later generations have the task of actualizing the still-untapped normative substance of the system of rights.59 A constitutional order and its interpretive history represent a community's attempt to render the terms under which they can give themselves the law that shapes their society's basic structure and secure the law's integrity through assigning basic liberties. Although philosophical reflection can give us some grasp of the presuppositions of a practice of legitimate lawmaking, this framework of presuppositions (“the system of rights”) is “unsaturated.”60 In Hegelian fashion, it must, to be meaningful, be concretized through discourse, and not in an one-off way during a founding moment that fixes the terms of political association once and for all, but continuously, as new persons enter the community and as new circumstances, problems, and perspectives emerge. The stakes involved in sustaining a broad and inclusive constitutional discourse turn out to be significant. Habermas has recently invoked the concept of dignity in this regard, linking it to the process through which society politically constitutes itself as a reciprocal order of free and equal citizens. As a status rather than an inherent property, “dignity that accrues to all persons equally preserves the connotation of a self-respect that depends on social recognition.”61 Rather than being understood as a quality possessed by some persons by virtue of their proximity to something like the divine, the modern universalistic conception of dignity is a social status dependent upon ongoing practices of mutual recognition. Such practices, Habermas posits, are most fully instantiated in the role of citizens as legislators of the order to which they are subject. [Dignity] can be established only within the framework of a constitutional state, something that never emerges of its own accord. Rather, this framework must be created by the citizens themselves using the means of positive law and must be protected and developed under historically changing conditions. As a modern legal concept, human dignity is associated with the status that citizens assume in the self-created political order.62 Although the implications of invoking dignity (as opposed to, say, autonomy) as the normative core of democratic constitutionalism are unclear,63 plainly Habermas remains committed to strongly intersubjective conceptions of democratic constitutionalism, to an intersubjectivity that continues to be legally and politically mediated (a dimension largely absent from Honneth's successor theory of intersubectivity). What all of this suggests is a constitutional politics in which citizens are empowered to take part and meaningfully impact the terms of their cultural, economic, and political relations to each other. Such politics would need to be considerably less legalistic and precedent bound, less focused on the democracy-constraining aspects of constitutionalism emphasized in most liberal rule of law models. The sense of incompleteness and revisability that marks this critical theory approach to constitutionalism represents a point where critical theories of democracy may claim to be more radical and revisionary than most liberal and deliberative counterparts. It implies a sharp critique of more familiar models of bourgeois constitutionalism: whether they conceive of constitutional order as having a foundation in moral rights or natural law, or in an originary founding moment, such models a) tend to be backward-looking in their justifications, seeing the legal order as founded on some exogenously determined vision of moral order; b) tend to represent the law as an already-determined container within which legitimate ordinary politics takes place; and c) find the content of law to be ascertainable through the specialized reasoning of legal professionals. On the critical theory conception of constitutionalism, this presumption of completeness and technicity amounts to the reification of a constitutional project, where a dynamic social relation is misperceived as something fixed and objective.64 We can see why this would be immensely problematic for someone like Habermas, for whom constitutional norms are supposed to concern the generalizable interests of free and equal citizens. If it is overall the case for him that generalizable interests are at least partially constituted through discourse and are therefore not given in any pre-political, pre-discursive sense,65 this is especially so in a society like ours with an unreconciled class structure sustained by pseudo-compromises. Therefore, discursive rearticulation of basic norms is necessary for the very emergence of generalizable interests. Despite offering an admirably systematic synthesis of radical democracy and the constitutional rule of law, Habermas’ theory is hobbled by the hesitant way he embraces these ideas. Given his strong commitment to proceduralism, the view that actual discourses among those affected must take place during the production of legitimate law if constitutionalism is to perform its mediational function, as well as his opposition to foundational or backward-looking models of political justification, we might expect Habermas to advocate the continuous circulation in civil society of constitutional discourses that consistently have appreciable impact on the way constitutional projects develop through ongoing legislation such that citizens can see the links between their political constitution (narrowly construed), the effects that democratic discourse has on the shape that it takes, and the role of the political constitution in regulating and transforming the broader institutional backbone of society in accordance with the common good. And indeed, at least in the abstract, this is what the “two track” conception of democracy in Between Facts and Norms, with its model of discourses circulating between the informal public sphere and more formal legislative institutions, seeks to capture.66 As such, Habermas’ version of constitutionalism seems a natural ally of theories of “popular constitutionalism”67 emerging from the American legal academy or of those who, like Jeremy Waldron,68 are skeptical of the merits of legalistic constitutionalism and press for democratic participation in the ongoing rearticulation of constitutional norms. Indeed, I would submit that the preceding pages demonstrate that the Left Hegelian social theoretic backdrop of Habermas’ theory supplies a deeper normative justification for more democratic conceptions of constitutionalism than have heretofore been supplied by their proponents (who are, to be fair, primarily legal theorists seeking to uncover the basic commitments of American constitutionalism, a project more interpretive than normative.69) Given that such theories have very revisionary views on the appropriate method and scope of judicial review and the role of the constitution in public life, it is surprising that Habermas evinces at most a mild critique of the constitutional practices and institutions of actually existing democracies, never really confronting the possibility that institutions of constitutional review administered by legal elites could be paternalistic or extinguish the public impetus for discourse he so prizes.70 In fact, institutional questions concerning where constitutional discourse ought to take place and how the power to make authoritative determinations of constitutional meaning should be shared among civil society, legislative, and judiciary are mostly abstracted away in Habermas’ post-Between Facts and Norms writings, while that work is mostly content with the professional of administration of constitutional issues as it exists in the United States and Germany. This is evident in Habermas’ embrace of figures from liberal constitutional theory. He does not present an independent theory of judicial decision-making, but warmly receives Dworkin's well-known model of “law as integrity.” To a certain extent, this allegiance makes sense, given Dworkin's sensitivity to the hermeneutic dimension of interpretation and the fact that his concept of integrity mirrors discourse theory in holding that legal decisions must be justifiable to those affected in terms of publicly recognizable principles. Habermas does, however, follow Michelman in criticizing the “monological” form of reasoning that Dworkin's exemplary Judge Hercules employs,71 replacing it with the interpretive activities of a specialized legal public sphere, presumably more responsive to the public than Hercules. But this substitution does nothing to alleviate other aspects of Dworkin's theory that make a match between him and Habermas quite awkward: Dworkin's standard of integrity compels judges to regard the law as a complete, coherent whole that rests on a foundation of moral rights.72 Because Dworkin regards deontic rights in a strongly realistic manner and as an unwritten part of the law, there is a finished, retrospective, “already there” quality to his picture of it. Thinking of moral rights as existing independently of their social articulation is what moves Dworkin to conceive of them as, at least in principle, accessible to the right reason of individual moral subjects.73 Legal correctness can be achieved when lawyers and judges combine their specialized knowledge of precedent with their potentially objective insights into deontic rights. Fashioning the law in accordance with the demands of integrity thereby becomes the province of legal elites, rendering public discourse and the construction of generalizable interests in principle unnecessary. This helps explain Dworkin's highly un-participatory conception of democracy and his comfort with placing vast decision-making powers in the hands of the judiciary.7 There is more than a little here that should make Habermas uncomfortable. Firstly, on his account, legitimate law is the product of actual discourses, which include the full spate of discourse types (pragmatic, ethical-political, and moral). If the task of judicial decision-making is to reconstruct the types of discourse that went into the production of law, Dworkin's vision of filling in the gaps between legal rules exclusively with considerations of individual moral rights (other considerations are collected under the heading of “policy”75) makes little sense.76 While Habermas distances himself from Dworkin's moral realism, calling it “hard to defend,”77 he appears not to appreciate the extent to which Dworkin links his account of legal correctness to this very possibility of individual insight into the objective moral order. If Habermas wishes to maintain his long held position that constitutional projects involve the ongoing construction of generalizable interests through the democratic process – which in my view is really the heart of his program – he needs an account of legal correctness that puts some distance between this vision and Dworkin's picture of legal elites discovering the content of law through technical interpretation and rational intuition into a fixed moral order. Also puzzling is the degree of influence exercised by civil society in the development of constitutional projects that Habermas appears willing to countenance. While we might expect professional adjudicative institutions to play a sort of yeoman's role vis-à-vis the public, Habermas actually puts forth something akin to Bruce Ackerman's picture of infrequent constitutional revolutions, where the basic meaning of a constitutional project is transformed during swelling periods of national ferment, only to resettle for decades at a time, during which it is administered by legal professionals.78 According to this position, American civil society has not generated new understandings of constitutional order that overcome group divisions since the New Deal, or possibly the Civil Rights era. Now, this may actually be the case, and perhaps Habermas’ apparent acquiescence to this view of once-every-few-generations national conversations is a nod to realism, i.e., a realistic conception of how much broad based, ongoing constitutional discourse it is reasonable to expect the public to conduct. But while a theory with a Left Hegelian pedigree should avoid “the impotence of the ought” and utopian speculation, and therefore ought not develop critical conceptions of legal practice utterly divorced from present ones, such concessions to realism are unnecessary. After all, critical theory conceptions of constitutionalism will aim to be appreciably different from the more authoritarian ones currently in circulation, which more often than not fail to stimulate and sustain public discourse on the basic constitution of society. Instead, their point would be to suggest how a more dynamic, expansive, and mediational conception of constitutionalism could unlock greater democratic freedom and rationally integrated social identities. Given these problems in Habermas’ theory, the innovations that Benhabib makes to his conception of constitutionalism are most welcome. While operating within a discourse theoretic framework, her recent work more unabashedly recalls Hegel's broader conception of the constitution as the basic norms through which a community understands and relates to itself (of which a founding legal document is but a part): a constitution is a way of life through which individuals seek to connect themselves to each other, and in which the very identity and membership of a community is constantly at stake.79 Benhabib's concept of “democratic iterations,” which draws on meaning-as-use theories, emphasizes how meaning is inevitably transformed through repetition: In the process of repeating a term or a concept, we never simply produce a replica of the original usage and its intended meaning: rather, very repetition is a form of variation. Every iteration transforms meaning, adds to it, enriches it in ever-so-subtle ways. In fact, there is really no ‘originary’ source of meaning, or an ‘original’ to which all subsequent forms must conform … . Every iteration involves making sense of an authoritative original in a new and different context … . Iteration is the reappropriation of the ‘origin’; it is at the same time its dissolution as the original and its preservation through its continuous deployment.80 Recalling the reciprocal relationship that Hegel hints at between the narrow “political” constitution and the broader constitution of society's backbone of interrelated institutions, Benhabib here seems to envision a circular process whereby groups take up the conceptions of social relations instantiated in the legal order and transform them in their more everyday attempts to live with others in accordance with these norms. Like Cover and Michelman, she stresses that the transformation of legal meaning takes place primarily in informal settings, where different groups try (and sometimes fail) to live together and to understand themselves in their relation to others according to the terms they inherit from the constitutional tradition they find themselves subject to.81 Her main example of such democratic iteration is the challenge Muslim girls in France raised against the head scarf prohibition in public schools (“L’Affaire du Foulard”), which, while undoubtedly antagonistic, she contends has the potential to felicitously transform the meaning of secularity and inclusion in the French state and to create new forms of togetherness and understanding. But although Benhabib illustrates the concept of democratic iterations through an exemplary episode, this iterative process is a constant and pervasive one, which is punctuated by events and has the tendency to have a destabilizing effect on authority.82 It is telling, however, that Benhabib's examples of democratic iterations are exclusively centered on what Habermas would call ethical-political discourses.83 While otherwise not guilty of the charge,84 Benhabib, in her constitutional theory, runs afoul of Nancy Fraser's critical diagnosis of the trend in current political philosophy to subordinate class and distributional conflicts to struggles for cultural inclusion and recognition.85 Perhaps this is due to the fact that “hot” constitutional issues are so often ones with cultural dimensions in the foreground, rarely touching visibly on distributional conflicts between groups. This nonetheless is problematic since much court business clearly affects – often subtly and invisibly – the outcomes of these conflicts, frequently with bad results.86 For another reason why centering constitutional discourse on inclusion and cultural issues is problematic, it is useful to remind ourselves of Habermas’ critique of civic republicanism, according to which the main deficit in republican models of democracy is its “ethical overburdening” of the political process.87 To some extent, republicanism's emphasis on ethical discourse is understandable: given the level of cooperativeness and public spirit that republicans view as the font of legitimate law, political discourses need to engage the motivations and identities of citizens. Arguably, issues of ethical self-understanding do this better than more abstract or arid forms of politics. But it is not clear that this is intrinsically so, and it can have distorting effects on politics. In the American media, for example, this amplification of the cultural facets of issues is very common; conflicts over everything from guns to taxes are often reduced to conflicts over who is a good, real American and who is not. It is hard to say that this proves edifying; substantive issues of rights and social justice are elided, politics becomes more fraudulent and conflictual. None of this is to deny a legitimate place for ethical-political discourse. However, we do see something of a two-steps-forward-one-step-back movement in Benhabib's advancement of Habermas’ discourse theory of law: although her concept of democratic iterations takes center stage, she develops the notion solely along an ethical-political track. Going forward, critical theorists developing conceptions of constitutional discourse should work to see it as a way of integrating questions of distributional justice with questions of moral rights and collective identities without subordinating or conflating them. 4. Conclusion Some readers may find the general notion of reinvigorating a politics of constitutionalism quixotic. Certainly, it has not been not my intention to overstate the importance or positive contributions of constitutions in actually existing democracies, where they can serve to entrench political systems experiencing paralysis in the face of long term fiscal and environmental problems, and where public appeals to them more often than not invoke visions of society that are more nostalgic, ethno-nationalistic, authoritarian, and reactionary than what Habermas and Benhabib presumably have in mind. Instead, I take the basic Hegelian point I started this paper with to be this: modern persons ought to be able to comprehend their social order as the work of reason; the spine of institutions through which their relations to differently abled and positioned others are mediated ought to be responsive to their interests as fully-rounded persons; and comprehending this system of mediation ought to be able to reconcile them to the partiality of their roles within the universal state. Though modern life is differentiated, it can be understood, when seen through the lens of the constitutional order, as a result of citizens’ jointly exercised rationality as long as certain conditions are met. These conditions are, however, more stringent than Hegel realized. In light of this point, that so many issues deeply impacting citizens’ social and economic relations to one another are rendered marginal – and even invisible – in terms of the airing they receive in the public sphere, that they are treated as mostly settled or non-questions in the legal system consitutues a strikingly deficient aspect of modern politics. Examples include the intrusion of market logic and technology into everyday life, the commodification of public goods, the legal standing of consumers and residents, the role of shareholders and public interests in corporate governance, and the status of collective bargaining arrangements. Surely a contributing factor here is the absence of a shared sense of possibility that the basic terms of our social union could be responsive to the force that discursive reason can exert. Such a sense is what I am contending jurisgenerative theories ought to aim at recapturing while critiquing more legalistic and authoritarian models of law. This is not to deny the possibility that democratic iterations themselves may be regressive or authoritarian, populist in the pejorative sense. But the denial of their legitimacy or possibility moves us in the direction of authoritarian conceptions of law and political power and the isolation of individuals and social groups 
wrought by a political order of machine-like administration that Horkheimer and Adorno describe as a main feature of modern political domination. Recapturing some sense of how human activity makes reason actual in the ongoing organization of society need not amount to the claim that reason culminates in some centralized form, as in the Hegelian state, or in some end state, as in Marx. It can, however, move us to envision the possibility of an ongoing practice of communication, lawmaking, and revision that seeks to reconcile and overcome positivity and division, without the triumphalist pretension of ever being able to fully do so.
Off

Presidential speed and flexibility are critical to fourth gen warfare – solves prolif, nuclear and bioterrorism
Li ‘9
Zheyao, J.D. candidate, Georgetown University Law Center, 2009; B.A., political science and history, Yale University, 2006. This paper is the culmination of work begun in the "Constitutional Interpretation in the Legislative and Executive Branches" seminar, led by Judge Brett Kavanaugh, “War Powers for the Fourth Generation: Constitutional Interpretation in the Age of Asymmetric Warfare,” 7 Geo. J.L. & Pub. Pol'y 373 2009 WAR POWERS IN THE FOURTH GENERATION OF WARFARE

A. The Emergence of Non-State Actors

Even as the quantity of nation-states in the world has increased dramatically since the end of World War II, the institution of the nation-state has been in decline over the past few decades. Much of this decline is the direct result of the waning of major interstate war, which primarily resulted from the introduction of nuclear weapons.122 The proliferation of nuclear weapons, and their immense capacity for absolute destruction, has ensured that conventional wars remain limited in scope and duration. Hence, "both the size of the armed forces and the quantity of weapons at their disposal has declined quite sharply" since 1945.123 At the same time, concurrent with the decline of the nation-state in the second half of the twentieth century, non-state actors have increasingly been willing and able to use force to advance their causes. In contrast to nation-states, who adhere to the Clausewitzian distinction between the ends of policy and the means of war to achieve those ends, non-state actors do not necessarily fight as a mere means of advancing any coherent policy. Rather, they see their fight as a life-and-death struggle, wherein the ordinary terminology of war as an instrument of policy breaks down because of this blending of means and ends.124 It is the existential nature of this struggle and the disappearance of the Clausewitzian distinction between war and policy that has given rise to a new generation of warfare. The concept of fourth-generational warfare was first articulated in an influential article in the Marine Corps Gazette in 1989, which has proven highly prescient. In describing what they saw as the modem trend toward a new phase of warfighting, the authors argued that: In broad terms, fourth generation warfare seems likely to be widely dispersed and largely undefined; the distinction between war and peace will be blurred to the vanishing point. It will be nonlinear, possibly to the point of having no definable battlefields or fronts. The distinction between "civilian" and "military" may disappear. Actions will occur concurrently throughout all participants' depth, including their society as a cultural, not just a physical, entity. Major military facilities, such as airfields, fixed communications sites, and large headquarters will become rarities because of their vulnerability; the same may be true of civilian equivalents, such as seats of government, power plants, and industrial sites (including knowledge as well as manufacturing industries). 125 It is precisely this blurring of peace and war and the demise of traditionally definable battlefields that provides the impetus for the formulation of a new. theory of war powers. As evidenced by Part M, supra, the constitutional allocation of war powers, and the Framers' commitment of the war power to two co-equal branches, was not designed to cope with the current international system, one that is characterized by the persistent machinations of international terrorist organizations, the rise of multilateral alliances, the emergence of rogue states, and the potentially wide proliferation of easily deployable weapons of mass destruction, nuclear and otherwise. B. The Framers' World vs. Today's World The Framers crafted the Constitution, and the people ratified it, in a time when everyone understood that the state controlled both the raising of armies and their use. Today, however, the threat of terrorism is bringing an end to the era of the nation-state's legal monopoly on violence, and the kind of war that existed before-based on a clear division between government, armed forces, and the people-is on the decline. 126 As states are caught between their decreasing ability to fight each other due to the existence of nuclear weapons and the increasing threat from non-state actors, it is clear that the Westphalian system of nation-states that informed the Framers' allocation of war powers is no longer the order of the day. 127 As seen in Part III, supra, the rise of the modem nation-state occurred as a result of its military effectiveness and ability to defend its citizens. If nation-states such as the United States are unable to adapt to the changing circumstances of fourth-generational warfare-that is, if they are unable to adequately defend against low-intensity conflict conducted by non-state actors-"then clearly [the modem state] does not have a future in front of it.' 128 The challenge in formulating a new theory of war powers for fourthgenerational warfare that remains legally justifiable lies in the difficulty of adapting to changed circumstances while remaining faithful to the constitutional text and the original meaning. 29 To that end, it is crucial to remember that the Framers crafted the Constitution in the context of the Westphalian system of nation-states. The three centuries following the Peace of Westphalia of 1648 witnessed an international system characterized by wars, which, "through the efforts of governments, assumed a more regular, interconnected character."' 130 That period saw the rise of an independent military class and the stabilization of military institutions. Consequently, "warfare became more regular, better organized, and more attuned to the purpose of war-that is, to its political objective."' 1 3' That era is now over. Today, the stability of the long-existing Westphalian international order has been greatly eroded in recent years with the advent of international terrorist organizations, which care nothing for the traditional norms of the laws of war. This new global environment exposes the limitations inherent in the interpretational methods of originalism and textualism and necessitates the adoption of a new method of constitutional interpretation. While one must always be aware of the text of the Constitution and the original understanding of that text, that very awareness identifies the extent to which fourth-generational warfare epitomizes a phenomenon unforeseen by the Framers, a problem the constitutional resolution of which must rely on the good judgment of the present generation. 13 Now, to adapt the constitutional warmarking scheme to the new international order characterized by fourth-generational warfare, one must understand the threat it is being adapted to confront. C. The Jihadist Threat The erosion of the Westphalian and Clausewitzian model of warfare and the blurring of the distinction between the means of warfare and the ends of policy, which is one characteristic of fourth-generational warfare, apply to al-Qaeda and other adherents of jihadist ideology who view the United States as an enemy. An excellent analysis of jihadist ideology and its implications for the rest of the world are presented by Professor Mary Habeck. 133 Professor Habeck identifies the centrality of the Qur'an, specifically a particular reading of the Qur'an and hadith (traditions about the life of Muhammad), to the jihadist terrorists. 134 The jihadis believe that the scope of the Qur'an is universal, and "that their interpretation of Islam is also intended for the entire world, which must be brought to recognize this fact peacefully if possible and through violence if not."' 135 Along these lines, the jihadis view the United States and her allies as among the greatest enemies of Islam: they believe "that every element of modern Western liberalism is flawed, wrong, and evil" because the basis of liberalism is secularism. 136 The jihadis emphasize the superiority of Islam to all other religions, and they believe that "God does not want differing belief systems to coexist."' 37 For this reason, jihadist groups such as al-Qaeda "recognize that the West will not submit without a fight and believe in fact that the Christians, Jews, and liberals have united against Islam in a war that will end in the complete destruction of the unbelievers.' 138 Thus, the adherents of this jihadist ideology, be it al-Qaeda or other groups, will continue to target the United States until she is destroyed. Their ideology demands it. 139 To effectively combat terrorist groups such as al-Qaeda, it is necessary to understand not only how they think, but also how they operate. Al-Qaeda is a transnational organization capable of simultaneously managing multiple operations all over the world."14 It is both centralized and decentralized: al-Qaeda is centralized in the sense that Osama bin Laden is the unquestioned leader, but it is decentralized in that its operations are carried out locally, by distinct cells."4 AI-Qaeda benefits immensely from this arrangement because it can exercise direct control over high-probability operations, while maintaining a distance from low-probability attacks, only taking the credit for those that succeed. The local terrorist cells benefit by gaining access to al-Qaeda's "worldwide network of assets, people, and expertise."' 42 Post-September 11 events have highlighted al-Qaeda's resilience. Even as the United States and her allies fought back, inflicting heavy casualties on al-Qaeda in Afghanistan and destroying dozens of cells worldwide, "al-Qaeda's networked nature allowed it to absorb the damage and remain a threat." 14 3 This is a far cry from earlier generations of warfare, where the decimation of the enemy's military forces would generally bring an end to the conflict. D. The Need for Rapid Reaction and Expanded Presidential War Power By now it should be clear just how different this conflict against the extremist terrorists is from the type of warfare that occupied the minds of the Framers at the time of the Founding. Rather than maintaining the geographical and political isolation desired by the Framers for the new country, today's United States is an international power targeted by individuals and groups that will not rest until seeing her demise. The Global War on Terrorism is not truly a war within the Framers' eighteenth-century conception of the term, and the normal constitutional provisions regulating the division of war powers between Congress and the President do not apply. Instead, this "war" is a struggle for survival and dominance against forces that threaten to destroy the United States and her allies, and the fourth-generational nature of the conflict, highlighted by an indiscernible distinction between wartime and peacetime, necessitates an evolution of America's traditional constitutional warmaking scheme. As first illustrated by the military strategist Colonel John Boyd, constitutional decision-making in the realm of war powers in the fourth generation should consider the implications of the OODA Loop: Observe, Orient, Decide, and Act. 44 In the era of fourth-generational warfare, quick reactions, proceeding through the OODA Loop rapidly, and disrupting the enemy's OODA loop are the keys to victory. "In order to win," Colonel Boyd suggested, "we should operate at a faster tempo or rhythm than our adversaries." 145 In the words of Professor Creveld, "[b]oth organizationally and in terms of the equipment at their disposal, the armed forces of the world will have to adjust themselves to this situation by changing their doctrine, doing away with much of their heavy equipment and becoming more like police."1 46 Unfortunately, the existing constitutional understanding, which diffuses war power between two branches of government, necessarily (by the Framers' design) slows down decision- making. In circumstances where war is undesirable (which is, admittedly, most of the time, especially against other nation-states), the deliberativeness of the existing decision-making process is a positive attribute. In America's current situation, however, in the midst of the conflict with al-Qaeda and other international terrorist organizations, the existing process of constitutional decision-making in warfare may prove a fatal hindrance to achieving the initiative necessary for victory. As a slow-acting, deliberative body, Congress does not have the ability to adequately deal with fast-emerging situations in fourth-generational warfare. Thus, in order to combat transnational threats such as al-Qaeda, the executive branch must have the ability to operate by taking offensive military action even without congressional authorization, because only the executive branch is capable of the swift decision-making and action necessary to prevail in fourth-generational conflicts against fourthgenerational opponents.
Nuclear terror causes extinction

Hellman 8 (Martin E. Hellman, emeritus prof of engineering @ Stanford, “Risk Analysis of Nuclear Deterrence” SPRING 2008 THE BENT OF TAU BETA PI, http://www.nuclearrisk.org/paper.pdf)
The threat of nuclear terrorism looms much larger in the public’s mind than the threat of a full-scale nuclear war, yet this article focuses primarily on the latter. An explanation is therefore in order before proceeding. A terrorist attack involving a nuclear weapon would be a catastrophe of immense proportions: “A 10-kiloton bomb detonated at Grand Central Station on a typical work day would likely kill some half a million people, and inflict over a trillion dollars in direct economic damage. America and its way of life would be changed forever.” [Bunn 2003, pages viii-ix].   The likelihood of such an attack is also significant. Former Secretary of Defense William Perry has estimated the chance of a nuclear terrorist incident within the next decade to be roughly 50 percent [Bunn 2007, page 15].   David Albright, a former weapons inspector in Iraq, estimates those odds at less than one percent, but notes,   “We would never accept a situation where the chance of a major nuclear accident like Chernobyl would be anywhere near 1% .... A nuclear terrorism attack is a low-probability event, but we can’t live in a world where it’s anything but extremely low-probability.” [Hegland 2005]. In a survey of 85 national security experts, Senator Richard Lugar found a median estimate of 20 percent for the “probability of an attack involving a nuclear explosion occurring somewhere in the world in the next 10 years,” with 79 percent of the respondents believing “it more likely to be carried out by terrorists” than by a government [Lugar 2005, pp. 14-15].   I support increased efforts to reduce the threat of nuclear  terrorism, but that is not inconsistent with the approach of  this article. Because terrorism is one of the potential trigger mechanisms for a full-scale nuclear war, the risk analyses  proposed herein will include estimating the risk of nuclear  terrorism as one component of the overall risk. If that risk,  the overall risk, or both are found to be unacceptable, then  the proposed remedies would be directed to reduce which-  ever risk(s) warrant attention. Similar remarks apply to a  number of other threats (e.g., nuclear war between the U.S.  and China over Taiwan).   his article would be incomplete if it only dealt with the  threat of nuclear terrorism and neglected the threat of full-  scale nuclear war. If both risks are unacceptable, an effort to  reduce only the terrorist component would leave humanity  in great peril. In fact, society’s almost total neglect of the  threat of full-scale nuclear war makes studying that risk all  the more important.   The cosT of World War iii   The danger associated with nuclear deterrence depends on  both the cost of a failure and the failure rate.3 This section  explores the cost of a failure of nuclear deterrence, and  the next section is concerned with the failure rate. While  other definitions are possible, this article defines a failure  of deterrence to mean a full-scale exchange of all nuclear  weapons available to the U.S. and Russia, an event that  will be termed World War III.   Approximately 20 million people died as a result of the  first World War. World War II’s fatalities were double or  triple that number—chaos prevented a more precise deter-  mination. In both cases humanity recovered, and the world  today bears few scars that attest to the horror of those two  wars. Many people therefore implicitly believe that a third  World War would be horrible but survivable, an extrapola-  tion of the effects of the first two global wars. In that view,  World War III, while horrible, is something that humanity  may just have to face and from which it will then have to  recover. In contrast, some of those most qualified to assess  the situation hold a very different view.  In a 1961 speech to a joint session of the Philippine Con-  gress, General Douglas MacArthur, stated, “Global war has  become a Frankenstein to destroy both sides. … If   you lose,  you are annihilated. If you win, you stand only to lose. No longer does it possess even the chance of the winner of a  duel. It contains now only the germs of double suicide.”  Former Secretary of Defense Robert McNamara ex-  pressed a similar view: “If deterrence fails and conflict  develops, the present U.S. and NATO strategy carries with  it a high risk that Western civilization will be destroyed”  [McNamara 1986, page 6]. More recently, George Shultz,  William Perry, Henry Kissinger, and Sam Nunn4 echoed  those concerns when they quoted President Reagan’s belief  that nuclear weapons were “totally irrational, totally inhu-  mane, good for nothing but killing, possibly destructive of  life on earth and civilization.” [Shultz 2007]   Official studies, while couched in less emotional terms,  still convey the horrendous toll that World War III would  exact: “The resulting deaths would be far beyond any  precedent. Executive branch calculations show a range of  U.S. deaths from 35 to 77 percent (i.e., 79-160 million dead)  … a change in targeting could kill somewhere between  20 million and 30 million additional people on each side   .... These calculations reflect only deaths during the first  30 days. Additional millions would be injured, and many  would eventually die from lack of adequate medical care …  millions of people might starve or freeze during the follow-  ing winter, but it is not possible to estimate how many. …  further millions … might eventually die of latent radiation  effects.” [OTA 1979, page 8]   This OTA report also noted the possibility of serious  ecological damage [OTA 1979, page 9], a concern that as-  sumed a new potentiality when the TTAPS report [TTAPS  1983] proposed that the ash and dust from so many nearly  simultaneous nuclear explosions and their resultant fire-  storms could usher in a nuclear winter that might erase  homo sapiens from the face of the earth, much as many  scientists now believe the K-T Extinction that wiped out  the dinosaurs resulted from an impact winter caused by ash  and dust from a large asteroid or comet striking Earth. The  TTAPS report produced a heated debate, and there is still  no scientific consensus on whether a nuclear winter would  follow a full-scale nuclear war. Recent work [Robock 2007,  Toon 2007] suggests that even a limited nuclear exchange  or one between newer nuclear-weapon states, such as India  and Pakistan, could have devastating long-lasting climatic  consequences due to the large volumes of smoke that would  be generated by fires in modern megacities.   While it is uncertain how destructive World War III  would be, prudence dictates that we apply the same engi-  neering conservatism that saved the Golden Gate Bridge  from collapsing on its 50th anniversary and assume that  preventing World War III is a necessity—not an option. 

Prolif will be fast, destabilizing, and escalates to nuclear war

Kroenig 12

Matthew Kroenig, Assistant Professor of Government, Georgetown University and Stanton Nuclear Security Fellow, Council on Foreign Relations, Nonproliferation Policy Education Center, May 26, 2012, "Matthew Kroenig: The History of Proliferation Optimism: Does It Have A Future?", http://www.npolicy.org/article.php?aid=1182%26tid=30)
Why Nuclear Proliferation Is a Problem The spread of nuclear weapons poses a number of severe threats to international peace and U.S. national security including: nuclear war, nuclear terrorism, emboldened nuclear powers, constrained freedom of action, weakened alliances, and further nuclear proliferation. This section explores each of these threats in turn. Nuclear War. The greatest threat posed by the spread of nuclear weapons is nuclear war. The more states in possession of nuclear weapons, the greater the probability that somewhere, someday, there is a catastrophic nuclear war. A nuclear exchange between the two superpowers during the Cold War could have arguably resulted in human extinction and a nuclear exchange between states with smaller nuclear arsenals, such as India and Pakistan, could still result in millions of deaths and casualties, billions of dollars of economic devastation, environmental degradation, and a parade of other horrors. To date, nuclear weapons have only been used in warfare once. In 1945, the United States used one nuclear weapon each on Hiroshima and Nagasaki, bringing World War II to a close. Many analysts point to sixty-five-plus-year tradition of nuclear non-use as evidence that nuclear weapons are unusable, but it would be naïve to think that nuclear weapons will never be used again. After all, analysts in the 1990s argued that worldwide economic downturns like the great depression were a thing of the past, only to be surprised by the dot-com bubble bursting in the later 1990s and the Great Recession of the late Naughts.[53] This author, for one, would be surprised if nuclear weapons are not used in my lifetime. Before reaching a state of MAD, new nuclear states go through a transition period in which they lack a secure-second strike capability. In this context, one or both states might believe that it has an incentive to use nuclear weapons first. For example, if Iran acquires nuclear weapons neither Iran, nor its nuclear-armed rival, Israel, will have a secure, second-strike capability. Even though it is believed to have a large arsenal, given its small size and lack of strategic depth, Israel might not be confident that it could absorb a nuclear strike and respond with a devastating counterstrike. Similarly, Iran might eventually be able to build a large and survivable nuclear arsenal, but, when it first crosses the nuclear threshold, Tehran will have a small and vulnerable nuclear force. In these pre-MAD situations, there are at least three ways that nuclear war could occur. First, the state with the nuclear advantage might believe it has a splendid first strike capability. In a crisis, Israel might, therefore, decide to launch a preemptive nuclear strike to disarm Iran’s nuclear capabilities and eliminate the threat of nuclear war against Israel. Indeed, this incentive might be further increased by Israel’s aggressive strategic culture that emphasizes preemptive action. Second, the state with a small and vulnerable nuclear arsenal, in this case Iran, might feel use ‘em or loose ‘em pressures. That is, if Tehran believes that Israel might launch a preemptive strike, Iran might decide to strike first rather than risk having its entire nuclear arsenal destroyed. Third, as Thomas Schelling has argued, nuclear war could result due to the reciprocal fear of surprise attack.[54] If there are advantages to striking first, one state might start a nuclear war in the belief that war is inevitable and that it would be better to go first than to go second. In a future Israeli-Iranian crisis, for example, Israel and Iran might both prefer to avoid a nuclear war, but decide to strike first rather than suffer a devastating first attack from an opponent. Even in a world of MAD, there is a risk of nuclear war. Rational deterrence theory assumes nuclear-armed states are governed by rational leaders that would not intentionally launch a suicidal nuclear war. This assumption appears to have applied to past and current nuclear powers, but there is no guarantee that it will continue to hold in the future. For example, Iran’s theocratic government, despite its inflammatory rhetoric, has followed a fairly pragmatic foreign policy since 1979, but it contains leaders who genuinely hold millenarian religious worldviews who could one day ascend to power and have their finger on the nuclear trigger. We cannot rule out the possibility that, as nuclear weapons continue to spread, one leader will choose to launch a nuclear war, knowing full well that it could result in self-destruction. One does not need to resort to irrationality, however, to imagine a nuclear war under MAD. Nuclear weapons may deter leaders from intentionally launching full-scale wars, but they do not mean the end of international politics. As was discussed above, nuclear-armed states still have conflicts of interest and leaders still seek to coerce nuclear-armed adversaries. This leads to the credibility problem that is at the heart of modern deterrence theory: how can you threaten to launch a suicidal nuclear war? Deterrence theorists have devised at least two answers to this question. First, as stated above, leaders can choose to launch a limited nuclear war.[55] This strategy might be especially attractive to states in a position of conventional military inferiority that might have an incentive to escalate a crisis quickly. During the Cold War, the United States was willing to use nuclear weapons first to stop a Soviet invasion of Western Europe given NATO’s conventional inferiority in continental Europe. As Russia’s conventional military power has deteriorated since the end of the Cold War, Moscow has come to rely more heavily on nuclear use in its strategic doctrine. Indeed, Russian strategy calls for the use of nuclear weapons early in a conflict (something that most Western strategists would consider to be escalatory) as a way to de-escalate a crisis. Similarly, Pakistan’s military plans for nuclear use in the event of an invasion from conventionally stronger India. And finally, Chinese generals openly talk about the possibility of nuclear use against a U.S. superpower in a possible East Asia contingency. Second, as was also discussed above leaders can make a “threat that leaves something to chance.”[56] They can initiate a nuclear crisis. By playing these risky games of nuclear brinkmanship, states can increases the risk of nuclear war in an attempt to force a less resolved adversary to back down. Historical crises have not resulted in nuclear war, but many of them, including the 1962 Cuban Missile Crisis, have come close. And scholars have documented historical incidents when accidents could have led to war.[57] When we think about future nuclear crisis dyads, such as India and Pakistan and Iran and Israel, there are fewer sources of stability that existed during the Cold War, meaning that there is a very real risk that a future Middle East crisis could result in a devastating nuclear exchange. Nuclear terrorism. The spread of nuclear weapons also increases the risk of nuclear terrorism.[58] It used to be said that “terrorists want a lot of people watching, not a lot of people dead,” but the terrorist attacks of September 11, 2001 changed expert perceptions of the terrorist threat.[59] September 11th demonstrated that Al Qaeda and other modern terrorist groups are interested in imposing massive casualties and there are few better ways of killing large numbers of civilians than detonating a nuclear weapon in a major metropolitan area. And, while September 11th was one of the greatest tragedies in American history, it would have been much worse had Osama Bin Laden been able to acquire nuclear weapons. Osama Bin Laden declared it a “religious duty” for Al Qaeda to acquire nuclear weapons and radical clerics have issued fatwas declaring it permissible to use nuclear weapons in Jihad against the West.[60] Unlike states, which can be deterred, there is little doubt that if terrorists acquired nuclear weapons, they would use them. Indeed, in recent years, many U.S. politicians and security analysts have agreed that nuclear terrorism poses the greatest threat to U.S. national security.[61] Wanting nuclear weapons and actually possessing them, however, are two different things and many analysts have pointed out the tremendous hurdles that terrorists would have to overcome in order to acquire nuclear weapons.[62] Nevertheless, as nuclear weapons spread, the possibility that they will eventually fall into terrorist hands increases. States could intentionally transfer nuclear weapons, or the fissile material required to build them, to terrorist groups. There are good reasons why a state might be reluctant to transfer nuclear weapons to terrorists, but, as nuclear weapons spread, the possibility that a leader might someday purposely arm a terrorist group with nuclear weapons increases. Some fear, for example, that Iran, with its close ties to Hamas and Hezbollah, might be at a heightened risk of transferring nuclear weapons to terrorists. Moreover, even if no state would ever intentionally transfer nuclear capabilities to terrorists, a new nuclear state, with underdeveloped security procedures, might be vulnerable to theft, allowing terrorist groups or corrupt or ideologically-motivated insiders to transfer dangerous material to terrorists. There is evidence, for example, that representatives from Pakistan’s atomic energy establishment met with Al Qaeda members to discuss a possible nuclear deal.[63] Finally, a nuclear-armed state could collapse, resulting in a breakdown of law and order and a loose nuclear weapons problem. U.S. officials are currently very concerned about what would happen with Pakistan’s nuclear weapons if the government were to fall. As nuclear weapons spread, this problem is only further amplified. Iran is a country with a history of revolutions and a government with a tenuous hold on power. The regime change that Washing has long dreamed about in Tehran could actually become a nightmare if Iran had nuclear weapons and a break down in authority forced us to worry about the fate of Iran’s nuclear arsenal. Regional instability: The spread of nuclear weapons also emboldens nuclear powers contributing to regional instability. States that lack nuclear weapons need to fear direct military attack from other states, but states with nuclear weapons can be confident that they can deter an intentional military attack, giving them an incentive to be more aggressive in the conduct of their foreign policy. In this way, nuclear weapons provide a shield under which states can feel free to engage in lower-level aggression. Indeed, international relations theories about the “stability-instability paradox” maintain that stability at the nuclear level contributes to conventional instability.[64] Historically, we have seen that the spread of nuclear weapons has emboldened their possessors and contributed to regional instability. Recent scholarly analyses have demonstrated that, after controlling for other relevant factors, nuclear-weapon states are more likely to engage in conflict than nonnuclear-weapon states and that this aggressiveness is more pronounced in new nuclear states that have less experience with nuclear diplomacy.[65] Similarly, research on internal decision-making in Pakistan reveals that Pakistani foreign policymakers may have been emboldened by the acquisition of nuclear weapons, which encouraged them to initiate militarized disputes against India.[66] Currently, Iran restrains its foreign policy because it fears a major military retaliation from the United States or Israel, but with nuclear weapons it could feel free to push harder. A nuclear-armed Iran would likely step up support to terrorist and proxy groups and engage in more aggressive coercive diplomacy. With a nuclear-armed Iran increasingly throwing its weight around in the region, we could witness an even more crisis prone Middle East. And in a poly-nuclear Middle East with Israel, Iran, and, in the future, possibly other states, armed with nuclear weapons, any one of those crises could result in a catastrophic nuclear exchange. Nuclear proliferation can also lead to regional instability due to preventive strikes against nuclear programs. States often conduct preventive military strikes to prevent adversaries from acquiring nuclear weapons. Historically, the United States attacked German nuclear facilities during World War II, Israel bombed a nuclear reactor in Iraq in 1981, Iraq bombed Iran’s Bushehr reactors in the Iran-Iraq War in the 1980s and Iran returned the favor against an Iraqi nuclear plant, a U.S.-led international coalition destroyed Iraq’s nuclear infrastructure in the first Gulf War in 1991, and Israel bombed a Syrian nuclear reactor in 2007. These strikes have not led to extensive conflagrations in the past, but we might not be so lucky in the future. At the time of writing in 2012, the United States and Israel were polishing military plans to attack Iran’s nuclear program and some experts maintain that such a strike could very well lead to a wider war in the Middle East. Constrained freedom of action. The spread of nuclear weapons also disadvantages American’s national security by constraining U.S. freedom of action. As the most powerful country on the planet, with the ability to project power to every corner of the globe, the United States has the ability to threaten or protect every other state in the international system. This is a significant source of strategic leverage and maintaining freedom of action is an important objective of U.S. national security policy.[67] As nuclear weapons spread, however, America’s military freedom of action is constrained. The United States can use or credibly threaten to use force against nonnuclear states. The threat of military action against nuclear-armed states is much less credible, however, because nuclear-armed states can deter U.S. military action with the threat of nuclear retaliation. In January of 2012, for example, Iran threatened to close the Strait of Hormuz, a narrow Persian Gulf waterway through which roughly 20% of the world’s oil flows, and the United States issued a counter-threat, declaring that Washington would use force to reopen the Strait. If Iran had had nuclear weapons, however, Washington’s threats would have been much less credible. Would a U.S. President really be willing to risk nuclear war with Iran in order to reopen the Strait? Maybe. But, maybe not. While the United States might not be deterred in every contingency against a nuclear-armed state, it is clear that, at a minimum, the spread of nuclear weapons greatly complicates U.S. decisions to use force. Undermines alliances: The spread of nuclear weapons also complicates U.S. alliance relationships. Washington uses the promise of military protection as a way to cement its alliance structures. U.S. allies depend on America’s protection, giving Washington influence over allied states’ foreign policies. Historically, the United States has offered, and threatened to retract, the security guarantee carrot to prevent allied states from acting contrary to its interests. As nuclear weapons spread, however, alliances held together by promises of military protection are undermined in two ways. First, U.S. allies may doubt the credibility of Washington’s commitments to provide a military defense against nuclear-armed states, leading them to weaken ties with their patron. As Charles de Gaulle famously asked about the U.S. commitment to defend France from the Soviet Union during the Cold War, would Washington be willing to trade New York for Paris? Similarly, if Iran acquires nuclear weapons, U.S. partners in the Middle East, such as Israel and Gulf States, will question Washington’s resolve to defend them from Iran. After all, if the United States proves unwilling to use force to prevent Iran from acquiring nuclear weapons, would it really be willing to fight a war against a nuclear-armed Iran? Qatar, for example, already appears to be hedging its bets, loosening ties to Washington and warming to Tehran. Second, nuclear proliferation could encourage client states to acquire nuclear weapons themselves, giving them greater security independence and making them less dependable allies. According to many scholars, the acquisition of the force de frappe was instrumental in permitting the French Fifth Republic under President Charles de Gualle to pursue a foreign policy path independent from Washington at NATO.[68] Similarly, it is possible that Turkey, Saudi Arabia, and other regional states will acquire independent nuclear capabilities to counter Iran’s nuclear arsenal, greatly destabilizing an already unstable region and threatening Washington’s ability to influence regional dynamics. Further proliferation. Nuclear proliferation poses an additional threat to international peace and security because it causes further proliferation. As former Secretary of State George Schultz once said, “proliferation begets proliferation.”[69] When one country acquires nuclear weapons, its regional adversaries, feeling threatened by its neighbor’s new nuclear capabilities, are more likely to attempt to acquire nuclear weapons in response. Indeed, the history of nuclear proliferation can be read as a chain reaction of proliferation. The United States acquired nuclear weapons in response to Nazi Germany’s crash nuclear program. The Soviet Union and China acquired nuclear weapons to counter the U.S. nuclear arsenal. The United Kingdom and France went nuclear to protect themselves from the Soviet Union. India’s bomb was meant to counter China and it, in turn, spurred Pakistan to join the nuclear club. Today, we worry that, if Iran acquires nuclear weapons, other Middle Eastern countries, such as Egypt, Iraq, Turkey, and Saudi Arabia, might desire nuclear capabilities, triggering an arms race in a strategically important and volatile region.
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Executive flexibility is key to effective offensive cyber and deterrence
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Conclusion. So here’s my thesis: To my view, the lack of clarity on certain of these issues under international law means that with respect to those issues, the President is free to decide, as a policy matter, where and how the lines should be drawn on the limits of traditional military power in the sphere of cyberspace. For example, that means that within certain parameters, the President could decide when and to what extent military cyber operations may target computers located outside areas of hot fighting that the enemy is using for military advantage. And when a cyber attack is directed at us, the President can decide, as a matter of national policy, whether and when to treat it as an act of war.

The corollary to all this is that in situations where the customs of war, in fact, are not crystallized, the lawyers at the State Department and the Justice Department shouldn’t make up new red lines — out of some aspirational sense of what they think international law ought to be — that end up putting dangerous limitations on the options available to the United States. Certainly, the advice of lawyers is always important, especially so where the legal lines are established or firmly suggested. No one would contend that the laws of war have no application to cyber operations or that cyberspace is a law free zone. But it’s not the role of the lawyers to make up new lines that don’t yet exist in a way that preempts the development of policy. 14

In the face of this lack of clarity on key questions, some advocate for the negotiation of a new international convention on cyberwarfare — perhaps a kind of arms control agreement for cyber weapons. I believe there is no foreseeable prospect that that will happen. Instead, the outlines of accepted norms and limitations in this area will develop through the practice of leading nations. And the policy decisions made by the United States in response to particular events will have great influence in shaping those international norms. I think that’s the way we should want it to work.

The aff makes us lose in the incoming cyberwar – it will be a nightmare

Stewart Baker, Visiting Fellow at the Hoover Institution, 12 [“Law and Cyberwar - The Lessons of History,” Patriots Debate: Contemporary Issues in National Security Law, Chapter 9: Cyberwar, http://www.americanbar.org/groups/public_services/law_national_security/patriot_debates2/the_book_online/ch9/ch9_ess1.html]

Lawyers don’t win wars.¶ But can they lose a war? We’re likely to find out, and soon. Lawyers across the government have raised so many show-stopping legal questions about cyberwar that they’ve left our military unable to fight, or even plan for, a war in cyberspace.¶ No one seriously denies that cyberwar is coming. Russia may have pioneered cyber attacks in its conflicts with Georgia and Estonia, but cyber weapons went mainstream when the developers of Stuxnet sabotaged Iran’s Natanz enrichment plant, proving that computer network attacks can be more effective than 500-pound bombs. In war, weapons that work get used again.¶ Unfortunately, it turns out that cyber weapons may work best against civilians. The necessities of modern life—pipelines, power grids, refineries, sewer and water lines—all run on the same industrial control systems that Stuxnet subverted so successfully. These systems may be even easier to sabotage than the notoriously porous computer networks that support our financial and telecommunications infrastructure.¶ No one has good defenses against such attacks. The hackers will get through.¶ Even very sophisticated network defenders—RSA, HBGary, even the Department of Defense (DOD) classified systems—have failed to keep attackers out. Once they’re in, attackers have stolen the networks’ most precious secrets. But they could just as easily bring the network down, possibly causing severe physical damage, as in the case of Stuxnet.¶ So as things now stand, a serious cyber attack could leave civilians without power, without gasoline, without banks or telecommunications or water—perhaps for weeks or months. If the crisis drags on, deaths will multiply, first in hospitals and nursing homes, then in cities and on the road as civil order breaks down. It will be a nightmare. And especially for the United States, which has trusted more of its infrastructure to digital systems than most other countries have.¶ We’ve been in this spot before. As General William Mitchell predicted, airpower allowed a devastating and unprecedented strike on our ships in Pearl Harbor. We responded with an outpouring of new technologies, new weapons, and new strategies.¶ Today, the threat of new cyber weapons is just as real, but we have responded with an outpouring, not of technology or strategy but of law review articles, legal opinions, and legal restrictions. Military lawyers are tying themselves in knots trying to articulate when a cyber attack can be classified as an armed attack that permits the use of force in response.6 State Department and National Security Council lawyers are implementing an international cyberwar strategy that relies on international law “norms” to restrict cyberwar.7 CIA lawyers are invoking the strict laws that govern covert action to prevent the Pentagon from launching cyber attacks.8 Justice Department lawyers are telling our military that it violates the law of war to do what every cyber criminal has learned to do—cover their tracks by routing attacks through computers located in other countries.9 And the Air Force recently surrendered to its own lawyers, allowing them to order that all cyber weapons be reviewed for “legality under [the law of armed conflict], domestic law and international law” before cyberwar capabilities are even acquired.10 (And that’s just the lawyers’ first bite at the apple; the directive requires yet another legal review before the weapons are used.)11¶ The result is predictable, and depressing. Top Defense Department officials recently adopted a cyberwar strategy that simply omitted any plan for conducting offensive operations.12 Apparently, they’re still waiting for all these lawyers to agree on what kind of offensive operations the military is allowed to mount.¶ * * *¶ I have no doubt that the lawyers think they’re doing the right thing. Cyberwar will be terrible. If the law of war can stave off the worst civilian harms, they’d argue, surely we should embrace it. There’s just one problem: That’s exactly what we tried when airpower transformed war.¶ And we failed.¶ In the first half of the 20th century, the airplane did for warfighters what information technology has done in the last quarter of a century. Like cyber attacks, airpower was first used to gather intelligence and not to fight. Perhaps for this reason, there was never a taboo about using either airpower or cyber weapons. By the time officials realized just how ugly these weapons could be, the cat was already out of the bag¶ By the 1930s, though, everyone saw that aerial bombing would reduce cities to rubble in the next war. We have trouble today imagining how unprecedented and terrible airpower must have seemed at this time. Just a few years earlier, the hellish slaughter where armies met in the trenches of World War I had destroyed the Victorian world; now airpower promised to bring that hellish slaughter to the home front.¶ Former Prime Minister Stanley Baldwin summed up Britain’s strategic position in 1932 with a candor no American leader has dared to match in talking about cyberwar:¶ I think it is well also for the man in the street to realize that there is no power on earth that can protect him from being bombed, whatever people may tell him. The bomber will always get through. . . . The only defence is in offence, which means that you have got to kill more women and children more quickly than the enemy if you want to save yourselves.13¶ The British may have been realists about air war, but Americans still hoped to head off the nightmare. The American tool of choice was international law. (Some things never change.) When war broke out on September 1, 1939, President Franklin D. Roosevelt sent a cable to all the combatants seeking express limits on the use of airpower and expressing his view that:¶ [R]uthless bombing from the air of civilians in unfortified centers of population . . . has sickened the hearts of every civilized man and woman, and has profoundly shocked the conscience of humanity. . . . I am therefore addressing this urgent appeal to every government which may be engaged in hostilities publicly to affirm its determination that its armed forces shall in no event, and under no circumstances, undertake the bombardment from the air of civilian populations or of unfortified cities. . . .14¶ President Roosevelt had a pretty good legal case. The Hague Conventions on the Law of War, adopted just two years after the Wright Brothers’ first flight, declared that in bombardments, “all necessary steps should be taken to spare as far as possible edifices devoted to religion, art, science, and charity, hospitals, and places where the sick and wounded are collected, provided they are not used at the same time for military purposes.”15 The League of Nations had recently declared that, in air war, “the intentional bombing of civilian populations is illegal.”16¶ But FDR didn’t rely just on law. He asked for a public pledge that would bind all sides.17 Remarkably, he got it. The horror of aerial bombardment ran so deep in that era that England, France, Germany, and Poland all agreed—before nightfall on the same day.18¶ What’s more, they tried to honor their pledges. In a June 1940 order for Luftwaffe operations against Britain, Hermann Göring “stressed that every effort should be made to avoid unnecessary loss of life amongst the civilian population.”19¶ It began to look like a great victory for the international law of war. All sides had stared into the pit of horrors that civilian bombing would open up. And all had stepped back.¶ It was exactly what the lawyers and diplomats now dealing with cyberwar hope to achieve.¶ But as we know, that’s not how this story ends. On the night of August 24, a Luftwaffe air group made a fateful navigational error. Aiming for oil terminals along the Thames, they miscalculated, instead dropping their bombs in the civilian heart of the city of London.¶ It was a mistake. But that’s not how Prime Minister Winston Churchill saw it. He insisted on immediate retaliation. The next night, British bombers hit targets in Berlin for the first time. The military effect was negligible, but the political impact was profound. Göring had promised that the Luftwaffe would never allow a successful attack on Berlin. The Nazi regime was humiliated, the German people enraged. Ten days later, Hitler told a wildly cheering crowd that he had ordered the bombing of London: “Since they attack our cities, we will extirpate theirs.”20¶ The Blitz was on.¶ In the end, London survived. But the extirpation of enemy cities became a permanent part of both sides’ strategy. No longer an illegal horror to be avoided at all costs, the destruction of enemy cities became deliberate policy. Later in the war, British strategists would launch aerial attacks with the avowed aim of causing “the destruction of German cities, the killing of German workers, . . . the disruption of civilized life throughout Germany . . . the creation of a refugee problem on an unprecedented scale, and the breakdown of morale both at home and at the battle fronts.”21¶ The Hague Conventions, the League of Nations resolution, even the explicit pledges given to President Roosevelt—all these “norms” for the use of airpower had been swept away by the logic of the technology and the predictable psychology of war.¶ * * *¶ So, why do today’s lawyers think that their limits on cyberwar will fare better than FDR’s limits on air war?¶ It beats me. If anything, they have a much harder task. Roosevelt could count on a shared European horror at the aerial destruction of cities. He used that to extract an explicit and reciprocal understanding from both sides as the war was beginning. We have no such understanding, indeed no such shared horror. Quite the contrary, for some of our potential adversaries, cyber weapons are uniquely asymmetric—a horror for us, another day in the field for them. It doesn’t take a high-tech infrastructure to maintain an army that is ready in a pinch to live on grass.¶ What’s more, cheating is easy and strategically profitable. American compliance will be enforced by all those lawyers. Our adversaries can ignore the rules and say—hell, they are saying—”We’re not carrying out cyber attacks. We’re victims, too. Maybe you’re the attacker. Or maybe it’s Anonymous. Where’s your proof?”¶ Even if all sides were genuinely committed to limiting cyberwar, as all sides were in 1939, we’ve seen that the logic of airpower eventually drove all sides to the horror they had originally recoiled from. Each side felt that it had observed the limits longer than the other. Each had lawyerly justifications for what it did, and neither understood or gave credence to the other’s justifications. In that climate, all it took was a single error to break the legal limits irreparably.¶ And error was inevitable. Bombs dropped by desperate pilots under fire go astray. But so do cyber weapons. Stuxnet infected thousands of networks as it searched blindly for Natanz. The infections lasted far longer than intended. Should we expect fewer errors from code drafted in the heat of battle and flung at hazard toward the enemy?¶ Of course not. But the lesson for the lawyers and the diplomats is stark: Their effort to impose limits on cyberwar is almost certainly doomed.¶ No one can welcome this conclusion, at least not in the United States. We have advantages in traditional war that we lack in cyberwar. We are not used to the idea that launching even small wars on distant continents may cause death and suffering here at home. That is what drives the lawyers. They hope to maintain the old world. But they’re driving down a dead end.¶ If we want to defend against the horrors of cyberwar, we need first to face them, with the candor of a Stanley Baldwin. Then we need to charge our military strategists, not our lawyers, with constructing a cyberwar strategy for the world we live in, not the world we’d like to live in.¶ That strategy needs both an offense and a defense. The offense must be powerful enough to deter every adversary with something to lose in cyberspace, and so it must include a way to identify our attacker with certainty. The defense, too, must be realistic, making successful cyber attacks more difficult and less effective because we have built resilience and redundancy into our infrastructure.¶ Once we have a strategy for winning a cyberwar, we can ask the lawyers for their thoughts. We can’t do it the other way around.

Off

The aff’s invocation of the accident as the cause of eventual apocalypse is a conservative move that makes it impossible to capture the liberatory potential of speed identified in their Glezos evidence
McAllister, 8

(Communication Prof-Simon Fraser University, “Virilio: Mimesis, Mourning, and Modern Technology,” Canadian Journal of Communication, Vol 33 (2008) p. 567-589)
But I am less concerned with what is obviously Virilio’s ideal human subject than with the way his work appears to be trapped in mourning, in melancholy. He seems unable to let go of something he assumes has been lost. Grieving this loss, he refuses to reach beyond the terms of the model for the world. The inability to engage with the contemporary changing world is evident in his inability to contemplate anything other than the degeneration of human life. Even if his aim is to blow apart the fantasies of academics who blindly embrace technoscience, his focus on the techniques to effectively blow apart their fantasies point to the way he is enthralled by the destructive forces of modernity.10 And while Virilio asserts “Resistance is always possible!” (quoted in Armitage, 2000, p. 194, emphasis in original), resistance seems impossible in the worlds he paints in his texts. Wendy Brown writes about the melancholy of left intellectuals, what Walter Benjamin referred to as “left melancholia,” pointing out that “we come to love our Left passions and reasons, our Left analyses and convictions, more than we love the existing world that we presumably seek to alter with these terms” (Brown, 2003, pp. 460). Benjamin defines left melancholia as “a mournful, conservative, backward-looking attachment to a feeling, analysis, or relationship that has been rendered thing-like and frozen in the heart of the putative Leftist” (quoted in Brown, 2003, p. 460). It issues from an “unaccountable loss, some unadvowedly crushed ideal” (p. 460). Brown identifies many losses for the Left over the last century, including labour and class, socialist regimes, the legitimacy of Marxism, a unified movement, and alternatives to capitalism (p. 460). Although many on the Left can acknowledge these losses, Brown contends there is an unavowed loss, the loss of the promise that “Left analysis and . . . commitment would supply its adherents with a clear and certain path towards the good the right and the true” (p. 460). She claims that this was the basis for the pleasure of being on the Left and the basis of our “self-love as Leftists.” To give up this love up would require a radical transformation of the self. Brown turns to Freud to explain that if the love for the dead object or destroyed ideal cannot be given up, it takes its refuge in narcissistic identification, and hate comes into operation on this substitutive object, abusing it, debasing it, making it suffer and deriving sadistic satisfaction from its suffering. (quoted in Brown, 2003, p. 460) Brown claims that identity movements as well as post-structuralism and post-modernism have become the substitutive objects blamed for the Left’s weakness and its inability to generate coherent authoritative accounts of the world. This scorn safeguards the critics from recognizing the inadequacy of their own analyses. With regard to Virilio, as mentioned above, his energies are focused on mimetically capturing the destructive drive of modern technology rather than considering what is necessary for a new basis for life, for example, non-humanist modes of eco-centred living (for example, see Heyd, 2005; Katz, Light, & Rothenberg, 2000; Plumwood, 1993; Shiva, 1999; Wong, 2008). Caught in mourning for the loss of pre-modern techn¯e, which, for Virilio, is tied to the sacred, he seems to refuse to let go of that to which he is profoundly attached, to accept its death. As a result, he views the world around him in terms of painful absence and is unable to realize that life continues to undergo transformation rather than just destruction (Freud, 1984).11 His zeal in describing the collapse of the human world, atrophied human bodies, the mad worship of speed, and the penetrating reach of the antithesis of life at its most infinitesimal level suggests that humans have become his substitute object. His imagery debases the human body as he sadistically describes our reduction to neurologically simple organisms capable only of a few feeble winks and squirms. The danger of melancholy is that it makes it impossible to accept the loss. The subject thus becomes locked in stasis, unable to realize the adaptive and transformative potential of life forms and cultural practices: what might be the basis for new forms of techne that instantiate sustainable relations between life forms and socio-political technologies. For example, as I have suggested, he refuses to engage with the work by feminist scholars and artists who have critically theorized techno-body interfaces. What is “other” and “not yet” is all of what escapes and transmutes the relentless colonization of life that he so vividly paints.
Turns the aff – the alternative is to endorse the aff without their representation of accidents 

Cooper, 2

(Philosophy Prof-University of Sunderland – Technoculture and Critical Theory: In the Service of the Machine ?, P. 115)
There is no doubt that Virilio writes at times with a certain apocalyptic fer​vour. While the reconstitution of our habitat, subjective framework and body by technology is doubtless occurring, this is not so comprehensive a process as Virilio would have us believe. No doubt Virilio's is a deliberate strategy, a kind of cathartic nihilism intended to prevent the actual outcome of what he describes. As Conley points out, much of Virilio's work 'mimes the very system he criticises by projecting his way of apprehending the present into futuristic visions' (Conley 1993: 86). Yet this strategy can only be limited and has its own dangers. In particular, there is the danger of succumbing to tech​nological determinism. While Virilio might be horrified by the technologised future, as he imagines it, his descriptions are in essence no different from those who succumb to a progressivist ideology of technology. His discussion of Stelarc is illustrative of this point: while he repeatedly calls Stelarc a prophete malheur, a prophet of doom, it is difficult to see how Virilio's own claims are ultimately any different. As Virginia Madsen points out, '[i]n essence, Stelarc's observations are pure Virilio' (Madsen 1995: 80). Obviously, Virilio is horrified by a future increasingly harnessed to technological speed, yet writes in a manner that has an ideological effect similar to much cyberpunk fiction presenting a technological dystopia that is as fascinating as it is appalling. Overstatement and technological determinism prevent the elabo​ration of a reflexive relationship to technology; such as has been outlined consistently throughout this book. Instead, Virilio can do little else than simply say 'no' to technology.

Case

Their theory can’t describe military technology
Thommesen, 3

(PhD Student-Center, University of Denmark, “Virilio: From Space to Time, From Reality to Image,” http://www.ephemerajournal.org/contribution/virilio-space-time-reality-image)
It seems appropriate to close this review by returning once more to the issue of technology and warfare, which has resumed actuality with two recent hi-tech wars. It will also provide an opportunity to explain his method. Leaving aside the idea of society being shaped by military logic, one might question whether Virilio exaggerates the significance of technology in warfare, that is, whether he accepts at face value the picture presented by the proponents of televised high-precision missile systems. Without being an expert in military history, I seem to remember that those bombs were never quite as smart and precise as announced by military spokesmen. And it has also been argued that at least the more recent war in Afghanistan was not won from the air but depended quite largely on ground personnel (at a mere 'relative speed'4). Furthermore, the example of automatic defence systems also seems to show that he echoes the optimistic arguments about the potential for Artificial Intelligence. He accepts that this degree of automatization - not only in warfare, but also as a general tendency - is a realistic vision, while the fact is that research in AI has failed to deliver for decades. (On other hand it is a relief that he does not simply argue that AI is impossible due to phenomenological insights). Thus, while Virilio offers a critical antidote to the choir of IT evangelists, i.e. the idea of us all getting together in the global village (which he explicitly criticizes), he may be criticized for a similar tendency to attribute too much importance to the isolated factor of Technology. And perhaps this critique could be extended to his method in general, that is, dying to read signs of the future in various contemporary events without resorting to any elaborate empirical study, picking out convenient examples without over-zealous attention to then actual representativity - a method Brugger and Petersen (1994) label 'archaeology of the future*. On the other hand, those may be exactly the conditions and risks involved in trying to grasp the future: the intention is to identify future tendencies rather than merely describe contemporary reality. Although the critique of his empirical 'method' should not be completely silenced, neither should critique silence the observations of an analytical and somewhat cynical 'visionary'. I certainly find many of his ideas and arguments inspiring for further study, without having to subscribe to all of his theses.
Their trajectory of technology arguments are wrong
Kellner, 99

(Douglas, George F. Kneller Chair in the Philosophy of Education, UCLA – “Virilio, War, and Technology: Some Critical Reflections," Theory, Culture and Society, Vol. 16(5-6), 1999: 103-125, http://pages.gseis.ucla.edu/faculty/kellner/Illumina%20Folder/kell29.htm)

In _Speed and Politics_ (1986 [1977]), Virilio undertakes his first sustained attempt to delineate the importance of accelerated speed, of the impact of technologies of motion, of types of mobility and their effects in the contemporary era. Subtitled "Essay on Dromology," Virilio proposes what he calls a "dromomatics" which interrogates the role of speed in history and its important functions in urban and social life, warfare, the economy, transportation and communication, and other aspects of everyday life. "Dromology" comes from the Latin term, dromos, signifying race, and dromology studies how innovations in speed influence social and political life. The "dromocratic revolution" for Virilio involves means of fabricating speed with the steam engine, then the combustion engine, and in our day nuclear energy and instantaneous forms of warfare and communication. Virilio was initially an urbanist who suggests that the city is a dwelling place organized by channels of communication and transportation, penetrated by roadways, canals, coastlines, railroads, and now airports. Each crossing has its speed limits, its regulations, and its systematic enclosure and spaces with in a system of societal organization. The city itself is a conglomeration of these roads, a stopover for travel, and a system of "habitable circulation" (Virilio 1986: 6). City life unfolds in the spectacle of the street with its progressions and movements, its institutions and events, mobilizing and moving flows of traffic and people. Likewise, politics unfolds in the streets and urban sites of demonstration, debate, revolt, and revolutionary insurrection. Cyberspace, Virilio claims, supplies another space without the usual coordinates of space and time that also produces a disorienting and disembodying form of experience in which communication and interaction takes place instantaneously in a new global time, overcoming boundaries of time and space. It is a disembodied space with no fixed coordinates in which one loses anchorage in one's body, nature, and social community. It is thus for Virilio a dematerialized and abstract realm in which cybernauts can become lost in space and divorced from their bodies and social world. In addition, Virilio analyzes and denounces what he calls "a pernicious industrialization of vision" (1997b: 89) and what he fears is a displacement of vision by machines. Virilio is afraid that increasingly visions machines are seeing for us, ranging from cameras to video to satellite surveillance to nanotechnology which probes the body (and next the mind?). For Virilio, we are increasingly subjected to bombardment by images and information and thus by "a discreet pollution of our vision of the world through the sundry tools of communication" (1997b: 96). Moreover, he fears, media like cinema and television train and constrain vision, leading to degradation of vision and experience: "If, according to Kafka, cinema means pulling a uniform over your eyes, television means pulling on a straitjacket, stepping up an eye training regime that leads to eye disease, just as the acoustic intensity of the walkman ends in irreversible lesions in the inner ear" (1997b: 97). Shrilly technophobic and consistently hysterical, Virilio demonizes modern information and communication technologies, suggesting that they are do irreparable damage to the human being. Sometimes over-the-top rhetorical, as in the passage just cited, Virilio's 1990's comments on new information technology suggest that he is deploying the same model and methods to analyze the new technologies that he used for war technology. He speaks regularly of an "information bomb" that is set to explode (1995a, 1995b, 1995c, 1997a, and 1997b), evoking the specter of "a choking of the senses, a loss of control of reason of sorts" in a flood of information and attendant disinformation. Deploying his earlier argument concerning technology and the accident, Virilio argues that the information superhighway is just waiting for a major accident to happen (1995a and 1995b; 1997a and 1997b), which will be a new kind of global accident, effecting the whole globe, "the accidents of accidents" (Epicurus): "The stock market collapse is merely a slight prefiguration of it. Nobody has seen this generalized accident yet. But then watch out as you hear talk about the 'financial bubble' in the economy: a very significant metaphor is used here, and it conjures up visions of some kind of cloud, reminding us of other clouds just as frightening as those of Chernobyl..." (1995b). In a 1995 interview with German media theorist Friedrich Kittler (1995c), titled "The information Bomb," Virilio draws an analogy between the nuclear bomb and the "information bomb," talking about the dangers of "fallout" and "radiation" from both. In contrast to the more dialectical Kittler, Virilio comes off as exceedingly technophobic in this exchange and illicitly, in my view, deploys an amalgam of military and religious metaphors to characterize the world of the new technologies. In one exchange, Virilio claims that "a caste of technology-monks is coming up in our times," and "there exist monasteries (of sorts whose goal it is to pave the way for a (kind of) 'civilization' that has nothing to do with civilization as we remember it." These monks are avatars of a "technological fundamentalism" and "information monotheism," a world-view that replaces previous humanist and religious worldviews, displacing man and god in favor of technology. [This world-view] comes into being in a totally independent manner from any controversy. It is the outcome of an intelligence without reflection or past. And with it goes what I think as the greatest danger (of all), the derailment, the sliding down into the utopian, into a future without humanity. And that is what worries me. I believe that violence, nay hyperviolence, springs out of this fundamentalism. Virilio goes on to claim that fallout from the "information bomb" will be as lethal for the socius as nuclear bombs, destroying social memory, relations, traditions, and community with an instantaneous overload of information. Thus, the technological "monks" who promote the information revolution are guilty of "sins in technical fundamentalism, of which we witness the consequences, the evil effects, today." One wonders, however, if the discourse of "sin," "evil," and "fundamentalism" is appropriate to characterize the effects and uses of new technologies which are, contrary to Virilio, hotly and widely debated, hardly monolithic, and, in my view, highly ambiguous, mixing what might be appraised as positive and negative features and effects. Yet Virilio is probably correct that the dominant discourse is largely positive and uncritical and that we should be aware of negative aspects and costs of the new technologies and debate their construction, structure, uses, and effects. Virilio is also right that they constitute at least a threat to community and social relations, as previously established, though one could argue that the new communities and social relations generated by use of the new technologies have positive dimensions as well as potentially negative ones. Virilio notes as well the ways that new technologies are penetrating the human body and psyche, taking over previous biological, perceptual, and creative functions of human beings, making humans appendages of a technological apparatus. He writes: "I am a materialist of the body which means that the body is the basis of all my work" (Virilio 1997a: 47). In his early work, Virilio spoke of the body as "a vector of speed" and "metabolic vehicle" in which increased speed and velocity overwhelmed the human sensorium and empowered controllers of technologies of speed over other humans (1986). In more recent work, he has described the body as a planet, as a unique center around which objects gravitate, and criticizes increasing derealization of the body in cyberspace and virtual technologies (1997a and 1997b). Virilio is thus in part a materialist humanist and phenomenologist who is disturbed by the invasion of the human body by technology and the substitution of the technological for the human and lived experience. We noted above Virilio's disagreement with Baudrillard over the issue of simulation which Virilio prefers to interpret in terms of substitution of one mode of experience or representation for another. Virilio's project is to describe the losses, the disappearances, of the substitution, describing now technology displaces human faculties and experience, subjecting individuals to ever more powerful modes of technological domination and control. Thus, Virilio describes the effects of new technologies in terms of an explosion of information as lethal as nuclear explosion and warns of the ubiquity of new types of accident that will require new modes of deterrence and dissuasion. He also envisages progressive derealization and dematerialization of human beings in the realm of virtual reality which may come to rule every realm of life from war to sex. From this perspective, technology emerges as the major problem and threat of the contemporary era, as a demonic force that threatens to erase the human. Much as his predecessors, Heidegger and Ellul, Virilio warns of the totalitarian threat in technology and calls for a critical discourse on technology, recognition of its possible negative effects, and regulation of technological development, subjecting technology to human and political control. Yet Virilio has never really theorized technology per se, and uses the same model and categories to analyze war technology to characterize new information technology. Thus, he has not really unravelled the riddle of technology which would have to interrogate its fascination, power, and complexity, and not just its negativity. Virilio criticizes the discourses of technophilia, that would celebrate technology as salvation, that are totally positive without critical reservations, but he himself is equally one-sided, developing a highly technophobic and negative discourse that fails to articulate any positive aspects or uses for new technologies, claiming that negative and critical discourses like his own are necessary to counter the overly optimistic and positive discourses. In a sense, this is true and justifies Virilio's predominantly technophobic discourse, but raises questions concerning the adequacy of Virilio's perspectives on technology as a whole and the extent to which his work is of use in theorizing the new technologies with their momentous and dramatic transformation of every aspect of our social and everyday life. 
Locating executive authority as the source of democratic failures is wrong and counterproductive 

Grove, 8 

(Prof-University of Hawaii, “A Schmittian Century?: From Nuclear Leviathan to Nuclear-Sovereign-Assemblage,” 3/17, http://becomingwar.blogspot.com/2008/03/chapter-1-schmittian-century-from.html)
Initially nuclear weapons seemed to solidify even complete the decisionistic model of sovereignty once and for all. In Virilio’s reading of Schmitt’s the state of emergency became permanent and democracy ended once it became possible for a single individual to decide to got to war and to finish that war in 30 minutes. At first glance Virilio’s apocalyptic diagnosis seems accurate. Nuclear weapons at their current numbers could destroy the entire planet and given the structure of the United States nuclear command any Congressional or popular attempt to stop the war would be in vain. This is the backbone of Virilio’s argument. Politics and a democratic balance of power require time. Time to react, time to respond, time to debate, time to strategize, time to implement and ICBMS nullify time. But Virilio is wrong. The threat of the extreme case has obscured the actual or present case that presents new opportunities for intervention. Politics, whether micro or macro, does not begin and end with the sovereign decision; the sovereign decision (both expressively and in its enactment) emerges from a relay of forces, connections, and other previous decisions, resonances, forces, and actants that are presupposed in each subsequent iteration of the sovereign decision, and layered in multiple streams of time. Even an increasingly automated nuclear arsenal requires the participation of literally millions of people and countless networks, objects, tectonic stability, stable solar flare activity and on and on. The decision only appears singular when Virilio truncates time to the moment the president ‘pushes the button.’ We are not as of yet in that moment so other temporal rhythms abound and each part of the nuclear assemblage follows a different temporal course. Certainly the sovereign decision is a powerful, expressive, performative act of individuation for the sovereign and highly affective in mobilizing populations, but it is not self-constituted or self-causal. The process of individuation and mobilization necessitates a field of relations and resonances from which the sovereign decision emerges. The decision is also not decisive. Instead it territorializes the relations from which it emerges through its resonant modulation. The enunciation of a sovereign decision (a distinct inquiry from the ‘making of a decision. Certainly no less emeshed but nonetheless ought to remain analytically different) is something like a refrain, the sovereign—in so far as it is constituted by the enunciation of decisions—is a condensation point for national ethos, affect, and institutional identity making. Each decision is constitutive not of the ‘sovereign’ as is the case in Schmitt’s analysis but of a sovereign point of identification or reified, dogmatic consistency which can be recognized but need not remain static or immobile. Again however such a node is only possible because of its attachments whether physical or resonant (both material) to the complex system of tradition, culture, wires, telephones, satellites, nuclear silos, television cameras, previous sovereign decisions, personal affective characteristics, character, etc. This list is not exhaustive by any measure however it gestures in the direction of what I am trying to get at. The sovereign is not an individual, at best it is an iterative series of moments of performative or expressive individuation resulting from a complex interface with machines, networks, affective fields. The assemblage has a life of its own that cannot and should not be reduced to a single point simply because that is most consistent with our common sensibilities. In some sense the sovereign is a prosthesis or interface to be worn by whoever is elected to office. (President as first-person-shooter?) This does in part explain why there is so little transition time between each sovereign and so little variation in war powers. It is reference point or index for a history of actions and events made more complex by the function it is meant or believed to serve. It is the titular focal point of an assemblage that if recognized as such would undermine its own function. An assemblage that function because it can inspire belief in it is unity not its dispersed and multivalent organization. The irony is that the development of miles of fiberoptic networks, new technological interfaces and mobility was supposed to save the centralized and hierarchical sovereign form from its obvious strategic liability—that of being an easy target. However in increasing its ‘survivability’ it has also opened innumerable points of access to the supposed center. Each access point whether it be technological, affective, or economic that can recenter, or reterritorialize the sovereign assemblage. I do not want to make this sound ‘easy’ or ‘painless’ however as this ‘dispersed’ or redundant network system has become ‘everyday’ increasingly the President has been unaware of exactly who is in control or even at how many levels the Nuclear-sovereign-assemblage can be engaged or reterritorialized. 
Countermeasures solve 

Bailey, science correspondent – Reason Magazine, 1/18/’11
(Ronald, http://reason.com/archives/2011/01/18/cyberwar-is-harder-than-it)

Brown and Sommer observe that the Internet and the physical telecommunications infrastructure were designed to be robust and self-healing, so that failures in one part are routed around. “You have to be cautious when hearing from people engaging in fear-mongering about huge blackouts and collapses of critical infrastructures via the Internet,” says University of Toronto cyberwarfare expert Ronald Deibert in the January/February 2011 issue of the Bulletin of the Atomic Scientists. “There is a lot of redundancy in the networks; it’s not a simple thing to turn off the power grid.” In addition, our experience with current forms of malware is somewhat reassuring. Responses to new malware have generally been found and made available within days and few denial of service attacks have lasted more than a day. In addition, many critical networks such as those carrying financial transactions are not connected to the Internet requiring insider information to make them vulnerable.

Cyberattacks impossible – empirics and defenses solve
Rid 12 (Thomas Rid, reader in war studies at King's College London, is author of "Cyber War Will Not Take Place" and co-author of "Cyber-Weapons.", March/April 2012, “Think Again: Cyberwar”, http://www.foreignpolicy.com/articles/2012/02/27/cyberwar?page=full) 

"Cyberwar Is Already Upon Us." No way. "Cyberwar is coming!" John Arquilla and David Ronfeldt predicted in a celebrated Rand paper back in 1993. Since then, it seems to have arrived -- at least by the account of the U.S. military establishment, which is busy competing over who should get what share of the fight. Cyberspace is "a domain in which the Air Force flies and fights," Air Force Secretary Michael Wynne claimed in 2006. By 2012, William J. Lynn III, the deputy defense secretary at the time, was writing that cyberwar is "just as critical to military operations as land, sea, air, and space." In January, the Defense Department vowed to equip the U.S. armed forces for "conducting a combined arms campaign across all domains -- land, air, maritime, space, and cyberspace." Meanwhile, growing piles of books and articles explore the threats of cyberwarfare, cyberterrorism, and how to survive them. Time for a reality check: Cyberwar is still more hype than hazard. Consider the definition of an act of war: It has to be potentially violent, it has to be purposeful, and it has to be political. The cyberattacks we've seen so far, from Estonia to the Stuxnet virus, simply don't meet these criteria. Take the dubious story of a Soviet pipeline explosion back in 1982, much cited by cyberwar's true believers as the most destructive cyberattack ever. The account goes like this: In June 1982, a Siberian pipeline that the CIA had virtually booby-trapped with a so-called "logic bomb" exploded in a monumental fireball that could be seen from space. The U.S. Air Force estimated the explosion at 3 kilotons, equivalent to a small nuclear device. Targeting a Soviet pipeline linking gas fields in Siberia to European markets, the operation sabotaged the pipeline's control systems with software from a Canadian firm that the CIA had doctored with malicious code. No one died, according to Thomas Reed, a U.S. National Security Council aide at the time who revealed the incident in his 2004 book, At the Abyss; the only harm came to the Soviet economy. But did it really happen? After Reed's account came out, Vasily Pchelintsev, a former KGB head of the Tyumen region, where the alleged explosion supposedly took place, denied the story. There are also no media reports from 1982 that confirm such an explosion, though accidents and pipeline explosions in the Soviet Union were regularly reported in the early 1980s. Something likely did happen, but Reed's book is the only public mention of the incident and his account relied on a single document. Even after the CIA declassified a redacted version of Reed's source, a note on the so-called Farewell Dossier that describes the effort to provide the Soviet Union with defective technology, the agency did not confirm that such an explosion occurred. The available evidence on the Siberian pipeline blast is so thin that it shouldn't be counted as a proven case of a successful cyberattack. Most other commonly cited cases of cyberwar are even less remarkable. Take the attacks on Estonia in April 2007, which came in response to the controversial relocation of a Soviet war memorial, the Bronze Soldier. The well-wired country found itself at the receiving end of a massive distributed denial-of-service attack that emanated from up to 85,000 hijacked computers and lasted three weeks. The attacks reached a peak on May 9, when 58 Estonian websites were attacked at once and the online services of Estonia's largest bank were taken down. "What's the difference between a blockade of harbors or airports of sovereign states and the blockade of government institutions and newspaper websites?" asked Estonian Prime Minister Andrus Ansip. Despite his analogies, the attack was no act of war. It was certainly a nuisance and an emotional strike on the country, but the bank's actual network was not even penetrated; it went down for 90 minutes one day and two hours the next. The attack was not violent, it wasn't purposefully aimed at changing Estonia's behavior, and no political entity took credit for it. The same is true for the vast majority of cyberattacks on record. Indeed, there is no known cyberattack that has caused the loss of human life. No cyberoffense has ever injured a person or damaged a building. And if an act is not at least potentially violent, it's not an act of war. Separating war from physical violence makes it a metaphorical notion; it would mean that there is no way to distinguish between World War II, say, and the "wars" on obesity and cancer. Yet those ailments, unlike past examples of cyber "war," actually do kill people. "A Digital Pearl Harbor Is Only a Matter of Time." Keep waiting. U.S. Defense Secretary Leon Panetta delivered a stark warning last summer: "We could face a cyberattack that could be the equivalent of Pearl Harbor." Such alarmist predictions have been ricocheting inside the Beltway for the past two decades, and some scaremongers have even upped the ante by raising the alarm about a cyber 9/11. In his 2010 book, Cyber War, former White House counterterrorism czar Richard Clarke invokes the specter of nationwide power blackouts, planes falling out of the sky, trains derailing, refineries burning, pipelines exploding, poisonous gas clouds wafting, and satellites spinning out of orbit -- events that would make the 2001 attacks pale in comparison. But the empirical record is less hair-raising, even by the standards of the most drastic example available. Gen. Keith Alexander, head of U.S. Cyber Command (established in 2010 and now boasting a budget of more than $3 billion), shared his worst fears in an April 2011 speech at the University of Rhode Island: "What I'm concerned about are destructive attacks," Alexander said, "those that are coming." He then invoked a remarkable accident at Russia's Sayano-Shushenskaya hydroelectric plant to highlight the kind of damage a cyberattack might be able to cause. Shortly after midnight on Aug. 17, 2009, a 900-ton turbine was ripped out of its seat by a so-called "water hammer," a sudden surge in water pressure that then caused a transformer explosion. The turbine's unusually high vibrations had worn down the bolts that kept its cover in place, and an offline sensor failed to detect the malfunction. Seventy-five people died in the accident, energy prices in Russia rose, and rebuilding the plant is slated to cost $1.3 billion. Tough luck for the Russians, but here's what the head of Cyber Command didn't say: The ill-fated turbine had been malfunctioning for some time, and the plant's management was notoriously poor. On top of that, the key event that ultimately triggered the catastrophe seems to have been a fire at Bratsk power station, about 500 miles away. Because the energy supply from Bratsk dropped, authorities remotely increased the burden on the Sayano-Shushenskaya plant. The sudden spike overwhelmed the turbine, which was two months shy of reaching the end of its 30-year life cycle, sparking the catastrophe. If anything, the Sayano-Shushenskaya incident highlights how difficult a devastating attack would be to mount. The plant's washout was an accident at the end of a complicated and unique chain of events. Anticipating such vulnerabilities in advance is extraordinarily difficult even for insiders; creating comparable coincidences from cyberspace would be a daunting challenge at best for outsiders. If this is the most drastic incident Cyber Command can conjure up, perhaps it's time for everyone to take a deep breath. "Cyberattacks Are Becoming Easier." Just the opposite. U.S. Director of National Intelligence James R. Clapper warned last year that the volume of malicious software on American networks had more than tripled since 2009 and that more than 60,000 pieces of malware are now discovered every day. The United States, he said, is undergoing "a phenomenon known as 'convergence,' which amplifies the opportunity for disruptive cyberattacks, including against physical infrastructures." ("Digital convergence" is a snazzy term for a simple thing: more and more devices able to talk to each other, and formerly separate industries and activities able to work together.) Just because there's more malware, however, doesn't mean that attacks are becoming easier. In fact, potentially damaging or life-threatening cyberattacks should be more difficult to pull off. Why? Sensitive systems generally have built-in redundancy and safety systems, meaning an attacker's likely objective will not be to shut down a system, since merely forcing the shutdown of one control system, say a power plant, could trigger a backup and cause operators to start looking for the bug. To work as an effective weapon, malware would have to influence an active process -- but not bring it to a screeching halt. If the malicious activity extends over a lengthy period, it has to remain stealthy. That's a more difficult trick than hitting the virtual off-button. Take Stuxnet, the worm that sabotaged Iran's nuclear program in 2010. It didn't just crudely shut down the centrifuges at the Natanz nuclear facility; rather, the worm subtly manipulated the system. Stuxnet stealthily infiltrated the plant's networks, then hopped onto the protected control systems, intercepted input values from sensors, recorded these data, and then provided the legitimate controller code with pre-recorded fake input signals, according to researchers who have studied the worm. Its objective was not just to fool operators in a control room, but also to circumvent digital safety and monitoring systems so it could secretly manipulate the actual processes. Building and deploying Stuxnet required extremely detailed intelligence about the systems it was supposed to compromise, and the same will be true for other dangerous cyberweapons. Yes, "convergence," standardization, and sloppy defense of control-systems software could increase the risk of generic attacks, but the same trend has also caused defenses against the most coveted targets to improve steadily and has made reprogramming highly specific installations on legacy systems more complex, not less.

No risk of an attack – their evidence is biased

Hersh, contributor – The New Yorker, Pulitzer winner and 5-time George Polk Award winner, 11/1/’10
(Seymour M, “The Online Threat,” The New Yorker Annals of National Security)

A great deal of money is at stake. Cyber security is a major growth industry, and warnings from Clarke, McConnell, and others have helped to create what has become a military-cyber complex. The federal government currently spends between six and seven billion dollars annually for unclassified cyber-security work, and, it is estimated, an equal amount on the classified portion. In July, the Washington Post published a critical assessment of the unchecked growth of government intelligence agencies and private contractors. Benjamin Powell, who served as general counsel for three directors of the Office of National Intelligence, was quoted as saying of the cyber-security sector, “Sometimes there was an unfortunate attitude of bring your knives, your guns, your fists, and be fully prepared to defend your turf. . . . Because it’s funded, it’s hot and it’s sexy.”

Clarke is the chairman of Good Harbor Consulting, a strategic-planning firm that advises governments and companies on cyber security and other issues. (He says that more than ninety per cent of his company’s revenue comes from non-cyber-related work.) McConnell is now an executive vice-president of Booz Allen Hamilton, a major defense contractor. Two months after McConnell testified before the Senate, Booz Allen Hamilton landed a thirty-four-million-dollar cyber contract. It included fourteen million dollars to build a bunker for the Pentagon’s new Cyber Command.

American intelligence and security officials for the most part agree that the Chinese military, or, for that matter, an independent hacker, is theoretically capable of creating a degree of chaos inside America. But I was told by military, technical, and intelligence experts that these fears have been exaggerated, and are based on a fundamental confusion between cyber espionage and cyber war. Cyber espionage is the science of covertly capturing e-mail traffic, text messages, other electronic communications, and corporate data for the purpose of gathering national-security or commercial intelligence. Cyber war involves the penetration of foreign networks for the purpose of disrupting or dismantling those networks, and making them inoperable. (Some of those I spoke to made the point that China had demonstrated its mastery of cyber espionage in the EP-3E incident, but it did not make overt use of it to wage cyber war.) Blurring the distinction between cyber war and cyber espionage has been profitable for defense contractors—and dispiriting for privacy advocates.

Util’s the only moral framework 

Murray 97 (Alastair, Professor of Politics at U. Of Wales-Swansea, Reconstructing Realism, p. 110)

Weber emphasised that, while the 'absolute ethic of the gospel' must be taken seriously, it is inadequate to the tasks of evaluation presented by politics. Against this 'ethic of ultimate ends' — Gesinnung — he therefore proposed the 'ethic of responsibility' — Verantwortung. First, whilst the former dictates only the purity of intentions and pays no attention to consequences, the ethic of responsibility commands acknowledgement of the divergence between intention and result. Its adherent 'does not feel in a position to burden others with the results of his [OR HER] own actions so far as he was able to foresee them; he [OR SHE] will say: these results are ascribed to my action'. Second, the 'ethic of ultimate ends' is incapable of dealing adequately with the moral dilemma presented by the necessity of using evil means to achieve moral ends: Everything that is striven for through political action operating with violent means and following an ethic of responsibility endangers the 'salvation of the soul.' If, however, one chases after the ultimate good in a war of beliefs, following a pure ethic of absolute ends, then the goals may be changed and discredited for generations, because responsibility for consequences is lacking. The 'ethic of responsibility', on the other hand, can accommodate this paradox and limit the employment of such means, because it accepts responsibility for the consequences which they imply. Thus, Weber maintains that only the ethic of responsibility can cope with the 'inner tension' between the 'demon of politics' and 'the god of love'. 9   The realists followed this conception closely in their formulation of a political ethic.10 This influence is particularly clear in Morgenthau.11 In terms of the first element of this conception, the rejection of a purely deontological ethic, Morgenthau echoed Weber's formulation, arguing tha/t:the political actor has, beyond the general moral duties, a special moral responsibility to act wisely ... The individual, acting on his own behalf, may act unwisely without moral reproach as long as the consequences of his inexpedient action concern only [HER OR] himself. What is done in the political sphere by its very nature concerns others who must suffer from unwise action. What is here done with good intentions but unwisely and hence with disastrous results is morally defective; for it violates the ethics of responsibility to which all action affecting others, and hence political action par excellence, is subject.12  This led Morgenthau to argue, in terms of the concern to reject doctrines which advocate that the end justifies the means, that the impossibility of the logic underlying this doctrine 'leads to the negation of absolute ethical judgements altogether'.13  
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Only after the colon matters

Webster’s Guide to Grammar and Writing 2k 

Use of a colon before a list or an explanation that is preceded by a clause that can stand by itself. Think of the colon as a gate, inviting one to go one…If the introductory phrase preceding the colon is very brief and the clause following the colon represents the real business of the sentence, beginning the clause after the colon with a capital letter. 

Should denotes an expectation the aff will be enacted

American Heritage Dictionary 2K

Used to express probability or expectation

Means the USFG should take action

Steinberg and Freeley ‘8

David Director of Debate at U Miami, Former President of CEDA, officer, American Forensic Association and National Communication Association. Lecturer in Communication studies and rhetoric. Advisor to Miami Urban Debate League, Masters in Communication, and Austin, JD, Suffolk University, attorney who focuses on criminal, personal injury and civil rights law, Argumentation and Debate Critical Thinking for Reasoned Decision Making, TWELFTH EDITION

Most propositions on matters of policy contain the word should (or ought)—for example, “Resolved: That such-and-such should be done.” In a debate on a policy proposition, should means that intelligent self-interest, social welfare, or the national interest prompts this action and that it is both desirable and workable. When the affirmative claims a policy “should” be adopted, it must show that the policy is practical—but it is under no obligation to show that it would be adopted. The affirmative must give enough detail to show that if implemented, it would work. It may be impossible, within the time limitations of the debate, for the affirmative to give all the details, but it must at least show the outline of its policy and indicate how the details could be worked out. For example, in a debate on federal funding for education, the affirmative could not reasonably be expected to indicate how much money each state would receive under its plan, but it would be obliged to indicate the method by which the amount of the grants would be determined. It would be pointless for the negative to seek to show that the affirmative’s plan could not be adopted by demonstrating that public opinion is against it or that the supporters of the plan lack sufficient voting strength in Congress.
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Topical version of the aff solves—eliminate cyber war authority, congressional consultation to slow down deliberation on all war powers—err strongly negative​—they ignore the contingency and revisability of the law
Orly Lobel, University of San Diego Assistant Professor of Law, 2007, The Paradox of Extralegal Activism: Critical Legal Consciousness and Transformative Politics,” 120 HARV. L. REV. 937, http://www.harvardlawreview.org/media/pdf/lobel.pdf

V. RESTORING CRITICAL OPTIMISM IN THE LEGAL FIELD

“La critique est aisée; l’art difficile.” 

A critique of cooptation often takes an uneasy path. Critique has always been and remains not simply an intellectual exercise but a political and moral act. The question we must constantly pose is how critical accounts of social reform models contribute to our ability to produce scholarship and action that will be constructive. To critique the ability of law to produce social change is inevitably to raise the question of alternatives. In and of itself, the exploration of the limits of law and the search for new possibilities is an insightful field of inquiry. However, the contemporary message that emerges from critical legal consciousness analysis has often resulted in the distortion of the critical arguments themselves. This distortion denies the potential of legal change in order to illuminate what has yet to be achieved or even imagined. Most importantly, cooptation analysis is not unique to legal reform but can be extended to any process of social action and engagement. When claims of legal cooptation are compared to possible alternative forms of activism, the false necessity embedded in the contemporary story emerges — a story that privileges informal extralegal forms as transformative while assuming that a conservative tilt exists in formal legal paths. In the triangular conundrum of “law and social change,” law is regularly the first to be questioned, deconstructed, and then critically dismissed. The other two components of the equation — social and change — are often presumed to be immutable and unambiguous. Understanding the limits of legal change reveals the dangers of absolute reliance on one system and the need, in any effort for social reform, to contextualize the discourse, to avoid evasive, open-ended slogans, and to develop greater sensitivity to indirect effects and multiple courses of action. Despite its weaknesses, however, law is an optimistic discipline. It operates both in the present and in the future. Order without law is often the privilege of the strong. Marginalized groups have used legal reform precisely because they lacked power. Despite limitations, these groups have often successfully secured their interests through legislative and judicial victories. Rather than experiencing a disabling disenchantment with the legal system, we can learn from both the successes and failures of past models, with the aim of constantly redefining the boundaries of legal reform and making visible law’s broad reach. 
Policy simulation key to creativity, decisionmaking, and agency—the detachment that they criticize is key to its revolutionary benefits

Eijkman ‘12

Henk, currently an independent consultant as well as visiting fellow at the University of New South Wales at the Australian Defence Force Academy and is Visiting Professor of Academic Development, Annasaheb Dange College of Engineering and Technology in India. As a sociologist he developed an active interest in tertiary learning and teaching with a focus on socially inclusive innovation and culture change. He has taught at various institutions in the social sciences and his work as an adult learning specialist has taken him to South Africa, Malaysia, Palestine, and India. He publishes widely in international journals, serves on Conference Committees and editorial boards of edited books and international journals. “The role of simulations in the authentic learning for national security policy development,” National Security College Occasional Paper No 4 May 2012*CAS=complex adaptive systems 
Why use policy Sims?

The leading question that underpins this report is this: Why use policy Sims for learning purposes in academic settings when we have many other well developed methods and techniques we can use; from expert-led lectures, seminars and case studies, to workshops? The short answer lies in the four educational functions of Sims: 1. Demonstration function: explore concepts, principles, methods, processes and procedures of the social systems involved. 2. Learning function: develop skills, problem-solving, decisionmaking, etc. 3. Motivation function: involve learners in the educational process and stimulate intrinsic motivation. 4. Arousal function: increase the level of activation of learners (Klabbers, 2006; Marshev & Popov, 1983). Policy Sims use these four educational functions in a range of simulation-gaming combinations designed to best assist academic course participants in learning how to effectively engage in the policy development process and become immersed in policy exploration, decision-making, and strategic change. This ispossible because the potential of the educational functions in policy simulations lies in their capacity to: combine the rigor of systems analysis and simulation techniques with the creativity of scenario building and the communicative power of role-play and structured group techniques. Reality is simulated through the interaction of role players using non-formal symbols as well as formal, computerized sub-models where necessary. The technique allows a group of participants to engage in collective action in a safe environment to create and analyse the futures they want to explore. It enables [participants] to pre-test strategic initiatives in a realistic environment (Geurts et al. 2007: 535) As Mayer (n.d.) suggests, we can also view policy simulations through multiple frames, as in Fig. 2.4 below. Policy simulations can thus be seen in different ways, or with different emphases. We can view them primarily as a learning method, or as a means of innovation, persuasion and/or culture shift, depending on an institution’s orientation e.g. realistidealist or intervention-transformation. However, whether as an approach to learning, innovation, persuasion or culture shift, policy simulations derive their power from two central features: their combination of simulation and gaming (Geurts et al. 2007). 1. The simulation element: the unique combination of simulation with role-playing.The unique simulation/role-play mix enables participants to create possible futures relevant to the topic being studied. This is diametrically opposed to the more traditional, teacher-centric approaches in which a future is produced for them. In policy simulations, possible futures are much more than an object of tabletop discussion and verbal speculation. ‘No other technique allows a group of participants to engage in collective action in a safe environment to create and analyse the futures they want to explore’ (Geurts et al. 2007: 536). 2. The game element: the interactive and tailor-made modelling and design of the policy game. The actual run of the policy simulation is only one step, though a most important and visible one, in a collective process of investigation, communication, and evaluation of performance. In the context of a post-graduate course in public policy development, for example, a policy simulation is a dedicated game constructed in collaboration with practitioners to achieve a high level of proficiency in relevant aspects of the policy development process. To drill down to a level of finer detail, policy development simulations—as forms of interactive or participatory modelling— are particularly effective in developing participant knowledge and skills in the five key areas of the policy development process (and success criteria), namely: Complexity, Communication, Creativity, Consensus, and Commitment to action (‘the five Cs’). The capacity to provide effective learning support in these five categories has proved to be particularly helpful in strategic decision-making (Geurts et al. 2007). Annexure 2.5 contains a detailed description, in table format, of the synopsis below. Policy simulations address Complexity Policymaking deals with ill-structured or ‘wicked’ problems (Rittel & Webber, 1973), and thus requires soft rather than hard systems thinking (Checkland, 2001). This typically involves: (a) the integration of multiple sources and types of data, insights and tacit knowledge into a problem-specific knowledge database; (b) the provision of an environment through which to explore different strategies; and (c) a holistic approach to the problem’s complexity in which a wide range of perspectives, skills, and information is available, and which also involves key decisionmakers and stakeholders. In contrast to traditional learning approaches, simulations have the capacity to effectively convey the totality of a model and the dynamics of a system. When participants experience the collective building and testing of policy options in the safe world of a simulation, abstract ideas and fears become tangible, the specific implications of various alternatives for different stakeholders become visible, and pertinent uncertainties can be distinguished from insufficient knowledge sharing (Geurts et al. 2007). Policy simulations facilitate ‘multilogue’ Communication Policy simulations facilitate effective communication across diverse groups, encourage the exchange of ideas, and bridge communication gaps. Participants begin to create a situationspecific language permitting them to communicate with each other about the issues with much greater clarity. This situationspecific language includes, but is not limited to, spoken or written words. A good simulation includes a range of artefacts that support effective communication among participants. Duke (1974) conceptualises simulations as a hybrid, a multilogic rather than dialogic form of communication: as a language for dealing with the complexities of the future. In contrast to dialogue, multilogue is about the enabling of contact between many persons with different perspectives through the use of different forms of communication in parallel, such as through the social media tools of blogs, wikis, twitter, etc. Duke (1974) considers games primarily as a tool to structure communication in complex situations (Geurts et al. 2007). Policy simulations stimulate Creativity Participation in policy games has proved to be a highly effective way of developing new combinations of experience and creativity, which is precisely what innovation requires (Geurts et al. 2007: 548). Gaming, whether in analog or digital mode, has the power to stimulate creativity, and is one of the most engaging and liberating ways for making group work productive, challenging and enjoyable. Geurts et al. (2007) cite one instance where, in a National Health Care policy change environment, ‘the many parties involved accepted the invitation to participate in what was a revolutionary and politically very sensitive experiment precisely because it was a game’ (Geurts et al. 2007: 547). Data from other policy simulations also indicate the uncovering of issues of which participants were not aware, the emergence of new ideas not anticipated, and a perception that policy simulations are also an enjoyable way to formulate strategy (Geurts et al. 2007). Gaming puts the players in an ‘experiential learning’ situation, where they discover a concrete, realistic and complex initial situation, and the gaming process of going through multiple learning cycles helps them work through the situation as it unfolds. Policy gaming stimulates ‘learning how to learn’, as in a game, and learning by doing alternates with reflection and discussion. The progression through learning cycles can also be much faster than in real-life (Geurts et al. 2007: 548). The bottom line is that problem solving in policy development processes requires creative experimentation. This cannot be primarily taught via ‘camp-fire’ story telling learning mode but demands hands-on ‘veld learning’ that allow for safe creative and productive experimentation. This is exactly what good policy simulations provide (De Geus, 1997; Ringland, 2006). In simulations participants cannot view issues solely from either their own perspective or that of one dominant stakeholder (Geurts et al. 2007). Policy simulations enable the seeking of Consensus Games are popular because historically people seek and enjoy the tension of competition, positive rivalry and the procedural justice of impartiality in safe and regulated environments. As in games, simulations temporarily remove the participants from their daily routines, political pressures, and the restrictions of real-life protocols. In consensus building, participants engage in extensive debate and need to act on a shared set of meanings and beliefs to guide the policy process in the desired direction, yet without sacrificing critique and creativity. During the joint experimental actions of simulation, value debates become focused, sharpened, and placed into operational contexts that allow participants to negotiate value trade-offs. Participants work holistically, from the perspective of the entire system, in order to reach a joint definition of the problem. Most importantly, role-playing takes the attention away from the individual (Geurts et al. 2007). To cite one case, Geurts et al. (2007: 549) note that the ‘impersonal (in-role) presentation of some of the difficult messages was a very important factor in the success of the game. When people play roles, they defend a perspective, not their own position: what they say in the game, they say because their role forces them to do so’. Consequently, policy simulations make it possible for participants to become (safely) caught up and to learn powerful lessons from conflict-ridden simulations rather than from conflict-ridden real-life policy processes (Geurts et al. 2007). Policy simulations promote Commitment to action When participants engage collaboratively in a well-designed policy simulation and work towards the assessment of possible impacts of major decision alternatives, they tend to become involved, reassured and committed. However, participating in a simulation about one’s own organisation or professional arena can also be a disquieting experience. The process of objectification that takes place in a well-designed and well-run simulation helps to reinforce memory, stimulate doubt, raise issues, disagreements and further discussions, and acts to control the delegation of judgement (those who are affected can check the logic of action). Good simulations engage participants in the exploration of possible futures and foster the power of ‘exercises in explicitness’ to question and prevent unrealistic overcommitment to one idea or course of action and critically explore situations and conditions where a chosen strategy deviates, fails, or backfires.
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Arguing that a current government policy is bad is not roleplaying

Scott Harris, Director of Debate, Kansas University, 2013, This Ballot, http://www.cedadebate.org/forum/index.php?topic=4762.0
While this ballot has meandered off on a tangent I’ll take this opportunity to comment on an unrelated argument in the debate. Emporia argued that oppressed people should not be forced to role play being the oppressor. This idea that debate is about role playing being a part of the government puzzles me greatly. While I have been in debate for 40 years now never once have I role played being part of the government. When I debated and when I have judged debates I have never pretended to be anyone but Scott Harris. Pretending to be Scott Harris is burden enough for me. Scott Harris has formed many opinions about what the government and other institutions should or should not do without ever role playing being part of those institutions. I would form opinions about things the government does if I had never debated. I cannot imagine a world in which people don’t form opinions about the things their government does. I don’t know where this vision of debate comes from. I have no idea at all why it would be oppressive for someone to form an opinion about whether or not they think the government should or should not do something. I do not role play being the owner of the Chiefs when I argue with my friends about who they should take with the first pick in this year’s NFL draft. I do not role play coaching the basketball team or being a player if I argue with friends about coaching decisions or player decisions made during the NCAA tournament. If I argue with someone about whether or not the government should use torture or drone strikes I can do that and form opinions without ever role playing that I am part of the government. Sometimes the things that debaters argue is happening in debates puzzle me because they seem to be based on a vision of debate that is foreign to what I think happens in a debate round.

Analysis of policy is particularly empowering, even if we’re not the USFG

Shulock 99

 Nancy, PROFESSOR OF PUBLIC POLICY --- professor of Public Policy and Administration and director of the Institute for Higher Education Leadership & Policy (IHELP) at Sacramento State University, The Paradox of Policy Analysis: If It Is Not Used, Why Do We Produce So Much of It?, Journal of Policy Analysis and Management, Vol. 18, No. 2, 226–244 (1999)

In my view, none of these radical changes is necessary. As interesting as our politics might be with the kinds of changes outlined by proponents of participatory and critical policy analysis, we do not need these changes to justify our investment in policy analysis. Policy analysis already involves discourse, introduces ideas into politics, and affects policy outcomes. The problem is not that policymakers refuse to understand the value of traditional policy analysis or that policy analysts have not learned to be properly interactive with stakeholders and reflective of multiple and nontechnocratic perspectives. The problem, in my view, is only that policy analysts, policymakers, and observers alike do not recognize policy analysis for what it is. Policy analysis has changed, right along with the policy process, to become the provider of ideas and frames, to help sustain the discourse that shapes citizen preferences, and to provide the appearance of rationality in an increasingly complex political environment. Regardless of what the textbooks say, there does not need to be a client in order for ideas from policy analysis to resonate through the policy environment.10¶ Certainly there is room to make our politics more inclusive. But those critics who see policy analysis as a tool of the power elite might be less concerned if they understood that analysts are only adding to the debate—they are unlikely to be handing ready-made policy solutions to elite decisionmakers for implementation. Analysts themselves might be more contented if they started appreciating the appropriation of their ideas by the whole gamut of policy participants and stopped counting the number of times their clients acted upon their proposed solutions. And the cynics disdainful of the purported objectivism of analysis might relax if analysts themselves would acknowledge that they are seeking not truth, but to elevate the level of debate with a compelling, evidence-based presentation of their perspectives. Whereas critics call, unrealistically in my view, for analysts to present competing perspectives on an issue or to “design a discourse among multiple perspectives,” I see no reason why an individual analyst must do this when multiple perspectives are already in abundance, brought by multiple analysts. If we would acknowledge that policy analysis does not occur under a private, contractual process whereby hired hands advise only their clients, we would not worry that clients get only one perspective.¶ Policy analysis is used, far more extensively than is commonly believed. Its use could be appreciated and expanded if policymakers, citizens, and analysts themselves began to present it more accurately, not as a comprehensive, problem-solving, scientific enterprise, but as a contributor to informed discourse. For years Lindblom [1965, 1968, 1979, 1986, 1990] has argued that we should understand policy analysis for the limited tool that it is—just one of several routes to social problem solving, and an inferior route at that. Although I have learned much from Lindblom on this odyssey from traditional to interpretive policy analysis, my point is different. Lindblom sees analysis as having a very limited impact on policy change due to its ill-conceived reliance on science and its deluded attempts to impose comprehensive rationality on an incremental policy process. I, with the benefit of recent insights of Baumgartner, Jones, and others into the dynamics of policy change, see that even with these limitations, policy analysis can have a major impact on policy. Ideas, aided by institutions and embraced by citizens, can reshape the policy landscape. Policy analysis can supply the ideas.
2nc at Clegg

No offense—good decisionmaking is a PROCESS, not an OUTCOME—that was the overview—more ev

Perkins, senior professor of education – Harvard Graduate School of Education, ‘9
(David, Education and a Civil Society: Teaching Evidence-Based Decision Making, p. 16) 
Good decision making can be seen as a double balancing act. The decision maker decides how to decide, adopting a more intuitive or analytic approach in a more narrative or quantitative or mixed style suited to stakes, knowledge, and personal resonance. • High-stakes decisions recommend a more analytic approach with both narrative and quantitative/tabular representations to crosscheck one another but with caution about diminishing returns for extended elaboration. • Extensive knowledge and experience enable more effective use of intuition and narrative modes of representation—but with awareness that the situation may require “thinking out of the box” in ways that challenge one’s knowledge and experience. • Personal resonance gives a special priority to personal intuitive reasons— not because they offer a more accurate read on an objective reality but because they represent personal affinities or aversions that are likely to continue to color one’s experience of the path taken. • Finally, even a relatively intuitive decision of the moment deserves due analytic consideration of commonly overlooked matters such as opportunity costs, cognitive illusions (e.g., loss aversion), and biasing influences (e.g., social pressure). Although such principles: and their refinements offer no calculus of normative correctness, they do show how the thoughtful decision maker might take stock and choose a smart approach. However, as the saying goes, advice is cheap. What does it take to put good decision-making practices into action in learners’ everyday lives?

Their card is about higher education which they obviously don’t solve

Clegg ‘10 

Sue Clegg, Professor of Higher Educational Research and Head of the Centre for Research into Higher Education, “Time future – the dominant discourse of higher education”, Time and Society 19(3) 345–364, 2010

The salience of a time lens to understanding higher education is not conﬁned to pedagogical practices and the discourse of employability. The broader reframing of higher education, marketization, and the university as the ‘enterprise university’ are implicated in a stance towards the future as the quotation from The Future of Higher Education (DfES, 2003) cited earlier illustrates. All university functions are discursively projected as orientated towards global competitiveness, whether producing ﬂexible employable human capital or new knowledge and discoveries for competitive economic exploitation. These pressures give rise to the multiple timeframes of higher education which are complex, divergent and not infrequently conﬂictual in the lived presents of its workers and students. In previous work (Clegg, 2003) I have identiﬁed the tensions between the time of the organizational centre of universities and the time of academics. The centre’s modes of planning are dissociated from the patterns of most academic work which is structured around terms, semesters, and modules; course beginnings and endings; admissions and examinations. There are diﬀerent temporalities for basic and contract research on which the prestige of the ‘enterprise university’ and academic capitalism depends. Grants are bid for under pressure and ﬁnal reports are being produced as new contracts are being secured to sustain researchers’ own employment futures. ‘Sleeplessness in academia’ (Acker and Armenti, 2004) is real and, moreover, experienced diﬀerentially by its members, with women being especially aﬀected as they are more likely to shoulder caring responsibilities, and more likely to be on temporary contracts. One cannot ignore the relative privilege of academics compared to other workers, but nonetheless reported stress and lack of care for the self and others is endemic in the system. This speeded up time has made time for reﬂection on both the part of staﬀ and students much less likely. Students face their own competing time pressures with paid work increasingly impacting on the patterns and rhythms of study. Virilio (2000) is among those who have commented on the dystopian aspects of speed (Land, 2006). The more ruminative slow time of Claxton’s (1998) depiction of the ‘tortoise mind’ (in counter-distinction to the hare brain) is increasingly diﬃcult to achieve in both research and teaching, and what Ylijoki and Ma¨ntyla¨ (2003) characterize as ‘timeless time’ is experienced as being increasingly rare in academic life.
Topical version solves…

Clegg ‘10 

Sue Clegg, Professor of Higher Educational Research and Head of the Centre for Research into Higher Education, “Time future – the dominant discourse of higher education”, Time and Society 19(3) 345–364, 2010

The arguments of this paper have ranged from the philosophical to the pedagogical and experiential. I would defend the strategy of knitting together the mundane and attention to the detail and micro-politics of particular pedagogies with broader theoretical matters. If changes are to be made we need to attend to both. Archer (2004), writing about the contribution of theoretical thinking to practice makes the argument that in order to have any impact ‘theoretical knowledge has to make a detour through applied science or technology in order to demonstrate its worth’ (Archer, 2004: 124). If we regard teaching as a practice not an abstract science, which I do, paying attention to the detail of practice and thinking about how our theoretical insights might impact on practice becomes important. I would also defend trying to think about higher education as a whole and thinking abut science and research alongside pedagogy, as the sorts of speeding up and the present future imaging of an empty future applies to both. Understanding time diﬀerently requires practices that create the spaces and time for care to develop through the sorts of ethical connections Adam and Groves (2007) advocate in relation to the future. This involves not thinking in terms of an empty present future, but in terms of a future which they describe as already living within the present, and which, drawing on Heidegger, they argue demands ‘an informed, imaginative and integrated sensitivity to the shifting dimensions of potential that fringe the present’ (Adam and Groves, 2007: 128). The unintended complexities and indeterminacy that accompanies technologies based on the idea that the world is subject to human design makes judgement diﬃcult, but it does not preclude our acting. We make fallible judgements and act throughout our lives. My argument for thinking about the mundane and ordinary is that this is where we act, and where as corporate agents (Archer, 2000, 2003) we can (collectively) begin to change what we do.
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Impact
Nuclear terror is the largest impact

Barrett et al. 13—PhD in Engineering and Public Policy from Carnegie Mellon University, Fellow in the RAND Stanton Nuclear Security Fellows Program, and Director of Research at Global Catastrophic Risk Institute—AND Seth Baum, PhD in Geography from Pennsylvania State University, Research Scientist at the Blue Marble Space Institute of Science, and Executive Director of Global Catastrophic Risk Institute—AND Kelly Hostetler, BS in Political Science from Columbia and Research Assistant at Global Catastrophic Risk Institute (Anthony, 24 June 2013, “Analyzing and Reducing the Risks of Inadvertent Nuclear War Between the United States and Russia,” Science & Global Security: The Technical Basis for Arms Control, Disarmament, and Nonproliferation Initiatives, Volume 21, Issue 2, Taylor & Francis)

War involving significant fractions of the U.S. and Russian nuclear arsenals, which are by far the largest of any nations, could have globally catastrophic effects such as severely reducing food production for years, 1 potentially leading to collapse of modern civilization worldwide, and even the extinction of humanity. 2 Nuclear war between the United States and Russia could occur by various routes, including accidental or unauthorized launch; deliberate first attack by one nation; and inadvertent attack. In an accidental or unauthorized launch or detonation, system safeguards or procedures to maintain control over nuclear weapons fail in such a way that a nuclear weapon or missile launches or explodes without direction from leaders. In a deliberate first attack, the attacking nation decides to attack based on accurate information about the state of affairs. In an inadvertent attack, the attacking nation mistakenly concludes that it is under attack and launches nuclear weapons in what it believes is a counterattack. 3 (Brinkmanship strategies incorporate elements of all of the above, in that they involve intentional manipulation of risks from otherwise accidental or inadvertent launches. 4 ) Over the years, nuclear strategy was aimed primarily at minimizing risks of intentional attack through development of deterrence capabilities, and numerous measures also were taken to reduce probabilities of accidents, unauthorized attack, and inadvertent war. For purposes of deterrence, both U.S. and Soviet/Russian forces have maintained significant capabilities to have some forces survive a first attack by the other side and to launch a subsequent counter-attack. However, concerns about the extreme disruptions that a first attack would cause in the other side's forces and command-and-control capabilities led to both sides’ development of capabilities to detect a first attack and launch a counter-attack before suffering damage from the first attack. 5 Many people believe that with the end of the Cold War and with improved relations between the United States and Russia, the risk of East-West nuclear war was significantly reduced. 6 However, it also has been argued that inadvertent nuclear war between the United States and Russia has continued to present a substantial risk. 7 While the United States and Russia are not actively threatening each other with war, they have remained ready to launch nuclear missiles in response to indications of attack. 8 False indicators of nuclear attack could be caused in several ways. First, a wide range of events have already been mistakenly interpreted as indicators of attack, including weather phenomena, a faulty computer chip, wild animal activity, and control-room training tapes loaded at the wrong time. 9 Second, terrorist groups or other actors might cause attacks on either the United States or Russia that resemble some kind of nuclear attack by the other nation by actions such as exploding a stolen or improvised nuclear bomb, 10 especially if such an event occurs during a crisis between the United States and Russia. 11 A variety of nuclear terrorism scenarios are possible. 12 Al Qaeda has sought to obtain or construct nuclear weapons and to use them against the United States. 13 Other methods could involve attempts to circumvent nuclear weapon launch control safeguards or exploit holes in their security. 14 It has long been argued that the probability of inadvertent nuclear war is significantly higher during U.S.–Russian crisis conditions, 15 with the Cuban Missile Crisis being a prime historical example. It is possible that U.S.–Russian relations will significantly deteriorate in the future, increasing nuclear tensions. There are a variety of ways for a third party to raise tensions between the United States and Russia, making one or both nations more likely to misinterpret events as attacks. 16

Bioterror causes extinction 

Mhyrvold ‘13

Nathan, Began college at age 14, BS and Masters from UCLA, Masters and PhD, Princeton “Strategic Terrorism: A Call to Action,” Working Draft, The Lawfare Research Paper Series

Research paper NO . 2 – 2013

As horrible as this would be, such a pandemic is by no means the worst attack one can imagine, for several reasons. First, most of the classic bioweapons are based on 1960s and 1970s technology because the 1972 treaty halted bioweapons development efforts in the United States and most other Western countries. Second, the Russians, although solidly committed to biological weapons long after the treaty deadline, were never on the cutting edge of biological research. Third and most important, the science and technology of molecular biology have made enormous advances, utterly transforming the field in the last few decades. High school biology students routinely perform molecular-biology manipulations that would have been impossible even for the best superpower-funded program back in the heyday of biological-weapons research. The biowarfare methods of the 1960s and 1970s are now as antiquated as the lumbering mainframe computers of that era. Tomorrow’s terrorists will have vastly more deadly bugs to choose from. Consider this sobering development: in 2001, Australian researchers working on mousepox, a nonlethal virus that infects mice (as chickenpox does in humans), accidentally discovered that a simple genetic modification transformed the virus.10, 11 Instead of producing mild symptoms, the new virus killed 60% of even those mice already immune to the naturally occurring strains of mousepox. The new virus, moreover, was unaffected by any existing vaccine or antiviral drug. A team of researchers at Saint Louis University led by Mark Buller picked up on that work and, by late 2003, found a way to improve on it: Buller’s variation on mousepox was 100% lethal, although his team of investigators also devised combination vaccine and antiviral therapies that were partially effective in protecting animals from the engineered strain.12, 13 Another saving grace is that the genetically altered virus is no longer contagious. Of course, it is quite possible that future tinkering with the virus will change that property, too. Strong reasons exist to believe that the genetic modifications Buller made to mousepox would work for other poxviruses and possibly for other classes of viruses as well. Might the same techniques allow chickenpox or another poxvirus that infects humans to be turned into a 100% lethal bioweapon, perhaps one that is resistant to any known antiviral therapy? I’ve asked this question of experts many times, and no one has yet replied that such a manipulation couldn’t be done. This case is just one example. Many more are pouring out of scientific journals and conferences every year. Just last year, the journal Nature published a controversial study done at the University of Wisconsin–Madison in which virologists enumerated the changes one would need to make to a highly lethal strain of bird flu to make it easily transmitted from one mammal to another.14 Biotechnology is advancing so rapidly that it is hard to keep track of all the new potential threats. Nor is it clear that anyone is even trying. In addition to lethality and drug resistance, many other parameters can be played with, given that the infectious power of an epidemic depends on many properties, including the length of the latency period during which a person is contagious but asymptomatic. Delaying the onset of serious symptoms allows each new case to spread to more people and thus makes the virus harder to stop. This dynamic is perhaps best illustrated by HIV , which is very difficult to transmit compared with smallpox and many other viruses. Intimate contact is needed, and even then, the infection rate is low. The balancing factor is that HIV can take years to progress to AIDS , which can then take many more years to kill the victim. What makes HIV so dangerous is that infected people have lots of opportunities to infect others. This property has allowed HIV to claim more than 30 million lives so far, and approximately 34 million people are now living with this virus and facing a highly uncertain future.15 A virus genetically engineered to infect its host quickly, to generate symptoms slowly—say, only after weeks or months—and to spread easily through the air or by casual contact would be vastly more devastating than HIV . It could silently penetrate the population to unleash its deadly effects suddenly. This type of epidemic would be almost impossible to combat because most of the infections would occur before the epidemic became obvious. A technologically sophisticated terrorist group could develop such a virus and kill a large part of humanity with it. Indeed, terrorists may not have to develop it themselves: some scientist may do so first and publish the details. Given the rate at which biologists are making discoveries about viruses and the immune system, at some point in the near future, someone may create artificial pathogens that could drive the human race to extinction. Indeed, a detailed species-elimination plan of this nature was openly proposed in a scientific journal. The ostensible purpose of that particular research was to suggest a way to extirpate the malaria mosquito, but similar techniques could be directed toward humans.16 When I’ve talked to molecular biologists about this method, they are quick to point out that it is slow and easily detectable and could be fought with biotech remedies. If you challenge them to come up with improvements to the suggested attack plan, however, they have plenty of ideas. Modern biotechnology will soon be capable, if it is not already, of bringing about the demise of the human race— or at least of killing a sufficient number of people to end high-tech civilization and set humanity back 1,000 years or more. That terrorist groups could achieve this level of technological sophistication may seem far-fetched, but keep in mind that it takes only a handful of individuals to accomplish these tasks. Never has lethal power of this potency been accessible to so few, so easily. Even more dramatically than nuclear proliferation, modern biological science has frighteningly undermined the correlation between the lethality of a weapon and its cost, a fundamentally stabilizing mechanism throughout history. Access to extremely lethal agents—lethal enough to exterminate Homo sapiens—will be available to anybody with a solid background in biology, terrorists included.
Machines
Drones solve safe havens – prevents an attack in the US

Johnston 12 (Patrick B. Johnston is an associate political scientist at the RAND Corporation, a nonprofit, nonpartisan research institution. He is the author of "Does Decapitation Work? Assessing the Effectiveness of Leadership Targeting in Counterinsurgency Campaigns," published in International Security (Spring 2012)., 8/22/2012, "Drone Strikes Keep Pressure on al-Qaida", www.rand.org/blog/2012/08/drone-strikes-keep-pressure-on-al-qaida.html)

Should the U.S. continue to strike at al-Qaida's leadership with drone attacks? A recent poll shows that while most Americans approve of drone strikes, in 17 out of 20 countries, more than half of those surveyed disapprove of them. My study of leadership decapitation in 90 counter-insurgencies since the 1970s shows that when militant leaders are captured or killed militant attacks decrease, terrorist campaigns end sooner, and their outcomes tend to favor the government or third-party country, not the militants. Those opposed to drone strikes often cite the June 2009 one that targeted Pakistani Taliban leader Baitullah Mehsud at a funeral in the Tribal Areas. That strike reportedly killed 60 civilians attending the funeral, but not Mehsud. He was killed later by another drone strike in August 2009. His successor, Hakimullah Mehsud, developed a relationship with the foiled Times Square bomber Faisal Shahzad, who cited drone strikes as a key motivation for his May 2010 attempted attack. Compared to manned aircraft, drones have some advantages as counter-insurgency tools, such as lower costs, longer endurance and the lack of a pilot to place in harm's way and risk of capture. These characteristics can enable a more deliberative targeting process that serves to minimize unintentional casualties. But the weapons employed by drones are usually identical to those used via manned aircraft and can still kill civilians—creating enmity that breeds more terrorists. Yet many insurgents and terrorists have been taken off the battlefield by U.S. drones and special-operations forces. Besides Mehsud, the list includes Anwar al-Awlaki of al-Qaida in the Arabian Peninsula; al-Qaida deputy leader Abu Yahya al-Li-bi; and, of course, al-Qaida leader Osama bin Laden. Given that list, it is possible that the drone program has prevented numerous attacks by their potential followers, like Shazad. What does the removal of al-Qaida leadership mean for U.S. national security? Though many in al-Qaida's senior leadership cadre remain, the historical record suggests that "decapitation" will likely weaken the organization and could cripple its ability to conduct major attacks on the U.S. homeland. Killing terrorist leaders is not necessarily a knockout blow, but can make it harder for terrorists to attack the U.S. Members of al-Qaida's central leadership, once safely amassed in northwestern Pakistan while America shifted its focus to Iraq, have been killed, captured, forced underground or scattered to various locations with little ability to communicate or move securely. Recently declassified correspondence seized in the bin Laden raid shows that the relentless pressure from the drone campaign on al-Qaida in Pakistan led bin Laden to advise al-Qaida operatives to leave Pakistan's Tribal Areas as no longer safe. Bin Laden's letters show that U.S. counterterrorism actions, which had forced him into self-imposed exile, had made running the organization not only more risky, but also more difficult. As al-Qaida members trickle out of Pakistan and seek sanctuary elsewhere, the U.S. military is ramping up its counterterrorism operations in Somalia and Yemen, while continuing its drone campaign in Pakistan. Despite its controversial nature, the U.S. counter-terrorism strategy has demonstrated a degree of effectiveness. The Obama administration is committed to reducing the size of the U.S. military's footprint overseas by relying on drones, special operations forces, and other intelligence capabilities. These methods have made it more difficult for al-Qaida remnants to reconstitute a new safe haven, as Osama bin Laden did in Afghanistan in 1996, after his ouster from Sudan.
2nc speed/flex key
Key to deescalating any future conflict 

Johson ‘6

Karlton, Army War College, “Temporal and Scalar Mechanics of Conflict Strategic Implications of Speed and Time on the American Way of War,” http://www.dtic.mil/dtic/tr/fulltext/u2/a449394.pdf

The U.S. Army War College uses the acronym “VUCA” to describe the volatile, uncertain, chaotic and ambiguous environment in which strategy is made.4 If the present is any indication of the future, then it is reasonable to assume that the world will become increasingly dangerous as long as that strategic environment exists. Many long-range assessments predict that global tensions will continue to rise as resources become even more constrained and as transnational threats endanger international security. 5 Future leaders and planners can expect to see weak and failed states persisting to dominate U.S. foreign policy agendas. Terrorism will remain a vital interest, and the use of American military strength will remain focused on the dissuasion, deterrence, and, where necessary, the preemption of strategic conflict. Enemies will work aggressively to offset U.S. military superiority by seeking out technologies that will offer some level of asymmetric advantage, and the challenging asymmetric nature of future conflicts will add deeper complexity to both war planning and the development of national security strategy. 6 The “National Defense Strategy of the United States,” published in March 2005, addressed the unconventional nature of the future. It argued that enemies are increasingly likely to pose asymmetric threats resulting in irregular, catastrophic and disruptive challenges.7 This means that, in some cases, non-state actors will choose to attack the United States using forms of irregular warfare that may include the use of weapons of mass destruction. These actors may also seek new and innovative ways to negate traditional U.S. strengths to their advantage.8 In fact, one author theorizes that “speed of light engagements” will be the norm by the year 2025, and America may lose its monopoly on technological advances as hostile nations close the gap between technological “haves” and “have nots.”9 This type of warfare lends itself to engagements of varying speed and temporal geometry. 10 Therefore, in conflicts of the future, time and speed will matter. Consequently, it is necessary to analyze these elements with rigor and discipline in order to understand their far-reaching implications.

Solves prolif and regional crises

Bohnemann ‘2

Edward, Major, US Army, “Rapid, Decisive Operations: The Execution of Operational Art by a Standing Joint Task Force,” http://www.dtic.mil/cgi-bin/GetTRDoc?AD=ADA403628%26Location=U2%26doc=GetTRDoc.pdf

Modern campaigns, such as OPERATION DESERT STORM conducted by the United States and its allies; nineteenth century campaigns conducted by Napoleon in Europe; or the ancient campaigns conducted by the Romans or the Mongols have all sought to apply an asymmetrical advantage to the battlefield. The great captains have continuously struggled to find an advantage possessed by their forces and developed ways in which to leverage that advantage against an opponent. Lightning campaigns such as OPERATION DESERT STORM, were the result of the application of asymmetrical advantages such as: superior mobility, speed, intelligence, synchronization, and training of friendly forces. These advantages and superior technology shocked opponents and often led to the rapid conclusion of the conflict.81 As the United States enters the twenty-first century as the lone superpower, it must develop ways in which to harness the tremendous capabilities the joint forces bring to a confrontation and apply those joint capabilities in a manner consistent with the characteristics of operational art. The asymmetrical advantages currently enjoyed by the United States over potential adversaries must focus on placing him in a reactionary mode, while creating too many dilemmas for him to deal with at a particular time and space. September 11, 2001 significantly changed the way America views the world. With the attacks on the World Trade Centers and the Pentagon, the post-Cold War era ended violently and was replaced by an era of uncertainty. The forces of terror that had previously operated on distant shores now brought their violence home to Americans with the killing of innocent civilians within the borders of the United States. This single act of violence, along with the emergence of other regional powers and the proliferation of weapons of mass destruction has set the stage for the future operational environment; with it comes the military requirement to possess the capability to respond rapidly and decisively. With the need to respond rapidly and decisively to worldwide contingencies, the United States can no longer afford a system within the military that is essentially unprepared for action at the onset of each crisis. The ad hoc JTFs previously examined lacked the inherent capabilities demanded in modern crises, with rapidly unfolding situations, taking place in obscure areas around the world. All three of the examined JTFs lacked critical personnel needed to plan courses of action during the initial phases of the operation, causing problems during the execution phases. The one-dimensional approach to the crisis in Kosovo was reminiscent of the singular focus LANTCOM had before OPERATION URGENT FURY. Humanitarian aid operations, as well as other stability and support operations also require a command and control system in place to enable a rapid and effective response. 

Yes Terror

Nuke terror likely—continued vigilance is key

Dahl 13 (Fredrik, Reuters, covers mainly nuclear-related issues, including Iran's dispute with the West over its atomic plans. I previously worked in Tehran, Iran, between 2007-2010, and have also been posted to Belgrade, Sarajevo, London, Brussels, Helsinki and Stockholm during two decades with Reuters, 7/1/2013, "Governments warn about nuclear terrorism threat", www.reuters.com/article/2013/07/01/us-nuclear-security-idUSBRE96010E20130701)

More action is needed to prevent militants acquiring plutonium or highly-enriched uranium that could be used in bombs, governments agreed at a meeting on nuclear security in Vienna on Monday, without deciding on any concrete steps. A declaration adopted by more than 120 states at the meeting said "substantial progress" had been made in recent years to improve nuclear security globally, but it was not enough. Analysts say radical groups could theoretically build a crude but deadly nuclear bomb if they had the money, technical knowledge and materials needed. Ministers remained "concerned about the threat of nuclear and radiological terrorism ... More needs to be done to further strengthen nuclear security worldwide", the statement said. The document "encouraged" states to take various measures such as minimizing the use of highly-enriched uranium, but some diplomats said they would have preferred firmer commitments. Many countries regard nuclear security as a sensitive political issue that should be handled primarily by national authorities. This was reflected in the statement's language. Still, Yukiya Amano, director general of the International Atomic Energy Agency (IAEA), which hosted the conference, said the agreement was "very robust" and represented a major step forward. RADICAL GROUPS' "NUCLEAR AMBITIONS" Amano earlier warned the IAEA-hosted conference against a "false sense of security" over the danger of nuclear terrorism. Holding up a small lead container that was used to try to traffic highly enriched uranium in Moldova two years ago, the U.N. nuclear chief said it showed a "worrying level of knowledge on the part of the smugglers". "This case ended well," he said, referring to the fact that the material was seized and arrests were made. But he added: "We cannot be sure if such cases are just the tip of the iceberg." Obtaining weapons-grade fissile material - highly enriched uranium or plutonium - poses the biggest challenge for militant groups, so it must be kept secure both at civilian and military facilities, experts say. An apple-sized amount of plutonium in a nuclear device and detonated in a highly populated area could instantly kill or wound hundreds of thousands of people, according to the Nuclear Security Governance Experts Group (NSGEG) lobby group. But experts say a so-called "dirty bomb" is a more likely threat than a nuclear bomb. In a dirty bomb, conventional explosives are used to disperse radiation from a radioactive source, which can be found in hospitals or other places that are generally not very well protected. More than a hundred incidents of thefts and other unauthorized activities involving nuclear and radioactive material are reported to the IAEA every year, Amano said. "Some material goes missing and is never found," he said. U.S. Energy Secretary Ernest Moniz said al Qaeda was still likely to be trying to obtain nuclear material for a weapon. "Despite the strides we have made in dismantling core al Qaeda we should expect its adherents ... to continue trying to achieve their nuclear ambitions," he said.

Bio and nuclear weapons are possible – most qualified 
Allison 12 (Graham, Director, Belfer Center for Science and International Affairs; Douglas Dillon Professor of Government, Harvard Kennedy School, "Living in the Era of Megaterror", Sept 7, http://belfercenter.ksg.harvard.edu/publication/22302/living_in_the_era_of_megaterror.html)

Forty years ago this week at the Munich Olympics of 1972, Palestinian terrorists conducted one of the most dramatic terrorist attacks of the 20th century. The kidnapping and massacre of 11 Israeli athletes attracted days of around-the-clock global news coverage of Black September’s anti-Israel message. Three decades later, on 9/11, Al Qaeda killed nearly 3,000 individuals at the World Trade Center and the Pentagon, announcing a new era of megaterror. In an act that killed more people than Japan’s attack on Pearl Harbor, a band of terrorists headquartered in ungoverned Afghanistan demonstrated that individuals and small groups can kill on a scale previously the exclusive preserve of states. Today, how many people can a small group of terrorists kill in a single blow? Had Bruce Ivins, the U.S. government microbiologist responsible for the 2001 anthrax attacks, distributed his deadly agent with sprayers he could have purchased off the shelf, tens of thousands of Americans would have died. Had the 2001 “Dragonfire” report that Al Qaeda had a small nuclear weapon (from the former Soviet arsenal) in New York City proved correct, and not a false alarm, detonation of that bomb in Times Square could have incinerated a half million Americans. In this electoral season, President Obama is claiming credit, rightly, for actions he and U.S. Special Forces took in killing Osama bin Laden. Similarly, at last week’s Republican convention in Tampa, Jeb Bush praised his brother for making the United States safer after 9/11. There can be no doubt that the thousands of actions taken at federal, state and local levels have made people safer from terrorist attacks. Many are therefore attracted to the chorus of officials and experts claiming that the “strategic defeat” of Al Qaeda means the end of this chapter of history. But we should remember a deeper and more profound truth. While applauding actions that have made us safer from future terrorist attacks, we must recognize that they have not reversed an inescapable reality: The relentless advance of science and technology is making it possible for smaller and smaller groups to kill larger and larger numbers of people. If a Qaeda affiliate, or some terrorist group in Pakistan whose name readers have never heard, acquires highly enriched uranium or plutonium made by a state, they can construct an elementary nuclear bomb capable of killing hundreds of thousands of people. At biotech labs across the United States and around the world, research scientists making medicines that advance human well-being are also capable of making pathogens, like anthrax, that can produce massive casualties. What to do? Sherlock Holmes examined crime scenes using a method he called M.M.O.: motive, means and opportunity. In a society where citizens gather in unprotected movie theaters, churches, shopping centers and stadiums, opportunities for attack abound. Free societies are inherently “target rich.” Motive to commit such atrocities poses a more difficult challenge. In all societies, a percentage of the population will be homicidal. No one can examine the mounting number of cases of mass murder in schools, movie theaters and elsewhere without worrying about a society’s mental health. Additionally, actions we take abroad unquestionably impact others’ motivation to attack us. As Faisal Shahzad, the 2010 would-be “Times Square bomber,” testified at his trial: “Until the hour the U.S. ... stops the occupation of Muslim lands, and stops killing the Muslims ... we will be attacking U.S., and I plead guilty to that.” Fortunately, it is more difficult for a terrorist to acquire the “means” to cause mass casualties. Producing highly enriched uranium or plutonium requires expensive industrial-scale investments that only states will make. If all fissile material can be secured to a gold standard beyond the reach of thieves or terrorists, aspirations to become the world’s first nuclear terrorist can be thwarted. Capabilities for producing bioterrorist agents are not so easily secured or policed. While more has been done, and much more could be done to further raise the technological barrier, as knowledge advances and technological capabilities to make pathogens become more accessible, the means for bioterrorism will come within the reach of terrorists. One of the hardest truths about modern life is that the same advances in science and technology that enrich our lives also empower potential killers to achieve their deadliest ambitions. To imagine that we can escape this reality and return to a world in which we are invulnerable to future 9/11s or worse is an illusion. For as far as the eye can see, we will live in an era of megaterror.
Util
All lives are infinitely valuable, the only ethical option is to maximize the number saved 

Cummisky, 96 (David, professor of philosophy at Bates, Kantian Consequentialism, p. 131)

Finally, even if one grants that saving two persons with dignity cannot outweigh and compensate for killing one—because dignity cannot be added and summed in this way—this point still does not justify deontologieal constraints. On the extreme interpretation, why would not killing one person be a stronger obligation than saving two persons? If I am concerned with the priceless dignity of each, it would seem that 1 may still saw two; it is just that my reason cannot be that the two compensate for the loss of the one. Consider Hills example of a priceless object: If I can save two of three priceless statutes only by destroying one. Then 1 cannot claim that saving two makes up for the loss of the one. But Similarly, the loss of the two is not outweighed by the one that was not destroyed. Indeed, even if dignity cannot be simply summed up. How is the extreme interpretation inconsistent with the idea that I should save as many priceless objects as possible? Even if two do not simply outweigh and thus compensate for the lass of the one, each is priceless: thus, I have good reason to save as many as I can. In short, it is not clear how the extreme interpretation justifies the ordinary killing'letting-die distinction or even how it conflicts with the conclusion that the more persons with dignity who are saved, the better.*

