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The advantage is legal regimes

US targeted killing derives authority from both armed conflict (jus in bello) and self-defense (jus ad bellum) legal regimes—that authority overlap conflates the legal regimes

Laurie Blank, Director, International Humanitarian Law Clinic, Emory Law School, 2012, Targeted Strikes: The Consequences of Blurring the Armed Conflict and Self-Defense Justifications, http://www.wmitchell.edu/lawreview/Volume38/documents/11.BlankFINAL.pdf

For the past several years, the United States has relied on both armed conflict and self-defense as legal justifications for targeted strikes outside of the zone of active combat in Afghanistan. A host of interesting questions arise from both the use of targeted strikes and the expansive U.S. justifications for such strikes, including the use of force in self-defense against non-state actors, the use of force across state boundaries, the nature and content of state consent to such operations, the use of targeted killing as a lawful and effective counterterrorism measure, and others.7 Furthermore, each of the justifications—armed conflict and self-defense—raises its own challenging questions regarding the appropriate application of the law and the parameters of the legal paradigm at issue. For example, if the existence of an armed conflict is the justification for certain targeted strikes, the immediate follow-on questions include the determination of a legitimate target within an armed conflict with a terrorist group and the geography of the battlefield. Within the self-defense paradigm, key questions include the very contours of the right to use force in self-defense against individuals and the implementation of the concepts of necessity and imminence, among many others.

However, equally fundamental questions arise from the use of both justifications at the same time, without careful distinction delimiting the boundaries between when one applies and when the other applies. From the perspective of the policymaker, the use of both justifications without further distinction surely offers greater flexibility and potential for action in a range of circumstances.8 To the extent such flexibility does not impact the implementation of the relevant law or hinder the development and enforcement of that law in the future, it may well be an acceptable goal. In the case of targeted strikes in the current international environment of armed conflict and counterterrorism operations occurring at the same time, however, the mixing of legal justifications raises significant concerns about both current implementation and future development of the law.

One overarching concern is the conflation in general of jus ad bellum and jus in bello. The former is the law governing the resort to force—sometimes called the law of self-defense—and the latter is the law regulating the conduct of hostilities and the protection of persons in conflict—generally called the law of war, the law of armed conflict, or international humanitarian law. International law reinforces a strict separation between the two bodies of law, ensuring that all parties have the same obligations and rights during armed conflict to ensure that all persons and property benefit from the protection of the laws of war. For example, the Nuremberg Tribunal repeatedly held that Germany’s crime of aggression neither rendered all German acts unlawful nor prevented German soldiers from benefitting from the protections of the jus in bello.9 More recently, the Special Court for Sierra Leone refused to reduce the sentences of Civil Defense Forces fighters on the grounds that they fought in a “legitimate war” to protect the government against the rebels.10 The basic principle that the rights and obligations of jus in bello apply regardless of the justness or unjustness of the overall military operation thus remains firmly entrenched. Indeed, if the cause at arms influenced a state’s obligation to abide by the laws regulating the means and methods of warfare and requiring protection of civilians and persons hors de combat, states would justify all departures from jus in bello with reference to the purported justness of their cause. The result: an invitation to unregulated warfare.11

Authority overlap destroys both the self-defense and armed conflict legal regimes

Laurie Blank, Director, International Humanitarian Law Clinic, Emory Law School, 2012, Targeted Strikes: The Consequences of Blurring the Armed Conflict and Self-Defense Justifications, http://www.wmitchell.edu/lawreview/Volume38/documents/11.BlankFINAL.pdf

In contrast, human rights law’s requirement that force only be used as a last resort when absolutely necessary for the protection of innocent victims of an attack creates an obligation to attempt to capture a suspected terrorist before any lethal targeting.101 A state using force in self-defense against a terrorist cannot therefore target him or her as a first resort but can only do so if there are no alternatives—meaning that an offer of surrender or an attempt at capture has been made or is entirely unfeasible in the circumstances. Thus, if non-forceful measures can foil the terrorist attack without the use of deadly force, then the state may not use force in self-defense.102 The supremacy of the right to life means that “even the most dangerous individual must be captured, rather than killed, so long as it is practically feasible to do so, bearing in mind all of the circumstances.”103 No more, this obligation to capture first rather than kill is not dependent on the target’s efforts to surrender; the obligation actually works the other way: the forces may not use deadly force except if absolutely necessary to protect themselves or innocent persons from immediate danger, that is, self-defense or defense of others. As with any law enforcement operation, “the intended result . . . is the arrest of the suspect,”104 and therefore every attempt must be made to capture before resorting to lethal force.

In the abstract, the differences in the obligations regarding surrender and capture seem straightforward. The use of both armed conflict and self-defense justifications for all targeted strikes without differentiation runs the risk of conflating the two very different approaches to capture in the course of a targeting operation. This conflation, in turn, is likely to either emasculate human rights law’s greater protections or undermine the LOAC’s greater permissiveness in the use of force, either of which is a problematic result. An oft-cited example of the conflation of the LOAC and human rights principles appears in the 2006 targeted killings case before the Israeli Supreme Court. In analyzing the lawfulness of the Israeli government’s policy of “targeted frustration,” the Court held, inter alia, that [a] civilian taking a direct part in hostilities cannot be attacked at such time as he is doing so, if a less harmful means can be employed. . . . Indeed, among the military means, one must choose the means whose harm to the human rights of the harmed person is smallest. Thus, if a terrorist taking a direct part in hostilities can be arrested, interrogated, and tried, those are the means which should be employed.105

The Israeli Supreme Court’s finding that targeting is only lawful if no less harmful means are available—even in the context of an armed conflict—“impose[s] a requirement not based in [the LOAC].”106 Indeed, the Israeli Supreme Court “used the kernel of a human rights rule—that necessity must be shown for any intentional deprivation of life, to restrict the application of [a LOAC] rule—that in armed conflict no necessity need be shown for the killing of combatants or civilians taking a direct part in hostilities.”107 Although the holding is specific to Israel and likely influenced greatly by the added layer of belligerent occupation relevant to the targeted strikes at issue in the case,108 it demonstrates some of the challenges of conflating the two paradigms.

First, if this added obligation of less harmful means was understood to form part of the law applicable to targeted strikes in armed conflict, the result would be to disrupt the delicate balance of military necessity and humanity and the equality of arms at the heart of the LOAC. Civilians taking direct part in hostilities—who are legitimate targets at least for the time they do so—would suddenly merit a greater level of protection than persons who are lawful combatants, a result not contemplated in the LOAC.109

Second, soldiers faced with an obligation to always use less harmful means may well either refrain from attacking the target—leaving the innocent victims of the terrorist’s planned attack unprotected—or disregard the law as unrealistic and ineffective. Neither option is appealing. The former undermines the protection of innocent civilians from unlawful attack, one of the core purposes of the LOAC. The latter weakens respect for the value and role of the LOAC altogether during conflict, a central component of the protection of all persons in wartime.

From the opposing perspective, if the armed conflict rules for capture and surrender were to bleed into the human rights and law enforcement paradigm, the restrictions on the use of force in selfdefense would diminish. Persons suspected of terrorist attacks and planning future terrorist attacks are entitled to the same set of rights as other persons under human rights law and a relaxed set of standards will only minimize and infringe on those rights. Although there is no evidence that targeted strikes using drones are being used in situations where there is an obligation to seek capture and arrest, it is not hard to imagine a scenario in which the combination of the extraordinary capabilities of drones and the conflation of standards can lead to exactly that scenario. If states begin to use lethal force as a first resort against individuals outside of armed conflict, the established framework for the protection of the right to life would begin to unravel. Not only would targeted individuals suffer from reduced rights, but innocent individuals in the vicinity would be subject to significantly greater risk of injury and death as a consequence of the broadening use of force outside of armed conflict.

This degrades the entire collective security structure resulting in widespread interstate war

Craig Martin, Associate Professor of Law at Washburn University School of Law, 2011, GOING MEDIEVAL: TARGETED KILLING, SELFDEFENSE AND THE JUS AD BELLUM REGIME, http://papers.ssrn.com/sol3/papers.cfm?abstract\_id=1956141

The United States has been engaging in this practice of using drone-mounted missile systems to kill targeted individuals since at least 2002.98 An increasing number of countries are developing drone capabilities, and other countries have employed different methods of targeted killing that constitute a use of force under jus ad bellum.99 The evidence suggests that the United States intends to continue and indeed expand the program, and there is a growing body of scholarly literature that either defends the policy’s legality, or advocates adjustment in international law to permit such action. There is, therefore, a real prospect that the practice could become more widespread, and that customary international law could begin to shift to reflect the principles implicit in the U.S. justification andin accordance with the rationales developed to support it**.**

Some of the implications of such an adjustment in the jus ad bellum regime are obvious from the foregoing analysis. As discussed, there would be a rejection of the narrow principle of self-defense in favor of something much closer to the Grotian concept of defensive war, encompassing punitive measures in response to past attacks and preventative uses of force to halt the development of future threats. The current conditions for a legitimate use of force in self-defense, namely the occurrence or imminence of an armed attack, necessity, and proportionality, would be significantly diluted or abandoned. Not only the doctrine of self-defense, but other aspects of the collective security system would be relaxed as well. Harkening back to Grotian notions of law enforcement constituting a just cause for war, the adjusted jus ad bellum regime would potentially permit the unilateral use of force against and within states for the purpose of attacking NSAs as such, in effect to enforce international law in jurisdictions that were incapable of doing so themselves.100 This would not only further undermine the concept of self-defense, but would undermine the exclusive jurisdiction that the U.N. Security Council currently has to authorize the use of force for purposes of “law enforcement” under Chapter VII of the Charter. Thus, both of the exceptions to the Article 2(4) prohibition on the use of force would be expanded.

In addition, however, the targeted killing policy threatens to create other holes in the jus ad bellum regime. This less obvious injury would arise from changes that would be similarly required of the IHL regime, and the resulting modifications to the fundamental relationship between the two regimes. These changes could lead to a complete severance of the remaining connection between the two regimes. Indeed, Ken Anderson, a scholar who has testified more than once on this subject before the U.S. Congress,101 has advocated just such a position, suggesting that the United States should assert that its use of force against other states in the process of targeted killings, while justified by the right to self-defense, does not rise to such a level that it would trigger the existence of an international armed conflict or the operation of IHL principles.102 If customary international law evolved along such lines, reverting to gradations in the types of use of force, the change would destroy the unity of the system comprised of the jus ad bellum and IHL regimes, and there would be legal “black holes” in which states could use force without being subject to the limitations and conditions imposed by the IHL regime.

The structure of Harold Koh’s two-pronged justification similarly implies a severance of this relationship between jus ad bellum and IHL, albeit in a different and even more troubling way. His policy justification consists of two apparently independent and alternative arguments—that the United States is in an armed conflict with Al Qaeda and associated groups; and that the actions are justified as an exercise of self-defense. The suggestion seems to be that the United States is entitled on either basis to use armed force not just against the individuals targeted, but also against states in which the terrorist members are located. In other words, the first prong of the argument is that the use of force against another sovereign state, for the purposes of targeting Al Qaeda members, is justified by the existence of an armed conflict with Al Qaeda. If this is indeed what is intended by the policy justification, it represents an extraordinary move, not just because it purports to create a new category of armed conflict (that is, a “transnational” armed conflict without geographic limitation),103 but because it also suggests that there need be no jus ad bellum justification at all for a use of force against another state. Rather, the implication of Koh’s rationale is that the existence of an armed conflict under IHL can by itself provide grounds for exemption from the prohibition against the threat or use of force under the jus ad bellum regime.

This interpretation of the justifications cannot be pressed too far on the basis of the language of Mr. Koh’s speech alone, which he hastened to explain at the time was not a legal opinion.104 The two justifications could be explained as being supplementary rather than independent and alternative in nature. But the conduct of the United States in the prosecution of the policy would appear to confirm that it is based on these two independent justifications.105 The strikes against groups and states unrelated to the 9/11 attacks could be explained in part by the novel idea that force can be used against NSAs as such, wherever they may be situated. But even assuming some sort of strict liability for states in which guilty NSAs are found, that explanation still does not entirely account for the failure to tie the use of force against the different groups to specific armed attacks launched by each such group. This suggests that the United States is also relying quite independently on the argument that it is engaged in an armed conflict with all of these groups, and that the existence of such an armed conflict provides an independent justification for the use of force against the states in which the groups may be operating.

While the initial use of force in jus ad bellum terms is currently understood to bring into existence an international armed conflict and trigger the operation of IHL, the changes suggested by the policy would turn this on its head, by permitting the alleged existence of a “transnational” armed conflict to justify the initial use of force against third states. Whereas the two regimes currently operate as two components of an overall legal system relating to war, with one regime governing the use of force and the other the conduct of hostilities in the resulting armed conflict, the move attempted by the U.S. policy would terminate these independent but inter-related roles within a single system, and expand the role and scope of IHL to essentially replace aspects of the jus ad bellum regime. This would not only radically erode the jus ad bellum regime’s control over the state use of force, but it could potentially undermine the core idea that war, or in more modern terms the use of force and armed conflict, constitutes a legal state that triggers the operation of special laws that govern the various aspects of the phenomenon. There is a risk of return to a pre-Grotian perspective in which “war” was simply a term used to describe certain kinds of organized violence, rather than constituting a legal institution characterized by a coherent system of laws designed to govern and constrain all aspects of its operation.

There is a tendency in the U.S. approach to the so-called “global war on terror” to cherry-pick principles of the laws of war and to apply them in ways and in circumstances that are inconsistent with the very criteria within that legal system that determine when and how it is to operate. This reflects a certain disdain for the idea that the laws of war constitute an internally coherent system of law.106 In short, the advocated changes to the jus ad bellum regime and to the relationship between it and the IHL regime, and thus to the laws of war system as a whole,107 would constitute marked departures from the trajectory the system has been on during its development over the past century, and would be a repudiation of deliberate decisions that were made in creating the U.N. system after the Second World War.108

The premise of my argument is not that any return to past principles is inherently regressive. A rejection of recent innovations in favor of certain past practices might be attractive to some in the face of new transnational threats. The argument here is not even to deny the idea that the international law system may have to adapt to respond to the transnational terrorist threat. The point, rather, is that the kind of changes to the international law system that are implicit in the targeted killing policy, and which are advocated by its supporters, would serve to radically reduce the limitations and constraints on the use of force by states against states. The modern principles that are being abandoned were created for the purpose of limiting the use of force and thus reducing the incidence of armed conflict among nations. The rejection of those ideas and a return to older concepts relating to the law of war would restore aspects of a system in which war was a legitimate tool of statecraft, and international armed conflict was thus far more frequent and widespread.109

The entire debate on targeted killing is so narrowly focused on the particular problems posed by transnational terrorist threats, and how to manipulate the legal limitations that tend to frustrate some of the desired policy choices, that there is insufficient reflection on the broader context, and the consequences that proposed changes to the legal constraints would have on the wider legal system of which they are a part. It may serve the immediate requirements of the American government, in order to legitimize the killing of AQAP members in Yemen, to expand the concept of self-defense, and to suggest that states can use force on the basis of a putative “transnational” armed conflict with NSAs. The problem is that the jus ad bellum regime applies to all state use of force, and it is not being adjusted in some tailored way to deal with terrorism alone. If the doctrine of self-defense is expanded to include preventative and punitive elements, it will be so expanded for all jus ad bellum purposes. The expanded doctrine of self-defense will not only justify the use of force to kill individual terrorists alleged to be plotting future attacks, but to strike the military facilities of states suspected of preparing for future aggression. If the threshold for use of force against states “harboring” NSAs is significantly reduced, the gap between state responsibility and the criteria for use of force will be reduced for all purposes. If the relationship between jus ad bellum and IHL is severed or altered, so as to create justifications for the use of force that are entirely independent of the jus ad bellum regime, then states will be entitled to use force against other states under the pretext of self-proclaimed armed conflict with NSAs generally.

We may think about each of these innovations as being related specifically to operations against terrorist groups that have been responsible for heinous attacks, and applied to states that have proven uniquely unwilling or unable to take the actions necessary to deal with the terrorists operating within their territory. But no clear criteria or qualifications are in fact tied to the modifications that are being advanced by the targeted killing policy. Relaxing the current legal constraints on the use of force and introducing new but poorly defined standards, will open up opportunities for states to use force against other states for reasons that have nothing to do with anti-terrorist objectives. Along the lines that Jeremy Waldron argues in chapter 4 in this volume,110 more careful thought ought to be given to the general norms that we are at risk of developing in the interest of justifying the very specific targeted killing policy. Ultimately, war between nations is a far greater threat, and is a potential source of so much more human suffering than the danger posed by transnational terrorism. This is not to trivialize the risks that terrorism represents, particularly in an age when Al Qaeda and others have sought nuclear weapons. But we must be careful not to undermine the system designed to constrain the use of force and reduce the incidence of international armed conflict, in order to address a threat that is much less serious in the grand scheme of things.

Robust support for the impact—legal regime conflation results in uncontrollable conflict escalation

Ryan Goodman, Anne and Joel Ehrenkranz Professor of Law, New York University School of Law, December 2009, CONTROLLING THE RECOURSE TO WAR BY MODIFYING JUS IN BELLO, Yearbook of International Humanitarian Law / Volume 12

A substantial literature exists on the conflation of jus ad bellum and jus in bello. However, the consequences for the former side of the equation – the resort to war – is generally under-examined. Instead, academic commentary has focused on the effects of compliance with humanitarian rules in armed conflict and, in particular, the equality of application principle. In this section, I attempt to help correct that imbalance.

In the following analysis, I use the (admittedly provocative) short-hand labels of ‘desirable’ and ‘undesirable’ wars. The former consists of efforts that aim to promote the general welfare of foreign populations such as humanitarian interventions and, on some accounts, peacekeeping operations. The latter – undesirable wars – include conflicts that result from security spirals that serve neither state’s interest and also include predatory acts of aggression.

4.1.1 Decreased likelihood of ‘desirable wars’

A central question in debates about humanitarian intervention is whether the international community should be more concerned about the prospect of future Kosovos – ambitious military actions without clear legal authority – or future Rwandas – inaction and deadlock at the Security Council. Indeed, various institutional designs will tend to favor one of those outcomes over the other. In 1999, Kofi Annan delivered a powerful statement that appeared to consider the prospect of repeat Rwandas the greater concern; and he issued a call to arms to support the ‘developing international norm in favor of intervention to protect civilians from wholesale slaughter’.95 Ifoneassumesthatthereis,indeed,aneedforcontinuedorgreatersupport for humanitarian uses of force, Type I erosions of the separation principle pose a serious threat to that vision. And the threat is not limited to unilateral uses of force. It also applies to military operations authorized by the Security Council. In short, all ‘interventions to protect civilians from wholesale slaughter’ are affected.

Two developments render desirable interventions less likely. First, consider implications of the Kosovo Commission/ICISS approach. The scheme imposes greater requirements on armed forces engaged in a humanitarian mission with respect to safeguarding civilian ives.96 If that scheme is intended to smoke out illicit intent,97 it is likely to have perverse effects: suppressing sincere humanitarian efforts at least on the margins. Actors engaged in a bona fide humanitarian intervention generally tend to be more protective of their own armed forces than in other conflicts. It is instructive to consider, for instance, the precipitous US withdrawal from the UN mission in Somalia – code-named Operation Restore Hope – after the loss of eighteen American soldiers in the Battle of Mogadishu in 1993, and the ‘lesson’ that policymakers drew from that conflict.98 Additionally, the Kosovoc ampaign – code-named Operation Noble Anvil – was designed to be a ‘zero-casualty war’ for US soldiers, because domestic public support for the campaign was shallow and unstable. The important point is that the Kosovo Commission/ICISS approach would impose additional costs on genuine humanitarian efforts, for which it is already difficult to build and sustain popular support. As a result, we can expect to see fewer bona fide interventions to protect civilians from atrocities.99 Notably, such results are more likely to affect two types of states: states with robust, democratic institutions that effectively reflect public opinion and states that highly value compliance with jus in bello. Both of those are the very states that one would most want to incentivize to initiate and participate in humanitarian interventions.

The second development shares many of these same consequences. Consider the implications of the British House of Lords decision in Al-Jedda which cast doubt on the validity of derogations taken in peacekeeping operations as well as other military efforts in which the homeland is not directly at stake and the state could similarly withdraw. The scheme imposes a tax on such interventions by precluding the government from adopting measures that would otherwise be considered lawful and necessary to meet exigent circumstances related to the conflict. Such extraordinary constraints in wartime may very well temper the resolve to engage in altruistic intervention and military efforts that involve similar forms of voluntarism on the part of the state. Such a legal scheme may thus yield fewer such operations and the participation of fewer states in such multilateral efforts. And, the impact of the scheme should disproportionately affect the very states that take international human rights obligations most seriously.

Notably, in these cases, the disincentives might weigh most heavily on third parties: states that decide whether and to what degree to participate in a coalition with the principal intervener. It is to be expected that the commitment on the part of the principal intervener will be stronger, and thus not as easily shifted by the erosion of the separation principle. The ability, however, to hold together a coalition of states is made much more difficult by these added burdens. Indeed, as the United States learned in the Kosovo campaign, important European allies were wary about the intervention, in part due to its lack of an international legal pedigree. And the weakness of the alliance, including German and Italian calls for an early suspension of the bombing campaign, impeded the ability to wage war in the first place. It may be these third party states and their decision whether to join a humanitarian intervention where the international legal regime matters most. Without such backing of important allies, the intervention itself is less likely to occur. It is also those states – the more democratic, the more rights respecting, and the more law abiding – that the international regime should prefer to be involved in these kinds of interventions.

The developments regulating jus ad bellum through jus in bello also threaten to make ‘undesirable wars’ more likely. In previous writing, I argue that encouraging states to frame their resort to force through humanitarian objectives rather than other rationales would, in the aggregate, reduce the overall level of disputes that result in uncontrolled escalation and war.100 A reverse relationship also holds true. That is, encouraging states to forego humanitarian rationales in favor of other justifications for using force may culminate in more international disputes ending in uncontrolled escalation and war. This outcome is especially likely to result from the pressures created by Type I erosions of the separation principle.

First, increasing the tax on humanitarian interventions (the Kosovo Commission/ICISS approach) and ‘wars of choice’ (the Al-Jedda approach) would encourage states to justify their resort to force on alternative grounds. For example, states would be incentivized to invoke other legitimated frameworks – such as security rationales involving the right to self-defense, collective self-defense, anticipatory self-defense, and traditional threats to international peace and security. And, even if military action is pursued through the Security Council, states may be reluctant to adopt language (in resolutions and the like) espousing or emphasizing humanitarian objectives.

Second, the elevation of self-regarding – security and strategic – frameworks over humanitarian ones is more likely to lead to uncontrolled escalation and war. A growing body of social science scholarship demonstrates that the type of issue in dispute can constitute an important variable in shaping the course of interstate hostilities. The first generation of empirical scholarship on the origins of war did not consider this dimension. Political scientists instead concentrated on features of the international system (for example, the distribution of power among states) and on the characteristics of states (for example, forms of domestic governance structures) as the key explanatory variables. Research agendas broadened considerably, however, in subsequent years. More recently, ‘[s]everal studies have identified substantial differences in conflict behavior over different types of issues’.101 The available evidence shows that states are significantly more inclined to fight over particular types of issues that are elevated in a dispute, despite likely overall material and strategic losses.102 Academic studies have also illuminated possible causal explanations for these empirical patterns. Specifically, domestic (popular and elite) constituencies more readily support bellicose behavior by their government when certain salient cultural or ideological issues are in contention. Particular issue areas may also determine the expert communities (humanitarian versus security mindsets) that gain influence in governmental circles – a development that can shape the hard-line or soft-line strategies adopted in the course of the dispute. In short, these links between domestic political processes and the framing of international disputes exert significant influence on whether conflicts will eventually culminate in war.

Third, a large body of empirical research demonstrates that states will routinely engage in interstate disputes with rivals and that those disputes which are framed through security and strategic rationales are more likely to escalate to war. Indeed, the inclusion of a humanitarian rationale provides windows of opportunity to control and deescalate a conflict. Thus, eliminating or demoting a humanitarian rationale from a mix of justifications (even if it is not replaced by another rationale) can be independently destabilizing. Espousing or promoting security rationales, on the other hand, is more likely to culminate in public demands for increased bellicosity, unintended security spirals, and military violence.103

Importantly, these effects may result even if one is skeptical about the power of international law to influence state behavior directly. It is reasonable to assume that international law is unlikely to alter the determination of a state to wage war, and that international law is far more likely to influence only the justificatory discourse states employ while proceeding down the warpath. However, as I argue in my earlier work, leaders (of democratic and nondemocratic) states become caught in their official justifications for military campaigns. Consequently, framing the resort to force as a pursuit of security objectives, or adding such issues to an ongoing conflict, can reshape domestic political arrangements, which narrows the subsequent range of policy options. Issues that initially enter a conflict due to disingenuous representations by political leaders can become an authentic part of the dispute over time. Indeed, the available social science research, primarily qualitative case studies, is even more relevant here. A range of empirical studies demonstrate such unintended consequences primarily in the case of leaders employing security-based and strategic rationales to justify bellicose behavior.104 A central finding is that pretextual and superficial justifications can meaningfully influence later stages of the process that shape popular and elite conceptions of the international dispute. And it is those understandings that affect national security strategies and the ladder of escalation to war. Indeed, one set of studies – of empires – suggests these are mechanisms for powerful states entering into disastrous military campaigns that their leaders did not initially intend.

Self-defense regime collapse causes global war—US TK legal regime key—only Congress solves international norm development

Beau Barnes, J.D., Boston University School of Law, Spring 2012, REAUTHORIZING THE “WAR ON TERROR”: THE LEGAL AND POLICY IMPLICATIONS OF THE AUMF’S COMING OBSOLESCENCE, https://www.jagcnet.army.mil/DOCLIBS/MILITARYLAWREVIEW.NSF/20a66345129fe3d885256e5b00571830/b7396120928e9d5e85257a700042abb5/$FILE/By%20Beau%20D.%20Barnes.pdf

Therefore, the more likely result is that the Executive Branch, grappling with the absence of explicit legal authority for a critical policy, would need to make increasingly strained legal arguments to support its actions.121 Thus, the Obama Administration will soon be forced to rationalize ongoing operations under existing legal authorities, which, I argue below, will have significant harmful consequences for the United States. Indeed, the administration faces a Catch-22—its efforts to destroy Al Qaeda as a functioning organization will lead directly to the vitiation of the AUMF. The administration is “starting with a result and finding the legal and policy justifications for it,” which often leads to poor policy formulation.122 Potential legal rationales would perforce rest on exceedingly strained legal arguments based on the AUMF itself, the President’s Commander in Chief powers, or the international law of selfdefense.123 Besides the inherent damage to U.S. credibility attendant to unconvincing legal rationales, each alternative option would prove legally fragile, destabilizing to the international political order, or both.

1. Effect on Domestic Law and Policy

Congress’s failure to reauthorize military force would lead to bad domestic law and even worse national security policy. First, a legal rationale based on the AUMF itself will increasingly be difficult to sustain. Fewer and fewer terrorists will have any plausible connection to the September 11 attacks or Al Qaeda, and arguments for finding those connections are already logically attenuated. The definition of those individuals who may lawfully be targeted and detained could be expanded incrementally from the current definition, defining more and more groups as Al Qaeda’s “co-belligerents” and “associated forces.”124 But this approach, apart from its obvious logical weakness, would likely be rejected by the courts at some point.125 The policy of the United States should not be to continue to rely on the September 18, 2001, AUMF.

Second, basing U.S. counterterrorism efforts on the President’s constitutional authority as Commander in Chief is legally unstable, and therefore unsound national security policy, because a combination of legal difficulties and political considerations make it unlikely that such a rationale could be sustained. This type of strategy would likely run afoul of the courts and risk destabilizing judicial intervention,126 because the Supreme Court has shown a willingness to step in and assert a more proactive role to strike down excessive claims of presidential authority.127 Politically, using an overly robust theory of the Commander in Chief’s powers to justify counterterrorism efforts would, ultimately, be difficult to sustain. President Obama, who ran for office in large part on the promise of repudiating the excesses of the Bush Administration, and indeed any president, would likely face political pressure to reject the claims of executive authority made “politically toxic” by the writings of John Yoo.128 Because of the likely judicial resistance and political difficulties, claiming increased executive authority to prosecute the armed conflict against Al Qaeda would prove a specious and ultimately futile legal strategy. Simply put, forcing the Supreme Court to intervene and overrule the Executive’s national security policy is anathema to good public policy. In such a world, U.S. national security policy would lack stability—confounding cooperation with allies and hindering negotiations with adversaries.

There are, of course, many situations where the president’s position as Commander in Chief provides entirely uncontroversial authority for military actions against terrorists. In 1998, President Clinton ordered cruise missile strikes against Al Qaeda-related targets in Afghanistan and Sudan in response to the embassy bombings in Kenya and Tanzania. In 1986, President Reagan ordered air strikes against Libyan targets after U.S. intelligence linked the bombing of a Berlin discotheque to Libyan operatives.129 Executive authority to launch these operations without congressional approval was not seriously questioned, and no congressional approval was sought.130 To be sure, many of the targeted killing operations carried out today fall squarely within the precedent of past practice supplied by these and other valid exercises of presidential authority. Notwithstanding disagreement about the scope of Congress’s and the president’s “war powers,” few would disagree with the proposition that the president needs no authorization to act in selfdefense on behalf of the country. However, it is equally clear that not all terrorists pose such a threat to the United States, and thus the on terror,”137 further distancing counterterrorism operations from democratic oversight would exacerbate this problem.138 Indeed, congressional oversight of covert operations—which, presumably, operates with full information—is already considered insufficient by many.139 By operating entirely on a covert basis, “the Executive can initiate more conflict than the public might otherwise [be] willing to support.”140

In a world without a valid AUMF, the United States could base its continued worldwide counterterrorism operations on various alternative domestic legal authorities. All of these alternative bases, however, carry with them significant costs—detrimental to U.S. security and democracy. The foreign and national security policy of the United States should rest on “a comprehensive legal regime to support its actions, one that [has] the blessings of Congress and to which a court would defer as the collective judgment of the American political system about a novel set of problems.”141 Only then can the President’s efforts be sustained and legitimate.

2. Effect on the International Law of Self-Defense

A failure to reauthorize military force would lead to significant negative consequences on the international level as well. Denying the Executive Branch the authority to carry out military operations in the armed conflict against Al Qaeda would force the President to find authorization elsewhere, most likely in the international law of selfdefense—the jus ad bellum.142 Finding sufficient legal authority for the United States’s ongoing counterterrorism operations in the international law of self-defense, however, is problematic for several reasons. As a preliminary matter, relying on this rationale usurps Congress’s role in regulating the contours of U.S. foreign and national security policy. If the Executive Branch can assert “self-defense against a continuing threat” to target and detain terrorists worldwide, it will almost always be able to find such a threat.143 Indeed, the Obama Administration’s broad understanding of the concept of “imminence” illustrates the danger of allowing the executive to rely on a self-defense authorization alone.144

This approach also would inevitably lead to dangerous “slippery slopes.” Once the President authorizes a targeted killing of an individual who does not pose an imminent threat in the strict law enforcement sense of “imminence,”145 there are few potential targets that would be off-limits to the Executive Branch. Overly malleable concepts are not the proper bases for the consistent use of military force in a democracy. Although the Obama Administration has disclaimed this manner of broad authority because the AUMF “does not authorize military force against anyone the Executive labels a ‘terrorist,’”146 relying solely on the international law of self defense would likely lead to precisely such a result.

The slippery slope problem, however, is not just limited to the United States’s military actions and the issue of domestic control. The creation of international norms is an iterative process, one to which the United States makes significant contributions. Because of this outsized influence, the United States should not claim international legal rights that it is not prepared to see proliferate around the globe. Scholars have observed that the Obama Administration’s “expansive and open-ended interpretation of the right to self-defence threatens to destroy the prohibition on the use of armed force . . . .”147 Indeed, “[i]f other states were to claim the broad-based authority that the United States does, to kill people anywhere, anytime, the result would be chaos.”148

Encouraging the proliferation of an expansive law of international self-defense would not only be harmful to U.S. national security and global stability, but it would also directly contravene the Obama Administration’s national security policy, sapping U.S. credibility. The Administration’s National Security Strategy emphasizes U.S. “moral leadership,” basing its approach to U.S. security in large part on “pursu[ing] a rules-based international system that can advance our own interests by serving mutual interests.”149 Defense Department General Counsel Jeh Johnson has argued that “[a]gainst an unconventional enemy that observes no borders and does not play by the rules, we must guard against aggressive interpretations of our authorities that will discredit our efforts, provoke controversy and invite challenge.”150 Cognizant of the risk of establishing unwise international legal norms, Johnson argued that the United States “must not make [legal authority] up to suit the moment.”151 The Obama Administration’s global counterterrorism strategy is to “adher[e] to a stricter interpretation of the rule of law as an essential part of the wider strategy” of “turning the page on the past [and rooting] counterterrorism efforts within a more durable, legal foundation.”152

Widely accepted legal arguments also facilitate cooperation from U.S. allies, especially from the United States’ European allies, who have been wary of expansive U.S. legal interpretations.153 Moreover, U.S. strategy vis-à-vis China focuses on binding that nation to international norms as it gains power in East Asia.154 The United States is an international “standard-bearer” that “sets norms that are mimicked by others,”155 and the Obama Administration acknowledges that its drone strikes act in a quasi-precedential fashion.156 Risking the obsolescence of the AUMF would force the United States into an “aggressive interpretation” of international legal authority,157 not just discrediting its own rationale, but facilitating that rationale’s destabilizing adoption by nations around the world.158

TK self-defense norms modeled globally --- causes global war

Fisk & Ramos 13 (Kerstin Fisk --- PhD in Political Science focusing on interstate war @ Claremont Graduate University, Jennifer M. Ramos-- PhD in Polisci and Professor @ Loyola Marymount focusing on norms and foreign policy, including drone warfare and preventative use of force, “Actions Speak Louder Than Words: Preventive Self-Defense as a Cascading Norm” 15 APR 2013, International Studies Perspectives (2013), 1–23)

Conclusion

Preventive self-defense entails waging a war or an attack by choice, in order to prevent a suspected enemy from changing the status quo in an unfavorable direction. Prevention is acting in anticipation of a suspected latent threat that might fully emerge someday. One might rightfully point out that preventive strikes are nothing new—the Iraq War is simply a more recent example in a long history of the preventive use of force. The strategic theorist Colin Gray (2007:27), for example, argues that “far from being a rare and awful crime against an historical norm, preventive war is, and has always been, so common, that its occurrence seems remarkable only to those who do not know their history.” Prevention may be common throughout history, but this does not change the fact that it became increasingly difficult to justify after World War II, as the international community developed a core set of normative principles to guide state behavior, including war as a last resort. The threshold for war was set high, imposing a stringent standard for states acting in self-defense. Gray concedes that there has been a “slow and erratic, but nevertheless genuine, growth of a global norm that regards the resort to war as an extraordinary and even desperate measure” and that the Iraq war set a “dangerous precedent” (44). Although our cases do not provide a definitive answer for whether a preventive self-defense norm is diffusing, they do provide some initial evidence that states are re-orienting their military and strategic doctrines toward offense. In addition, these states have all either acquired or developed unmanned aerial vehicles for the purposes of reconnaissance, surveillance, and/or precision targeting.

Thus, the results of our plausibility probe provide some evidence that the global norm regarding the use of force as a last resort is waning, and that **a preventive self-defense norm is emerging and cascading following the example set by the U**nited **S**tates. At the same time, there is variation among our cases in the extent to which they apply the strategy of self-defense. China, for example, has limited their adaption of this strategy to targeted killings, while Russia has declared their strategy to include the possibility of a preventive nuclear war. Yet, the preventive self-defense strategy is not just for powerful actors. Lesser powers may choose to adopt it as well, though perhaps only implementing the strategy against actors with equal or lesser power. Research in this vein would compliment our analyses herein.

With the proliferation of technology in a globalized world, it seems only a matter of time before countries that do not have drone technology are in the minority. While preventive self-defense strategies and drones are not inherently linked, current rhetoric and practice do tie them together. Though it is likely far into the future**, it is all the more important to consider the final stage of norm evolution—internalization—for this particular norm**. While scholars tend to think of norms as “good,” this one is not so clear-cut. If the preventive self-defense norm is taken for granted, integrated into practice without further consideration, it inherently changes the functioning of international relations. And unmanned aerial vehicles, by reducing the costs of war, make claims of preventive self-defense more palatable to the public. Yet **a global norm of preventive self-defense is likely to be** destabilizing**,** leading to more war **in the international system**, not less. It clearly violates notions of just war principles—jus ad bellum. **The U**nited **S**tates **has set a dangerous precedent, and by continuing its preventive strike policy it continues to provide other states with the justification to do the same.**

Causes escalation everywhere

William Bradford, Assistant Professor of Law, Indiana University School of Law, July 2004, SYMPOSIUM: THE CHANGING LAWS OF WAR: DO WE NEED A NEW LEGAL REGIME AFTER SEPTEMBER 11?: "THE DUTY TO DEFEND THEM": n1 A NATURAL LAW JUSTIFICATION FOR THE BUSH DOCTRINE OF PREVENTIVE WAR, 79 Notre Dame L. Rev. 1365

For restrictivists, n67 anticipatory self-defense, despite its pedigree, is "fertile ground for torturing the self-defense concept" n68 and a dangerous warrant for manipulative, self-serving states to engage in prima facie illegal aggression while cloaking their actions under the guise of anticipatory self-defense and claiming legal legitimacy. n69 Analysis of the legitimacy of an act of anticipatory self-defense requires replacing the objectively verifiable prerequisite of an "armed attack" under Article 51 with the subjective perception of a "threat" of such an attack as perceived by the state believing itself a target, and thus determination of whether a state has demonstrated imminence before engaging in anticipatory self-defense lends itself to post hoc judgments of an infinite number of potential scenarios, spanning a continuum from the most innocuous of putatively civilian acts, including building roads and performing scientific research, to the most threatening, including the overt marshaling of thousands of combat troops in offensive dispositions along a contested border. Establishing the necessity of anticipatory self-defense in response to a pattern of isolated incidents over a period of time is an equally subjective task susceptible to multiple determinations and without empirical standards to guide judgment. n70 History is replete with examples of aggression masquerading as anticipatory self-defense, n71 including the Japanese invasion of Manchuria in [\*1385] 1931 n72 and the German invasion of Poland in 1939, n73 and by simply recharacterizing their actions as anticipatory self-defense rather than aggression dedicated to territorial revanchism or fulfillment of religious obligations, self-interested states such as China, North Korea, Pakistan, or members of the Arab League**,** restrictivists warn, might claim the legal entitlement to attack, respectively, Taiwan, South Korea, India, and Israel. n74 Moreover, taken to its logical extreme the doctrine of anticipatory self-defense might be interpreted as authorizing a state under the leadership of a paranoid decisionmaker to attack the entire world on the false suspicion of threats emanating from every corner. n75

#### Law of armed conflict controls deterrence—collapse causes global WMD conflict

Delahunty, associate prof – U St. Thomas Law, and Yoo, law prof – UC Berkeley, ‘10

(Robert and John, 59 DePaul L. Rev. 803)

Finally, the extension of IHRL to armed conflict may have significant consequences for the success of international law in advancing global welfare. Rules of the LOAC represent the delicate balancing between the imperatives of combat and the humanitarian goals in wartime. The LOAC has been remarkably successful in achieving compliance from warring nations in obeying these rules. This is most likely due to the reciprocal nature of the obligations involved. Nations treat prisoners of war well in order to guarantee that their own captive soldiers will be treated well by the enemy; nations will refrain from usingweapons of mass destruction because they are deterred by their enemy's possession of the same weapons. It has been one of the triumphs of international law to increase the restrictions on the use of unnecessarily destructive and cruel weapons, and to advance the norms of distinction and the humane treatment of combatants and civilians in wartime.

IHRL norms, on the other hand, may suffer from much lower rates of compliance. This may be due, in part, to the non-reciprocal nature of the obligations. One nation's refusal to observe freedom of speech, for example, will not cause another country to respond by depriving its own citizens of their rights. If IHRL norms--which were developed without much, if any, consideration of the imperatives of combat--merge into the LOAC, it will be likely that compliance with international law will decline. If nations must balance their security [\*849] needs against ever more restrictive and out-of-place international rules supplied by IHRL, we hazard to guess that the latter will give way. Rather than attempt to superimpose rules for peacetime civilian affairs on the unique circumstances of the "war on terror," a better strategy for encouraging compliance with international law would be to adapt the legal system already specifically designed for armed conflict.

#### LOAC key to regulate cyber development—prevents spillover of the Stuxtnet precedent

Jeremy Richmond, J.D., March 2012, NOTE: EVOLVING BATTLEFIELDS DOES STUXNET DEMONSTRATE A NEED FOR MODIFICATIONS TO THE LAW OF ARMED CONFLICT?, 35 Fordham Int'l L.J. 842

Stuxnet almost certainly foreshadows a fundamental change in modern warfare. It demonstrates that a well-orchestrated CNA can strike a target with greater precision, greater damage to the enemy, and less collateral loss of life and property than a kinetic weapon. Will the change in warfare, [\*894] however, be so drastic that it also necessitates a change in the LOAC? The answer appears to be both "yes" and "no."

The principles of distinction, discrimination, and proportionality, when applied to Stuxnet, further the LOAC policy goals of reducing overall destruction in warfare and reducing unnecessary harm to civilians and civilian property. Further, evidence that Stuxnet's programmers may have designed it to conform with the LOAC, and the subsequent benefits that that conformity brought, demonstrates that compliance with the LOAC is possible, practical, and beneficial. In this respect, the LOAC seems to adequately regulate Stuxnet. Stuxnet therefore should be considered a piece of evidence that fundamental alterations to the LOAC are not necessary to regulate cyber weapons.

#### Solves extinction

Guterl, executive editor – Scientific American, 11/28/’12

(Fred, “Armageddon 2.0,” Bulletin of the Atomic Scientists)

The world lived for half a century with the constant specter of nuclear war and its potentially devastating consequences. The end of the Cold War took the potency out of this Armageddon scenario, yet the existential dangers have only multiplied.

Today the technologies that pose some of the biggest problems are not so much military as commercial. They come from biology, energy production, and the information sciences -- and are the very technologies that have fueled our prodigious growth as a species. They are far more seductive than nuclear weapons, and more difficult to extricate ourselves from. The technologies we worry about today form the basis of our global civilization and are essential to our survival.

The mistake many of us make about the darker aspects of our high-tech civilization is in thinking that we have plenty of time to address them. We may, if we're lucky. But it's more likely that we have less time than we think. There may be a limited window of opportunity for preventing catastrophes such as pandemics, runaway climate change, and cyber attacks on national power grids.

Emerging diseases. The influenza pandemic of 2009 is a case in point. Because of rising prosperity and travel, the world has grown more conducive to a destructive flu virus in recent years, many public health officials believe. Most people probably remember 2009 as a time when health officials overreacted. But in truth, the 2009 virus came from nowhere, and by the time it reached the radar screens of health officials, it was already well on its way to spreading far and wide.

"H1N1 caught us all with our pants down," says flu expert Robert G. Webster of St. Jude Children's Research Hospital in Memphis, Tennessee. Before it became apparent that the virus was a mild one, health officials must have felt as if they were staring into the abyss. If the virus had been as deadly as, say, the 1918 flu virus or some more recent strains of bird flu, the result would have rivaled what the planners of the 1950s expected from a nuclear war. It would have been a "total disaster," Webster says. "You wouldn't get the gasoline for your car, you wouldn't get the electricity for your power, you wouldn't get the medicines you need. Society as we know it would fall apart."

Climate change. Climate is another potentially urgent risk. It's easy to think about greenhouse gases as a long-term problem, but the current rate of change in the Arctic has alarmed more and more scientists in recent years. Tim Lenton, a climate scientist at the University of Exeter in England, has looked at climate from the standpoint of tipping points -- sudden changes that are not reflected in current climate models. We may already have reached a tipping point -- a transition to a new state in which the Arctic is ice-free during the summer months.

Perhaps the most alarming of Lenton's tipping points is the Indian summer monsoon. Smoke from household fires, and soot from automobiles and buses in crowded cities, rises into the atmosphere and drifts out over the Indian Ocean, changing the atmospheric dynamics upon which the monsoon depends -- keeping much of the sun's energy from reaching the surface, and lessening the power of storms. At the same time, the buildup of greenhouse gases -- emitted mainly from developed countries in the northern hemisphere -- has a very different effect on the Indian summer monsoon: It makes it stronger.

These two opposite influences make the fate of the monsoon difficult to predict and subject to instability. A small influence -- a bit more carbon dioxide in the atmosphere, and a bit more brown haze -- could have an outsize effect. The Indian monsoon, Lenton believes, could be teetering on a knife's edge, ready to change abruptly in ways that are hard to predict. What happens then? More than a billion people depend on the monsoon's rains.

Other tipping points may be in play, says Lenton. The West African monsoon is potentially near a tipping point. So are Greenland's glaciers, which hold enough water to raise sea levels by more than 20 feet; and the West Antarctic Ice Sheet, which has enough ice to raise sea levels by at least 10 feet. Regional tipping points could hasten the ill effects of climate change more quickly than currently projected by the Intergovernmental Panel on Climate Change.

Computer hacking. The computer industry has already made it possible for computers to handle a variety of tasks without human intervention. Autonomous computers, using techniques formerly known as artificial intelligence, have begun to exert control in virtually every sphere of our lives. Cars, for instance, can now take action to avoid collisions. To do this, a car has to make decisions: When does it take control? How much braking power should be applied, and to which wheels? And when should the car allow its reflex-challenged driver to regain control? Cars that drive themselves, currently being field tested, could hit dealer showrooms in a few years.

Autonomous computers can make our lives easier and safer, but they can also make them more dangerous. A case in point is Stuxnet, the computer worm designed by the US and Israel to attack Iran's nuclear fuel program. It is a watershed in the brief history of malware -- the Jason Bourne of computer code, designed for maximum autonomy and effectiveness. Stuxnet's creators gave their program the best training possible: they stocked it with detailed technical knowledge that would come in handy for whatever situation Stuxnet could conceivably encounter. Although the software included rendezvous procedures and communication codes for reporting back to headquarters, Stuxnet was built to survive and carry out its mission even if it found itself cut off.

The uranium centrifuges that Stuxnet attacked are very similar in principle to the generators that power the US electrical grid. Both are monitored and controlled by programmable-logic computer chips. Stuxnet cleverly caused the uranium centrifuges to throw themselves off-balance, inflicting enough damage to set the Iranian nuclear industry back by 18 months or more. A similar piece of malware installed on the computers that control the generators at the base of the Grand Coulee Dam would likewise cause them to shake, rattle, and roll -- and eventually explode.

If Stuxnet-like malware were to insinuate itself into a few hundred power generators in the United States and attack them all at once, the damage would be enough to cause blackouts on the East and West Coasts. With such widespread destruction, it could take many months to restore power to the grid. It seems incredible that this should be so, but the worldwide capacity to manufacture generator parts is limited. Generators generally last 30 years, sometimes 50, so normally there's little need for replacements. The main demand for generators is in China, India, and other parts of rapidly developing Asia. That's where the manufacturers are -- not in the United States. Even if the United States, in crisis mode, put full diplomatic pressure on supplier nations -- or launched a military invasion to take over manufacturing facilities -- the capacity to ramp up production would be severely limited. Worldwide production currently amounts to only a few hundred generators per year.

The consequences of going without power for months, across a large swath of the United States, would be devastating. Backup electrical generators in hospitals and other vulnerable facilities would have to rely on fuel that would be in high demand. Diabetics would go without their insulin; heart attack victims would not have their defibrillators; and sick people would have no place to go. Businesses would run out of inventory and extra capacity. Grocery stores would run out of food, and deliveries of all sorts would virtually cease (no gasoline for trucks and airplanes, trains would be down). As we saw with the blackouts caused by Hurricane Sandy, gas stations couldn't pump gas from their tanks, and fuel-carrying trucks wouldn't be able to fill up at refueling stations. Without power, the economy would virtually cease, and if power failed over a large enough portion of the country, simply trucking in supplies from elsewhere would not be adequate to cover the needs of hundreds of millions of people. People would start to die by the thousands, then by the tens of thousands, and eventually the millions. The loss of the power grid would put nuclear plants on backup, but how many of those systems would fail, causing meltdowns, as we saw at Fukushima? The loss in human life would quickly reach, and perhaps exceed, After eight to 10 days, about 72 percent of all economic activity, as measured by GDP, would shut down, according to an analysis by Scott Borg, a cybersecurity expert.

#### Adherence to LOAC key to instill environmental protections in warfighting

Malviya, 1

(Law Prof-Banaras Hindu University, “Laws Of Armed Conflict And Environmental Protection: An Analysis Of Their Inter-Relationship,” http://www.worldlii.org/int/journals/ISILYBIHRL/2001/5.html)

Developing through customs and treaties, two important regimes of law have come into existence: International Law of Environmental Protection and International Law of War or International Law of Armed Conflict.[1] The law of environmental protection has developed primarily in the twentieth century, whereas the international law of war or armed conflict has evolved over many centuries. But it has only recently developed characteristics similar to the law of environmental protection. **Today, the laws of war contain a number of limitations on environmentally disruptive activities during hostilities**. Some of these limitations are rooted in what Schafer calls “environmental considerations” or “environmental ethics”.[2] There exists an environmental ethic in both the regimes of law which is indicative of a common philosophy or common value system shared by them. Attacking environment as a means of waging war is not a novel concept. There are a number of wars in which attempts have been made to annihilate the enemy by assaulting the environment.[3]Also, harnessing the powers of nature to manipulate the environment as a means of waging war has been evidenced, e.g., in the Vietnam War.[4] **Environment represents the hope and future of every society. Destroying the environment means destroying the society itself**. Today’s wars are deadlier wars. Brutal disregard for humanitarian norms and for the Geneva Conventions’ rules of warfare now extends to environment which is attacked during conflicts. Therefore, the issue of destruction of the environment is one of the most disturbing aspects of armed conflicts today. [5] Greater environmental destruction in modern warfare and the development of the technological capacity for greater destruction of the environment in the modern age are the two dangerous trends. Therefore, the need to understand the international laws that govern the means and methods of warfare is **greater than ever.**

#### Extinction—unchecked military destruction of the environment triggers every environmental catastrophe

Alduaij, 2

(Professor-Kuwait University, “Environmental Law of Armed Conflict,” http://digitalcommons.pace.edu/cgi/viewcontent.cgi?article=1000&context=lawdissertations)

“Modern armaments can dissipate their destructive energy or introduce their destructive agents on the land or in the sea, in the air or in the space above it. The ecosystems at risk may be either terrestrial or oceanic and either arctic, temperate or tropical. The terrestrial ones may be continental or insular, either forest, grassland or desert, the oceanic ones may be estuarine, littoral (near shore), over the continental shelves or within ocean basins. Damage may be inflicted either directly or indirectly and range from subtle to dramatic.” There is renewed evidence that warfare involves conflicts not only between the combatants, but also between man and nature. The ability of modern warfare to devastate the natural environment has become ever more obvious: animal species become extinct, forests become deserts, fertile farmland becomes a minefield, water becomes contaminated and native vegetation disappears. Attacks on the environment become more savage as technology develops. Environmental destruction has become an inevitable result of modern warfare and military tactics. The nuclear, chemical, and biological weapons that emerged during the late twentieth century **present threats to life itself; but short of that apocalypse, modern weapons can cause or hasten a host of environmental disasters, such as deforestation and erosion, global warming, desertification, or holes in the ozone layer**. The devastating effects of military weapons on the environment is reflected throughout the history of the twentieth century, in World War I, World War II, the Korean and Vietnam wars, the Cambodian civil war, Gulf wars I and II, the Afghan civil war, and the Kosovo conflict. The Science for Peace Institute at the University of Toronto estimates that 10 to 30 percent of all environmental degradation in the world is a direct result of the various militaries. Military operations can affect land, air, wildlife, and water resources. A German report concluded that six to ten percent of the world’s air pollution is a result of military activity, and that the world’s military is also responsible for the emission of approximately two-thirds of all chlorofluorocarbon-113 released into the atmosphere. In modern warfare, environmental destruction can be a primary means of threatening or defeating one’s enemies. War itself can, and often does, mean war against the natural environment.

## plan

The United States federal government should limit the war power authority of the president for self-defense targeted killings to outside an armed conflict.

## solvency

Solvency

Congressional limits of self-defense authority within armed conflict is necessary to resolve legal ambiguity

Mark David Maxwell, Colonel, Judge Advocate with the U.S. Army, Winter 2012, TARGETED KILLING, THE LAW, AND TERRORISTS, Joint Force Quarterly, http://www.ndu.edu/press/targeted-killing.html

In the wake of the attacks by al Qaeda on September 11, 2001, an analogous phenomenon of feeling safe has occurred in a recent U.S. national security policy: America’s explicit use of targeted killings to eliminate terrorists, under the legal doctrines of selfdefense and the law of war. Legal scholars define targeted killing as the use of lethal force by a state4 or its agents with the intent, premeditation, and deliberation to kill individually selected persons who are not in the physical custody of those targeting them.5 In layman’s terms, targeted killing is used by the United States to eliminate individuals it views as a threat.6 Targeted killings, for better or for worse, have become “a defining doctrine of American strategic policy.”7 Although many U.S. Presidents have reserved the right to use targeted killings in unique circumstances, making this option a formal part of American foreign policy incurs risks that, unless adroitly controlled and defined in concert with Congress, could drive our practices in the use of force in a direction that is not wise for the long-term health of the rule of law.

This article traces the history of targeted killing from a U.S. perspective. It next explains how terrorism has traditionally been handled as a domestic law enforcement action within the United States and why this departure in policy to handle terrorists like al Qaeda under the law of war—that is, declaring war against a terrorist organization—is novel. While this policy is not an ill-conceived course of action given the global nature of al Qaeda, there are practical limitations on how this war against terrorism can be conducted under the orders of the President. Within the authority to target individuals who are terrorists, there are two facets of Presidential power that the United States must grapple with: first, how narrow and tailored the President’s authority should be when ordering a targeted killing under the rubric of self-defense; and second, whether the President must adhere to concepts within the law of war, specifically the targeting of individuals who do not don a uniform. The gatekeeper of these Presidential powers and the prevention of their overreach is Congress. The Constitution demands nothing less, but thus far, Congress’s silence is deafening.

History of Targeted Killing During the Cold War, the United States used covert operations to target certain political leaders with deadly force.8 These covert operations, such as assassination plots against Fidel Castro of Cuba and Ngo Dinh Diem of South Vietnam, came to light in the waning days of the Richard Nixon administration in 1974. In response to the public outrage at this tactic, the Senate created a select committee in 1975, chaired by Senator Frank Church of Idaho, to “Study Government Operations with Respect to Intelligence Activities.”9 This committee, which took the name of its chairman, harshly condemned such targeting, which is referred to in the report as assassination: “We condemn assassination and reject it as an instrument of American policy.”10 In response to the Church Committee’s findings, President Gerald R. Ford issued an Executive order in 1976 prohibiting assassinations: “No employee of the United States Government shall engage in, or conspire to engage in political assassination.”11 The order, which is still in force today as Executive Order 12333, “was issued primarily to preempt pending congressional legislation banning political assassination.”12 President Ford did not want legislation that would impinge upon his unilateral ability as Commander in Chief to decide on the measures that were necessary for national security. 13 In the end, no legislation on assassinations was passed; national security remained under the President’s purview. Congress did mandate, however, that the President submit findings to select Members of Congress before a covert operation commences or in a timely fashion afterward.14 This requirement remains to this day. Targeted killings have again come to center stage with the Barack Obama administration’s extraordinary step of acknowledging the targeting of the radical Muslim cleric Anwar al-Awlaki, a U.S. citizen who lived in Yemen and was a member of an Islamic terrorist organization, al Qaeda in the Arabian Peninsula.15 Al-Awlaki played a significant role in an attack conducted by Umar Farouk Abdulmutallab, the Nigerian Muslim who attempted to blow up a Northwest Airlines flight bound for Detroit on Christmas Day 2009.16 According to U.S. officials, al-Awlaki was no longer merely encouraging terrorist activities against the United States; he was “acting for or on behalf of al-Qaeda in the Arabian Peninsula . . . and providing financial, material or technological support for . . . acts of terrorism.”17 Al-Awlaki’s involvement in these activities, according to the United States, made him a belligerent and therefore a legitimate target. The context of the fierce debates in the 1970s is different from the al-Awlaki debate. The targeted killing of an individual for a political purpose, as investigated by the Church Committee, was the use of lethal force during peacetime, not during an armed conflict. During armed conflict, the use of targeted killing is quite expansive.18 But in peacetime, the use of any lethal force is highly governed and limited by both domestic law and international legal norms. The presumption is that, in peacetime, all use of force by the state, especially lethal force, must be necessary. The Law Enforcement Paradigm Before 9/11, the United States treated terrorists under the law enforcement paradigm—that is, as suspected criminals.19 This meant that a terrorist was protected from lethal force so long as his or her conduct did not require the state to respond to a threat or the indication of one. The law enforcement paradigm assumes that the preference is not to use lethal force but rather to arrest the terrorist and then to investigate and try him before a court of law.20 The presumption during peacetime is that the use of lethal force by a state is not justified unless necessary. Necessity assumes that “only the amount of force required to meet the threat and restore the status quo ante may be employed against [the] source of the threat, thereby limiting the force that may be lawfully applied by the state actor.”21 The taking of life in peacetime is only justified “when lesser means for reducing the threat were ineffective.”22 Under both domestic and international law, the civilian population has the right to be free from arbitrary deprivation of life. Geoff Corn makes this point by highlighting that a law enforcement officer could not use deadly force “against suspected criminals based solely on a determination an individual was a member of a criminal group.”23 Under the law enforcement paradigm, “a country cannot target any individual in its own territory unless there is no other way to avert a great danger.”24 It is the individual’s conduct at the time of the threat that gives the state the right to respond with lethal force. The state’s responding force must be reasonable given the situation known at the time. This reasonableness standard is a “commonsense evaluation of what an objectively reasonable officer might have done in the same circumstances.”25 The U.S. Supreme Court has opined that this reasonableness is subjective: “[t]he calculus of reasonableness must embody allowances for the fact that police officers often are forced to make split-second judgments . . . about the amount of force that is necessary in a particular situation.”26 The law enforcement paradigm attempts to “minimize the use of lethal force to the extent feasible in the circumstances.”27 This approach is the starting point for many commentators when discussing targeted killing: “It may be legal for law enforcement personnel to shoot to kill based on the imminence of the threat, but the goal of the operation, from its inception, should not be to kill.”28 The presumption is that intentional killing by the state is unlawful unless it is necessary for self-defense or defense of others.29 Like the soldier who acts under the authority of self-defense, if one acts reasonably based on the nature of the threat, the action is justified and legal. What the law enforcement paradigm never contemplates is a terrorist who works outside the state and cannot be arrested. These terrorists hide in areas of the world where law enforcement is weak or nonexistent. The terrorists behind 9/11 were lethal and lived in ungovernable areas; these factors compelled the United States to rethink its law enforcement paradigm. The Law of War Paradigm The damage wrought by the 9/11 terrorists gave President George W. Bush the political capital to ask Congress for authorization to go to war with these architects of terror, namely al Qaeda. Seven days later, Congress gave the President the Authorization for the Use of Military Force (AUMF) against those “nations, organizations, or persons [the President] determines planned, authorized, committed, or aided the terrorist attacks that occurred on September 11, 2001, or harbored such organizations or persons, in order to prevent any future acts of international terrorism against the United States by such nations, organizations, or persons.”30 For the first time in modern U.S. history, the country was engaged in an armed conflict with members of an organization, al Qaeda, versus a state. The legal justification to use force, which includes targeted killings, against al Qaeda, the Taliban, and associated forces is twofold: self-defense and the law of war.31 In armed conflict, the rules governing when an individual can be killed are starkly different than in peacetime. The law enforcement paradigm does not apply in armed conflict. Rather, designated terrorists may be targeted and killed because of their status as enemy belligerents. That status is determined solely by the President under the AUMF. Unlike the law enforcement paradigm, the law of war requires neither a certain conduct nor an analysis of the reasonable amount of force to engage belligerents. In armed conflict, it is wholly permissible to inflict “death on enemy personnel irrespective of the actual risk they present.”32 Killing enemy belligerents is legal unless specifically prohibited—for example, enemy personnel out of combat like the wounded, the sick, or the shipwrecked.33 Armed conflict also negates the law enforcement presumption that lethal force against an individual is justified only when necessary. If an individual is an enemy, then “soldiers are not constrained by the law of war from applying the full range of lawful weapons.”34 Now the soldier is told by the state that an enemy is hostile and he may engage that individual without any consideration of the threat currently posed. The enemy is declared hostile; the enemy is now targetable. Anticipatory Self-defense

This paradigm shift is novel for the United States. The President’s authority to order targeted killings is clear under domestic law; it stems from the AUMF. Legal ambiguity of the U.S. authority to order targeted killings emerges, however, when it is required to interpret international legal norms like self-defense and the law of war. The United States has been a historic champion of these international norms, but now they are hampering its desires to target and kill terrorists.

Skeptics of targeted killing admit that “[t]he decision to target specific individuals with lethal force after September 11 was neither unprecedented nor surprising.”35 Mary Ellen O’Connell has conceded, for example, that targeted killing against enemy combatants in Afghanistan is not an issue because “[t]he United States is currently engaged in an armed conflict” there.36 But when the United States targets individuals outside a zone of conflict, as it did with alAwlaki in Yemen,37 it runs into turbulence because a state of war does not exist between the United States and Yemen.38 A formidable fault line that is emerging between the Obama administration’s position and many academics, international organizations,39 and even some foreign governments40 is where these targeted killings can be conducted.41

According to the U.S. critics, if armed conflict between the states is not present at a location, then the law of war is never triggered, and the state reverts to a peacetime paradigm. In other words, the targeted individual cannot be killed merely because of his or her status as an enemy, since there is no armed conflict. Instead, the United States, as in peacetime, must look to the threat the individual possesses at the time of the targeting. There is a profound shift of the burden upon the state: the presumption now is that the targeted killing must be necessary. When, for example, the United States targeted and killed six al Qaeda members in Yemen in 2002, the international reaction was extremely negative: the strike constituted “a clear case of extrajudicial killing.”42

The Obama administration, like its predecessor, disagrees. Its legal justification for targeted killings outside a current zone of armed conflict is anticipatory self-defense. The administration cites the inherent and unilateral right every nation has to engage in anticipatory self-defense. This right is codified in the United Nations charter43 and is also part of the U.S. interpretation of customary international law stemming from the Caroline case in 1837. A British warship entered U.S. territory and destroyed an American steamboat, the Caroline. In response, U.S. Secretary of State Daniel Webster articulated the lasting acid test for anticipatory self-defense: “[N]ecessity of self defense [must be] instant, overwhelming, leaving no choice of means and no moment for deliberation . . . [and] the necessity of self defense, must be limited by that necessity and kept clearly within it.”44

A state can act under the guise of anticipatory self-defense. This truism, however, leaves domestic policymakers to struggle with two critical quandaries: first, the factual predicate required by the state to invoke anticipatory self-defense, on the one hand; and second, the protections the state’s soldiers possess when they act under this authority, on the other. As to the first issue, there is simply no guidance from Congress to the President; the threshold for triggering anticipatory self-defense is ad hoc. As to the second issue, under the law of war, a soldier who kills an enemy has immunity for these precapture or warlike acts.45 This “combatant immunity” attaches only when the law of war has been triggered. Does combatant immunity attach when the stated legal authority is self-defense? There is no clear answer.

The administration is blurring the contours of the right of the state to act in Yemen under self-defense and the law of war protections afforded its soldiers when so acting. Therefore, what protections do U.S. Airmen enjoy when operating the drone that killed an individual in Yemen, Somalia, or Libya?

If they are indicted by a Spanish court for murder, what is the defense? Under the law of war, it is combatant immunity. But if the law of war is not triggered because the killing occurred outside the zone of armed conflict, the policy could expose Airmen to prosecution for murder. In order to alleviate both of these quandaries, Congress must step in with legislative guidance. Congress has the constitutional obligation to fund and oversee military operations.46 The goal of congressional action must not be to thwart the President from protecting the United States from the dangers of a very hostile world. As the debates of the Church Committee demonstrated, however, the President’s unfettered authority in the realm of national security is a cause for concern. Clarification is required because the AUMF gave the President a blank check to use targeted killing under domestic law, but it never set parameters on the President’s authority when international legal norms intersect and potentially conflict with measures stemming from domestic law.

That clarity over legal authority is necessary to solve

Laurie Blank, Director, International Humanitarian Law Clinic, Emory Law School, 2012, Targeted Strikes: The Consequences of Blurring the Armed Conflict and Self-Defense Justifications, http://www.wmitchell.edu/lawreview/Volume38/documents/11.BlankFINAL.pdf

As noted in the introduction to this article, maintaining the separation between and independence of jus ad bellum and jus in bello is vital for the effective application of the law and protection of persons in conflict. The discussion that follows will refer to both the LOAC and the law of self-defense extensively in a range of situations in order to analyze and highlight the risks of blurring the lines between the two paradigms. However, it is important to note that the purpose here is not to conflate the two paradigms, but to emphasize the risks inherent in blurring these lines. Preserving the historic separation remains central to the application of both bodies of law, to the maintenance of international security, and to the regulation of the conduct of hostilities.

III. BLURRING THE LINES

The nature of the terrorist threat the United States and other states face does indeed raise the possibility that both the armed conflict and the self-defense paradigms are relevant to the use of targeted strikes overall. The United States has maintained for the past ten years that it is engaged in an armed conflict with al Qaeda66 and, notwithstanding continued resistance to the notion of an armed conflict between a state and a transnational terrorist group in certain quarters, there is general acceptance that the scope of armed conflict can indeed encompass such a state versus non-state conflict. Not all U.S. counterterrorism measures fit within the confines of this armed conflict, however, with the result that many of the U.S. targeted strikes over the past several years may well fit more appropriately within the self-defense paradigm. The existence of both paradigms as relevant to targeted strikes is not inherently problematic. It is the United States’ insistence on using reference to both paradigms as justification for individual attacks and the broader program of targeted strikes that raises significant concerns for the use of international law and the protection of individuals by blurring the lines between the key parameters of the two paradigms.

A. Location of Attacks: International Law and the Scope of the Battlefield

The distinct differences between the targeting regimes in armed conflict and in self-defense and who can be targeted in which circumstances makes understanding the differentiation between the two paradigms essential to lawful conduct in both situations. The United States has launched targeted strikes in Afghanistan, Pakistan, Yemen, Somalia, and Syria during the past several years. The broad geographic range of the strike locations has produced significant questions—as yet mostly unanswered— and debate regarding the parameters of the conflict with al Qaeda.67 The U.S. armed conflict with al Qaeda and other terrorist groups has focused on Afghanistan and the border regions of Pakistan, but the United States has launched an extensive campaign of targeted strikes in Yemen and some strikes in Somalia in the past year as well. In the early days of the conflict, the United States seemed to trumpet the notion of a global battlefield, in which the conflict with al Qaeda extended to every corner of the world.68 Others have argued that conflict, even one with a transnational terrorist group, can only take place in limited, defined geographic areas.69 At present, the United States has stepped back from the notion of a global battlefield, although there is little guidance to determine precisely what factors influence the parameters of the zone of combat in the conflict with al Qaeda.70

Traditionally, the law of neutrality provided the guiding framework for the parameters of the battlespace in an international armed conflict. When two or more states are fighting and certain other states remain neutral, the line between the two forms the divider between the application of the laws of war and the law of neutrality.71 The law of neutrality is based on the fundamental principle that neutral territory is inviolable72 and focuses on three main goals: (1) contain the spread of hostilities, particularly by keeping down the number of participants; (2) define the legal rights of parties and nonparties to the conflict; and (3) limit the impact of war on nonparticipants, especially with regard to commerce.73 In this way, neutrality law leads to a geographic-based framework in which belligerents can fight on belligerent territory or the commons, but must refrain from any operations on neutral territory. In essence, the battlespace in a traditional armed conflict between two or more states is anywhere outside the sovereign territory of any of the neutral states.74 The language of the Geneva Conventions tracks this concept fairly closely. Common Article 2, which sets forth the definition of international armed conflict, states that such conflict occurs in “all cases of declared war or . . . any other armed conflict which may arise between two or more of the High Contracting Parties.”75 In Common Article 3, noninternational armed conflicts include conflicts between a state and non-state armed groups that are “occurring in the territory of one of the High Contracting Parties.”76 Both of these formulations tie the location of the armed conflict directly to the territory of one or more belligerent parties.

The neutrality framework as a geographic parameter is left wanting in today’s conflicts with terrorist groups, however. First, as a formal matter, the law of neutrality technically only applies in cases of international armed conflict.77 Even analogizing to the situations we face today is highly problematic, however, because today’s conflicts not only pit states against non-state actors, but because those actors and groups often do not have any territorial nexus beyond wherever they can find safe haven from government intrusion. As state and non-state actors have often shifted unpredictably and irregularly between acts characteristic of wartime and those characteristic of not-wartime[, t]he unpredictable and irregular nature of these shifts makes it difficult to know whether at any given moment one should understand them as armies and their enemies or as police forces and their criminal adversaries.78

Simply locating terrorist groups and operatives does not therefore identify the parameters of the battlefield—the fact that the United States and other states use a combination of military operations and law enforcement measures to combat terrorism blurs the lines one might look for in defining the battlefield. In many situations, “the fight against transnational jihadi groups . . . largely takes place away from any recognizable battlefield.”79

Second, a look at U.S. jurisprudence in the past and today demonstrates a clear break between the framework applied in past wars and the views courts are taking today. U.S. courts during World War I viewed “the port of New York [as] within the field of active [military] operations.”80 Similarly, a 1942 decision upholding the lawfulness of an order evacuating JapaneseAmericans to a military area stated plainly that the field of military operation is not confined to the scene of actual physical combat. Our cities and transportation systems, our coastline, our harbors, and even our agricultural areas are all vitally important in the all-out war effort in which our country must engage if our form of government is to survive.81

In each of those cases, the United States was a belligerent in an international armed conflict; the law of neutrality mandated that U.S. territory was belligerent territory and therefore part of the battlefield or combat zone. The courts take a decidedly different view in today’s conflicts, however, consistently referring to the United States as “outside a zone of combat,”82 “distant from a zone of combat,”83 or not within any “active [or formal] theater of war,”84 even while recognizing the novel geographic nature of the conflict. Even more recently, in Al Maqaleh v. Gates, both the District Court and the Court of Appeals distinguished between Afghanistan, “a theater of active military combat,”85 and other areas (including the United States), which are described as “far removed from any battlefield.”86 In a traditional belligerency-neutrality framework, one would expect to see U.S. territory viewed as part of the battlefield; the fact that courts consistently trend the other way highlights both the difference in approach and the uncertainty involved in defining today’s conflicts.

The current U.S. approach of using both the armed conflict paradigm and the self-defense paradigm as justifications for targeted strikes without further clarification serves to exacerbate the legal challenges posed by the geography of the conflict, at both a theoretical and a practical level. First, at the most fundamental level, uncertainty regarding the parameters of the battlefield has significant consequences for the safety and security of individuals. During armed conflict, the LOAC authorizes the use of force as a first resort against those identified as the enemy, whether insurgents, terrorists or the armed forces of another state. In contrast, human rights law, which would be the dominant legal framework in areas where there is no armed conflict, authorizes the use of force only as a last resort.87 Apart from questions regarding the application of human rights law during times of war, which are outside the scope of this article, the distinction between the two regimes is nonetheless starkest in this regard. The former permits targeting of individuals based on their status as members of a hostile force; the latter—human rights law—permits lethal force against individuals only on the basis of their conduct posing a direct threat at that time. The LOAC also accepts the incidental loss of civilian lives as collateral damage, within the bounds of the principle of proportionality;88 human rights law contemplates no such casualties. These contrasts can literally mean the difference between life and death in many situations. Indeed, “If it is often permissible to deliberately kill large numbers of humans in times of armed conflict, even though such an act would be considered mass murder in times of peace, then it is essential that politicians and courts be able to distinguish readily between conflict and nonconflict, between war and peace.”89 However, the overreliance on flexibility at present means that U.S. officials do not distinguish between conflict and non-conflict areas but rather simply use the broad sweep of armed conflict and/or self-defense to cover all areas without further delineation.

Second, on a broader level of legal application and interpretation, the development of the law itself is affected by the failure to delineate between relevant legal paradigms. “Emerging technologies of potentially great geographic reach raise the issue of what regime of law regulates these activities as they spread,”90 and emphasize the need to foster, rather than hinder, development of the law in these areas. Many argue that the ability to use armed drones across state borders without risk to personnel who could be shot down or captured across those borders has an expansive effect on the location of conflict and hostilities. In effect, they suggest that it is somehow “easier” to send unmanned aircraft across sovereign borders because there is no risk of a pilot being shot down and captured, making the escalation and spillover of conflict more likely.91 Understanding the parameters of a conflict with terrorist groups is important, for a variety of reasons, none perhaps more important than the life-and-death issues detailed above. By the same measure, understanding the authorities for and limits on a state’s use of force in self-defense is essential to maintaining orderly relations between states and to the ability of states to defend against attacks, from whatever quarter. The extensive debates in the academic and policy worlds highlight the fundamental nature of both inquiries. However, the repeated assurances from the U.S. government that targeted strikes are lawful in the course of armed conflict or in exercise of the legitimate right of self-defense—without further elaboration and specificity—allows for a significantly less nuanced approach. As long as a strike seems to fit into the overarching framework of helping to defend the United States against terrorism, there no longer would be a need to carefully delineate the parameters of armed conflict and self-defense, where the outer boundaries of each lie and how they differ from each other. From a purely theoretical standpoint, this limits the development and implementation of the law. Even from a more practical policy standpoint, the United States may well find that the blurred lines prove detrimental in the future when it seeks sharper delineations for other purposes.

The aff does not legitimize war

Debra **Bergoffen**, Professor of Philosophy and a member of the Women's Studies and Cultural Studies programs at George Mason University, Spring 200**8**, The Just War Tradition: Translating the Ethics of Human Dignity into Political Practices, Hypatia Volume 23, Number 2

The just war tradition is riddled with ambiguities. It speaks of a single human community bounded by universal moral laws, as it recognizes and, under certain conditions, legitimates the division of that community into enemy factions in violation of those laws. It recognizes the inevitability of war while speaking of the demands of peace. It sets up reason as the arbiter of wartime strategies, while noting that armed conflicts, once begun, may not be amenable to the rule of reason. Given these ambiguities, a result of the ways in which just war theory attempts to negotiate the competing demands of justice and the politics of power, it is no accident that the just war tradition has been ridiculed by power "realists" for its utopian naïveté and dismissed by pacifists for sacrificing the principles of peace to the demands of war.

Twentiethand twenty-first-century war waging has bolstered "realist" and pacifist critiques of the just war doctrine. The trench warfare strategy of World War I, the Allied bombing strategies of World War II, the genocidal evil of Nazi Germany, and the nuclear capacities of the United States and the USSR mocked the just war premise that war could be morally and rationally [End Page 72] constrained. Ironically, the cold-war policy of mutual assured destruction, with its acronym MAD, made the case for the pacifist argument that a just war in a world of nuclear weapons was impossible. MAD did not, however, create the conditions for peace envisioned by just war advocates.

The twenty-first century, young as it is, has managed to establish itself as an heir to the twentieth century's mockery of the idea of a just war. Erasing the "never again" post–World War II just war promise with multiple spectacles of genocides, betraying the promise of a post–cold-war world of peaceful coexistence with the reality of a world dominated by ideological wars of terror, a U.S.–declared war on terrorism, and the proliferation of nuclear and biological weapons, **this century has made it increasingly difficult for the just war tradition to establish itself as a counterweight to the politics of violence**.

Given the destructive powers of modern weaponry and the absolutist ideologies of contemporary conflicts, and given the fact that the just war tradition is historically tied to the idea of the sovereign state as the sole legitimate source of war and to Western notions of natural law and rights, it might seem time to declare the very idea of a just war a relic of more manageable and naïve times, and a symptom of Eurocentric ideology. It might seem time to face the fact that politically motivated violence is more chaotic than envisioned by just war advocates, and less amenable to the rule of reason required by just war restrictions.

Before writing the just war obituary, however, we need to note the ways in which institutional responses to the evils of unbridled violence—war crimes tribunals, a body of international laws and treaties delineating the particulars of war crimes and crimes against humanity, the development of human rights laws—speak the language of just war theory. For these institutions and laws insist that political and military officials are bound by just war morality and hold military and political actors punishably responsible for failing to adhere to the moral obligations of the just war code. These developments suggest that despite the antipathy between current technologies and ideologies of war and the principles of just war doctrines, **the just war insistence that the political and moral worlds are tethered remains relevant**.

To see whether just war theory can meet the challenges of its origins and of our times we need to see how it fares against the criticisms of power-politics advocates, such as Carl von Clausewitz (1780–1831), and how it stands up to pacifist and nonviolent rejections of all forms of political violence.

In his classic text, On War, Clausewitz argued that even when/if the original objectives of war are limited, war, once begun, cannot escape its absolutist logic.1 According to Clausewitz, as an act of force intended to compel an enemy to surrender, war is subject to the rules of unintended consequences and escalation that no rule of justice can counter (Shaw 2003, 19). In advancing his thesis of reality politics, Clausewitz analyzed the very idea of the just war, the thesis [End Page 73] that war could and should be limited both in its objectives and in its conduct. He made it clear that it is the logic of war, not the technologies of warfare, that constitute its inherent peril. He anticipated Rwanda. Machetes were all the Hutu needed to perpetuate genocide.

Clausewitz's argument against the just war premise of rule-governed war has been joined by two other arguments that point to serious loopholes in just war theory. The first of these arguments demonstrates the ways in which the logic of just war itself can become a justification for unlimited war waging. The point of just war doctrine is to distinguish morally justifiable from morally unjustifiable political violence. Thus, just war doctrine can be invoked to establish the righteousness of certain types of war (for example, holy wars, wars to make the world safe for democracy, wars to liberate the proletariat from the exploitations of capitalism, or wars to create democratic states). Once appealed to in this way, however, just war principles, far from limiting or preventing war, become a war-enhancing tool, a (self-) righteous justification of unlimited war (Coates 1997, 2–3). The second objection concerns the authority to declare war. Just war thinking assumes that war is the province of legitimate states. It presumes that legitimate states have some interest in limiting wars. The logic of this link among legitimate states, war making, and limited war is less than compelling. It is, however, thoroughly undermined in our postmodern world of international conglomerates, paramilitary armies, and "rogue" states, where legitimate states no longer monopolize the power of war making (Coates 1997, 6; Shaw 2003, 63).

Arguments against the just war premise that war can be contained both in its objectives and its conduct do not necessarily make the "realist" case for unrestrained power politics, however. Instead of linking the failed logic of just war thinking to the inevitable amorality of politics, pacifists, among whom we may include such eighteenth-century advocates of perpetual peace as Immanuel Kant, and those who would limit the fight against injustice to nonviolent methods argue that the failures of just war theory alert us to our moral obligation to reject the very idea of war. They see the fact of the inevitability of unlimited war as requiring us to reject of all forms of politically sanctioned violence. Sara Ruddick, for example, recommends a suspicion of the "rhetoric and reason of deliberate collective violence" and advocates developing nonviolent methods of resistance to violence (Ruddick 1990, 232).

Power-politics advocates, nonviolence proponents, and perpetual-peace defenders agree that once political violence begins it cannot be controlled. Their differences concern how to deal with this absolute trajectory of war. Power-politics realists argue that it renders all talk of war and justice superfluous. Pacificists argue that it renders all recourse to war unjustifiable. Just war theorists reject the idea that political violence is always either self-interested or unjust. **They find that rules of war have and can be observed, and that our desires and** [End Page 74] **behaviors are better accounted for by the ambiguous logic of justice and war than the clear-cut justice or war logic of power-politics and pacifist advocates**.

Between the ambiguous agenda of the just war tradition and its realist and pacifist critics, we are confronted with the violence of war, the realities of injustice, the moral demand of peace with justice, and the question of how to counter the violence of injustice without unleashing the absolute logic of war. **Different as they are in their prescriptions for international order, political realists and nonviolent pacifists find the demands of power politics radically incompatible with the demands of morality**. Whether it is the realists accusing nonviolence proponents of a naïve utopianism, or the pacifists finding the realists lacking in moral courage and imagination, both agree that the just war tradition is fundamentally misguided in its attempt to tether a politics that accepts the legitimacy of violence to the moral demands of justice. It seems to me, however, that it is precisely this ambiguity of the just war tradition that constitutes its value for the feminist pursuit of global justice; for in invoking the utopian imagination and yoking the realities of violence to the demands for justice, **it puts injustice on trial within the context of the dialectics of power politics**. **The ambiguity of the just war tradition signals its commitment to the intersection of the ethical and the political**. Its strength lies in the ways in which it looks to the moral imagination to set the political agenda. Rather than severing the political from the moral, or finding current visions of politics morally impossible, it looks for ways to translate moral discourses into (imperfect) political strategies.

My sympathy for the project of the just war tradition owes much to Simone de Beauvoir and her principle of ambiguity, which, in part at least, requires that we tie our "impossible" visions of justice to the concrete realities of human existence. Specifically, Beauvoir reminds us that violence and evil are part of the horizon of our world. The complexity of our condition and tragedy of our situation is such that violence, though never morally justified, is sometimes morally necessary (Beauvoir 1947/1991). Violence is never moral because it is an assault on our humanity. Invoking it, however, is sometimes necessary to preserve our humanity. **When injustice cannot be rectified in any other way, the resort to violence is justified**. As justified, however, it remains tragic. Beauvoir's concept of the tragic here is crucial; for it stops the logic of justified war from sliding into a doctrine of (self-) righteous, absolute war. Though The Second Sex is notable for its refusal to include violent revolution in the arsenal of liberatory strategies to be taken up by women, it nowhere calls upon women to renounce violence. Further, when Beauvoir discusses the liberatory meanings of violence available to patriarchal men but not women and calls women's exclusion from certain violent practices a curse, she makes it clear that, although she is not renouncing her Ethics of Ambiguity assessment of the tragic relationship between violence and justice, she finds the turn to violence, under certain circumstances, an affirmation of one's dignity. [End Page 75]

Between her discussions of what must be done when confronted by the Nazi soldier in The Ethics of Ambiguity and her invocation of the power of the imagination in her defense of the slave and the harem women who do not rebel in The Second Sex, we find Beauvoir validating the utopian imagination as an antidote to passivity in the face of injustice and accepting the idea of legitimate war/violence. By joining the utopian demands for justice with the acceptance of violence through the idea of the tragic, however, she rejects the legitimacy of unrestrained violence. **However legitimate the cause, absolute war is never legitimated**. Here, she and just war advocates share common ground. Both find that the intersecting demands of politics and ethics require a logic of ambiguity rather than a logic of the either/or. In posing the question of feminist justice in the context of the question of war, peace, and human rights, I take up the ambiguities of this common ground.

Simulated national security law debates inculcate agency and decision-making skills—that enables activism and avoids cooption

Laura K. Donohue, Associate Professor of Law, Georgetown Law, 4/11/13, National Security Law Pedagogy and the Role of Simulations, http://jnslp.com/wp-content/uploads/2013/04/National-Security-Law-Pedagogy-and-the-Role-of-Simulations.pdf

The concept of simulations as an aspect of higher education, or in the law school environment, is not new.164 Moot court, after all, is a form of simulation and one of the oldest teaching devices in the law. What is new, however, is the idea of designing a civilian national security course that takes advantage of the doctrinal and experiential components of law school education and integrates the experience through a multi-day simulation. In 2009, I taught the first module based on this design at Stanford Law, which I developed the following year into a full course at Georgetown Law. It has since gone through multiple iterations. The initial concept followed on the federal full-scale Top Official (“TopOff”) exercises, used to train government officials to respond to domestic crises.165 It adapted a Tabletop Exercise, designed with the help of exercise officials at DHS and FEMA, to the law school environment. The Tabletop used one storyline to push on specific legal questions, as students, assigned roles in the discussion, sat around a table and for six hours engaged with the material. The problem with the Tabletop Exercise was that it was too static, and the rigidity of the format left little room, or time, for student agency. Unlike the government’s TopOff exercises, which gave officials the opportunity to fully engage with the many different concerns that arise in the course of a national security crisis as well as the chance to deal with externalities, the Tabletop focused on specific legal issues, even as it controlled for external chaos. The opportunity to provide a more full experience for the students came with the creation of first a one-day, and then a multi-day simulation. The course design and simulation continues to evolve. It offers a model for achieving the pedagogical goals outlined above, in the process developing a rigorous training ground for the next generation of national security lawyers.166 A. Course Design The central idea in structuring the NSL Sim 2.0 course was to bridge the gap between theory and practice by conveying doctrinal material and creating an alternative reality in which students would be forced to act upon legal concerns.167 The exercise itself is a form of problem-based learning, wherein students are given both agency and responsibility for the results. Towards this end, the structure must be at once bounded (directed and focused on certain areas of the law and legal education) and flexible (responsive to student input and decisionmaking). Perhaps the most significant weakness in the use of any constructed universe is the problem of authenticity. Efforts to replicate reality will inevitably fall short. There is simply too much uncertainty, randomness, and complexity in the real world. One way to address this shortcoming, however, is through design and agency. The scenarios with which students grapple and the structural design of the simulation must reflect the national security realm, even as students themselves must make choices that carry consequences. Indeed, to some extent, student decisions themselves must drive the evolution of events within the simulation.168 Additionally, while authenticity matters, it is worth noting that at some level the fact that the incident does not take place in a real-world setting can be a great advantage. That is, the simulation creates an environment where students can make mistakes and learn from these mistakes – without what might otherwise be devastating consequences. It also allows instructors to develop multiple points of feedback to enrich student learning in a way that would be much more difficult to do in a regular practice setting. NSL Sim 2.0 takes as its starting point the national security pedagogical goals discussed above. It works backwards to then engineer a classroom, cyber, and physical/simulation experience to delve into each of these areas. As a substantive matter, the course focuses on the constitutional, statutory, and regulatory authorities in national security law, placing particular focus on the interstices between black letter law and areas where the field is either unsettled or in flux. A key aspect of the course design is that it retains both the doctrinal and experiential components of legal education. Divorcing simulations from the doctrinal environment risks falling short on the first and third national security pedagogical goals: (1) analytical skills and substantive knowledge, and (3) critical thought. A certain amount of both can be learned in the course of a simulation; however, the national security crisis environment is not well-suited to the more thoughtful and careful analytical discussion. What I am thus proposing is a course design in which doctrine is paired with the type of experiential learning more common in a clinical realm. The former precedes the latter, giving students the opportunity to develop depth and breadth prior to the exercise. In order to capture problems related to adaptation and evolution, addressing goal [1(d)], the simulation itself takes place over a multi-day period. Because of the intensity involved in national security matters (and conflicting demands on student time), the model makes use of a multi-user virtual environment. The use of such technology is critical to creating more powerful, immersive simulations.169 It also allows for continual interaction between the players. Multi-user virtual environments have the further advantage of helping to transform the traditional teaching culture, predominantly concerned with manipulating textual and symbolic knowledge, into a culture where students learn and can then be assessed on the basis of their participation in changing practices.170 I thus worked with the Information Technology group at Georgetown Law to build the cyber portal used for NSL Sim 2.0. The twin goals of adaptation and evolution require that students be given a significant amount of agency and responsibility for decisions taken in the course of the simulation. To further this aim, I constituted a Control Team, with six professors, four attorneys from practice, a media expert, six to eight former simulation students, and a number of technology experts. Four of the professors specialize in different areas of national security law and assume roles in the course of the exercise, with the aim of pushing students towards a deeper doctrinal understanding of shifting national security law authorities. One professor plays the role of President of the United States. The sixth professor focuses on questions of professional responsibility. The attorneys from practice help to build the simulation and then, along with all the professors, assume active roles during the simulation itself. Returning students assist in the execution of the play, further developing their understanding of national security law. Throughout the simulation, the Control Team is constantly reacting to student choices. When unexpected decisions are made, professors may choose to pursue the evolution of the story to accomplish the pedagogical aims, or they may choose to cut off play in that area (there are various devices for doing so, such as denying requests, sending materials to labs to be analyzed, drawing the players back into the main storylines, and leaking information to the media). A total immersion simulation involves a number of scenarios, as well as systemic noise, to give students experience in dealing with the second pedagogical goal: factual chaos and information overload. The driving aim here is to teach students how to manage information more effectively. Five to six storylines are thus developed, each with its own arc and evolution. To this are added multiple alterations of the situation, relating to background noise. Thus, unlike hypotheticals, doctrinal problems, single-experience exercises, or even Tabletop exercises, the goal is not to eliminate external conditions, but to embrace them as part of the challenge facing national security lawyers. The simulation itself is problem-based, giving players agency in driving the evolution of the experience – thus addressing goal [2(c)]. This requires a realtime response from the professor(s) overseeing the simulation, pairing bounded storylines with flexibility to emphasize different areas of the law and the students’ practical skills. Indeed, each storyline is based on a problem facing the government, to which players must then respond, generating in turn a set of new issues that must be addressed. The written and oral components of the simulation conform to the fourth pedagogical goal – the types of situations in which national security lawyers will find themselves. Particular emphasis is placed on nontraditional modes of communication, such as legal documents in advance of the crisis itself, meetings in the midst of breaking national security concerns, multiple informal interactions, media exchanges, telephone calls, Congressional testimony, and formal briefings to senior level officials in the course of the simulation as well as during the last class session. These oral components are paired with the preparation of formal legal instruments, such as applications to the Foreign Intelligence Surveillance Court, legal memos, applications for search warrants under Title III, and administrative subpoenas for NSLs. In addition, students are required to prepare a paper outlining their legal authorities prior to the simulation – and to deliver a 90 second oral briefing after the session. To replicate the high-stakes political environment at issue in goals (1) and (5), students are divided into political and legal roles and assigned to different (and competing) institutions: the White House, DoD, DHS, HHS, DOJ, DOS, Congress, state offices, nongovernmental organizations, and the media. This requires students to acknowledge and work within the broader Washington context, even as they are cognizant of the policy implications of their decisions. They must get used to working with policymakers and to representing one of many different considerations that decisionmakers take into account in the national security domain. Scenarios are selected with high consequence events in mind, to ensure that students recognize both the domestic and international dimensions of national security law. Further alterations to the simulation provide for the broader political context – for instance, whether it is an election year, which parties control different branches, and state and local issues in related but distinct areas. The media is given a particularly prominent role. One member of the Control Team runs an AP wire service, while two student players represent print and broadcast media, respectively. The Virtual News Network (“VNN”), which performs in the second capacity, runs continuously during the exercise, in the course of which players may at times be required to appear before the camera. This media component helps to emphasize the broader political context within which national security law is practiced. Both anticipated and unanticipated decisions give rise to ethical questions and matters related to the fifth goal: professional responsibility. The way in which such issues arise stems from simulation design as well as spontaneous interjections from both the Control Team and the participants in the simulation itself. As aforementioned, professors on the Control Team, and practicing attorneys who have previously gone through a simulation, focus on raising decision points that encourage students to consider ethical and professional considerations. Throughout the simulation good judgment and leadership play a key role, determining the players’ effectiveness, with the exercise itself hitting the aim of the integration of the various pedagogical goals. Finally, there are multiple layers of feedback that players receive prior to, during, and following the simulation to help them to gauge their effectiveness. The Socratic method in the course of doctrinal studies provides immediate assessment of the students’ grasp of the law. Written assignments focused on the contours of individual players’ authorities give professors an opportunity to assess students’ level of understanding prior to the simulation. And the simulation itself provides real-time feedback from both peers and professors. The Control Team provides data points for player reflection – for instance, the Control Team member playing President may make decisions based on player input, giving students an immediate impression of their level of persuasiveness, while another Control Team member may reject a FISC application as insufficient. The simulation goes beyond this, however, focusing on teaching students how to develop (6) opportunities for learning in the future. Student meetings with mentors in the field, which take place before the simulation, allow students to work out the institutional and political relationships and the manner in which law operates in practice, even as they learn how to develop mentoring relationships. (Prior to these meetings we have a class discussion about mentoring, professionalism, and feedback). Students, assigned to simulation teams about one quarter of the way through the course, receive peer feedback in the lead-up to the simulation and during the exercise itself. Following the simulation the Control Team and observers provide comments. Judges, who are senior members of the bar in the field of national security law, observe player interactions and provide additional debriefing. The simulation, moreover, is recorded through both the cyber portal and through VNN, allowing students to go back to assess their performance. Individual meetings with the professors teaching the course similarly follow the event. Finally, students end the course with a paper reflecting on their performance and the issues that arose in the course of the simulation, develop frameworks for analyzing uncertainty, tension with colleagues, mistakes, and successes in the future. B. Substantive Areas: Interstices and Threats As a substantive matter, NSL Sim 2.0 is designed to take account of areas of the law central to national security. It focuses on specific authorities that may be brought to bear in the course of a crisis. The decision of which areas to explore is made well in advance of the course. It is particularly helpful here to think about national security authorities on a continuum, as a way to impress upon students that there are shifting standards depending upon the type of threat faced. One course, for instance, might center on the interstices between crime, drugs, terrorism and war. Another might address the intersection of pandemic disease and biological weapons. A third could examine cybercrime and cyberterrorism. This is the most important determination, because the substance of the doctrinal portion of the course and the simulation follows from this decision. For a course focused on the interstices between pandemic disease and biological weapons, for instance, preliminary inquiry would lay out which authorities apply, where the courts have weighed in on the question, and what matters are unsettled. Relevant areas might include public health law, biological weapons provisions, federal quarantine and isolation authorities, habeas corpus and due process, military enforcement and posse comitatus, eminent domain and appropriation of land/property, takings, contact tracing, thermal imaging and surveillance, electronic tagging, vaccination, and intelligence-gathering. The critical areas can then be divided according to the dominant constitutional authority, statutory authorities, regulations, key cases, general rules, and constitutional questions. This, then, becomes a guide for the doctrinal part of the course, as well as the grounds on which the specific scenarios developed for the simulation are based. The authorities, simultaneously, are included in an electronic resource library and embedded in the cyber portal (the Digital Archives) to act as a closed universe of the legal authorities needed by the students in the course of the simulation. Professional responsibility in the national security realm and the institutional relationships of those tasked with responding to biological weapons and pandemic disease also come within the doctrinal part of the course. The simulation itself is based on five to six storylines reflecting the interstices between different areas of the law. The storylines are used to present a coherent, non-linear scenario that can adapt to student responses. Each scenario is mapped out in a three to seven page document, which is then checked with scientists, government officials, and area experts for consistency with how the scenario would likely unfold in real life. For the biological weapons and pandemic disease emphasis, for example, one narrative might relate to the presentation of a patient suspected of carrying yersinia pestis at a hospital in the United States. The document would map out a daily progression of the disease consistent with epidemiological patterns and the central actors in the story: perhaps a U.S. citizen, potential connections to an international terrorist organization, intelligence on the individual’s actions overseas, etc. The scenario would be designed specifically to stress the intersection of public health and counterterrorism/biological weapons threats, and the associated (shifting) authorities, thus requiring the disease initially to look like an innocent presentation (for example, by someone who has traveled from overseas), but then for the storyline to move into the second realm (awareness that this was in fact a concerted attack). A second storyline might relate to a different disease outbreak in another part of the country, with the aim of introducing the Stafford Act/Insurrection Act line and raising federalism concerns. The role of the military here and Title 10/Title 32 questions would similarly arise – with the storyline designed to raise these questions. A third storyline might simply be well developed noise in the system: reports of suspicious activity potentially linked to radioactive material, with the actors linked to nuclear material. A fourth storyline would focus perhaps on container security concerns overseas, progressing through newspaper reports, about containers showing up in local police precincts. State politics would constitute the fifth storyline, raising question of the political pressures on the state officials in the exercise. Here, ethnic concerns, student issues, economic conditions, and community policing concerns might become the focus. The sixth storyline could be further noise in the system – loosely based on current events at the time. In addition to the storylines, a certain amount of noise is injected into the system through press releases, weather updates, private communications, and the like. The five to six storylines, prepared by the Control Team in consultation with experts, become the basis for the preparation of scenario “injects:” i.e., newspaper articles, VNN broadcasts, reports from NGOs, private communications between officials, classified information, government leaks, etc., which, when put together, constitute a linear progression. These are all written and/or filmed prior to the exercise. The progression is then mapped in an hourly chart for the unfolding events over a multi-day period. All six scenarios are placed on the same chart, in six columns, giving the Control Team a birds-eye view of the progression. C. How It Works As for the nuts and bolts of the simulation itself, it traditionally begins outside of class, in the evening, on the grounds that national security crises often occur at inconvenient times and may well involve limited sleep and competing demands.171 Typically, a phone call from a Control Team member posing in a role integral to one of the main storylines, initiates play. Students at this point have been assigned dedicated simulation email addresses and provided access to the cyber portal. The portal itself gives each team the opportunity to converse in a “classified” domain with other team members, as well as access to a public AP wire and broadcast channel, carrying the latest news and on which press releases or (for the media roles) news stories can be posted. The complete universe of legal authorities required for the simulation is located on the cyber portal in the Digital Archives, as are forms required for some of the legal instruments (saving students the time of developing these from scratch in the course of play). Additional “classified” material – both general and SCI – has been provided to the relevant student teams. The Control Team has access to the complete site. For the next two (or three) days, outside of student initiatives (which, at their prompting, may include face-to-face meetings between the players), the entire simulation takes place through the cyber portal. The Control Team, immediately active, begins responding to player decisions as they become public (and occasionally, through monitoring the “classified” communications, before they are released). This time period provides a ramp-up to the third (or fourth) day of play, allowing for the adjustment of any substantive, student, or technology concerns, while setting the stage for the breaking crisis. The third (or fourth) day of play takes place entirely at Georgetown Law. A special room is constructed for meetings between the President and principals, in the form of either the National Security Council or the Homeland Security Council, with breakout rooms assigned to each of the agencies involved in the NSC process. Congress is provided with its own physical space, in which meetings, committee hearings and legislative drafting can take place. State government officials are allotted their own area, separate from the federal domain, with the Media placed between the three major interests. The Control Team is sequestered in a different area, to which students are not admitted. At each of the major areas, the cyber portal is publicly displayed on large flat panel screens, allowing for the streaming of video updates from the media, AP wire injects, articles from the students assigned to represent leading newspapers, and press releases. Students use their own laptop computers for team decisions and communication. As the storylines unfold, the Control Team takes on a variety of roles, such as that of the President, Vice President, President’s chief of staff, governor of a state, public health officials, and foreign dignitaries. Some of the roles are adopted on the fly, depending upon player responses and queries as the storylines progress. Judges, given full access to each player domain, determine how effectively the students accomplish the national security goals. The judges are themselves well-experienced in the practice of national security law, as well as in legal education. They thus can offer a unique perspective on the scenarios confronted by the students, the manner in which the simulation unfolded, and how the students performed in their various capacities. At the end of the day, the exercise terminates and an immediate hotwash is held, in which players are first debriefed on what occurred during the simulation. Because of the players’ divergent experiences and the different roles assigned to them, the students at this point are often unaware of the complete picture. The judges and formal observers then offer reflections on the simulation and determine which teams performed most effectively. Over the next few classes, more details about the simulation emerge, as students discuss it in more depth and consider limitations created by their knowledge or institutional position, questions that arose in regard to their grasp of the law, the types of decision-making processes that occurred, and the effectiveness of their – and other students’ – performances. Reflection papers, paired with oral briefings, focus on the substantive issues raised by the simulation and introduce the opportunity for students to reflect on how to create opportunities for learning in the future. The course then formally ends.172 Learning, however, continues beyond the temporal confines of the semester. Students who perform well and who would like to continue to participate in the simulations are invited back as members of the control team, giving them a chance to deepen their understanding of national security law. Following graduation, a few students who go in to the field are then invited to continue their affiliation as National Security Law fellows, becoming increasingly involved in the evolution of the exercise itself. This system of vertical integration helps to build a mentoring environment for the students while they are enrolled in law school and to create opportunities for learning and mentorship post-graduation. It helps to keep the exercise current and reflective of emerging national security concerns. And it builds a strong community of individuals with common interests. CONCLUSION The legal academy has, of late, been swept up in concern about the economic conditions that affect the placement of law school graduates. The image being conveyed, however, does not resonate in every legal field. It is particularly inapposite to the burgeoning opportunities presented to students in national security. That the conversation about legal education is taking place now should come as little surprise. Quite apart from economic concern is the traditional introspection that follows American military engagement. It makes sense: law overlaps substantially with political power, being at once both the expression of government authority and the effort to limit the same. The one-size fits all approach currently dominating the conversation in legal education, however, appears ill-suited to address the concerns raised in the current conversation. Instead of looking at law across the board, greater insight can be gleaned by looking at the specific demands of the different fields themselves. This does not mean that the goals identified will be exclusive to, for instance, national security law, but it does suggest there will be greater nuance in the discussion of the adequacy of the current pedagogical approach. With this approach in mind, I have here suggested six pedagogical goals for national security. For following graduation, students must be able to perform in each of the areas identified – (1) understanding the law as applied, (2) dealing with factual chaos and uncertainty, (3) obtaining critical distance, (4) developing nontraditional written and oral communication skills, (5) exhibiting leadership, integrity, and good judgment in a high-stakes, highly-charged environment, and (6) creating continued opportunities for self-learning. They also must learn how to integrate these different skills into one experience, to ensure that they will be most effective when they enter the field. The problem with the current structures in legal education is that they fall short, in important ways, from helping students to meet these goals. Doctrinal courses may incorporate a range of experiential learning components, such as hypotheticals, doctrinal problems, single exercises, extended or continuing exercises, and tabletop exercises. These are important classroom devices. The amount of time required for each varies, as does the object of the exercise itself. But where they fall short is in providing a more holistic approach to national security law which will allow for the maximum conveyance of required skills. Total immersion simulations, which have not yet been addressed in the secondary literature for civilian education in national security law, may provide an important way forward. Such simulations also cure shortcomings in other areas of experiential education, such as clinics and moot court. It is in an effort to address these concerns that I developed the simulation model above. NSL Sim 2.0 certainly is not the only solution, but it does provide a starting point for moving forward. The approach draws on the strengths of doctrinal courses and embeds a total immersion simulation within a course. It makes use of technology and physical space to engage students in a multi-day exercise, in which they are given agency and responsibility for their decision making, resulting in a steep learning curve. While further adaptation of this model is undoubtedly necessary, it suggests one potential direction for the years to come.

**Simulating the plan creates unique pedagogical benefits by forcing us to build expertise on the details of national security policy—the simulation iself activates agency and enables change—it also builds problem-solving and decision-making skills**

Laura K. **Donohue**, Associate Professor of Law, Georgetown Law, 4/11/**13**, National Security Law Pedagogy and the Role of Simulations, http://jnslp.com/wp-content/uploads/2013/04/National-Security-Law-Pedagogy-and-the-Role-of-Simulations.pdf

2. Factual Chaos and Uncertainty

One of the most important skills for students going into national security law is the ability to deal with factual chaos. The presentation of factual chaos significantly differs from the traditional model of legal education, in which students are provided a set of facts which they must analyze. Lawyers working in national security law must figure out what information they need, integrate enormous amounts of data from numerous sources, determine which information is reliable and relevant, and proceed with analysis and recommendations. Their recommendations, moreover, must be based on contingent conditions: facts may be classified and unavailable to the legal analyst, or facts may change as new information emerges. This is as true for government lawyers as it is for those outside of governmental structures. They must be aware of what is known, what is unsure, what is unknown, and the possibility of changing circumstances, and they must advise their clients, from the beginning, how the legal analysis might shift if the factual basis alters.

a. Chaos. Concern about information overload in the national security environment is not new: in the 1970s scholars discussed and debated how to handle the sequential phases of intelligence gathering and analysis in a manner that yielded an optimal result.132 But the digital revolution has exponentially transformed the quantitative terms of reference, the technical means of collection and analysis, and the volume of information available. The number of sources of information – not least in the online world – is staggering.

Added to this is the rapid expansion in national security law itself: myriad new Executive Orders, Presidential Directives, institutions, programs, statutes, regulations, lawsuits, and judicial decisions mean that national security law itself is rapidly changing. Lawyers inside and outside of government must keep abreast of constantly evolving authorities.

The international arena too is in flux, as global entities, such as the United Nations, the European Court of Human Rights, the G-7/G-8, and other countries, introduce new instruments whose reach includes U.S. interests. Rapid geopolitical changes relating to critical national security concerns, such as worldwide financial flows, the Middle East, the Arab Spring, South American drug cartels, North Korea, the former Soviet Union, China, and other issues require lawyers to keep up on what is happening globally as a way of understanding domestic concerns. Further expanding the information overload is the changing nature of what constitutes national security itself.133

In sum, the sheer amount of information the national security lawyer needs to assimilate is significant. The basic skills required in the 1970s thus may be similar – such as the ability (a) to know where to look for relevant and reliable information; (b) to obtain the necessary information in the most efficient manner possible; (c) to quickly discern reliable from unreliable information; (d) to know what data is critical; and (e) to ascertain what is as yet unknown or contingent on other conditions. But the volume of information, the diversity of information sources, and the heavy reliance on technology requires lawyers to develop new skills. They must be able to obtain the right information and to ignore chaos to focus on the critical issues. These features point in opposite directions – i.e., a broadening of knowledge and a narrowing of focus.

A law school system built on the gradual and incremental advance of law, bolstered or defeated by judicial decisions and solidified through the adhesive nature of stare decisis appears particularly inapposite for this rapidly-changing environment. An important question that will thus confront students upon leaving the legal academy is how to keep abreast of rapidly changing national security and geopolitical concerns in an information-rich world in a manner that allows for capture of relevant information, while retaining the ability to focus on the immediate task at hand.

Staying ahead of the curve requires developing a sense of timing – when to respond to important legal and factual shifts – and identifying the best means of doing so. Again, this applies to government and non-government employees. How should students prioritize certain information and then act upon it? This, too, is an aspect of information overload.

b. Uncertainty. National security law proves an information-rich, factuallydriven environment. The ability to deal with such chaos may be hampered by gaps in the information available and the difficulty of engaging in complex fact-finding – a skill often under-taught in law school. Investigation of relevant information may need to reach far afield in order to generate careful legal analysis. Uncertainty here plays a key role.

In determining, for instance, the contours of quarantine authority, lawyers may need to understand how the pandemic in question works, where there have been outbreaks, how it will spread, what treatments are available, which social distancing measures may prove most effective, what steps are being taken locally, at a state-level, and internationally, and the like. Lawyers in non-profit organizations, legal academics, in-house attorneys, and others, in turn, working in the field, must learn how to find out the relevant information before commenting on new programs and initiatives, agreeing to contractual terms, or advising clients on the best course of action. For both government and non-government lawyers, the secrecy inherent in the field is of great consequence. The key here is learning to ask intelligent questions to generate the best legal analysis possible.

It may be the case that national security lawyers are not aware of the facts they are missing – facts that would be central to legal analysis. This phenomenon front-loads the type of advice and discussions in which national security lawyers must engage. It means that analysis must be given in a transparent manner, contingent on a set of facts currently known, with indication given up front as to how that analysis might change, should the factual basis shift. This is particularly true of government attorneys, who may be advising policymakers who may or may not have a background in the law and who may have access to more information than the attorney. Signaling the key facts on which the legal decision rests with the caveat that the legal analysis of the situation might change if the facts change, provides for more robust consideration of critically important issues.

c. Creative Problem Solving. Part of dealing with factual uncertainty in a rapidly changing environment is learning how to construct new ways to address emerging issues. Admittedly, much has been made in the academy about the importance of problem-based learning as a method in developing students’ critical thinking skills.134 Problem-solving, however, is not merely a method of teaching. It is itself a goal for the type of activities in which lawyers will be engaged. The means-ends distinction is an important one to make here. Problemsolving in a classroom environment may be merely a conduit for learning a specific area of the law or a limited set of skills. But problem-solving as an end suggests the accumulation of a broader set of tools, such as familiarity with multidisciplinary approaches, creativity and originality, sequencing, collaboration, identification of contributors’ expertise, and how to leverage each skill set.

This goal presents itself in the context of fact-finding, but it draws equally on strong understanding of legal authorities and practices, the Washington context, and policy considerations. Similarly, like the factors highlighted in the first pedagogical goal, adding to the tensions inherent in factual analysis is the abbreviated timeline in which national security attorneys must operate. Time may not be a commodity in surplus. This means that national security legal education must not only develop students’ complex fact-finding skills and their ability to provide contingent analysis, but it must teach them how to swiftly and efficiently engage in these activities.

3. Critical Distance

As was recognized more than a century ago, analytical skills by themselves are insufficient training for individuals moving into the legal profession.135 Critical thinking provides the necessary distance from the law that is required in order to move the legal system forward. Critical thought, influenced by the Ancient Greek tradition, finds itself bound up in the Socratic method of dialogue that continues to define the legal academy. But it goes beyond such constructs as well.

Scholars and educators disagree, of course, on what exactly critical thinking entails.136 For purposes of our present discussion, I understand it as the metaconversation in the law. Whereas legal analysis and substantive knowledge focus on the law as it is and how to work within the existing structures, critical thought provides distance and allows students to engage in purposeful discussion of theoretical constructs that deepen our understanding of both the actual and potential constructs of law. It is inherently reflective.

For the purpose of practicing national security law, critical thought is paramount. This is true partly because of the unique conditions that tend to accompany the introduction of national security provisions: these are often introduced in the midst of an emergency. Their creation of new powers frequently has significant implications for distribution of authority at a federal level, a diminished role for state and local government in the federalism realm, and a direct impact on individual rights.137 Constitutional implications demand careful scrutiny.

Yet at the time of an attack, enormous pressure is on officials and legislators to act and to be seen to act to respond.138 With the impact on rights, in particular, foremost in legislators’ minds, the first recourse often is to make any new powers temporary. However, they rarely turn out to be so, instead becoming embedded in the legislative framework and providing a baseline on which further measures are built.139 In order to withdraw them, legislators must demonstrate either that the provisions are not effective or that no violence will ensue upon their withdrawal (either way, a demanding proof). Alternatively, legislators would have to acknowledge that some level of violence may be tolerated – a step no politician is willing to take.

Any new powers, introduced in the heat of the moment, may become a permanent part of the statutory and regulatory regime. They may not operate the way in which they were intended. They may impact certain groups in a disparate manner. They may have unintended and detrimental consequences. Therefore, it is necessary for national security lawyers to be able to view such provisions, and related policy decisions, from a distance and to be able to think through them outside of the contemporary context.

There are many other reasons such critical analysis matters that reflect in other areas of the law. The ability to recognize problems, articulate underlying assumptions and values, understand how language is being used, assess whether argument is logical, test conclusions, and determine and analyze pertinent information depends on critical thinking skills. Indeed, one could draw argue that **it is the goal of higher education to build the capacity to engage in critical thought**. Deeply humanistic theories underlie this approach. The ability to develop discerning judgment – the very meaning of the Greek term, 􏰀􏰁􏰂􏰃􏰄􏰅􏰆 – provides the basis for advancing the human condition through reason and intellectual engagement.

Critical thought as used in practicing national security law may seem somewhat antithetical to the general legal enterprise in certain particulars. For government lawyers and consultants, there may be times in which not providing legal advice, when asked for it, may be as important as providing it. That is, it may be important not to put certain options on the table, with legal justifications behind them. Questions whether to advise or not to advise are bound up in considerations of policy, professional responsibility, and ethics. They may also relate to questions as to who one’s client is in the world of national security law.140 It may be unclear whether and at what point one’s client is a supervisor, the legal (or political) head of an agency, a cross-agency organization, the White House, the Constitution, or the American public. Depending upon this determination, the national security lawyer may or may not want to provide legal advice to one of the potential clients. Alternatively, such a lawyer may want to call attention to certain analyses to other clients. Determining when and how to act in these circumstances requires critical distance.

4. Nontraditional Written and Oral Communication Skills

Law schools have long focused on written and oral communication skills that are central to the practice of law. Brief writing, scholarly analysis, criminal complaints, contractual agreements, trial advocacy, and appellate arguments constitute standard fare. What is perhaps unique about the way communication skills are used in the national security world is the importance of non-traditional modes of legal communication such as concise (and precise) oral briefings, email exchanges, private and passing conversations, agenda setting, meeting changed circumstances, and communications built on swiftly evolving and uncertain information.

For many of these types of communications speed may be of the essence – and unlike the significant amounts of time that accompany preparation of lengthy legal documents (and the painstaking preparation for oral argument that marks moot court preparations.) Much of the activity that goes on within the Executive Branch occurs within a hierarchical system, wherein those closest to the issues have exceedingly short amounts of time to deliver the key points to those with the authority to exercise government power. Unexpected events, shifting conditions on the ground, and deadlines require immediate input, without the opportunity for lengthy consideration of the different facets of the issue presented. This is a different type of activity from the preparation of an appellate brief, for instance, involving a fuller exposition of the issues involved. It is closer to a blend of Supreme Court oral argument and witness crossexamination – although national security lawyers often may not have the luxury of the months, indeed, years, that cases take to evolve to address the myriad legal questions involved.

Facts on which the legal analysis rests, moreover, as discussed above, may not be known. This has substantive implications for written and oral communications. Tension between the level of legal analysis possible and the national security process itself may lead to a different norm than in other areas of the law. Chief Judge Baker explains,

If lawyers insist on knowing all the facts all the time, before they are willing to render advice, or, if they insist on preparing a written legal opinion in response to every question, then national security process would become dysfunctional. The delay alone would cause the policymaker to avoid, and perhaps evade, legal review.141

Simultaneously, lawyers cannot function without some opportunity to look carefully at the questions presented and to consult authoritative sources. “The art of lawyering in such context,” Baker explains, “lies in spotting the issue, accurately identifying the timeline for decision, and applying a meaningful degree of formal or informal review in response.”142 The lawyer providing advice must resist the pressure of the moment and yet still be responsive to the demand for swift action. The resulting written and oral communications thus may be shaped in different ways. Unwilling to bind clients’ hands, particularly in light of rapidly-changing facts and conditions, the potential for nuance to be lost is considerable.

The political and historical overlay of national security law here matters. In some circumstances, even where written advice is not formally required, it may be in the national security lawyer’s best interests to commit informal advice to paper in the form of an email, notation, or short memo. The process may serve to provide an external check on the pressures that have been internalized, by allowing the lawyer to separate from the material and read it. It may give the lawyer the opportunity to have someone subject it to scrutiny. Baker suggests that “on issues of importance, even where the law is clear, as well as situations where novel positions are taken, lawyers should record their informal advice in a formal manner so that they may be held accountable for what they say, and what they don’t say.”143

Written and oral communication may occur at highly irregular moments – yet it is at these moments (in the elevator, during an email exchange, at a meeting, in the course of a telephone call), that critical legal and constitutional decisions are made. This model departs from the formalized nature of legal writing and research. Yet it is important that students are prepared for these types of written and oral communication as an ends in and of themselves.

5. Leadership, Integrity and Good Judgment

National security law often takes place in a high stakes environment. There is tremendous pressure on attorneys operating in the field – not least because of the coercive nature of the authorities in question. The classified environment also plays a key role: many of the decisions made will never be known publicly, nor will they be examined outside of a small group of individuals – much less in a court of law. In this context, leadership, integrity, and good judgment stand paramount.

The types of powers at issue in national security law are among the most coercive authorities available to the government. Decisions may result in the death of one or many human beings, the abridgment of rights, and the bypassing of protections otherwise incorporated into the law. The amount of pressure under which this situation places attorneys is of a higher magnitude than many other areas of the law. Added to this pressure is the highly political nature of national security law and the necessity of understanding the broader Washington context, within which individual decision-making, power relations, and institutional authorities compete. Policy concerns similarly dominate the landscape. It is not enough for national security attorneys to claim that they simply deal in legal advice. Their analyses carry consequences for those exercising power, for those who are the targets of such power, and for the public at large. The function of leadership in this context may be more about process than substantive authority. It may be a willingness to act on critical thought and to accept the impact of legal analysis. It is closely bound to integrity and professional responsibility and the ability to retain good judgment in extraordinary circumstances.

Equally critical in the national security realm is the classified nature of so much of what is done in national security law. All data, for instance, relating to the design, manufacture, or utilization of atomic weapons, the production of special nuclear material, or the use of nuclear material in the production of energy is classified from birth.144 NSI, the bread and butter of the practice of national security law, is similarly classified. U.S. law defines NSI as “information which pertains to the national defense and foreign relations (National Security) of the United States and is classified in accordance with an Executive Order.” Nine primary Executive Orders and two subsidiary orders have been issued in this realm.145

The sheer amount of information incorporated within the classification scheme is here relevant. While original classification authorities have steadily decreased since 1980, and the number of original classification decisions is beginning to fall, the numbers are still high: in fiscal year 2010, for instance, there were nearly 2,300 original classification authorities and almost 225,000 original classification decisions.146

The classification realm, moreover, in which national security lawyers are most active, is expanding. Derivative classification decisions – classification resulting from the incorporation, paraphrasing, restating, or generation of classified information in some new form – is increasing. In FY 2010, there were more than seventy-six million such decisions made.147 This number is triple what it was in FY 2008. Legal decisions and advice tend to be based on information already classified relating to programs, initiatives, facts, intelligence, and previously classified legal opinions.

The key issue here is that with so much of the essential information, decisionmaking, and executive branch jurisprudence necessarily secret, lawyers are limited in their opportunity for outside appraisal and review.

Even within the executive branch, stove-piping occurs. The use of secure compartmentalized information (SCI) further compounds this problem as only a limited number of individuals – much less lawyers – may be read into a program. This diminishes the opportunity to identify and correct errors or to engage in debate and discussion over the law. Once a legal opinion is drafted, the opportunity to expose it to other lawyers may be restricted. The effect may be felt for decades, as successive Administrations reference prior legal decisions within certain agencies. The Office of Legal Counsel, for instance, has an entire body of jurisprudence that has never been made public, which continues to inform the legal analysis provided to the President. Only a handful of people at OLC may be aware of the previous decisions. They are prevented by classification authorities from revealing these decisions. This results in a sort of generational secret jurisprudence. Questions related to professional responsibility thus place the national security lawyer in a difficult position: not only may opportunities to check factual data or to consult with other attorneys be limited, but the impact of legal advice rendered may be felt for years to come.

The problem extends beyond the executive branch. There are limited opportunities, for instance, for external judicial review. Two elements are at work here: first, very few cases involving national security concerns make it into court. Much of what is happening is simply not known. Even when it is known, it may be impossible to demonstrate standing – a persistent problem with regard to challenging, for instance, surveillance programs. Second, courts have historically proved particularly reluctant to intervene in national security matters. Judicially-created devices such as political question doctrine and state secrets underscore the reluctance of the judiciary to second-guess the executive in this realm. The exercise of these doctrines is increasing in the post-9/11 environment. Consider state secrets. While much was made of some five to seven state secrets cases that came to court during the Bush administration, in more than 100 cases the executive branch formally invoked state secrets, which the courts accepted.148 Many times judges did not even bother to look at the evidence in question before blocking it and/or dismissing the suit. In numerous additional cases, the courts treated the claims as though state secrets had been asserted – even where the doctrine had not been formally invoked.149

In light of these pressures – the profound consequences of many national security decisions, the existence of stovepiping even within the executive branch, and limited opportunity for external review – the practice of national security law requires a particularly rigorous and committed adherence to ethical standards and professional responsibility. This is a unique world in which there are enormous pressures, with potentially few external consequences for not acting in accordance with high standards. It thus becomes particularly important, from a pedagogical perspective, to think through the types of situations that national security attorneys may face, and to address the types of questions related to professional responsibility that will confront them in the course of their careers.

Good judgment and leadership similarly stand paramount. These skills, like many of those discussed, may also be relevant to other areas of the law; however, the way in which they become manifest in national security law may be different in important ways. Good judgment, for instance, may mean any number of things, depending upon the attorney’s position within the political hierarchy. Policymaking positions will be considerably different from the provision of legal advice to policymakers. Leadership, too, may mean something different in this field intimately tied to political circumstance. It may mean breaking ranks with the political hierarchy, visibly adopting unpopular public or private positions, or resigning when faced by unethical situations. It may mean creating new bureaucratic structures to more effectively respond to threats. It may mean holding off clients until the attorneys within one’s group have the opportunity to look at issues while still being sensitive to the political needs of the institution. Recourse in such situations may be political, either through public statements and use of the media, or by going to different branches of government for a solution.

6. Creating Opportunities for Learning

In addition to the above skills, national security lawyers must be able to engage in continuous self-learning in order to improve their performance. They must be able to identify new and emerging legal and political authorities and processes, systems for handling factual chaos and uncertainty, mechanisms to ensure critical distance, evaluating written and oral performance, and analyzing leadership skills. Law schools do not traditionally focus on how to teach students to continue their learning beyond the walls of academia. Yet it is vital for their future success to give students the ability to create conditions of learning.