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Terrorism

Threat is real - most qualified

Us Russia Joint Threat Assessment May 11

http://belfercenter.ksg.harvard.edu/files/Joint-Threat-Assessment%20ENG%2027%20May%202011.pdf

 ABOUT THE U.S.-RUSSIA JOINT THREAT ASSESSMENT ON NUCLEAR TERRORISM The U.S.-Russia Joint Threat Assessment on Nuclear Terrorism is a collaborative project of Harvard University’s Belfer Center for Science and International Affairs and the U.S.A. and Canada Studies Institute of the Russian Academy of Sciences led by Rolf Mowatt-Larssen and Pavel Zolotarev. Authors: • Matthew Bunn. Associate Professor of Public Policy at Harvard Kennedy School and Co-Principal Investigator of Project on Managing the Atom at Harvard University’s Belfer Center for Science and International Affairs. • Colonel Yuri Morozov (retired Russian Armed Forces). Professor of the Russian Academy of Military Sciences and senior fellow at the U.S.A and Canada Studies Institute of the Russian Academy of Sciences, chief of department at the General Staff of the Russian Armed Forces, 1995–2000. • Rolf Mowatt-Larssen. Senior fellow at Harvard University’s Belfer Center for Science and International Affairs, director of Intelligence and Counterintelligence at the U.S. Department of Energy, 2005–2008. • Simon Saradzhyan. Fellow at Harvard University’s Belfer Center for Science and International Affairs, Moscow-based defense and security expert and writer, 1993–2008. • William Tobey. Senior fellow at Harvard University’s Belfer Center for Science and International Affairs and director of the U.S.-Russia Initiative to Prevent Nuclear Terrorism, deputy administrator for Defense Nuclear Nonproliferation at the U.S. National Nuclear Security Administration, 2006–2009. • Colonel General Viktor I. Yesin (retired Russian Armed Forces). Senior fellow at the U.S.A and Canada Studies Institute of the Russian Academy of Sciences and advisor to commander of the Strategic Missile Forces of Russia, chief of staff of the Strategic Missile Forces, 1994–1996. • Major General Pavel S. Zolotarev (retired Russian Armed Forces). Deputy director of the U.S.A and Canada Studies Institute of the Russian Academy of Sciences and head of the Information and Analysis Center of the Russian Ministry of Defense, 1993–1997, deputy chief of staff of the Defense Council of Russia, 1997–1998. Contributor: • Vladimir Lukov, director general of autonomous non-profit organization “Counter-Terrorism Center.” 

The expert community distinguishes pathways terrorists might take to the bomb (discussed in detail in the next section of the report). One is the use of a nuclear weapon that has been either stolen or bought on the black market. The probability of such a development is very low, given the high levels of physical security (guards, barriers, and the like) and technical security (electronic locks and related measures) of modern nuclear warheads. But we cannot entirely rule out such a scenario, especially if we recall the political instability in Pakistan, where the situation could conceivably develop in a way that would increase the chance that terrorist groups might gain access to a Pakistani nuclear weapon A second pathway is the use of an improvised nuclear device built either by terrorists or by nuclear specialists that the terrorists have secretly recruited, with use of weapons-usable fissile material either stolen or bought on the black market.1 The probability of such an attack is higher than using stolen nuclear warheads, because the acceleration of technological progress and globalization of information space make nuclear weapons technologies more accessible while the existence of the nuclear black market eases access of terrorists to weapons-usable fissile materials. A third pathway is the use of an explosive nuclear device built by terrorists or their accomplices with fissile material that they produced themselves—either highly enriched uranium (HEU) they managed to enrich, or plutonium they managed to produce and reprocess. Al-Qaeda and associated groups appear to have decided that enriching uranium lies well beyond the capabilities that they would realistically be able to develop. A fourth pathway is that terrorists might receive a nuclear bomb or the materials needed to make one from a state. North Korea, for example, has been willing to sell its missile technology to many countries, and transferred its plutonium production reactor technology to Syria, suffering few consequences as a result. Transferring the means to make a nuclear bomb to a terrorist group, however, would be a dramatically different act, for the terrorists might use that capability in a way that could provoke retaliation that would result in the destruction of the regime. A far more worrisome transfer of capability from state to group could occur without the witting cooperation of the regime. A future A.Q. Khan-type rogue nuclear supplier network operating out of North Korea or out of a future nuclear-armed Iran could potentially transfer such a capability to a surrogate group and/or sell it for profit to the highest bidder. Global trends make nuclear terrorism a real threat. Although the international community has recognized the dangers of nuclear terrorism, it has yet to develop a comprehensive strategy to lower the risks of nuclear terrorism. Major barriers include complacency about the threat and the adequacy of existing nuclear security measures; secrecy that makes it difficult for states to share information and to cooperate; political disputes; competing priorities; lack of funds and technical expertise in some countries; bureaucratic obstacles; and the sheer difficulty of preventing a potentially small, hard-to-detect team of terrorists from acquiring a small, hard-to-detect chunk of nuclear material with which to manufacture a crude bomb. These barriers must not be allowed to stand in the way of the panhuman universal priority of preventing this grave threat from materializing. If current approaches toward eliminating the threat are not replaced with a sense of urgency and resolve, the question will become not if, but when, where, and on what scale the first act of nuclear terrorism occurs. 
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It’s lethal force used w/ pre-meditation

Alston, U.N. Special Rapporteur on Extrajudicial, Summary, or Arbitrary Executions, 5/28/2010
(Philip, “Study on Targeted Killings,” U.N. General Assembly, Human Rights Council, Fourteenth Session, http://www2.ohchr.org/english/bodies/hrcouncil/docs/14session/A.HRC.14.24.Add6.pdf)

A. Definition of “targeted killing” 

7. Despite the frequency with which it is invoked, “targeted killing” is not a term defined under international law. Nor does it fit neatly into any particular legal framework. It came into common usage in 2000, after Israel made public a policy of “targeted killings” of alleged terrorists in the Occupied Palestinian Territories.1 The term has also been used in other situations, such as: • The April 2002 killing, allegedly by Russian armed forces, of “rebel warlord” Omar Ibn al Khattab in Chechnya.2 • The November 2002 killing of alleged al Qaeda leader Ali Qaed Senyan al-Harithi and five other men in Yemen, reportedly by a CIA-operated Predator drone using a Hellfire missile.3 • Killings in 2005 – 2008 by both Sri Lankan government forces and the opposition LTTE group of individuals identified by each side as collaborating with the other.4 • The January 2010 killing, in an operation allegedly carried out by 18 Israeli Mossad intelligence agents, of Mahmoud al-Mahbouh, a Hamas leader, at a Dubai hotel.5 According to Dubai officials, al-Mahbouh was suffocated with a pillow; officials released videotapes of those responsible, whom they alleged to be Mossad agents.6 8. Targeted killings thus take place in a variety of contexts and may be committed by governments and their agents in times of peace as well as armed conflict, or by organized armed groups in armed conflict.7 The means and methods of killing vary, and include sniper fire, shooting at close range, missiles from helicopters, gunships, drones, the use of car bombs, and poison.8 9. The common element in all these contexts is that lethal force is intentionally and deliberately used, with a degree of pre-meditation, against an individual or individuals specifically identified in advance by the perpetrator.9 In a targeted killing, the specific goal of the operation is to use lethal force. This distinguishes targeted killings from unintentional, accidental, or reckless killings, or killings made without conscious choice. It also distinguishes them from law enforcement operations, e.g., against a suspected suicide bomber. Under such circumstances, it may be legal for law enforcement personnel to shoot to kill based on the imminence of the threat, but the goal of the operation, from its inception, should not be to kill. 10. Although in most circumstances targeted killings violate the right to life, in the exceptional circumstance of armed conflict, they may be legal.10 This is in contrast to other terms with which “targeted killing” has sometimes been interchangeably used, such as “extrajudicial execution”, “summary execution”, and “assassination”, all of which are, by definition, illegal.11

conflict cp

Lack of geographical limits means the CP does nothing

Rosa Brooks, Associate Professor of Law, University of Virginia School of Law, December 2004, ARTICLE: WAR EVERYWHERE: RIGHTS, NATIONAL SECURITY LAW, AND THE LAW OF ARMED CONFLICT IN THE AGE OF TERROR, 153 U. Pa. L. Rev. 675

If the war knows no geographical or temporal boundaries, if no one deemed an enemy enjoys any of the protections envisioned by the law of armed conflict, and if the line between terrorist combatants and terrorist civilians makes no sense, then there are very few legal constraints on U.S. behavior abroad. U.S. forces can attack, capture, detain, and kill with impunity, subject, of course, to political and diplomatic constraints, but virtually unfettered by legal constraints. To be sure, it is true that even in earlier periods, there has been no effective international legal enforcement mechanism able to restrain U.S. behavior abroad in matters relating to national security. Nonetheless, the U.S. has to a significant degree internalized the law of armed conflict, and willingly accepted the constraints that flow from this body of law. n247 Now, however, the law of armed conflict appears to dictate very few constraints, either internal or external, and this has had a spillover effect on other areas of the law that do contain clear guidelines, such as prohibitions on torture.

The plan doesn’t alter US AQAP strategy

Peter Margulies, Opinio Juris, 1/14/13, Boundaries of the Battlefield Symposium Insight, opiniojuris.org/2013/01/14/boundaries-of-the-battlefield-symposium-insight/

Marko Milanovic of the University of Nottingham, who has written insightfully on norm conflicts in international law, targeted Ken’s “naked self-defense” argument.  Ken’s view, in its broadest iteration, holds that the US may target members of Al Qaeda anywhere on the globe, even if their presence in a particular state is fleeting, casual, and unconnected with an ongoing armed conflict.  This account was critiqued at the conference by a number of scholars, including Emory’s Laurie Blank (see here for a more comprehensive discussion), the University of Amsterdam’s Gill, and the University of Geneva’s Marco Sassoli.  Sassoli, who defined terrorism for LOAC purposes here, proposed a hypothetical, in which a member of Al Qaeda traveled through Dubai.  Most of the audience believed that the individual’s connection with Dubai was too tenuous to justify targeting.  In a vivid metaphor, Milanovic described “naked self-defense” as a “vegetarian alligator,” implying that the term was anomalous on its face.  Not to be outdone in the metaphor department, Professor Gill referred to naked self-defense as a “carnivorous hamster.”

The weapon of metaphor is a double-edged sword, and Ken’s critics may have attacked a straw man.  It’s true that Ken has suggested a heightened role for self-defense outside of the context of a demonstrable armed conflict.  However, Ken has also argued that because of the activities of Al Qaeda in the Arabian Peninsula (AQAP), the US is engaged in a non-international conflict in Yemen, site of many drone attacks.  If Ken is right about this sentiment, shared by Bobby Chesney and the US Naval War College’s Mike Schmitt, then occasions where the naked self-defense argument is a necessary justification for US action drop precipitously.  Moreover, US officials such as Eric Holder, Harold Koh, John Brennan, and Steven Preston who have spoken in public about the US position have typically acknowledged, as Brennan put it, that “international legal principles, including respect for a state’s sovereignty and the laws of war, impose important constraints on our ability to act unilaterally – and on the way in which we can use force – in foreign territories.”  This more circumscribed view does not trigger the risk of “war everywhere” that US critics fear.

drones cp

Only the aff prevents ‘war everywhere’ from becoming the new standard

Gregory Conners, Georgetown University Law Center J.D., Former US Air Force, Summer 2012, NOTE: The World Is Not a Battlefield, Or Is It? Defining the Extent of the Battlefield in the Global War on Terror, 10 Geo. J.L. & Pub. Pol'y 645

This question in the most recent context of the post-9/11 world may elicit some attractively simple answers, ranging from Iraq, Afghanistan, and other countries where militaries are engaged in major operations, to anywhere and everywhere the enemy can be found. The simplicity of these answers, and their potential attractiveness to those who seek to either limit or expand military operations against terrorists, may be what has led to an as-yet unanswered legal question. However, because "twenty-first-century armed conflicts often have no battlefield in the traditional sense," the question can no longer be ignored as self-evident. n63 This lack of clarity has fostered the current ad hoc approaches to the questions which raise significant risks. n64 It is clearly inappropriate to claim that approval in international circles of the U.S. practice following the 9/11 attacks could constitute immediate customary international law, were such a concept possible. n65 Yet "instantaneous custom" is not necessarily the only way to accept U.S. practice as defining. As Professor Dinstein made clear, "[w]ar can be waged over large portions of the planet and beyond. The space subject to the potential spread of hostilities is known as the region of war." n66 This region, where combat operations have not yet reached but where they may be waged under the auspices of the armed conflict, is the potential battlefield.

As former President George W. Bush stated, "Today we focus on Afghanistan, but the battle is broader . . . . In this conflict, there is no neutral ground." n67 Likewise, as Undersecretary of Defense Paul Wolfowitz stated after the airstrike against al-Harithi in Yemen in 2002, there is no principal front in this war. It is a global conflict. n68 These claims of global conflict are not confined to the Bush administration, as the Obama administration, which continues to decry the so-called "Bush Doctrine," n69 has simultaneously made the doctrine its own and even expanded upon it. n70 This can be seen from the nomination hearings for Attorney General Eric Holder and Supreme Court Justice Elena Kagan regarding  [*655]  the recent strike that killed an American citizen in Yemen. In his nomination hearings, Attorney General Holder stated, "The battlefield .. . [is] in Afghanistan, but there are battlefields, potentially, you know, in our Nation." n71 Similarly, in her Supreme Court nomination hearings, in relation to her work as Solicitor General of the United States, Justice Kagan confirmed that an al Qaeda financier in the Philippines qualified as someone within the physical battlefield. n72 Yet this global battlefield doctrine was not even new in its fundamentals, n73 as Secretary of State George P. Shultz stated in 1984, "[w]e can expect more terrorism directed at our strategic interests around the world in the years ahead. To combat it, we must be willing to use military force." n74

It is also important to consider the U.S. approach in light of the contentions made by the terrorists themselves and the practice of other states in the current context. The World Islamic Front, in a statement signed by Osama bin Laden, and representative of much that he has published, stated that "to kill the Americans and their allies--civilians and military--is an individual duty for every Muslim who can do it in any country in which it is possible to do it." n75 The U.S. is not alone in practicing this aggressive form of self-defense. Considering Turkish incursions against the PKK in northern Iraq or Columbian military strikes against FARC insurgents in Ecuador, it is clear the U.S. approach is not unique. n76

The most significant modern development is not merely that the enemy is transnational and stateless, without "headquarters [or] designated zones of operation." n77 Technological developments have cast whatever historical clarity there may have been into even greater disarray. The utilization of special operations forces, while in many ways similar to guerrilla warfare in past conflicts, is enhanced by the ability to infiltrate and exfiltrate to strike targets in states not party to any conflict, and possibly without that state's knowledge. n78 More expansive is the use of drones to strike targets worldwide with extreme precision while the pilot launching the strike may be located within the U.S. n79 In the historical context and, as some currently argue, this could be said to render both locations clearly within the boundaries of a battlefield, because the combatants are physically located in both places. n80 If these strikes are found to be based upon clear military necessity and are not otherwise unlawful, then they could be lawful under established LOAC principles. n81 Yet this is not a universally accepted proposition, and the ICRC rejects it outright. n82 However, the question of whether such a drone strike could render the operator's location part of the battlefield, if only for the duration of those operations, is legitimate.

In the context of the fast-evolving threat of cyber-warfare, some have contended that the "[s]tate subjected to an armed attack is entitled to resort to self-defense measures against the aggressor, regardless of the geographic point where the attack was delivered." n83 This statement brings to light the lack of geographic boundaries in this new realm of warfare. With such indistinct and global possibilities, assuming that (1) the "cyber battlefield" extends beyond cyberspace to encompass both the physical computer infrastructure supporting the attack and being attacked, (2) the "cyber battlefield" extends to the physical targets of the attack, like power plants, and (3) that cyber attacks constitute armed conflict, the ramifications for the battlefield may be extreme. n84 Not only are civilian targets vulnerable, but a civilian server either apparently or actually hijacked and put into service for such cyber-attacks may be vulnerable under LOAC to either kinetic or non-kinetic attacks in response. n85 There does not appear to be a clear answer in the current framework addressing to what extent a civilian server might constitute the battlefield in such a cyber-attack, but the possibilities for kinetic targeting of civilian network infrastructure could render unprecedented geographic breadth subject to the LOAC applicable to the battlefield. Attempting to create a framework under which such decisions could be made in a consistent manner, in light of perhaps the most global potential for a "battlefield" status, might "serve as a first step to re-evaluating lawful participation in hostilities in other forms of remote warfare." n86

State practice in the context of such new and evolving threats reveals an inherent tension in the legal framework of the UN Charter right to self-defense n87 and the territorial sovereignty of the state who is not actively supporting  [*657]  a terrorist organization yet refuses, or is unable, to counter their illegal acts or simply their presence. n88 This tension is resolved to a certain degree in States that cooperate, n89 yet this may be the exception rather than the rule. And with this exception comes a change in status of the neutral state because "[n]eutral states must refrain from allowing their territory to be used by belligerent states for the purposes of military operations." n90 Thus, a cooperating state opens itself up to attack. n91 Yet this tension may shed light on the status of the battlefield, for example in Yemen where U.S. military operations are allowed in its territory.

A recent instance highlighting what is ostensibly the battlefield during such an operation, is the targeted killing of Anwar al-Awlaki in Yemen. On Sept. 30, 2011, al-Awlaki was reportedly killed in a drone strike on his convoy of vehicles traveling in Yemen. n92 This targeted killing of a U.S. citizen, and radical Islamic militant reportedly a member of al Qaeda in the Arabian Peninsula and "cobelligerent with al Qaeda," on Yemeni soil was reportedly authorized by a memorandum from the U.S. Department of Justice that placed al-Awlaki on a kill or capture list. n93 Whether this strike was carried out with the consent or assistance of the Yemeni government or not raises important questions; however, in either case it was a military strike on foreign soil apart from recognized traditional "battlefields" as they exist in Iraq and Afghanistan. This exercise of military force fits within Dinstein's region of war paradigm and begs the question whether, if Yemen is within the region of war, there is an area outside of it, and thus not susceptible to the "battlefield" label. n94

One might argue that it is only the terrorist combatant who can be taken out with military force, and he is likely to be found on a more traditional battlefield, yet it may be that the financier or planner plays a more important role and presents the greatest threat. n95 These higher-level, arguably more important targets are unlikely to ever be found on what could be more traditionally labeled a battlefield, yet a military strike where they are located might be far more  [*658]  critical in prosecuting the war on terror. The potential breadth to which this practice could push the battlefield, similar to the possibilities with cyber warfare, threatens to further support the idea of the global battlefield.

Yet, despite the breadth of what has historically been treated as the battlefield, there has never been a truly global battlefield. As seen above, from Lieber to the Additional Protocols to the Geneva Conventions, and throughout state practice there have been limits on the extent of what could be termed the battlefield. Though recent trends such as cyber warfare and remotely operated weapons pose a greater possibility of claims that the battlefield is global, n96 limits have existed and must continue to be explored in greater depth to define clearly what is and is not the battlefield in the newest realms of war. While the law of armed conflict has not yet spoken definitively to this question, it is not incapable of growth and development and often must be readdressed in light of changes in the world and the state's capability to wage war.

V. FUTURE OPERATIONS AND A FRAMEWORK FOR MOVING FORWARD

The armed conflicts of the future, and the battlefields on which they are fought, will likely challenge the application of the law of armed conflict in ways today's military and legal scholars cannot foresee. The advent of cyber warfare, financial warfare, advances in space, and the development of stealth drones capable of worldwide unmanned strikes suggest even more radical changes to come. While the law continues to grow and evolve to meet these new challenges and ones not yet foreseen, a framework for answering the question of where the battlefield extends may help control unchecked applications of force. Bearing in mind the admonishment that, "[w]hen principle is involved, [one must] be deaf to expediency," n97 it is necessary to base current and future actions on a principled, rather than ad hoc approach to this important question. A framework for deciding the legality of extending the battlefield in new conflict can provide this principled approach.

Geographic restrictions bring the US in line with EU targeted killing standards – that’s key to norms

Anthony Dworkin 13, senior policy fellow at the European Council on Foreign Relations, “Drones And Targeted Killing: Defining A European Position”, July, http://ecfr.eu/page/-/ECFR84_DRONES_BRIEF.pdf
Nevertheless, it seems possible to construct a central core of agreement that would be broadly shared across the EU. The foundation of this common vision would be the rejection of the notion of a de-territorialised global armed conflict between the US and al-Qaeda. Across the EU there would be agreement that the confrontation between a state and a non-state group only rises to the level of an armed conflict if the non-state group meets a threshold for organisation, and if there are intense hostilities between the two parties.36 The consensus view within the EU would be that these conditions require that fighting be concentrated within a specific zone (or zones) of hostilities. Instead of a global war, Europeans would tend to see a series of discrete situations, each of which needs to be evaluated on its own merits to decide whether it qualifies as an armed conflict.

Outside an armed conflict, the default European assumption would be that the threat of terrorism should be confronted within a law enforcement framework. This framework would not absolutely prohibit the deliberate killing of individuals, but it would set an extremely high threshold for its use – for example, it might be permitted where strictly necessary to prevent an imminent threat to human life or a particularly serious crime involving a grave threat to life.37 Where the threat was sufficiently serious, the state’s response might legitimately include the use of military force, but every use of lethal force would have to be justified as a necessary and proportionate response to an imminent threat. In any action that involved the deliberate taking of human life, there would have to be a rigorous and impartial post-strike assessment, with the government disclosing the justification for its action. Finally, EU states might perhaps agree that in the face of an armed attack or an imminent armed attack, states can use force on the territory of another state without its consent, if that state is unable or unwilling to act effectively to restrain the attack.

This consensus provides a basis on which the EU can step up engagement with the US on drones and targeted killing. At the heart of the EU position is the belief that the use of lethal force outside zones of active hostilities is an exceptional measure that can only be justified on the basis of a serious and imminent threat to human life. At a time when drone technology is proliferating rapidly, EU leaders should be more forthright in making this argument publicly – especially since Obama has adopted it, at least rhetorically, as an element of his policy. While Europeans may be reluctant to accuse Obama of having violated international law, they can assert their own vision and encourage Obama to follow through on his rhetoric by elevating the idea of a strict imminent threat-based approach to the use of deadly force outside the battlefield. European leaders and officials should welcome Obama’s latest moves to restrain drone strikes and his intimation that the armed conflict against al-Qaeda may be nearing its end. In this way they would reinforce the standards implicit in his speech and make clear that America’s closest allies will be watching to see how far he matches his words with action.

At the same time, the EU and its member states should use their private communications with the Obama administration to continue to press for greater clarification and transparency in US drone strike policies. They should ask US officials to explain those aspects of the drone programme that remain uncertain: the meaning that the US attaches to the term “associated forces”, the definition of a “continuing and imminent” threat, the basis for deciding what level of threat justifies targeted killing, and the criteria and processes by which the US reviews drone strikes after the fact and assesses whether there have been civilian casualties (it is notable that Obama’s speech considered various ideas for reviewing proposals for targeted strikes beforehand, but said nothing about post-strike review). EU officials should encourage the US to interpret these terms in a strict and restrictive way, so that the constraints they embody are made as meaningful as possible. In particular, the EU and its member states should press the Obama administration to scale back or abandon the idea that groups outside Afghanistan and Pakistan should be classed as associated forces, which has done more than anything else to turn the fight against al-Qaeda into a global armed conflict.

2ac yellen

Immigration thumps - top of the agenda

Anirban Sen, Live Mint, WSJ, 10/23/13, US immigration Bill back as top agenda after shutdown ends, www.livemint.com/Industry/nojGe2TYjndtkel1B1AgFO/Proposed-immigration-reform-Bill-in-US-worries-Indian-IT-fir.html

A proposed Bill that would stem the flow of Indian and other software engineers to the US has resurfaced at the top of the US Senate agenda following the resolution of the shut-down crisis, prompting worried trade lobbies and Indian information technology (IT) firms to scramble into action once again.

The Immigration Bill is expected to be debated in a conference over the next 2-3 months after the US House of Representatives passes the Bill. Experts and lobby groups say that a majority of Congressmen in the House are leaning towards voting against some clauses of the Bill that Indian IT firms say will harm their businesses.

Indian IT firms say these clauses, if passed, would increase their cost of doing business in the US and force them to remove professionals on H1B visas from client sites.

“The focus in this next round will be in the House of Representatives, which has already signalled they are not inclined to support the Senate Bill in the way the Senate Bill has been crafted,” said Ron Somers, president of the US-India Business Council (USIBC)—a trade lobby comprising top US and Indian companies.

USIBC said it was working closely with Republican party members Bob Goodlatte and Darrell Issa and other key Congressmen to ensure that these provisions were removed from the Bill.

“We have assurances from many Congressmen that they do not support the limiting provisions; they don’t want to be discriminatory,” said Som Mittal, outgoing president of industry lobby Nasscom. “Even US corporations are realizing that the Bill will be harmful for them as well…We are hopeful that these provisions will not be passed.”

Mittal added that Nasscom would continue to push against these provisions, having recently hired lobbying, public relations and law firms in the US to help in their efforts.

Experts said if the Bill is not passed by the House of Representatives this year, it is very unlikely to go through in 2014.

“If it goes into next year, it’s very unlikely that the Bill will be passed at all, given that it’s election year and this is a very divisive issue,” said Kevin A. Hassett, director of economic policy studies at US-based think tank American Enterprise Institute. “They have a window to close this issue, starting this week.”

In the first week of October, a bitterly divided US Congress failed to reach an understanding on US President Barack Obama’s healthcare reforms, popularly known as Obamacare, leading to a 16-day shutdown of the federal government that ended on 17 October.

During the two-week shutdown, the Immigration Bill took a backseat on Capitol Hill. But with the shutdown finally coming to an end and with mid-term elections set for November 2014, comprehensive visa reform has become a focal point for both Democrats and Republicans as they attempt to woo the public with tough rhetoric. “There is now pressure for Congress (especially the House) to take action and pass Bills instead of preventing the government from doing its business,” said Neil Ruiz, a senior policy analyst at Washington-based thinktank The Brookings Institution.

“Immigration reform is definitely a top policy issue now for the House and they have to pass these Bills over the next three months before the election season begins.”

Yellen confirmation inevitable, but still a month off

Reuters 10/23 [“Yellen's Senate hearing for Fed chair unlikely before mid-November,” http://www.reuters.com/article/2013/10/23/us-usa-fed-yellen-idUSBRE99M1EN20131023]

(Reuters) - Janet Yellen's Senate confirmation hearing to be the next chair of the Federal Reserve is not likely to get under way before the middle of next month, a Senate aide said on Wednesday.¶ President Barack Obama nominated Yellen, the Fed's current vice chair, on October 9 to replace Ben Bernanke when his term expires at the end of January, subject to Senate confirmation.¶ Her hearing before the banking panel is the next step in that process, but Senate staff are still waiting to receive the paperwork from the White House before scheduling a start date, the aide said¶ The hearing is expected to be somewhat confrontational, with Republicans critical of the Fed's ultra-easy monetary policy using the opportunity to voice concerns that it risks financial instability and future inflation.¶ But Obama's Democrats control the Senate, including 12 seats on the 20-member banking panel. As a result, Yellen is expected to win confirmation fairly easily, and to take the helm of the U.S. central bank when Bernanke steps down on January 31.¶ The Fed has held interest rates near zero since late 2008 and quadrupled the size of its balance sheet through massive bond purchases, in an effort to boost economic recovery after a severe 2007-2009 recession and drive down lofty unemployment.¶ Yellen has been a stout supporter of this aggressive action and her appointment is viewed as likely to ensure policy continuity with the Bernanke era as policymakers weigh when to start scaling back bond buying and eventually raising rates.

No impact to Yellen - their ev just says the fed is important - that's solved by any inevitable chairman - it's not like Obama would put Ron Paul in charge...

Future fed action fails

Weatherford 13

Stephen Weatherford is professor of political science at the University of California, Santa Barbara, Presidential Studies Quarterly, June 2013, "The President, the Fed, and the Financial Crisis", Vol. 43, No. 2, Ebsco

Faced with the prospect that the economy’s weak recovery would tip back into recession, the Fed has sought to compensate for the absence of ﬁscal policy by taking on a larger share of the responsibility for keeping the recovery going. The supposition is not that the Fed has been continually expansive but that it has loosened monetary conditions only when job growth in the economy has ﬂagged and when the Congress has been unable to act.

The resulting infusions of monetary stimulus have provoked a new round of concern that the central bank is operating outside its proper sphere. For one, its policy instruments are not unlimited, and some suggest they may not be up to the job: the Fed has held overnight interest rates at zero since 2008; there is some evidence that “quantitative easing,” the most aggressive and controversial weapon in the ﬁght against stagnation, although initially effective at reducing unemployment and increasing growth, may have a smaller impact in subsequent rounds. Moreover, the Fed’s success at reducing interest rates on Treasury bonds has not been matched by similar declines in mortgage rates or interest rates on corporate debt, suggesting that the assumed pass-through from the Fed to banks to consumers is being blocked.

Nor are its actions without risk: holding the cost of money exceptionally low for a long period of time could store up inﬂationary pressure; the growth of bank reserves has lowered demand for overnight lending, but this has had the effect of weakening the leverage of the Fed’s principal short-run policy tool in the ﬁght against inﬂation; and by lowering borrowing costs, the central bank is reducing market pressure on ﬁscal policy authorities—the politicians whose constituents would otherwise face higher interest rates and weaker job growth.

No econ impact

Jervis 11, Robert Professor in the Department of Political Science and School of International and Public Affairs at Columbia University, December 2011, “Force in Our Times,” Survival, Vol. 25, No. 4, p. 403-425

Even if war is still seen as evil, the security community could be dissolved if severe conflicts of interest were to arise. Could the more peaceful world generate new interests that would bring the members of the community into sharp disputes? 45 A zero-sum sense of status would be one example, perhaps linked to a steep rise in nationalism. More likely would be a worsening of the current economic difficulties, which could itself produce greater nationalism, undermine democracy and bring back old-fashioned beggar-my-neighbor economic policies. While these dangers are real, it is hard to believe that the conflicts could be great enough to lead the members of the community to contemplate fighting each other. It is not so much that economic interdependence has proceeded to the point where it could not be reversed – states that were more internally interdependent than anything seen internationally have fought bloody civil wars. Rather it is that even if the more extreme versions of free trade and economic liberalism become discredited, it is hard to see how without building on a preexisting high level of political conflict leaders and mass opinion would come to believe that their countries could prosper by impoverishing or even attacking others. Is it possible that problems will not only become severe, but that people will entertain the thought that they have to be solved by war? While a pessimist could note that this argument does not appear as outlandish as it did before the financial crisis, an optimist could reply (correctly, in my view) that the very fact that we have seen such a sharp economic down-turn without anyone suggesting that force of arms is the solution shows that even if bad times bring about greater economic conflict, it will not make war thinkable.
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Snowden pounds the DA and disproves the link to heg 

Meghashyam Mali 13 [“Rice: NSA leaks didn’t weaken Obama,” 6/21, http://thehill.com/blogs/blog-briefing-room/news/308577-rice-snowden-leaks-didnt-weaken-obama]

U.S. Ambassador to the United Nations Susan Rice rejected suggestions that National Security Agency leaks by former contractor Edward Snowden had damaged U.S. foreign policy or weakened President Obama.¶ “I think that’s bunk,” said Rice, who will assume her new post as Obama’s national security adviser next week, in an interview with the Associated Press published Saturday.¶ “I think the United States of America is and will remain the most influential, powerful and important country in the world, the largest economy, and the largest military, [with] a network of alliances, values that are universally respected,” said Rice.¶ Snowden earlier this month revealed classified information detailing the NSA’s secret surveillance of internet and phone data. The disclosures included information about PRISM, a program which tracked internet data of foreign users, sparking international criticism.¶ Efforts to bring Snowden, who is facing federal charges on espionage and theft of government property to justice, have also threatened to set back U.S. relations with China and Russia.¶ Those countries refused to honor an extradition request for Snowden, who is currently believed to be in Moscow airport. Snowden fled to Hong Kong from Hawaii shortly before leaking the NSA information, and then boarded a flight to Moscow last week.¶ Russian President Vladimir Putin said last week he would not send Snowden to the U.S., calling him a “free man.”¶ "I don't think the diplomatic consequences, at least as they are foreseeable now, are that significant,” Rice said, downplaying the dispute.¶ “I think the Snowden thing is obviously something that we will get through, as we've gotten through all the issues like this in the past,” she added.¶ 

Plan solves inevitable slew of legal disputes that turn the disad

Jack Goldsmith, Harvard Law School Professor, focus on national security law, presidential power, cybersecurity, and conflict of laws, Former Assistant Attorney General, Office of Legal Counsel, and Special Counsel to the Department of Defense, Hoover Institution Task Force on National Security and Law, March 2012, Power and Constraint, P. 199-201

For the GTMO Bar and its cousin NGOs and activists, however, the al-Aulaqi lawsuit, like other lawsuits on different issues, was merely an early battle in a long war over the legitimacy of U.S. targeting practices—a war that will take place not just in the United States, but in other countries as well. When the CCR failed to achieve what it viewed as adequate accountability for Bush administration officials in the United States in connection with interrogation and detention practices, it started pursuing, and continues to pursue, lawsuits and prosecutions against U.S. officials in Spain, Germany, and other European countries. "You look for every niche you can when you can take on the issues that you think are important," said Michael Ratner, explaining the CCR's strategy for pursuing lawsuits in Europe.

Clive Stafford Smith, a former CCR attorney who was instrumental in its early GTMO victories and who now leads the British advocacy organization Reprieve, is using this strategy in the targeted killing context. "There are endless ways in which the courts in Britain, the courts in America, the international Pakistani courts can get involved" in scrutinizing U.S. targeting killing practices, he argues. "It's going to be the next 'Guantanamo Bay' issue."' Working in a global network of NGO activists, Stafford Smith has begun a process in Pakistan to seek the arrest of former CIA lawyer John Rizzo in connection with drone strikes in Pakistan, and he is planning more lawsuits in the United States and elsewhere against drone operators." "The crucial court here is the court of public opinion," he said, explaining why the lawsuits are important even if he loses. His efforts are backed by a growing web of proclamations in the United Nations, foreign capitals, the press, and the academy that U.S. drone practices are unlawful. What American University law professor Ken Anderson has described as the "international legal-media-academic-NGO-international organization-global opinion complex" is hard at work to stigmatize drones and those who support and operate them."
This strategy is having an impact. The slew of lawsuits in the United States and threatened prosecutions in Europe against Bush administration officials imposes reputational, emotional, and financial costs on them that help to promote the human rights groups'

 ideological goals, even if courts never actually rule against the officials. By design, these suits also give pause to current officials who are considering controversial actions for fear that the same thing might later happen to them. This effect is starting to be felt with drones. Several Obama administration officials have told me that they worry targeted killings will be seen in the future (as Stafford Smith predicts) as their administration's GTMO. The attempted judicial action against Rizzo, the earlier lawsuits against top CIA officials in Pakistan and elsewhere, and the louder and louder proclamations of illegality around the world all of which have gained momentum after al-Aulaqi's killing—are also having an impact. These actions are rallying cries for protest and political pushback in the countries where the drone strikes take place. And they lead CIA operators to worry about legal exposure before becoming involved in the Agency's drone program." We don't know yet whether these forces have affected actual targeting practices and related tactics. But they induce the officials involved to take more caution. And it is only a matter of time, if it has not happened already, before they lead the U.S. government to forgo lawful targeted killing actions otherwise deemed to be in the interest of U.S. national security.
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1. No Impact – Prolif will be slow
Waltz 3, adjunct professor of political science at Columbia University

 (Kenneth, The Spread of Nuclear Weapons: A debate renewed, p 3-4)

What will the spread of nuclear weapons do to the world? I say “spread” rather than “proliferation” because so far nuclear weapons have proliferated only vertically as the major nuclear powers have added to their arsenals. Horizontally, they have spread slowly across the world, and the pace is not likely to change much. Short-term candidates for admission to the nuclear club are not numerous, and they are not likely to rush into the nuclear business. One reason is that the United States works with some effect to keep countries from doing that. Nuclear weapons will nevertheless spread, with a new member occasionally joining the club. Membership grew to twelve in the first fifty years of the nuclear age, and that number included three countries that suddenly found themselves in the nuclear military business as successor states to the Soviet Union. Membership in the club then dropped to eight as South Africa, Kazakhstan, Belarus, and Ukraine liquidated their weapons. A fifty percent growth of membership in the next decade would be surprising. Since rapid changes in international relations can be unsettling, the slowness of the spread of nuclear weapons is fortunate. Someday the world will be populated by fifteen or eighteen nuclear-weapon states (hereafter referred to as nuclear states). What the further spread of nuclear weapons will do to the world is therefore a compelling question. 

2. Prolif inevitable – getting nukes is rational and can’t be dissuaded

Roth, 7

[Ariel Ilan, Associate Director of National Security Studies at the Johns Hopkins University’s Krieger School of Arts and Sciences.  "The Inevitability of a Nuclear Tomorrow: Iran, North Korea and the Rational Desire for Nuclear Weapons" Paper presented at the annual meeting of the International Studies Association 48th Annual Convention, Hilton Chicago, CHICAGO, IL, USA, Feb 28, 2007 http://www.allacademic.com/meta/p178708_index.html]

The case of Israel is particularly instructive. More than most other nations, Israel is dependent on its alliance with the United States. The US is Israel’s largest provider of arms and provides economic support of 1.5 billion dollars annually. The United States also provides diplomatic protection for Israel in the UN Security Council. The fact that Israel refuses to sign the NPT and denuclearize even at the cost of risking confrontation with the US as it did in the late 1960’s is strong proof of how states prioritize security risks over other issues. Pakistan too has been and continues to be willing to endure moral and financial sanction rather than part with weapons which they believe give them a maximal degree of security over their potential enemies. 

 Policy Implications

The fact is that Iran and North Korea are likely to become nuclear nations despite whatever pressures the international community places upon them. Because these nations believe themselves to be facing existential threats and because they believe that nuclear weapons can change the strategic calculus of their enemies in such a way as to make attacking them incalculably expensive, they are not likely to desist.

What does that suggest in terms of policy for the United States and the international community more broadly? The first implication is that the US should desist from trying to engage either nation in talks which are premised on the idea that their nuclear ambitions may be related to a civilian purpose. While Iran and North Korea may genuinely wish to harness the power of the atom for generating electricity, that is not their sole or even primary motive. Searching for a formula which will allow them to use the atom for power without allowing them to use atoms for war will not succeed.

Since North Korea and Iran cannot be convinced to to desist from producing nuclear arms the international community must focus on two other goals: First, the international community must clarify to the North Koreans and the Iranians expectations about how nuclear nations behave. The risks of nuclear crisis compelled certain adaptations to the very real and sometime virulent conflict between the United States and the Soviet Union including the installation of hotlines and some level of communication between capitals. A similar policy should be developed vis-à-vis North Korea and Iran 

Secondly, while during the Cold War questions of who launched what were fairly easily managed because of the dearth of nuclear nations, the sad fact of proliferation compels a new investment in technologies that will allow the sources of nuclear attacks to be definitively traced. Nuclear weapons must, in all circumstances, have an address. Being location detectable will deter all nations from passing their weapons on to terrorists for use against another nation. When the source of all weapons is known, the principle that President Bush applied to terrorism- that it is both to the organizations and those that shelter them upon whom retribution will be visited- will apply here as well.

Finally, the international community must encourage new and innovative scholarship that will address the reality of nuclear existence in a non-bipolar world. The condition of bipolarity which shaped the Cold War no longer obtains. With its demise, much of the thinking on nuclear diplomacy will have to change to.

Conclusion

In a sense, the world was granted a gift. Contrary to what many expected in the late 1960’s a massive wave of nuclear proliferation has never occurred. However, that long interval without nuclear proliferation has lulled many into a false sense of security that the specter of proliferation would never resurface. Here is the sad truth: Awful as nuclear weapons are, there are some states for which their acquisition is a rational policy choice as suggested in conditions 2-4 above. While we can deplore Israel’s and Pakistan’s reliance of nuclear deterrence, we cannot be surprised, given their security environment that they have chosen as they have. Their choice, like NATO’s refusal to endorse a “no first use” policy regarding nuclear weapons during the Cold War, reflects the reality that nuclear weapons are not, as we wish they were, unthinkable. The key to the future is not to pretend that proliferation will not happen, but to develop techniques to manage the fact that it has already happened. Resources squandered in the fool’s errand of convincing Iran and North Korea to give up what other nuclear powers never will cannot be recovered and could be better used in planning for our more uncertain and more scary future 
If it was determined a special forces operation was necessary to prevent an impending attack on the US we could still send 

Albright et al. 12 [David Albright, chairperson of ISIS, Paul Brannan, senior analyst at ISIS who has done extensive research and analysis on the international nuclear black market, Andrea Stricker, research analyst, Christina Walrond, and Houston Wood, “PREVENTING IRAN FROM GETTING NUCLEAR WEAPONS: CONSTRAINING ITS FUTURE NUCLEAR OPTIONS,” The Institute for Science and International Security, March 5, http://w.isis-online.org/uploads/isis-reports/documents/USIP_Template_5March2012-1.pdf]

Iran’s efforts to build covert nuclear sites, which it could operate out of sight of IAEA inspectors, have¶ time and again failed either through good IAEA detective work or Western intelligence agency¶ discoveries. The most recent case is¶ the confirmation by Western intelligence in mid¶ -¶ 2009 that Iran was¶ building a clandestine centrifuge plant near the city of Qom. Senior officials close to the IAEA suspect¶ that this enrichment site was intended to be part of a parallel, secret program to¶ produce weapon¶ -¶ grade¶ uranium under the control of the Iranian military. That facility, now called the Fordow Fuel Enrichment¶ Plant (FFEP), is currently under IAEA safeguards, and Iran declared that it is dedicated to the production¶ of 3.5 percent and 19.7¶ 5 percent uranium. The November 2011 IAEA safeguards report on Iran¶ contains numerous other examples of secret military related nuclear activities and facilities in Iran¶ discovered by about ten IAEA member states, including the United States, Britain, Fra¶ nce, Germany, and¶ Israel.¶ In order to deter Iran from constructing covert nuclear sites, intelligence options aimed at their¶ detection remain vitally important. Known methods used by intelligence agencies include human¶ spying, cyber snooping, aerial surve¶ illance, and bugging of equipment procured by Iran overseas.¶ Intelligence agencies are also encouraging more defectors from the nuclear program with some notable¶ successes.¶ As a result, Iran must be increasingly anxious that its nuclear program is highly¶ penetrated by foreign¶ intelligence agencies. It may hesitate in making decisions to construct parallel, clandestine facilities to¶ make weapon grade uranium; currently, there is no evidence of a secret enrichment site able to¶ produce weapon¶ -¶ grade uranium.¶ The 2009/2010 cyber attack by the Stuxnet malware on the Natanz¶ enrichment plant likely worsened Iran’s paranoia. Whichever nation launched that attack had a¶ surprising amount of confidential detail a¶ bout operations at the facility¶ -¶ far more inside information¶ than could be acquired from IAEA reporting. Intelligence agencies needed to penetrate both the inner¶ workings of that plant and a collection of Iranian companies, which illicitly obtained Siemens computer¶ control equipment and software and prepared¶ it for delivery to the centrifuge program, leading to the¶ Stuxnet attack. Moreover, Stuxnet also functioned to gather information about operations at Iran’s¶ centrifuge sites and broadcast them through the Internet to command and control servers located¶ out¶ side Iran.¶ Stuxnet is an example of a covert effort that seeks to actively damage Iranian nuclear equipment¶ subject to U.N. Security Council resolutions. It destroyed at least 1,000 IR¶ -¶ 1 centrifuges at the Natanz¶ Fuel Enrichment Plant and set the progra¶ m back by about a year. It may have caused lingering effects¶ that contribute to centrifuge problems at the Natanz plant today. Despite their controversy, more cyber¶ attacks may yet occur. A Stuxnet 2.0 or 3.0 may sorely test Iran’s claim that it improved i¶ ts cyber¶ security and its ability to significantly mitigate the effects of another cyber attack on the centrifuges at¶ Natanz.¶ The discovery in the fall of 2011 of the ―Duqu‖ malware heightened expectations of additional attacks.¶ This malware, according¶ to the computer security firm Symantec, which analyzed the code, has nearly¶ identical components to the original Stuxnet malware and appears to be the precursor to a future¶ Stuxnet¶ -¶ like attack. Symantec found that ―Duqu’s purpose is to gather intelligence¶ data and assets from¶ entities, such as industrial control system manufacturers, in order to more easily conduct a future¶ attack against another third party. The attackers are looking for information such as design documents¶ that could help them mount a fut¶ ure attack on an industrial control facility.‖¶ 11¶ Despite the downsides¶ and risks associated with cyber attacks against Iranian nuclear facilities, the tactic is becoming more¶ widely accepted as a means to slow down Iran’s nuclear progress and stymie progr¶ ams which violate¶ UNSC resolutions, particularly the uranium enrichment program.¶ 16¶ Broader sabotage of Iran’s imported equipment is another well¶ -¶ known tactic of Western intelligence¶ agencies. Intelligence agencies first infiltrate an Iranian smuggling networ¶ k and provide the goods the¶ network seeks, but not before they first modify the goods so they will not work, perhaps in a way that¶ will damage adjacent equipment. Sometimes bugging devices are placed in the equipment and send¶ information about operations a¶ fter the equipment is installed at a site. This technique has likely¶ revealed at least one of Iran’s secret nuclear sites and, according to official Iranian statements, to have¶ caused centrifuges to break. Undoubtedly, the tactic is being pursued more dili¶ gently today by a range¶ of countries.¶ There are several riskier strategies that are being pursued against Iran that have serious downsides¶ and implications. Assassinations of Iranian nuclear scientists and engineers have occurred with greater¶ frequency b¶ ut should be stopped because they carry too high a risk of retaliation and involve terrorism¶ against civilians. Moreover, assassinations are unlikely to be effective in setting back the nuclear¶ program, which involves thousands of specialists and ingrained know - how. Furthermore, Iran could¶ argue that assassinations are equivalent to a military attack and use this as justification for further¶ provocations. An under¶ -¶ siege mentality created by use of such tactics could motivate Iran to further¶ degrade its cooperation with the IAEA and resist offers of negotiation.¶ Recent major accidents at Iranian facilities have led to speculation that countries are conducting¶ sabotage against significant Iranian missile and nuclear¶ -¶ related sites. An explosion late last yea¶ r at a¶ major missile production facility outside Tehran is being called sabotage by some.¶ 12¶ In December 2012,¶ there was an explosion at the newly opened¶ Ghadir steelworks¶ in Yazd that reportedly could have been¶ making maraging steel. Despite Iranian denial¶ s of sabotage and a lack of clear evidence of sabotage,¶ these cases have ignited a debate into the risks, feasibility, and desirability of sabotaging major¶ facilities via covert operations that go beyond cyber attacks.
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It forced full disclosure of cia documents – 0 risk of the da – spills over to Obama transparency

Warren Richey, staff writer, 3/15/13 [“Drone documents case: federal appeals court rules against CIA,” http://www.csmonitor.com/USA/Justice/2013/0315/Drone-documents-case-federal-appeals-court-rules-against-CIA]

A federal appeals court on Friday ordered the Central Intelligence Agency to respond to a Freedom of Information Act request seeking documents related to the use of drone aircraft in targeted killings overseas.¶ The CIA had initially responded to the Jan. 2010 FOIA request by stating that it would neither confirm not deny the existence of any documents at the agency related to the secret program.¶ A federal judge accepted the argument and dismissed the FOIA request in Sept. 2011.¶ The American Civil Liberties Union, which filed the request, appealed.¶ The appeals court decision sends the case back to federal court where the CIA will be required to present a list of documents potentially relevant to the ACLU’s request. ¶ The decision doesn’t mean the ACLU will necessarily gain access to any or all documents.¶ But the decision is significant in a broader way.¶ “This is an important victory. It requires the government to retire the absurd claim that the CIA’s interest in the targeted killing program is a secret, and it will make it more difficult for the government to deflect questions about the program’s scope and legal basis,” ACLU Deputy Legal Director Jameel Jaffer said, in statement.¶ “It also means that the CIA will have to explain what records it is withholding, and on what grounds it is withholding them,” Mr. Jaffer said.¶ The ACLU request for information was made in an effort to shed light on America’s lethal drone program. The lawyers want the agency to reveal when and where drones are being used, and who is being targeted.¶ They are also seeking information about how the government is guaranteeing compliance with international law against extrajudicial killings.¶ In its decision on Friday, the three-judge panel of the US Court of Appeals for the District of Columbia Circuit rejected the CIA’s argument that it was under no obligation to reveal the existence of drone-related documents at the agency.¶ Government lawyers had said that since no CIA or executive branch official had disclosed whether the CIA “has an interest in drone strikes,” there was no basis for the agency to respond in any way to the FOIA request. The agency maintained that any response – either confirming or denying – would reveal sensitive information.¶ Writing for the panel, Chief Judge Merrick Garland dismissed the CIA’s position as “neither logical nor plausible.”¶ He noted that President Obama, then-counter terrorism adviser John Brennan, and then-CIA Director Leon Panetta had all given public statements acknowledging the drone program.¶ “Given these official acknowledgments that the United States has participated in drone strikes, it is neither logical nor plausible for the CIA to maintain that it would reveal anything not already in the public domain to say that the Agency at least has an intelligence interest in such strikes,” Judge Garland wrote.¶ “The defendant is, after all, the Central Intelligence Agency. And it strains credulity to suggest that an agency charged with gathering intelligence affecting the national security does not have an ‘intelligence interest’ in drone strikes, even if that agency does not operate the drones itself,” the judge said.¶ Officials at the ACLU praised the decision.¶ “We hope that this ruling will encourage the Obama administration to fundamentally reconsider the secrecy surrounding the targeted killing program,” Jaffer said. “The program has already been responsible for the deaths of more than 4,000 people in an unknown number of countries. The public surely has a right to know who the government is killing, and why, and in which countries, and on whose orders,” he said.¶ “The Obama administration, which has repeatedly acknowledged the importance of government transparency, should give the public the information it needs in order to fully evaluate the wisdom and lawfulness of the government’s policies,” Jaffer said.
